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\* \* \* Start of changes \* \* \* \*

## 9.1 AEF\_Security\_API

### 9.1.1 API URI

The AEF\_Security\_API service shall use the AEF\_Security\_API.

The request URIs used in HTTP requests from the API invoker towards the API exposing function shall have the Resource URI structure defined in subclause 7.5 with the following clarifications:

- The <apiName>shall be "aef-security".

- The <apiVersion> shall be "v1".

- The <custOpName> shall be set as described in subclause 9.1.2a.

\* \* \* Next changes \* \* \* \*

### 9.1.2 Resources

There is no resource defined for this API.

\* \* \* Next changes \* \* \* \*

\* \* \* Next changes \* \* \* \*

#### 9.1.2a.1 Overview

Custom operations used for this API are summarized in table 9.1.2a.1-1. "{apiRoot}" and "<apiVersion>" are set as described in clause 7.5 and clause 9.1.1 respectively.

Table 9.1.2a.1-1: Custom operations without associated resources

|  |  |  |  |
| --- | --- | --- | --- |
| Operation name | Custom operation URI | Mapped HTTP method | Description |
| check-authentication | /check-authentication | POST | Check authentication request. |
| revoke-authentication | /revoke-authorization | POST | Revoke authorization for service APIs. |

\* \* \* Next changes \* \* \* \*

##### 9.1.2a.2.2 Operation Definition

This method shall support the URI query parameters specified in table 9.1.2a.2.2-1.

Table 9.1.2a.2.2-1: URI query parameters supported by the POST method on this resource

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Name | Data type | P | Cardinality | Description |
| n/a |  |  |  |  |

This operation shall support the request and response data structures, and response codes specified in tables 9.1.2a.2.2-2 and 9.1.2a.2.2-3.

Table 9.1.2a.2.2-2: Data structures supported by the POST Request Body on this operation

|  |  |  |  |
| --- | --- | --- | --- |
| Data type | P | Cardinality | Description |
| CheckAuthenticationReq | M | 1 | Authentication check request data |

Table 9.1.2a.2.2-3: Data structures supported by the POST Response Body on this operation

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Data type | P | Cardinality | Response  codes | Description |
| CheckAuthenticationRsp | M | 1 | 200 OK | The request was successful. |

\* \* \* Next changes \* \* \* \*

##### 9.1.2a.3.2 Operation Definition

This method shall support the URI query parameters specified in table 9.1.2a.3.2-1.

Table 9.1.2a.3.2-1: URI query parameters supported by the POST method on this resource

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Name | Data type | P | Cardinality | Description |
| n/a |  |  |  |  |

This operation shall support the request and response data structures, and response codes specified in tables 9.1.2a.2.3-2 and 9.1.2a.2.3-3.

Table 9.1.2a.2.3-2: Data structures supported by the POST Request Body on this operation

|  |  |  |  |
| --- | --- | --- | --- |
| Data type | P | Cardinality | Description |
| RevokeAuthorizationReq | M | 1 | Authorization revocation request data |

Table 9.1.2a.2.3-3: Data structures supported by the POST Response Body on this operation

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Data type | P | Cardinality | Response  codes | Description |
| RevokeAuthorizationRsp | M | 1 | 200 OK | The request was successful. |

\* \* \* Next changes \* \* \* \*

##### 9.1.4.2.1 Introduction

This subclause defines the structures to be used in resource representations for the AEF\_Security\_API.

\* \* \* Next changes \* \* \* \*

### 9.1.5 Error Handling

General error responses are defined in subclause 7.7.

\* \* \* Next changes \* \* \* \*

### 9.1.6 Feature negotiation

General feature negotiation procedures are defined in subclause 7.8.

Table 9.1.6-1: Supported Features

|  |  |  |
| --- | --- | --- |
| **Feature number** | **Feature Name** | **Description** |
| n/a |  |  |

\* \* \* End of changes \* \* \* \*