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\*\*\* 2nd Change \*\*\*

### 16.4.2 Access-Accept (sent from AAA server to GGSN/P-GW)

Table 2 describes the attributes of the Access-Accept message. See RFC 2548 [51] for definition of MS specific attributes.

Table 2: The attributes of the Access-Accept message

| Attr # | Attribute Name | Description | Content | Presence Requirement |
| --- | --- | --- | --- | --- |
| 1 | User-Name | Username received in the Access-Request message or a substitute username provided by the AAA server. If the User-Name has been received in the Access-Accept message, this user-name shall be used in preference to the above | String | Optional |
| 6 | Service-Type | Indicates the type of service for this user | Framed | Optional |
| 7 | Framed-Protocol  | Indicates the type of protocol for this user  | 7 (GPRS PDP Context) | OptionalNote 4 |
| 8 | Framed-IP-Address | IPv4 address allocated for this user, if the AAA server is used to allocate IP address. | IPv4 | Conditional Note 2 |
| 9 | Framed-IP-Netmask | Netmask for the user IPv4 address, if the AAA server is used to allocate IP netmask. | IPv4 | Conditional Note 2 |
| 97 | Framed-IPv6-Prefix | IPv6 address prefix allocated for this user, if the AAA server is used to allocate IPv6 address prefixes. | IPv6 | ConditionalNote 2 |
| 123 | Delegated-IPv6-Prefix | IPv6 prefix delegated to the user. | IPv6 | Conditional Note 6 |
| 96 | Framed-Interface-Id | IPv6 Interface Identifier provided by the GGSN/P-GW to the UE at Initial Attach. | 64 bits as per IETF RFC 3162 [50] | OptionalNote 7 |
| 100 | Framed-IPv6-Pool | Name of the IPv6 prefix pool for the specific APN | String | OptionalNote 2 |
| 12 | Framed-MTU | Maximum Transmission Unit of the PDP PDUs, between the MS and GGSN/P-GWs (Note 5) | String | Optional |
| 25 | Class | Identifier to be used in all subsequent accounting messages. | String | Optional (Note 1) |
| 27 | Session-Timeout | Indicates the timeout value (in seconds) for the user session | 32 bit unsigned Integer | Optional |
| 28 | Idle-Timeout | Indicates the timeout value (in seconds) for idle user session | 32 bit unsigned Integer | Optional |
| 26/311 | MS- Primary-DNS-Server | Contains the primary DNS server address for this APN | IPv4 | Optional Note 3 |
| 26/311 | MS-Secondary-DNS-Server | Contains the secondary DNS server address for this APN | IPv4 | Optional Note 3 |
| 26/311 | MS-Primary-NBNS-Server | Contains the primary NetBIOS name server address for this APN | IPv4 | Optional Note 3 |
| 26/311 | MS-Secondary-NBNS-Server | Contains the secondary NetBIOS server address for this APN | IPv4 | Optional Note 3 |
| 64 | Tunnel-Type | Indicates the tunneling protocol(s) to be used. Value 3 to be used for L2TP tunnel. | As per RFC 2868 [m3] clause 3.1. | Optional Note x |
| 65 | Tunnel-Medium-Type | Indicates which transport medium to use when creating a tunnel for those protocols (such as L2TP). Value 1 for IPv4 and/or value 2 for IPv6 to be used when the Tunnel-Type value 3 for L2TP tunnel is present.  | As per RFC 2868 [m3] clause 3.2. | Optional Note x |
| 67 | Tunnel-Server-Endpoint | Indicates the address of the server end of the tunnel.  | As per RFC 2868 [m3] clause 3.4. | Optional Note x |
| 69 | Tunnel-Password | Indicates the password to be used to authenticate to a remote server. | As per RFC 2868 [m3] clause 3.5. | Optional |
| 83 | Tunnel-Preference | Indicates the relative preference assigned to each tunnel, If more than one set of tunneling attributes is included. | As per RFC 2868 [m3] clause 3.8. | Optional Note x |
| 26/10415/17 | 3GPP-IPv6-DNS-Servers | List of IPv6 addresses of DNS servers for this APN | IPv6 | Optional Note 3 |
| NOTE 1: The presence of this attribute is conditional upon this attribute being received in the Access-Accept message NOTE 2: IPv4 address and/or IPv6 prefix attributes shall be present.The IP protocol version for end-user and network may be different.NOTE 3: Depending on IP address(es) allocated to the user, either or both IPv4 and IPv6 address attributes shall be present.NOTE 4: Framed-Protocol value of 7 is used by both GGSN and P-GW when interworking with RADIUS AAA servers. When used for P-GW, it represents the IP-CAN bearer.NOTE 5: In network deployments that have MTU size of 1500 octets in the transport network, providing a link MTU value of 1358 octets to the MS as part of the IP configuration information from the network will prevent the IP layer fragmentation within the transport network between the MS and the GGSN/P-GW. Link MTU considerations are discussed further in Annex C of 3GPP TS 23.060 [3].NOTE 6: Delegated IPv6 prefix shall be present if the user was delegated an IPv6 prefix. NOTE 7: As per subclause 9.2.1.1 of 3GPP TS 23.060 [3] and subclause 5.3.1.2.2 of3GPP TS 23.401 [77] the UE shall use this interface identifier to configure its link-local address, however the UE can choose any interface identifier to generate its IPv6 address(es) other than link-local without involving the network.NOTE x: If more than one set of "Tunneling" attributes are provided, the "Tunnel-Preference" attribute may be provided in each set to identify the relative preference. |

NOTE: The other optional attributes starting with "Tunnel-" attributes can be referred to the IETF RFC 2868[m3] with implementation specific.

Editor’s Note: Whether the Tunnel-Password can be included will be confirmed by SA3.

\*\*\* End of Changes \*\*\*