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1. Introduction.
This document proposes to add the procedures and attributes for the IP mobility mode selection. 

2. Proposed changes
**************** Start of first change *****************
6.3.2
IPMS indication

6.3.2.1
IPMS indication from UE to 3GPP AAA server
During network access authentication, UE may provide an explicit indication to the 3GPP AAA server about the supported mobility protocol by using an attribute in the EAP-AKA protocol, to extend the EAP-AKA protocol as specified in section 8.2 of RFC 4187 [25]. This attribute is provided in EAP-Response/AKA-Challenge message payload.

The UE may provide the indication for IPMS using AT_IPMS_IND attribute in EAP-AKA. The UE indicates support for one or more mobility protocols in AT_IPMS_IND attribute as follows:

-
the UE shall indicate support for DSMIPv6 if the UE supports DSMIPv6; and
-
the UE shall indicate support for MIPv4 if the UE supports MIPv4; and
-
during initial attach, the UE should indicate support for NBM if the UE supports address preservation based on NBM between the access it is attaching to and all other accesses that the UE supports.; or
-
upon handover, the UE shall indicate support for NBM if the UE supports address preservation based on NBM while moving from source access network to target non-3GPP access network that the UE is attaching to.

The preference of protocol may be indicated based on the policies configured on the UE. The detailed coding of this attribute is described in subclause X.Y.Z.1.



Editor’s note: It is FFS if and how the UE provides an indication for scenarios where EAP-AKA based authentication is not performed in trusted access networks.
Editor’s note: The attribute AT_IPMS_IND defined in this subclause requires registration with the IANA. At the time of freezing of release 8, MCC should make this registration.
6.3.2.2
IPMS indication from 3GPP AAA server to UE
If the UE provided an explicit indication as described in subclause 6.3.2.1, the 3GPP AAA server shall inform the UE of its decision on the mobility protocol and IP preservation mode by invoking an EAP-Request/AKA-Notification dialogue.
On selecting the mobility protocol based on UE indication, access network capabilities and network policies, the AAA server shall indicate the selected protocol to the UE by using the AT_IPMS_RES attribute. 

If the AT_IPMS_RES attribute indicates DSMIPv6 then the UE shall follow the procedures defined in TS 24.303 [x].

If the AT_IPMS_RES attribute indicates MIPv4 support, then the UE shall follow the procedures defined in TS 24.304 [x].

The detailed coding of this attribute is described in subclause X.Y.Z.2.
Editor’s note: The attribute AT_IPMS_RES defined in this subclause requires registration with the IANA. At the time of freezing of release 8, MCC should make this registration.


********************** Start of second change ***********************

6.4.3
3GPP AAA server procedures

6.4.3.1
Identity Management

Editor's note: Management of identities is under study by CT4 and as such it is FFS here.
6.4.3.2
EAP AKA based Authentication

The 3GPP AAA server shall support EAP AKA based authentication as specified in IETF RFC 4187 [24]. If the UE provides an explicit indication for the supported mobility protocols and the network supports multiple IP mobility mechanisms, then the network shall select the protocol to be used and communicate the decision to the UE by using the attribute defined in subclause 6.3.2.2 in the EAP-Response/AKA-Notification message.  
************************** Start of third change ************************
X.Y.Z
IPMS attributes

X.Y.Z.1
AT_IPMS_IND attribute

	7
	6
	5
	5
	3
	2
	1
	0
	

	
Attribute Type = AT_IPMS_IND
	octet 1

	
Length = 1
	octet 2

	
Value 
	octet 3

octet 4


Figure X.Y.Z.1: AT_IPMS_IND attribute
Table X.Y.Z.1: AT_IPMS_IND attribute
	Attribute Type indicates the type of attribute as AT_IPMS_IND with a value of XXXX.

Editors Note: The exact value of the attribute which will be assigned by IANA is FFS.

	Length of this attribute shall be set to 1 as per RFC 4187

	Value

	7
	6
	4
	5
	3
	2
	1
	0
	
	Protocol Supported

	0
	0
	0
	0
	0
	0
	0
	0
	
	Reserved

	0
	0
	0
	0
	0
	0
	0
	1
	
	DSMIPv6 only

	0
	0
	0
	0
	0
	0
	1
	0
	
	NBM only

	0
	0
	0
	0
	0
	0
	1
	1
	
	MIPv4 only

	0
	0
	0
	0
	0
	1
	0
	0
	
	DSMIPv6 and NBM both supported

	0
	0
	0
	0
	0
	1
	0
	1
	
	MIPv4 and NBM both supported

	0
	0
	0
	0
	0
	1
	1
	0
	
	DSMIPv6 and NBM Supported;DSMIPv6 preferred

	0
	0
	0
	0
	0
	1
	1
	1
	
	DSMIPv6 and NBM Supported; NBM preferred

	0
	0
	0
	0
	1
	0
	0
	0
	
	MIPv4 and NBM supported; MIPv4 preferred

	0
	0
	0
	0
	1
	0
	0
	1
	
	MIPv4 and NBM supported; NBM preferred


X.Y.Z.2
AT_IPMS_RES attribute
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Figure X.Y.2: AT_IPMS_RES attribute.
Table X.Y.2: AT_IPMS_RES attribute
	Attribute Type indicates the type of attribute as AT_IPMS_RES with a value of XXXX.

Editors Note: The exact value of the attribute which will be assigned by IANA is FFS.

	The Length of this attribute shall be set to 1 as per RFC 4187

	Value 

	7
	6
	4
	5
	3
	2
	1
	0
	
	Protocol Selected

	0
	0
	0
	0
	0
	0
	0
	0
	
	Reserved

	0
	0
	0
	0
	0
	0
	0
	1
	
	DSMIPv6 

	0
	0
	0
	0
	0
	0
	1
	0
	
	NBM 

	0
	0
	0
	0
	0
	0
	1
	1
	
	MIPv4 
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