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	Reason for change:
	[bookmark: aaa]Add MPS priority for WLAN EPC transport priority.

The following stage 2 requirements are supported by this CR: 
In 3GPP TS 23.402 § 4.3.4, for ePDG (untrusted):
Transport level packet marking for downlink packets, e.g., based on DiffServ Code Points on S2b, and for uplink packets, e.g. by setting a DiffServ Code Point based on the receipt of the MPS subscription notification from the UE, per clause 7.2.4, or based on QCI, and optionally the ARP priority level;
[bookmark: _Hlk132011978]In 3GPP TS 23.402 § 4.10.5.2, for untrusted:
To support QoS differentiation,
[bookmark: _Hlk131770273]-	for downlink packets, if the ePDG sets the DSCP, the ePDG shall use the QCI, and optionally the ARP, of the S2b bearer via which the downlink packet was received to derive the DSCP value for downlink packets. If the ePDG sets the DSCP field, it may also set it in the outer IP header of the ESP packet.
NOTE 1: 	The ePDG maintains the mapping of DSCP values used on S2b and the outer ESP tunnel to the UE. 
[bookmark: _Hlk131770160]NOTE 2:	Based on operator policy and/or regional/national regulations, the ePDG can apply a different DSCP value to the outer ESP tunnel packet than the DSCP value of the inner IP packet.
[bookmark: _Hlk132012302]-	for uplink packets, the UE shall either use the DSCP value that it received from the ePDG, or the QCI in dedicated bearer QoS information to set the DSCP value for uplink packets. The mapping of QoS class to DSCP could be configurable in the UE and as an example can use the recommended mappings specified in 3GPP (mapping between standardized QCIs and Release 99 QoS parameter value in TS 23.401 [4]), IEEE Std. 802.11-2012 [64], and the Wi-Fi WMM-multimedia certification profile [86]. The UE may also use information included in dedicated QoS information for local aspects of admission control (e.g. application traffic shaping), however this is out of scope for this document.
In 3GPP TS 23.402 § 16.1.6.2, for trusted:
To support QoS differentiation,
[bookmark: _Hlk132011229]-	for downlink packets, if the TWAG sets the DSCP, the TWAG may use the QCI, and optionally the ARP, in WLCP bearer level QoS information to derive the DSCP value for downlink packets.
NOTE 1: 	The TWAG maintains the mapping of DSCP values used on S2a and the WLCP bearers. 
NOTE 2:	Based on operator policy and/or regional/national regulations, the TWAG can apply a different DSCP value to downstream packets than the DSCP value received from the 3GPP system.
-	for uplink packets, the UE shall either use the DSCP value that it received from the TWAG, or the QCI in dedicated bearer QoS information to set the DSCP value for uplink packets. The mapping of QoS class to DSCP could be configurable in the UE and as an example can use the recommended mappings specified in 3GPP (mapping between standardized QCIs and Release 99 QoS parameter value in TS 23.401 [4]) and IEEE Std. 802.11-2012 [64]. The UE may also use information included in dedicated QoS information for local aspects of admission control (e.g. application traffic shaping) however this is out of scope for this document.

	
	

	Summary of change:
	 
First change:
For trusted WLANs, 
the UE uses the received DSCP or QoS information to determine uplink packet DSCP; 
the TWAG uses either the DSCP value received from the 3GPP system or the QCI and the ARP in WLCP bearer level QoS information to derive the DSCP value for downlink packets.

Second change:
For untrusted WLANs,
The UE uses the received DSCP or QCI to determine the uplink packet DSCP.

Third change:
The ePDG uses either received DSCP or QCI/ARP to determine the DSCP for downlink packets.


	
	

	Consequences if not approved:
	MPS UEs will not have user plane priority on EPC connected WLANs.
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	This CR's revision history:
	


[bookmark: _Toc20154280][bookmark: _Toc27727256][bookmark: _Toc45203714][bookmark: _Toc74580785]***** First change *****
[bookmark: _Toc20154216][bookmark: _Toc27727192][bookmark: _Toc45203650][bookmark: _Toc131389656][bookmark: _GoBack]4.8.2.3	QoS differentiation in user plane
If WLCP multiple bearer PDN connectivity is used: 
[bookmark: _Hlk132011420]-	For uplink packets, the UE shall select a WLCP bearer based on the uplink packet filters in the TFTs. If no match is found, the UE shall select the WLCP bearer that does not have any uplink packet filter assigned. If all bearers have been assigned an uplink packet filter, the UE shall discard the uplink data packet. The UE shall then use the most recent DSCP value received in the same WLCP bearer from the TWAG or the QCI in WLCP bearer level QoS information to derive the DSCP value for uplink packets. The UE shall provide the user plane connection id ID to the lower layers to be used as the MAC address of the TWAG associated with the WLCP bearer. The TWAG shall then route the uplink packets to the corresponding S2a bearers based on the the WLCP bearer and the S2a bearer mapping table.
NOTE 1:	The UE can map QCIs to DSCP values, for example, by using the mapping between standardized QCI values and Release 99 3GPP QoS parameter values specified in 3GPP TS 23.401 [4] table E.3, and the mapping between Release 99 3GPP QoS parameter values and DSCP values specified in IEEE Std. 802.11-2012 [57] table V-1.
[bookmark: _Hlk142508847]NOTE 2:	The UE can send the same DSCP as that received in the downlink, in case the privacy of the user is to be protected.
NOTE 3:	Whether the UE determines DSCP based on the most recent DSCP value received in the same WLCP bearer from the TWAG or on the QoS mapping is left to the implementation.
[bookmark: _Hlk142508909]-	For downlink packets, the PDN GW routes the packets to S2a bearers based on the downlink packet filters in the TFTs assigned to each of the S2a bearers. The TWAG then selects the corresponding WLCP bearer for the downlink packets based on the the WLCP bearer and the S2a bearer mapping table. The TWAG shall, based on operator policy, also use the QCI and the ARP in WLCP bearer level QoS information to derive the DSCP value for downlink packets. The TWAG shall provide the user plane connection idID to the lower layers to be used as the MAC address of the TWAG associated with the WLCP bearer.
NOTE 42:	The TWAG can map QCI to DSCP value, for example, by using the mapping between standardized QCI values and Release 99 3GPP QoS parameter values specified in 3GPP TS 23.401 [4] table E.3, and the mapping between Release 99 3GPP QoS parameter values and DSCP values specified in IEEE Std 802.11 [57] table R-1.

[bookmark: _Hlk131584492]***** Second change *****
[bookmark: _Toc20154410][bookmark: _Toc27727386][bookmark: _Toc45203844][bookmark: _Toc131389850][bookmark: _Hlk141883045]7.2.7.4.2	Uplink IP packet handling
If an uplink IP packet to be sent via a PDN connection:
[bookmark: _Hlk132018343]-	matches the packet filters applicable for the uplink direction of the TFT of a bearer context of the PDN connection, the UE shall forward the uplink IP packet using the ePDG's ESP SPI of the bearer context. The UE shall use the most recent DSCP value received in the same IPSec SA from the ePDG or the QCI in the EPS QoS of the bearer context to derive the DSCP value for uplink packets and set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet.
[bookmark: _Hlk142509084]-	does not match the packet filters applicable for the uplink direction of the TFT of any bearer context of the PDN connection and a bearer context without the TFT exists in the PDN connection, the UE shall forward the uplink IP packet using the ePDG's ESP SPI of the bearer context without the TFT. The UE shall set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet to the DSCP value in a QoS mapping with the QCI indicated in the EPS QoS of the bearer context without the TFT.
-	does not match the packet filters applicable for the uplink direction of the TFT of any bearer context of the PDN connection and a bearer context without the TFT does not exist in the PDN connection, the UE shall discard the uplink IP packet.
NOTE 1:	The UE can map QCI to DSCP value, for example, by using the mapping between standardized QCI values and Release 99 3GPP QoS parameter values specified in 3GPP TS 23.401 [4] table E.3, and the mapping between Release 99 3GPP QoS parameter values and DSCP values specified in IEEE Std 802.11 [57] table R-1.
NOTE 2:	 The TSi payload and the TSr payloads are not used for selection of ESP SPI for the uplink IP packet.
[bookmark: _Hlk142509129]NOTE 3:	Whether the UE determines DSCP based on the DSCP value received in the same IPSec SA from the ePDG or on the QoS mapping is left to the implementation. 
NOTE 4:	The UE can apply a different DSCP value in the outer IP header than the DSCP value applied in the inner IP header. 
***** Third change *****
[bookmark: _Toc20154441][bookmark: _Toc27727417][bookmark: _Toc45203875][bookmark: _Toc131389881]7.4.6.4.2	Downlink IP packet handling
[bookmark: _Hlk138659865]The ePDG shall forward a downlink IP packet received via an S2b bearer of the PDN connection using an UE's ESP SPI bound to the S2b bearer. The ePDG shall, based on operator policy, use the QCI and ARP of S2b bearer via which the downlink packet was received to derive the DSCP value for downlink packets and set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet.
NOTE:	The ePDG can map QCI to DSCP value, for example, by using the mapping between standardized QCI values and Release 99 3GPP QoS parameter values specified in 3GPP TS 23.401 [4] table E.3, and the mapping between Release 99 3GPP QoS parameter values and DSCP values specified in IEEE Std 802.11 [57] table R-1.

***** End of changes *****

