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* * * First Change * * * *
[bookmark: _Toc20155484][bookmark: _Toc27500639][bookmark: _Toc36048764][bookmark: _Toc45209527][bookmark: _Toc51860352][bookmark: _Toc138440626][bookmark: _Toc138440658]3.1	Definitions
[bookmark: MCCQCTEMPBM_00000280]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
An MCPTT user is affiliated to an MCPTT group: The MCPTT user has expressed interest in an MCPTT group it is a member of, and both the MCPTT server serving the MCPTT user and the MCPTT server owning the MCPTT group have authorized the MCPTT user's interest in the MCPTT group communication.
An MCPTT user is affiliated to an MCPTT group at an MCPTT client: The MCPTT user is affiliated to the MCPTT group, the MCPTT client has a registered IP address for an IMPU related to the MCPTT ID, and the MCPTT server serving the MCPTT user has authorised the MCPTT user's interest in the MCPTT group at the MCPTT client.
Affiliation status: Applies for an MCPTT user to an MCPTT group and has one of the following states:
a)	the "not-affiliated" state indicating that the MCPTT user is not interested in the MCPTT group and the MCPTT user is not affiliated to the MCPTT group;
b)	the "affiliating" state indicating that the MCPTT user is interested in the MCPTT group but the MCPTT user is not affiliated to the MCPTT group yet;
c)	the "affiliated" state indicating that the MCPTT user is affiliated to the MCPTT group and there was no indication that MCPTT user is no longer interested in the MCPTT group; and
d)	the "deaffiliating" state indicating that the MCPTT user is no longer interested in the MCPTT group but the MCPTT user is still affiliated to the MCPTT group.
Ambient listening call: a call type allowing an authorized MCPTT user to cause an MCPTT client to initiate a communication which results in no indication on the MCPTT UE that it is transmitting. Ambient listening can be initiated by an authorized MCPTT user who wants to be listened to by another authorized MCPTT user or can be initiated by an authorized MCPTT user who wants to listen to another MCPTT user.
Ambient listening client role: the role of an MCPTT client in an ambient listening call, which can be that of:
a)	the "listening MCPTT user"; or
b)	the "listened-to MCPTT user".
Ambient listening type: the type of an ambient listening call from the perspective of the relationship of the initiator of the call to the user being listened to. The two types of ambient listening call are:
a)	"remote-init", indicating that the listening MCPTT user initiated the call; and
b)	"local-init", indicating that the listened-to MCPTT user initiated the call.
First-to-answer call: A call initiated by one user towards a list of other users with the intention to establish an MCPTT private call or MCPTT emergency private call, with one of the users in the list of users.
[bookmark: MCCQCTEMPBM_00000279]Group document: when the group is not a regroup based on a preconfigured regroup, the term "group document" used within the present document refers to the group document for that group within the GMS as specified in 3GPP TS 24.481 [31]; when the group is a regroup based on a preconfigured group, the term "group document" used within the present document refers to the group document for the preconfigured group as specified in 3GPP TS 24.481 [31] restricted to the users or groups included in the regroup stored by the MCPTT server at the time of the regroup creation, see clause 16.
Group identity: An MCPTT group identity or a temporary MCPTT group identity.
In-progress emergency private call state: the state of two participants when an MCPTT emergency private call is in progress.
In-progress imminent peril group state: the state of a group when an MCPTT imminent peril group call is in progress.
Listening MCPTT user: the MCPTT user in an ambient listening call receiving the media transmission from the listened-to MCPTT user;
Listened-to MCPTT user: the MCPTT user in an ambient listening call who is being listened to, may or may not be aware of being listened to depending on ambient listening type of the call.
MCPTT client ID: is a globally unique identification of a specific MCPTT client instance. MCPTT client ID is a UUID URN as specified in IETF RFC 4122 [67].
MCPTT emergency alert state: MCPTT client internal perspective of the state of an MCPTT emergency alert.
MCPTT emergency group state: MCPTT client internal perspective of the in-progress emergency state of an MCPTT group maintained by the controlling MCPTT function.
MCPTT emergency group call state: MCPTT client internal perspective of the state of an MCPTT emergency group call.
MCPTT emergency private call: MCPTT emergency call between two MCPTT users that is initiated as a private call or a first-to-answer call with emergency indication, or without emergency indication when the MCPTT emergency state is already set,
MCPTT emergency private call state: MCPTT client internal perspective of the state of an MCPTT emergency private call.
MCPTT emergency private priority state: MCPTT client internal perspective of the in-progress emergency private call state of the two participants of an MCPTT emergency private call maintained by the controlling MCPTT function.
MCPTT imminent peril group call state: MCPTT client internal perspective of the state of an MCPTT imminent peril group call.
MCPTT imminent peril group state: MCPTT client internal perspective of the state of an MCPTT imminent peril group.
MCPTT private call: MCPTT call between two MCPTT users that is initiated as a private call or a first-to-answer call.
MCPTT private emergency alert state: MCPTT client internal perspective of the state of an MCPTT private emergency alert targeted to an MCPTT user.
MCPTT speech: Conversational audio media used in mission critical push to talk systems as defined by 3GPP TS 22.179 [2] and 3GPP TS 23.379 [3].
Media-floor control entity: A media control resource shared by participants in an MCPTT session, controlled by a state machine to ensure that only one participant can access the media resource at the same time.
N2: The maximum number of simultaneous affiliations to MCPTT groups that the MCPTT user may have. The value of N2 is specified in the <MaxAffiliationsN2> element of the <Common> element of the MCPTT user profile and corresponds to the parameter Nc2 specified in 3GPP TS 22.280 [76].
Private call: A call initiated by one user towards one other user with the intention to establish an MCPTT private call or MCPTT emergency private call.
Private Call Call-Back: A mechanism for a requesting MCPTT client to request a targeted MCPTT client to initiate an MCPTT private call with the requesting MCPTT client (at earliest convenience).
Remote change of an MCPTT user's selected group: A mechanism allowing an authorised user to remotely change the selected group of another MCPTT user.
Temporary MCPTT group identity: A group identity representing a temporary grouping of MCPTT group identities formed by the group regrouping operation as specified in 3GPP TS 24.481 [31].
Trusted mutual aid: A business relationship whereby the Partner MCPTT system is willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.
Untrusted mutual aid: A business relationship whereby the Partner MCPTT system is not willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.
User Requested Application Priority: The requested priority as defined in 3GPP TS 23.280 [82]. How the server determines the priority for the requested communication based on requested priority and in combination with other factors is up to MCPTT server implementation.
Functional alias status: Applies for the status of a functional alias for an MCTT user and has one of the following states:
a)	the "not-activated" state indicating that the MCPTT user has not activated the functional alias;
b)	the "activating" state indicating that the MCPTT user is interested in using the functional alias but the functional alias is not yet activated for the MCPTT user;
c)	the "activated" state indicating that the MCPTT user has activated the functional alias;
d)	the "deactivating" state indicating that the MCPTT user is no longer interested in using the functional alias but the functional alias is still activated for the MCPTT user; and
e)	the "take-over-possible" state indicating that the MCPTT user interested in the functional alias is allowed to take-over the functional alias although the functional alias is already activated and used by another MCPTT user.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:
In-progress emergency
MCPTT emergency alert
MCPTT emergency group call
MCPTT emergency state
Partner MCPTT system
Primary MCPTT system
For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.380 [5] apply:
MBMS subchannel
For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.379 [3] apply:
Pre-selected MCPTT user profile
Selected MCPTT user profile
For the purpose of the present document, the following terms and definitions given in 3GPP TS 33.180 [78] apply:
Client Server Key (CSK)
Multicast Floor Control Key (MKFC)
Multicast Signalling Key (MuSiK)
Multicast Signalling Key Identifier (MuSiK-ID)
MBMS subchannel control key (MSCCK)
MBMS subchannel control key identifier (MSCCK-ID)
Private Call Key (PCK)
Signalling Protection Key (SPK)
XML Protection Key (XPK)
For the purpose of the present document, the following terms and definitions given in 3GPP TS 22.280 [76] apply:
Functional alias
For the purposes of the present document, the following terms related to a MCPTT gateway UE function apply
MCPTT gateway UE:  A functional entity that enables simultaneous access to the MCPTT system for multiple MCPTT clients.
MCPTT gateway client: A client that enables the authorized binding with one or more MCPTT GW UEs in order to be able to handle MCPTT services.
MCPTT gateway UE server: A server on an MCTT gateway UE that controls authorized binding with multiple MCPTT gateway clients.
MCPTT gateway UE function: Functional block as part of the MCPTT server that authorises and manages the association between MCPTT client and MCPTT gateway UE.

* * * Second Change * * * *


5.x	MCPTT gateway UE
[bookmark: _Toc138440659]5.x.1	General
An MCPTT gateway UE enables MCPTT service access for a MCPTT user utilizing non-3GPP device connected to the MCPTT gateway UE via non-3GPP access network.
NOTE:	3GPP device unable to use 3GPP access is considered a non-3GPP device in this context. 
An MCPTT gateway UE provides the following MCPTT gateway functions:
-	Authentication and authorization of the MC gateway clients;
-	Relay of signaling between an MCPTT client in the non-3GPP device and MCPTT servers; and
-	Media plane including floor control forwarding between an MCPTT client in the non-3GPP device and MCPTT servers. 
The MCPTT server shall authorize the MCPTT gateway UE to provide MCPTT gateway functions.

[bookmark: _Toc138440660]5.x.2	Functional connectivity models
The following figures give an overview of the connectivity between the different functional entities when using a MCPTT gateway. One MCPTT gateway client can only interact with one MCPTT gateway UE server at the same time. 
NOTE:	MC Gateway clients for other service types (e.g. MCVideo or MCData) can interact the MC gateway UE supporting the corresponding service types. MC gateway UEs for different service types can be deployed in the same UE. 
Figure 5.x.2-1 shows the scenario when the MCPTT client resides in the MCPTT gateway UE. How the non-3GPP device interacts with the MCPTT client over a non‑3GPP access technology is not part of the current specification. 

 
Figure 5.x.2-1: Relationship between non-3GPP device, MCPTT gateway UE and the MCPTT server with the MCPTT client located in the MCPTT gateway UE
Figure 5.x.2-2 shows the scenario when the MCPTT client resides in the non-3GPP device that uses a non‑3GPP access technology to access the MCPTT service. In this case the MCPTT gateway UE will relay the signaling between the MCPTT client and the participating MCPTT server as well as forward the media plane.


 
Figure 5.x.2-2: Relationship between non-3GPP device, MCPTT gateway UE and the MCPTT server with the MCPTT client located in the non-3GPP device
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