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* * * First Change * * * *
[bookmark: _Toc86043153][bookmark: _Toc138339938][bookmark: _Toc86042596][bookmark: _Toc97379671][bookmark: _Toc104711004]6.4.1.2.2	Reception of an MSGin5G message
Upon receiving an CoAP POST request from thean MSGin5G Client on an MSGin5G UE, containing the MSGin5G Service identifier and the "Message Type" with the value "MSG", i.e. the request is for sending an MSGin5G message, the MSGin5G Server executes the messages origination procedure. Iif the "Number of individual messages" element and "List of individual messages" element are not be included, the MSGin5G Server shall handle the CoAP POST request according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:
a)	The MSGin5G Server shall authenticate the message and shall verify that the sending UE is authorized to send the message by checking the registration status of the MSGin5G Client and the "Originating UE Service ID" element in the CoAP payload. If message is needed to be rejected, the MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in step e) and skips the rest steps in this clause;
b)	The MSGin5G Server executes the message segment related procedures as specified in clause 6.5.3 if needed;
c)	The MSGin5G Server shall determine the communication model of the message as specified in clause 6.4.1.2.1Void;
d)	If the message is stored for deferred delivery as specified in clause 6.4.1.2.6 or 6.4.1.2.7, the MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in step e); and
e)	The MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in IETF RFC 7252 [5] with the clarifications listed below:
1)	may set the "T" field in the CoAP header to 0 or 1;
2)	shall include the originating MSGin5G Client's address in an CoAP Option, e.g. if the originating MSGin5G Client address is a URI, includes a Uri-Path Option with the value of the URI;
3)	shall set the CoAP Content-Format to "50", i.e. application/json; and
4)	shall include the information elements specified in 3GPP TS 23.554 [2] in the CoAP payload encoded in JSON format as specified in clause 7.3.4.3:
i)	shall include an "MSGin5G service identifier" element to indicate that this CoAP POST request is used for MSGin5G service;
ii)	shall include an "Originating UE Service ID" element set to the UE which sends the previous MSGin5G message;
iii)	shall include the "Message ID" copied from the received MSGin5G message which this Mmessage response is responded to;
iv)	may include a "Delivery Status" element to indicate that the delivery status of this MSGin5G message is a failure, or is stored for deferred delivery; 
v)	may include a "Failure Cause" element to indicate the reason for failure; and
vi)	in addition to the information elements specified in 3GPP TS 23.554 [2], shall also include a "Message Type" element set to "MSGRESP" to indicate that this message is a message response.
[bookmark: _Toc86043154][bookmark: _Toc97379672][bookmark: _Toc138339939][bookmark: _Toc104711005][bookmark: _Toc86042597]6.4.1.2.3	Reception of an aggregated MSGin5G message
Upon receiving an CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the MSGin5G Service identifier and the "Message Type" with the value "MSG", if a "Number of individual messages" and a "List of individual messages" are included, the MSGin5G Server determines that this message is an aggregated MSGin5G message. The MSGin5G Server shall handle the whole aggregated MSGin5G message according to procedures specified in clause 6.4.1.2.2.
[bookmark: _Toc86043155][bookmark: _Toc97379673][bookmark: _Toc138339940][bookmark: _Toc104711006][bookmark: _Toc86042598]6.4.1.2.4	Reception of an MSGin5G delivery status report
Upon receiving an CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the MSGin5G Service identifier and the "Message Type" with the value "IMDN", if the "Number of individual messages" element and "List of individual messages" element are not be included and a "Delivery Status" element is included, the MSGin5G Server shall handle the CoAP POST request according to procedures specified in IETF RFC 7252 [5] with no additional requirement.
[bookmark: _Toc86042599][bookmark: _Toc97379674][bookmark: _Toc138339941][bookmark: _Toc86043156][bookmark: _Toc104711007]6.4.1.2.5	Reception of an aggregated MSGin5G delivery status report
Upon receiving an CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the MSGin5G Service identifier and the "Message Type" with the value "IMDN", if a "Number of individual messages" and a "List of individual messages" are included, the MSGin5G Server determines that this message is an aggregated MSGin5G message. The MSGin5G Server shall handle the whole aggregated MSGin5G delivery status report according to procedures specified in clause 6.4.1.2.4.
[bookmark: _Toc138339942][bookmark: _Toc104711008][bookmark: _Toc86043157][bookmark: _Toc97379675][bookmark: _Toc86042600]6.4.1.2.6	Sending of an MSGin5G message
In order to deliver the MSGin5G message, the MSGin5G Server executes the messages termination procedure.  The MSGin5G Server shall determine the communication model of the message as specified in clause 6.4.1.2.1. 
In order toIf the MSGin5G Server determines to deliver the MSGin5G message to an MSGin5G UE served by itself as specified in clause 6.4.1.2.1, the MSGin5G Server shall check the registration information of the recipient MSGin5G Client in MSGin5G UE, if the MSGin5G UE state is “registered” for the MSGin5G service the MSGin5G Server will start the delivery procedure. 
If the MSGin5G UE provides the “communication availability” information during the registration, the MSGin5G Server will schedule the message delivery based on this information, e.g. delivers the MSGin5G message in the delivery window based on the specific application-level schedule/periodicity.  The MSGin5G Server can also use UE reachability status monitoring specified in 3GPP TS 29.538 [7] to determine whether the recipient is available. If the recipient is available,
In order to deliver the MSGin5G message to an MSGin5G UE, the MSGin5G Server shall send the MSGin5G message in an new CoAP message according to procedures specified in IETF RFC 7252 [5] via MSGin5G-1 reference point. The sending of the CoAP message shall follow the procedures below:
a)	the MSGin5G Server shall set the "T" field in the CoAP header to 0 if delivery status report from the recipient is requested, i.e. indicate that this message is the type of Confirmable, to ensure the application layer delivery status report;
b)	the MSGin5G Server shall set the CoAP Content-Format to "50", i.e. application/json;
c)	Tthe MSGin5G Server shall remove any "Priority type" element, "Store and forward flag" and related "Store and forward parameters" elements from the CoAP payload of the received message. If "Message is segmented" and related elements is included in the received message, the MSGin5G Server shall handle the message as specified in clause 6.5.3;
d)	based on the communication model, the MSGin5G Server shall determine the communication model of the message by checking the recipient of the message as specified in clause 6.4.1.2.1 and generate the new CoAP message as specified below:
1)	if the Service ID of the recipient points to an MSGin5G Client, the MSGin5G Server:
i)	shall include the recipient MSGin5G Client address in an CoAP Option, e.g. if the MSGin5G Client address is a URI, include a Uri-Path Option with the value of the URI; and
ii)	shall copy other elements in the CoAP payload of the received message to the new CoAP POST request;
2)	if the Service ID of the recipient points to an Application Server or a Message Gateway, the MSGin5G Server shall follow the procedure specified in 3GPP TS 29.538 [7];
3)	if the MSGin5G message is a Group message, the MSGin5G Server:
i)	shall obtain the group members by checking the group profile with the "Group Service ID" element included in the received MSGin5G message; and
ii)	for each group member which is an MSGin5G UE, include its CoAP address got from the recipient MSGin5G UE registration specified in clause 6.3.1.2 in an CoAP Option, e.g. if the recipient client's address is a URI, includes a Uri-Path Option with the value of the URI. The MSGin5G Server shall add the "Recipient UE Service ID" element and set the value of it to the UE Service ID. The MSGin5G Server shall also copy other elements in the CoAP payload of the received message to the new CoAP POST request; and
4)	if the MSGin5G message is needed to be distributed based on message topic, the MSGin5G Server:
i)	shall obtain the UE Service ID/AS Service ID of the subscribers by checking the subscription with this Messaging Topic; and
ii)	for each subscriber which is an MSGin5G UE, include its CoAP address got from the recipient MSGin5G UE registration specified in clause 6.3.1.2 in an CoAP Option, e.g. if the recipient client's address is a URI, includes a Uri-Path Option with the value of the URI. The MSGin5G Server shall add the "Recipient UE Service ID" element and set the value of it to the UE Service ID. The MSGin5G Server shall also copy other elements in the payload of the received message to the new CoAP 2.05 response.
5)	if the MSGin5G message is a broadcast message, the MSGin5G Server shall forward the Broadcast message request to the CBCF (as specified in 3GPP TS 23.041 [20]) via the Broadcast Message Gateway as specified in 3GPP TS 29.538 [7];
e)	before sending the new CoAP message generated in step d), the MSGin5G Server shall compare the size of the new CoAP message to the maximum allowed MSGin5G message segmentation size. If the size exceeds, the MSGin5G Server shall segment the MSGin5G message into a set of segmented MSGin5G messages such that each segmented MSGin5G message can fit within the maximum allowed MSGin5G message segmentation size. For each segmented MSGin5G message, the MSGin5G Server:
1)	shall include a "Message is segmented" element with a "true" value to indicate that this message is part of a segmented message;
2)	shall include a "Segmentation set identifier" element to indicate that this segmented message is associated within a set of segmented messages. The same unique identifier is assigned to all segmented messages associated with the same MSGin5G message;
3)	shall include a "Total number of message segments" element in the first segment of the MSGin5G message to indicate the total number of segments for the MSGin5G message;
4) shall include a "Message segment number" element to indicate segmented message number of each segmented message within the set of segmented messages; and
5)	shall include a "Last segment flag" element in the last segment in the set of segmented messages; and
f)	If the MSGin5G UE state is “not registered”, based on local implementation, the MSGin5G Server may try to inform the MSGin5G UE (via the device triggering procedure as specified in 3GPP TS 29.538 [7]) about an incoming message and the MSGin5G UE needs to register and receive the message. Otherwise, the MSGin5G Server shall check if the sender has requested “store and forward” service on that message based on whether the "Store and forward flag" element is not included. 
If not reguested, the message will be dropped, or local implementation may apply. If requested, the message will be stored temporarily on the MSGin5G Server and wait for the next delivery opportunity. the MSGin5G Server checks the availability of recipient by checking the UE registration status. The MSGin5G Server can also use UE reachability status monitoring specified in 3GPP TS 29.538 [7] to determine whether the recipient is available. If the recipient is available, the MSGin5G Server send the new CoAP message generated as above to the recipient. If the recipient is unavailable, the MSGin5G Server checks whether a "Store and forward flag" element is included in the received MSGin5G message:
1a1)	if the "Store and forward flag" element is not included, the MSGin5G Server discards the message or local implementation may apply. The MSGin5G Serverand may send a message response as specified in clause 6.4.1.2.2 which includes delivery status information in the "Delivery Status" element, e.g., that the message was discarded; and
2b1)	if the "Store and forward flag" element is included:
i)	, the MSGin5G Server stores the message temporarily and and wait for the next delivery opportunity. The delivery opportunity may be known by the MSGin5G Server by the registration of recipient MSGin5G Client or usesobtaining the information obtained from the "Store and forward parameters" element to determine the forwarding. The MSGin5G Server may send a message response as specified in clause 6.4.1.2.2 which includes store and forward status information in the "Delivery Status" element, e.g., the delivery had been deferred; and
Iic1)	when the delivery opportunityrecipient UE becomes available comes, the MSGin5G Server attempts delivery of the new CoAP message to the recipient. If the UE delivery opportunitydoes not become available does not come prior to the time included in the "Message expiration time" element, the MSGin5G Server attempts delivery of the new CoAP message at the message expiration time and the stored message is discarded afterwards. The MSGin5G Server may send a message response as specified in clause 6.4.1.2.2 which includes store and forward status information the "Delivery Status" element, e.g., that the message was discarded.
[bookmark: _Toc86042601][bookmark: _Toc97379676][bookmark: _Toc104711009][bookmark: _Toc138339943][bookmark: _Toc86043158]6.4.1.2.7	Sending of an aggregated MSGin5G message
If the MSGin5G Server receives an aggregated MSGin5G message as specified in clause 6.4.1.2.3, and the received aggregated MSGin5G message is smaller than the supported message segment size of the recipient, it shall send it as specified in clause 6.4.1.2.6 without splitting the received aggregated message request into multiple individual MSGin5G message.
If the received aggregated MSGin5G message is larger than the supported message segment size of the recipient, the MSGin5G Server should remove the last individual message in the List of individual messages element from the aggregated message until the aggregated message is smaller than the maximum segmentation size that can be transmitted over available transport, and then send the remaining aggregated MSGin5G message as specified in clause 6.4.1.2.6. The MSGin5G messages removed from the aggregated message may be sent individually or aggregated again by the MSGin5G Server according to service configuration.
NOTE:	Aggregated MSGin5G message is supported by all MSGin5G Clients and Application Servers. MSGin5G message and MSGin5G delivery status report cannot be aggregated in the same aggregated MSGin5G message.
If the MSGin5G Server receives an MSGin5G message as specified in clause 6.4.1.2.2, it may send multiple MSGin5G messages toward the same recipient in an aggregated MSGin5G message. Before the sending of an MSGin5G message, the MSGin5G Server shall check if aggregation is allowed for this message, MSGin5G Server shall also check the message data size, and the priority level to determine if the message can be aggregated. For example, if the MSGin5G Server finds that the received messages have small payload size when compared to the maximum segment size that can be transmitted over CoAP and the messages are not high priority messages, which could be sent as per scheduling policy towards a selected target. The MSGin5G Server can decide to aggregate messages until optimal use of segment size before sending message towards MSGin5G Client.
If the message can be aggregated, the MSGin5G Server aggregates multiple MSGin5G messages, and sends the aggregated message in a single CoAP POST request message. The sending of the CoAP POST request message shall follow the procedures specified in clause 6.4.1.2.6 with the clarifications listed below:
a)	The MSGin5G Server should not segment the aggregated message, so the MSGin5G Server should ensure that the new aggregated MSGin5G message is smaller than the maximum allowed MSGin5G message segmentation size and skips the step e) in clause 6.4.1.2.6. The "Message is segmented", "Segmentation set identifier", "Total number of message segments", "Message segment number" and "Last segment flag" elements should not be included in the aggregated MSGin5G message.
b)	In addition to the elements specified in clause 6.4.1.2.6, the MSGin5G Server should include a "Number of individual messages" element in this message to indicate the total number of messages which are aggregated into this single message.
c)	In addition to the elements specified in clause 6.4.1.2.6, the MSGin5G Server should include a "List of individual messages" element in this message. Each child element of this "List of individual messages" element contains information elements listed below:
1)	an "Message ID" ofto identify the individual message;
2)	a "Payload" which carries the application payload that is transferred by the individual MSGin5G message;
3)	one or more optional "Application ID" element(s);
4)	an optional "Delivery status required" element; and
5)	an optional "Priority type" element.
[bookmark: _Toc138339944][bookmark: _Toc86043159][bookmark: _Toc104711010][bookmark: _Toc86042602][bookmark: _Toc97379677]6.4.1.2.8	Sending of an MSGin5G delivery status report
Upon receiving an MSGin5G delivery status report as specified in clause 6.4.1.2.4, the MSGin5G Server may generate a new CoAP POST request containsing the MSGin5G delivery status report if the MSGin5G Server decides not to aggregate the delivery status report. The new CoAP POST request is sent to the recipient obtained from the "Recipient UE Service ID" element in the payload of the received CoAP POST request. The MSGin5G Server:
a)	shall set the "T" field in the CoAP header to 0;
b)	shall include the recipient address in the Option header of the CoAP message and set the Option header to a corresponding value, e.g. if the MSGin5G Client address is a URI, includes a Uri-Path Option with the value of the URI; and
c)	shall copy other elements in the payload of the received message to the new CoAP POST request.
[bookmark: _Toc104711011][bookmark: _Toc97379678][bookmark: _Toc138339945][bookmark: _Toc86042603][bookmark: _Toc86043160]6.4.1.2.9	Sending of a aggregated MSGin5G delivery status report
If the MSGin5G Server receives an aggregated MSGin5G delivery status report as specified in clause 6.4.1.2.5, it shall generate a new CoAP POST request containsing the aggregated MSGin5G delivery status report and sends it to the recipient obtained from the "Recipient UE Service ID" element in the payload of the received CoAP POST request. The MSGin5G Server:
a)	shall set the "T" field in the CoAP header to 0;
b)	shall include the recipient address in the Option header of the CoAP message and set the Option header to a corresponding value, e.g. if the MSGin5G Client address is a URI, includes a Uri-Path Option with the value of the URI; and
c)	shall copy other elements in the payload of the received message to the new CoAP POST request.
If the MSGin5G Server receives MSGin5G delivery status report as specified in clause 6.4.1.2.4, it may aggregate multiple MSGin5G message delivery status reports into one single message. The MSGin5G Server shall check whether the MSGin5G message delivery status reports can be aggregated as specified in clause 6.4.1.2.7.
If the MSGin5G message delivery status reports can be aggregated, the MSGin5G Server aggregates MSGin5G message delivery status reports intended for a selected target and sends the aggregated MSGin5G message delivery status reports in a single CoAP POST request message. The sending of the CoAP POST request message shall follow the procedures specified in clause 6.4.1.2.6 with the clarifications listed below:
a)	In step d) of clause 6.4.1.2.6, the "Delivery Status" element and the "Failure Cause" element in payload of every individual MSGin5G message should not be copied to the payload of the new CoAP POST request message.
b)	In addition to the step d) of clause 6.4.1.2.6, the MSGin5G Server should include a "Number of individual messages" element in this message to indicate the total number of MSGin5G message delivery status reports which are aggregated into this single message.
c)	In addition to the step d) of clause 6.4.1.2.6, the MSGin5G Server should include a "List of individual messages" element in this message. Each child element of this "List of individual messages" element contains information elements listed below:
1)	"Message ID" of the individual MSGin5G message delivery status reports which is copied from the MSGin5G message that is being acknowledged;
2)	"Delivery Status" element copied from the individual MSGin5G message delivery status report; and
3)	an optional "Failure Cause" element copied from the individual MSGin5G message delivery status report.

