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* * * First Change * * * *

[bookmark: _Toc139557407]8.2.9.21	ATSSS_RESPONSE Notify payload
The ATSSS_RESPONSE Notify payload is used to indicate the ATSSS response information for user plane resources of the MA PDU session associated with the IKEv2 security association established by the IKEv2 message carrying the ATSSS_REQUEST Notify payload.
The ATSSS_RESPONSE Notify payload is coded according to figure 8.2.9.21-1 and table 8.2.9.21-1.

	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	Length
	5 - 6

	ATSSS response information
	7 – n



Figure 8.2.9.21-1: ATSSS_RESPONSE Notify payload format
Table 8.2.9.21-1: ATSSS_RESPONSE Notify payload value
	Octet 1 is defined in IETF RFC 7296 [28].


	Octet 2 is the SPI Size field. It is set to 0 and there is no Security Parameter Index field.


	Octet 3 and Octet 4 are the Notify Message Type field. The Notify Message Type field is set to value 52332 to indicate the (see clause 8.1.2.3).


	Octet 5 and Octet 6 are the Length field. This field indicates the length in octets of the ATSSS response information field.


	Octets 7 to n are the ATSSS response information field. This field indicates ATSSS response information. It is coded as the ATSSS response with the length of two octets PCO parameter container contents defined in 3GPP TS 24.193 [79] clause 6.1.6.3.



Editor's note:	Whether ATSSS rules need to be included in ATSSS_RESPONSE Notify payload is FFS.

* * * End of Changes * * * *

