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\* \* \* First Change \* \* \* \*

#### 7.4.2.4 Privacy of 5G ProSe direct transmission over PC5

The procedures described in clause 7.3.2.4 apply with the following additions:

a) using the privacy timer T5200 for groupcast; and

b) how to change and randomise the UE's source layer-2 ID and source IP address including IP prefix (if used) is specified in clause 5.4 of 3GPP TS 33.536 [37] with the consideration of replacing V2X with 5G ProSe.
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