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\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 1\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

## 3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

MIME Multipurpose Internet Mail Extensions

SCM-C SEAL Configuration Management Client

SCM-S SEAL Configuration Management Server

SEAL Service Enabler Architecture Layer for Verticals

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 2\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.1.2 Authenticated identity in CoAP request

Upon receiving a CoAP request, the SCM-S shall authenticate the identity of the sender of the CoAP request as specified in 3GPP TS 24.547 [5], and if authentication is successful, the SCM-S shall use the identity of the sender of the CoAP request as an authenticated identity.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 3\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

6.2.2.2.2.2 Sending group modify notification

Upon successful modification of VAL user profile document or VAL UE configuration document, the SCM-S sends a notification to SCM-C. The SCM-S:

a) shall check whether valid configuration update event subscription exists for event SUBSCRIBE\_USER\_PROFILE\_MODIFICATION (0x01) OR SUBSCRIBE\_UE\_CONFIG\_MODIFICATION (0x02) as defined in clause A.1.2 or not;

1) if valid subscription does not exist, shall skip rest of the steps;

b) shall generate an HTTP POST message to notify configuration update notification. In HTTP POST message:

1) shall set the request URI to call back URI received in the creating subscription procedure;

2) shall set the Content-Type header to "application/json"; and

3) shall include an HTTP request entity-body with the parameters specified in clause B.2 serialized into a JavaScript Object Notation (JSON) structure; and

c) shall send an HTTP POST request towards SCM-C.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 4\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.3.4 SCM server CoAP procedure

Upon reception of a CoAP GET request where the CoAP URI of the request identifies UE Configurations resource as described in Annex C.3.1.2.2.3.1, the SCM-S:

a) shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:

1) if the sender is not authorized to fetch the requested UE configuration document(s), shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;

b) shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12];

c) shall check if the resource exists for the given VAL service, and:

1) if the resource does not exist, shall return a 4.04 (Not found) response and skip rest of the steps; and

d) shall return a 2.05 (Content) response including all the UE configuration documents found for the given values of the query parameters defined in table C.3.1.2.2.3.1-1.

Upon reception of a CoAP GET request where the CoAP URI of the request identifies Individual UE Configuration resource as described in Annex C.3.1.2.3.3.1, the SCM-S:

a) shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:

1) if the sender is not authorized to fetch the requested UE configuration document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;

b) shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12]; and

c) shall check if the resource pointed at by the CoAP URI exists and:

1) if it exists, shall return the UE configuration document in a 2.05 (Content) response; or

2) otherwise, shall return a 4.04 (Not found) response.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 5\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.4.4 SCM server CoAP procedure

Upon reception of a CoAP GET request where the CoAP URI of the request identifies User Profiles resource as described in Annex C.2.1.2.2.3.1, the SCM-S:

a) shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:

1) if the identity of the sender of the received CoAP GET request is not authorized to fetch requested user profile document(s), shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;

b) shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12]; and

c) shall check if the resource exists for the given VAL service, and:

1) if the resource does not exist, shall return a 4.04 (Not found) response and skip rest of the steps;

d) shall return a 2.05 (Content) response including all the user profile documents found for the given VAL user or VAL UE given in the query parameter.

Upon reception of a CoAP GET request where the CoAP URI of the request identifies Individual User Profile resource as described in Annex C.2.1.2.3.3.1, the SCM-S:

a) shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:

1) if the identity of the sender of the received CoAP GET request is not authorized to fetch requested user profile document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;

b) shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12]; and

c) shall check if the resource pointed at by the CoAP URI exists and:

1) if it exists, shall return the user profile document in the 2.05 (Content) response; or

2) otherwise, shall return a 4.04 (Not found) response.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 6\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.5.4 SCM server CoAP procedure

Upon reception of a CoAP PUT request where the CoAP URI of the request identifies Individual User Profile resource as described in Annex C.2.1.2.3.3.2, the SCM-S:

a) shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:

1) if the identity of the sender of the received CoAP PUT request is not authorized to update requested user profile document(s), shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;

b) shall support handling an CoAP PUT request from a SCM-C according to procedures specified in IETF RFC 7252  [12]; and

c) shall replace the user profile documents pointed at by the CoAP URI with the "ProfileDoc" received in the request.