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	Reason for change:
	The UE can send a UE POLICY PROVISIONING REQUEST for requesting V2X policy or ProSe policy. The PCF shall be able to reject the request if there is no UE policy section for the UE requested policy.
If there is no available policy at the PCF for the requested policy, then the PCF rejects the request. However, the UE is not restricted from re-requesting the V2XP or ProSeP again. If the UE repeats the request regardless of earlier rejection, this can lead unnecessary signalling.
Therefore, it is proposed to add a new cause value for rejection if there is no available policy for the UE’s request, and the UE operation once it receives the cause value. 

The UE operation after receiving the cause value should take into account the fact that there can be cases when the UE shall be able to send a UE POLICY PROVISIONING REQUEST again. For example, if the UE moves, the UE might start being served by a different PCF with different configuration, and then the UE should be able to request again. E.g., if the network is non-homogenous and there are areas with some PCFs (where requesting V2XP and ProSeP is NOT supported) and with areas with some Rel-16 PCFs (where requesting V2XP is supported). In such case, if the UE is informed that a UE policy is not available for requesting in TA served by the PCF (where requesting V2XP and ProSeP is NOT supported) and then moves to TA served by Rel-16 PCF (where requesting V2XP is supported), then the UE should not be unnecessarily blocked from requesting V2XP. Also note that it is not guranteed that PCF shall send MANAGE UE POLICY COMMAND when there is an update of the UE policy (or change of availability) immediately, so the UE may stay with the lack of policies for a while even though the policy is available, which causes service interruption.

In order to avoid a complicated method to resolve the above issue, it is proposed to specify UE implementation options by taking care of the case with the best interest for the UE not requesting the policy unnecessarily frequently. For the UE abusing this flexibility, congestion control mechanism shall be applied.

For the case only a part of the requested UE policy is available at the PCF, the PCF shall send MANAGE UE POLICY COMMAND with the available policy. The UE may send another UE POLICY PROVISIONING REQUEST message for the polices that the UE hasn’t received yet. In this case, the PCF will reject the request with the new proposed cause value and the UE will not re-attempt again unless the restriction condition is released. 

	
	

	Summary of change:
	Adding new cause value "requested UE policy not available" and elaborating on UE implementation option to re-attempt UE POLICY PROVISIONING REQUEST.

	
	

	Consequences if not approved:
	There is no appropriate rejection cause and no specified operation at the PCF and UE if there is no available policy.
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*****FIRST CHANGE*****
[bookmark: _Toc106990477]5.3.2.4	UE-requested V2X policy provisioning procedure not accepted by the network
Upon receipt and rejecting of the UE POLICY PROVISIONING REQUEST message, the PCF shall create a UE POLICY PROVISIONING REJECT message.
The PCF shall set the UPDS cause IE of the UE POLICY PROVISIONING REJECT message to indicate reason for rejecting the UE-requested V2X policy provisioning procedure.
The UPDS cause IE typically indicates one of the following UPDS cause values:
#31	request rejected, unspecified;
#32	service option not supported;
#34	service option temporarily out of order;
#35	PTI already in use; 
#36	requested UE policy not available; or
#95 – 111	protocol errors.
The PCF shall transport the UE POLICY PROVISIONING REJECT message to the UE via the AMF using the procedure specified in 3GPP TS 23.502 [4].
The PCF shall set the UPDS cause IE to #36 (requested UE policy not available) if there is no available UE policy section(s) for the requested UE policy from the UE.
Upon receipt of the UE POLICY PROVISIONING REJECT message, the UE shall stop timer T5040.
If the UPDS cause value is #36 "requested UE policy not available", the UE should refrain from sending a UE POLICY PROVISIONING REQUEST message for the same UE policies that the UE has requested to the PCF until:
1)	the UE is switched off;
2)	the UICC with USIM application is removed;
3)	the network requested UE policy management procedure is initiated as specified in in 3GPP TS 24.501 [6], annex D.2.1.2; or
4)	UE implementation specific triggers (e.g. change of PLMN, change of tracking area, etc).
*****SECOND CHANGE*****
[bookmark: _Toc25070719][bookmark: _Toc34388710][bookmark: _Toc34404481][bookmark: _Toc45282377][bookmark: _Toc45882763][bookmark: _Toc51951313][bookmark: _Toc59209090][bookmark: _Toc75734932][bookmark: _Toc106990694][bookmark: _Toc106797069][bookmark: _Toc525231501][bookmark: _Toc25070721][bookmark: _Toc34388712][bookmark: _Toc34404483][bookmark: _Toc45282379][bookmark: _Toc45882765][bookmark: _Toc51951315][bookmark: _Toc59209092][bookmark: _Toc75734934][bookmark: _Toc106990696]8.3.1	UPDS cause
The purpose of the UPDS cause information element is to indicate the reason why a UPDS request is rejected.
The UPDS cause information element is coded as shown in figure 8.3.1.1 and table 8.3.1.1.
The UPDS cause is a type 3 information element with 2 octets length.
	8
	7
	6
	5
	4
	3
	2
	1
	

	UPDS cause IEI
	octet 1

	Cause value
	octet 2


Figure 8.3.1.1: UPDS cause information element
Table 8.3.1.1: UPDS cause information element
	Cause value (octet 2)

	

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	1
	1
	1
	1
	1
	[bookmark: _PERM_MCCTEMPBM_CRPT07900016___5]
	Request rejected, unspecified

	0
	0
	1
	0
	0
	0
	0
	0
	[bookmark: _PERM_MCCTEMPBM_CRPT07900017___5]
	Service option not supported

	0
	0
	1
	0
	0
	0
	1
	0
	[bookmark: _PERM_MCCTEMPBM_CRPT07900018___5]
	Service option temporarily out of order

	0
	0
	1
	0
	0
	0
	1
	1
	[bookmark: _PERM_MCCTEMPBM_CRPT07900019___5]
	PTI already in use

	0
	0
	1
	0
	0
	1
	0
	0
	
	Requested UE policy not available

	0
	1
	0
	1
	1
	1
	1
	1
	[bookmark: _PERM_MCCTEMPBM_CRPT07900020___5]
	Semantically incorrect message

	0
	1
	1
	0
	0
	0
	0
	0
	[bookmark: _PERM_MCCTEMPBM_CRPT07900021___5]
	Invalid mandatory information

	0
	1
	1
	0
	0
	0
	0
	1
	[bookmark: _PERM_MCCTEMPBM_CRPT07900022___5]
	Message type non-existent or not implemented

	0
	1
	1
	0
	0
	0
	1
	0
	[bookmark: _PERM_MCCTEMPBM_CRPT07900023___5]
	Message type not compatible with the protocol state

	0
	1
	1
	0
	0
	0
	1
	1
	[bookmark: _PERM_MCCTEMPBM_CRPT07900024___5]
	Information element non-existent or not implemented

	0
	1
	1
	0
	0
	1
	0
	0
	[bookmark: _PERM_MCCTEMPBM_CRPT07900025___5]
	Conditional IE error

	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	
	
	
	
	
	
	
	
	
	

	Any other value received by the UE shall be treated as 0010 0010, "service option temporarily out of order". Any other value received by the network shall be treated as 0110 1111, "protocol error, unspecified".

	


*****END OF CHANGE*****

