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\* \* \* First Change \* \* \* \*

#### 7.3.13.1 Message definition

This message is sent by a UE to another peer UE when a PC5 unicast link security mode control procedure is initiated. See table 7.3.13.1.1.

Message type: DIRECT LINK SECURITY MODE COMMAND

Significance: dual

Direction: UE to peer UE

Table 7.3.13.1.1: DIRECT LINK SECURITY MODE COMMAND message content

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| IEI | Information Element | Type/Reference | Presence | Format | Length |
|  | DIRECT LINK SECURITY MODE COMMAND message identity | PC5 signalling message type8.4.1. | M | V | 1 |
|  | Sequence number | Sequence number8.4.2 | M | V | 1 |
|  | Selected security algorithms | Selected security algorithms8.4.18 | M | V | 1 |
|  | UE security capabilities | UE security capabilities8.4.14 | M | LV | 3-9 |
| 59 | UE PC5 unicast signalling security policy | UE PC5 unicast signalling security policy8.4.15 | O | TV | 2 |
| 55 | Nonce\_2 | Nonce8.4.13 | O | TV | 17 |
| 52 | LSBs of KNRP-sess ID | LSBs of KNRP-sess ID8.4.19 | O | TV | 2 |
| 74 | Key establishment information container | Key establishment information container8.4.12 | O | TLV-E | 4-n |
| 62 | MSBs of KNRP ID | MSBs of KNRP ID8.4.20 | O | TV | 3 |