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\* \* \* 1st Change \* \* \* \*

4.21 Authentication and Key Management for Applications (AKMA)

AKMA is an optional feature that may be supported by the UE and the 5GCN.

NOTE 1: The requirements for the network functions supporting AKMA in 5GCN are specified in 3GPP TS 33.535 [24A].

The purpose of AKMA is to provide authentication and key management to applications based on 3GPP credentials used for 5GS access as specified in 3GPP TS 33.535 [24A], which allows the UE to securely exchange data with an AKMA application function.

Upon receiving a request from upper layers to obtain AKMA Anchor Key (KAKMA) and AKMA Key Identifier (A-KID), the UE supporting AKMA shall derive the KAKMA and the AKMA Temporary Identifier (A-TID) from the KAUSF if available as specified in 3GPP TS 33.535 [24A], shall further derive the A-KID from the A-TID as specified in 3GPP TS 33.535 [24A] and shall provide KAKMA and A-KID to the upper layers.

NOTE 2: The upper layers derive the AKMA Application Key (KAF) from KAKMA as specified in 3GPP TS 33.535 [24A].

NOTE 3: The knowledge of whether a certain application needs to use AKMA or not is application specific and is out of the scope of 3GPP.

NOTE 4: The exact method of securing the data exchange at upper layers using KAF is application specific and is out of the scope of 3GPP.

\* \* \* End of Change \* \* \* \*