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[R-5.6.2.4.1-012] The MCX Service shall provide a mechanism for an MCX Service Administrator to configure which MCX Service Group (i.e., user's selected group or dedicated MCX Service Emergency Group) or MCX User (e.g., dispatcher) is used for the MCX Service Emergency Alert by an MCX User. 
Further, TS 23.280 specifies in subclause 10.10.1.2.1 that:
"2. MC service client 1 requests the MC service server to send an MC service emergency alert request to the MC service group designated as the MC service emergency group."
Currently, TS 24.379 subclause 12.1.1.1 does not check the MCPTT user profile to determine if the group indicated by the MCPTT user to declare an emergency alert matches the designated emergency alert group, if one has been provisioned in the user's profile.
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* * * * * FIRST CHANGE * * * * *
[bookmark: _Toc20156329][bookmark: _Toc27501487][bookmark: _Toc36049613][bookmark: _Toc20156334][bookmark: _Toc27501492][bookmark: _Toc20155657][bookmark: _Toc27500812][bookmark: _Toc36048937]6.3.3.1.16	Handling the expiry of timer TNG2 (in-progress emergency group call timer)
Upon expiry of timer TNG2 (in-progress emergency group call timer) for an MCPTT group, the controlling MCPTT function:
1)	shall set the in-progress emergency state of the group to a value of "false";
2)	shall, if an MCPTT group call or MCPTT group session is in progress on the indicated group, for each of the participating members:
a)	generate a SIP re-INVITE request as specified in subclause 6.3.3.1.10; and
b)	send the SIP re-INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4]; and
3)	shall for each affiliated but non-participating members member of the group:
a)	generate a SIP MESSAGE request according to subclause 6.3.3.1.11 and include in the application/vnd.3gpp.mcptt-info+xml MIME body an <emergency-ind> element set to a value of "false";
b)	shall include in the P-Asserted-Identity header field the public service identity of the controlling MCPTT function;
c)	include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9]; and
d)	send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to a re-SIP INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5].
* * * * * NEXT CHANGE * * * * *
12.1.1.1	Emergency alert origination
Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:	tThis SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:
1)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;
2)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];
4)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:
a)	the <mcptt-request-uri> element set to: 
i)	if the <ID> element contained in the <Node> element contained in the <EmergencyAlert> element of the MCPTT user profile exists and contains an MCPTT group ID, shall determine that the MCPTT group to be used for the emergency alert is the MCPTT group identified in the <ID> element; otherwise, shall determine that the group identity indicated by the MCPTT user shall be used for the emergency alert;
b)	the <alert-ind> element set to a value of "true";
c)	the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
d) 	if the MCPTT client needs to include an active functional alias in the SIP MESSAGE request, the <functional-alias-URI> set to the URI of the used functional alias;
NOTE 2:	The MCPTT client learns the functional aliases that are activated for an MCPTT ID from procedures specified in subclause 9A.2.1.3.
5)	shall include in the SIP MESSAGE request the specific location information for MCPTT emergency alert  as specified in subclause 6.2.9.1;
6)	shall set the MCPTT emergency state if not already set;
7)	shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";
8)	shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; and
9)	shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".
On receiving a SIP 4xx response a SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert".
NOTE 3:	tThe MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatening condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.
NOTE 4:	Based on implementation the MCPTT client can subsequently automatically originate an MCPTT emergency group call as specified in subclause 10.1.1.2.
* * * * * END CHANGES * * * * *


