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For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
5GMM-IDLE mode: In this specification, if the term is used standalone, a UE in 5GMM-IDLE mode means the UE can be either in 5GMM-IDLE mode over 3GPP access or in 5GMM-IDLE mode over non-3GPP access.
5GMM-CONNECTED mode: In this specification, if the term is used standalone, a UE in 5GMM-CONNECTED mode means the UE can be either in 5GMM-CONNECTED mode over 3GPP access or in 5GMM-CONNECTED mode over non-3GPP access.
5GMM-IDLE mode over 3GPP access: A UE is in 5GMM-IDLE mode over 3GPP access when no N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-IDLE mode over 3GPP access used in the present document corresponds to the term CM-IDLE state for 3GPP access used in 3GPP TS 23.501 [8].
5GMM-CONNECTED mode over 3GPP access: A UE is in 5GMM-CONNECTED mode over 3GPP access when an N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-CONNECTED mode over 3GPP access used in the present document corresponds to the term CM-CONNECTED state for 3GPP access used in 3GPP TS 23.501 [8].
5GMM-IDLE mode over non-3GPP access: A UE is in 5GMM-IDLE mode over non-3GPP access no N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-IDLE mode over non-3GPP access used in the present document corresponds to the term CM-IDLE state for non-3GPP access used in 3GPP TS 23.501 [8].
5GMM-CONNECTED mode over non-3GPP access: A UE is in 5GMM-CONNECTED mode over non-3GPP access when it has N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-CONNECTED mode over non-3GPP access used in the present document corresponds to the term CM-CONNECTED state for non-3GPP access used in 3GPP TS 23.501 [8].
5GS services: Services provided by PS domain. Within the context of this specification, 5GS services is used as a synonym for EPS services.
5G-EA: 5GS encryption algorithms. The term 5G-EA, 5G-EA0, 128-5G-EA1-3 and 5G-EA4-7 used in the present document corresponds to the term NEA, NEA0, NEA1-3 and NEA4-7 defined in 3GPP TS 33.501 [24].
5G-IA: 5GS integrity algorithms. The term 5G-IA, 5G-IA0, 128-5G-IA1-3 and 5G-IA4-7 used in the present document corresponds to the term NIA, NIA0, NIA1-3 and NIA4-7 defined in 3GPP TS 33.501 [24].
Access stratum connection: A peer to peer access stratum connection:
-	between the UE and the NG-RAN for 3GPP access;
-	between the UE and the N3IWF for untrusted non-3GPP access;
-	between the UE and the TNGF for trusted non-3GPP access used by the UE;
-	within the TWIF acting on behalf of the N5CW for trusted non-3GPP access used by the N5CW;
-	between the 5G-RG and the W-AGF for wireline access used by the 5G-RG;
-	within the W-AGF acting on behalf of the FN-RG for wireline access used by the FN-RG; or
-	within the W-AGF acting on behalf of the N5GC device for wireline access used by the N5GC device.
The access stratum connection for 3GPP access corresponds to an RRC connection via the Uu reference point. The creation of the access stratum connection for untrusted non-3GPP access corresponds to the completion of the IKE_SA_INIT exchange (see IETF RFC 7296 [41]) via the NWu reference point. The creation of the access stratum connection for trusted non-3GPP access used by the UE corresponds to the UE reception of an EAP-request/5G-start via NWt reference point (see 3GPP TS 23.502 [9]). The creation of the access stratum connection for trusted non-3GPP access used by the N5CW corresponds to the TWIF's start of acting on behalf of the N5CW. The creation of the access stratum connection for wireline access used by the 5G-RG corresponds to the 5G-RG reception of an EAP-request/5G-packet over the W-CP connection via the Y4 reference point (see 3GPP TS 23.316 [6D]). The creation of the access stratum connection for wireline access used by the FN-RG corresponds to the W-AGF's start of acting on behalf of the FN-RG. The creation of the access stratum connection for wireline access used by the N5GC device corresponds to the W-AGF's start of acting on behalf of the N5GC device.
Aggregate maximum bit rate: The maximum bit rate that limits the aggregate bit rate of a set of non-GBR bearers of a UE. Definition derived from 3GPP TS 23.501 [8].
Always-on PDU session: A PDU session for which user-plane resources have to be established during every transition from 5GMM-IDLE mode to 5GMM-CONNECTED mode. A UE requests a PDU session to be established as an always-on PDU session based on indication from upper layers and the network decides whether a PDU session is established as an always-on PDU session.
NOTE 1:	How the upper layers in the UE are configured to provide an indication is outside the scope of the present document.
Applicable UE radio capability ID for the current UE radio configuration in the selected network: The UE has an applicable UE radio capability ID for the current UE radio configuration in the selected network if:
a)	the UE supports RACS; and
b)	the UE has:
1)	a stored network-assigned UE radio capability ID which is associated with the PLMN ID or SNPN identity of the serving network and which maps to the set of radio capabilities currently enabled at the UE; or
2)	a manufacturer-assigned UE radio capability ID which maps to the set of radio capabilities currently enabled at the UE.
CAG cell: A cell in which only members of the CAG can get normal service. Depending on local regulation, the CAG cell can provide emergency services also to subscribers who are not members of the CAG.
CAG-ID: A CAG-ID is a unique identifier within the scope of one PLMN defined in 3GPP TS 23.003 [4] which identifies a Closed Access Group (CAG) in the PLMN associated with a cell or group of cells to which access is restricted to members of the CAG.
Cleartext IEs: Information elements that can be sent without confidentiality protection in initial NAS messages as specified in subclause 4.4.6.
Control plane CIoT 5GS optimization: signalling optimizations to enable efficient transport of user data (IP, Ethernet, Unstructured or SMS) over control plane via the AMF including optional header compression of IP data and Ethernet data.
DNN determined by the AMF: If no DNN requested by the UE is provided, a DNN determined by the AMF based subscription information or local policy. Otherwise DNN determined by the AMF is the DNN requested by the UE.
DNN requested by the UE: A DNN explicitly requested by the UE and included in a NAS request message.
DNN selected by the network: If DNN replacement applies, a DNN selected and indicated to the AMF by PCF. Otherwise DNN selected by the network is the DNN determined by the AMF.
Globally-unique SNPN identity: An SNPN identity with an NID whose assignment mode is not set to 1 (see 3GPP TS 23.003 [4]).
User plane CIoT 5GS optimization: signalling optimizations to enable efficient transport of user data (IP, Ethernet or Unstructured) over the user plane.
UE supporting CIoT 5GS optimizations: A UE that supports control plane CIoT 5GS optimization or user plane CIoT 5GS optimization and one or more other CIoT 5GS optimizations when the UE is in N1 mode.
Registered for 5GS services with control plane CIoT 5GS optimization: A UE supporting CIoT 5GS optimizations is registered for 5GS services, and control plane CIoT 5GS optimization along with one or more other CIoT 5GS optimizations have been accepted by the network.
Registered for 5GS services with user plane CIoT 5GS optimization: A UE supporting CIoT 5GS optimizations is registered for 5GS services, and user plane CIoT 5GS optimization along with one or more other CIoT 5GS optimizations have been accepted by the network.
Registered for 5GS services with CIoT 5GS optimization: A UE is registered for 5GS services with control plane CIoT 5GS optimization or registered for 5GS services with user plane CIoT 5GS optimization.
DNN based congestion control: Type of congestion control at session management level that is applied to reject session management requests from UEs or release PDU sessions when the associated DNN is congested. DNN based congestion control can be activated at the SMF over session management level and also activated at the AMF over mobility management level.
Emergency PDU session: A PDU session which was established with the request type "initial emergency request" or "existing emergency PDU session".
General NAS level congestion control: Type of congestion control at mobility management level that is applied at a general overload or congestion situation in the network, e.g. lack of processing resources.
Initial NAS message: A NAS message is considered as an initial NAS message, if this NAS message can trigger the establishment of an N1 NAS signalling connection. For instance, the REGISTRATION REQUEST message is an initial NAS message.
Initial registration for emergency services: A registration performed with 5GS registration type "emergency registration" in the REGISTRATION REQUEST message.
Last visited registered TAI: A TAI which is contained in the registration area that the UE registered to the network and which identifies the tracking area last visited by the UE.
Mapped S-NSSAI: An S-NSSAI in the subscribed S-NSSAIs for the HPLMN, which is mapped to an S-NSSAI of the registered PLMN in case of a roaming scenario.
N1 mode: A mode of a UE allowing access to the 5G core network via the 5G access network.
Non-globally-unique SNPN identity: An SNPN identity with an NID whose assignment mode is set to 1 (see 3GPP TS 23.003 [4]).
In NB-N1 mode: Indicates this paragraph applies only to a system which operates in NB-N1 mode. For a multi-access system this case applies if the current serving radio access network provides access to network services via E-UTRA connected to 5GCN by NB-IoT (see 3GPP TS 36.300 [25B], 3GPP TS 36.331 [25A], 3GPP TS 36.306 [25D]).
In WB-N1 mode: Indicates this paragraph applies only to a system which operates in WB-N1 mode. For a multi-access system this case applies if the system operates in N1 mode with E-UTRA connected to 5GCN, but not in NB-N1 mode.
In WB-N1/CE mode: Indicates this paragraph applies only when a UE, which is a CE mode B capable UE (see 3GPP TS 36.306 [25D]), is operating in CE mode A or B in WB-N1 mode.
Initial small data rate control parameters: Parameters that, if received by the UE during the establishment of a PDU session, are used as initial parameters to limit the allowed data for the PDU session according to small data rate control after establishment of a PDU session as described in subclause 6.2.13. At expiry of the associated validity period, the initial small data rate control parameters are no longer valid and the small data rate control parameters apply.
Initial small data rate control parameters for exception data: Parameters corresponding to initial small data rate control parameters for small data rate control of exception data.
N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling connection is either the concatenation of an RRC connection via the Uu reference point and an NG connection via the N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel via the NWu reference point and an NG connection via the N2 reference point for non-3GPP access.
N6 PDU session: A PDU session established between the UE and the User Plane Function (UPF) for transmitting the UE's IP data, Ethernet data or Unstructured data related to a specific application.
NEF PDU session: A PDU session established between the UE and the Network Exposure Function (NEF) for transmitting the UE's Unstructured data related to a specific application.
Network slicing information: information stored at the UE consisting of one or more of the following:
a)	default configured NSSAI;
b)	configured NSSAI for a PLMN or an SNPN;
c)	mapped S-NSSAI(s) for the configured NSSAI for a PLMN; 
d)	pending NSSAI; and
e)	for each access type:
1)	allowed NSSAI for a PLMN or an SNPN; and
2)	mapped S-NSSAI(s) for the allowed NSSAI for a PLMN.
Non-cleartext IEs: Information elements that are not cleartext IEs.
Non-emergency PDU session: Any PDU session which is not an emergency PDU session.
PDU address: An IP address assigned to the UE by the packet data network.
PDU session for LADN: A PDU session with a DNN associated with a LADN.
PDU session with suspended user-plane resources: A PDU session for which user-plane resources were established or re-established, and for which data radio bearers were suspended when transiting to 5GMM-CONNECTED mode with RRC inactive indication.
Persistent PDU session: either a non-emergency PDU session contains a GBR QoS flow with QoS equivalent to QoS of teleservice 11 and where there is a radio bearer associated with that PDU session, or an emergency PDU session where there is a radio bearer associated with that PDU session.
NOTE 2:	An example of a persistent PDU session is a non-emergency PDU session with 5QI = 1 where there is a radio bearer associated with that context.
Procedure transaction identity: An identity which is dynamically allocated by the UE for the UE-requested 5GSM procedures, or allocated by the UE or the PCF for the UE policy delivery procedures. The procedure transaction identity is released when the procedure is completed but it should not be released immediately.
RAT frequency selection priority index: A parameter provided by the AMF to the NG-RAN via the N2 reference point. The AMF selects an RFSP index for a particular UE based on the subscribed RFSP index, the locally configured operator's policies, the allowed NSSAI and the UE context information, including the UE's usage setting, if received during the registration procedure. Definition derived from 3GPP TS 23.501 [8].
Registered for emergency services: A UE is considered as "registered for emergency services" when it has successfully completed initial registration for emergency services.
Registered PLMN: The PLMN on which the UE is registered. The identity of the registered PLMN (MCC and MNC) is provided to the UE within the GUAMI field of the 5G-GUTI.
Rejected NSSAI: Rejected NSSAI for the current PLMN, SNPN or rejected NSSAI for the current registration area or rejected NSSAI for the failed or revoked NSSAA.
NOTE 3:	Rejected NSSAI only contains a set of S-NSSAI(s) associated with a PLMN identity or SNPN identity for the current PLMN or SNPN.
Rejected NSSAI for the current PLMN or SNPN: A set of S-NSSAI(s) which was included in the requested NSSAI by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available in the current PLMN or SNPN".
Rejected NSSAI for the current registration area: A set of S-NSSAI(s) which was included in the requested NSSAI by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available in the current registration area".
Rejected NSSAI for the failed or revoked NSSAA: A set of S-NSSAI(s) which is sent by the AMF with the rejection cause "rejected NSSAI due to the failed or revoked network slice-specific authentication and authorization".
Local release: Release of a PDU session without peer-to-peer signalling between the network and the UE,
NOTE 4:	Local release can include communication among network entities.
Removal of eCall only mode restriction: All the limitations as described in 3GPP TS 22.101 [2] for the eCall only mode do not apply any more.
Routing indicator: Routing Indicator is an identifier assigned by the UE's home network operator to be used together with the Home Network Identifier for routing network signalling. Routing Indicator is provisioned in the USIM. The term Routing indicator used in the present document corresponds to the term Routing ID used in 3GPP TS 23.501 [8].
S-NSSAI-based congestion control: Type of congestion control at session management level that is applied to reject session management requests from UEs or release PDU sessions when the associated S-NSSAI and optionally the associated DNN are congested. S-NSSAI based congestion control can be activated at the SMF over session management level and also activated at the AMF over mobility management level.
Selected core network type information: A type of core network (EPC or 5GCN) selected by the UE NAS layer in case of an E-UTRA cell connected to both EPC and 5GCN.
UE configured for high priority access in selected PLMN: A UE configured with one or more access identities equal to 1, 2, or 11-15 applicable in the selected PLMN as specified in subclause 4.5.2. Definition derived from 3GPP TS 22.261 [3].

N5CW device supporting 3GPP access: An N5CW device which supports acting as a UE in 3GPP access (i.e. which supports NAS over 3GPP access).
[bookmark: _Hlk29644077]UE operating in single-registration mode in a network supporting N26 interface: a UE, supporting both N1 mode and S1 mode. During the last attach, tracking area update (see 3GPP TS 24.301 [15]) or registration procedures, the UE has received either a 5GS network feature support IE with IWK N26 bit set to "interworking without N26 interface not supported" or an EPS network feature support IE with IWK N26 bit set to "interworking without N26 interface not supported".
UE using 5GS services with control plane CIoT 5GS optimization: A UE that is registered for 5GS services with the control plane CIOT 5GS optimization accepted by the network.
UE-DS-TT residence time: The time taken within the UE and DS-TT to forward a packet between the UE and the DS-TT port.
User-plane resources: Resources established between the UE and the UPF. The user-plane resources consist of one of the following:
-	user plane radio bearers via the Uu reference point, a tunnel via the N3 reference point and a tunnel via the N9 reference point (if any) for 3GPP access;
-	IPsec tunnels via the NWu reference point, a tunnel via the N3 reference point and a tunnel via the N9 reference point (if any) for untrusted non-3GPP access;
-	IPsec tunnels via the NWt reference point, a tunnel via the N3 reference point and a tunnel via the N9 reference point (if any) for trusted non-3GPP access used by the UE;
-	a layer-2 connection via the Yt reference point, a layer-2 or layer-3 connection via the Yw reference point, a tunnel via the N3 reference point and a tunnel via the N9 reference point (if any) for trusted non-3GPP access used by the N5CW;
-	W-UP resources via Y4 reference point, a tunnel via the N3 reference point and a tunnel via the N9 reference point (if any) for wireline access used by the 5G-RG; and
-	L-W-UP resources via Y5 reference point, a tunnel via the N3 reference point and a tunnel via the N9 reference point (if any) for wireline access used by the FN-RG.
W-AGF acting on behalf of the N5GC device: A W-AGF that enables an N5GC device behind a 5G-CRG or an FN-CRG to connect to the 5G Core.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.261 [2] apply:
Non-public network
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [4] apply:
5G-GUTI
5G-S-TMSI
Global Line Identifier (GLI)
Global Cable Identifier (GCI)
PEI
SUPI
SUCI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.122 [5] apply:
CAG selection
Country
EHPLMN
HPLMN
Selected PLMN
Shared network
SNPN identity
Steering of Roaming (SOR)
Steering of Roaming information
Suitable cell
VPLMN
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.167 [6] apply:
eCall over IMS
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.216 [6A] apply:
SRVCC
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.401 [7] apply:
eCall only mode
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [8] apply:
5G access network
5G core network
5G QoS flow
5G QoS identifier
5G-RG
5G-BRG
5G-CRG
5G System
Allowed area
Allowed NSSAI
AMF region
AMF set
Closed access group
Configured NSSAI
Local area data network
Network identifier (NID)
Network slice
NG-RAN
Non-allowed area
PDU session
PDU session type
Pending NSSAI
Requested NSSAI
Routing ID
Service data flow
Service Gap Control
Serving PLMN rate control
Small data rate control status
SNPN access mode
SNPN enabled UE
Stand-alone Non-Public Network
Time Sensitive Communication
UE presence in LADN service area
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.503 [10] apply:
UE local configuration
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.008 [12] apply:
GMM
MM
A/Gb mode
Iu mode
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.301 [15] apply:
CIoT EPS optimization
Control plane CIoT EPS optimization
EENLV
EMM
EMM-DEREGISTERED
EMM-DEREGISTERED-INITIATED
EMM-IDLE mode
EMM-NULL
EMM-REGISTERED
EMM-REGISTERED-INITIATED
EMM-SERVICE-REQUEST-INITIATED
EMM-TRACKING-AREA-UPDATING-INITIATED
EPS
EPS security context
EPS services
Lower layer failure
Megabit
Message header
NAS signalling connection recovery
NB-S1 mode
Non-EPS services
S1 mode
User plane CIoT EPS optimization
WB-S1 mode
For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [24] apply:
5G security context
5G NAS security context
ABBA
Current 5G NAS security context
Full native 5G NAS security context
K'AME
KAMF
KASME
Mapped 5G NAS security context
Mapped security context
Native 5G NAS security context
NCC
Non-current 5G NAS security context
Partial native 5G NAS security context
RES*
For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [31] apply:
NG connection
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.587 [19B] apply:
E-UTRA-PC5
NR-PC5
V2X
[bookmark: _Toc20232411][bookmark: _Toc27746497][bookmark: _Toc36212677][bookmark: _Toc36656854]***** Next change *****
[bookmark: _Toc20232406][bookmark: _Toc27746492][bookmark: _Toc36212672][bookmark: _Toc36656849]4.4.2.3	Establishment of a 5G NAS security context during N1 mode to N1 mode handover
During an N1 mode to N1 mode handover, the target AMF may derive a new 5G NAS security context for which the target AMF creates a new 5G NAS security context as indicated in 3GPP TS 33.501 [24]. 
When a new 5G NAS security context is derived using the same KAMF, the target AMF includes the 8 least significant bits of the downlink NAS COUNT in the Intra N1 mode NAS transparent container IE, and indicates that a new KAMF  shall not be derived (see subclause 9.11.2.6). The AMF shall increment the downlink NAS COUNT by one after creating the Intra N1 mode NAS transparent container IE.
When a new 5G NAS security context is created from a new KAMF, the target AMF includes the 8 least significant bits of the downlink NAS COUNT in the Intra N1 mode NAS transparent container IE and indicates that a new KAMF shall be derived (see subclause 9.11.2.6). The AMF shall then set both the uplink and downlink NAS COUNT counters of this 5G NAS security context to zero. The AMF shall increment the downlink NAS COUNT by one after creating the Intra N1 mode NAS transparent container IE.
The target AMF also includes the ngKSI with the same value as the ngKSI currently being used with the UE, the message authentication code, and the selected NAS algorithms in the Intra N1 mode NAS transparent container IE.
When the UE receives a command to perform handover to NG-RAN including an Intra N1 mode NAS transparent container IE (see subclause 9.11.2.6), the UE derives a new 5G NAS security context as described in 3GPP TS 33.501 [24]. When the Intra N1 mode NAS transparent container IE indicates that a new KAMF needs to be derived, the UE shall set both the downlink NAS COUNT and uplink NAS COUNT to zero after creating the new 5G NAS security context.
If the received Intra N1 mode NAS transparent container IE does not have a valid NAS COUNT (see subclause 4.4.3.2) or the received NAS MAC is not verified successfully (see subclause 4.4.3.3) the UE shall discard the content of the received Intra N1 mode NAS transparent container IE, continue to use the current 5G NAS security context, and inform the lower layers that the received Intra N1 mode NAS transparent container is invalid. 
NOTE 1:	During N1 mode to N1 mode handover, the Intra N1 mode NAS transparent container IE (see subclause 9.11.2.6) is equivalent to sending a SECURITY MODE COMMAND message to the UE in order to derive and use a new 5G NAS security context, optionally created with a new KAMF. The UE maintains the Selected EPS NAS security algorithms until the UE receives a new Selected EPS NAS security algorithms.
After the new 5G NAS security context is taken into use for 3GPP access following a successful N1 mode to N1 mode handover and the UE is registered with the same PLMN over the 3GPP access and non-3GPP access:

a)	the UE is in 5GMM-IDLE mode over the non-3GPP access, the AMF and the UE shall activate and take into use the new 5G NAS security context over the non-3GPP access as described in 3GPP TS 33.501 [24] after the AMF sends or the UE receives the REGISTRATION ACCEPT message respectively. If the new 5G NAS security context is created from a new KAMF, the AMF and the UE shall set the downlink NAS COUNT and uplink NAS COUNT to zero also for the non-3GPP access, otherwise the downlink NAS COUNT and uplink NAS COUNT for the non-3GPP access are not changed; or
b)	the UE is in 5GMM-CONNECTED mode over the non-3GPP access, in order to activate the new 5G NAS security context over the non-3GPP access that has been activated for the 3GPP access the AMF shall send the SECURITY MODE COMMAND message over the non-3GPP access as described in 3GPP TS 33.501 [24]. The SECURITY MODE COMMAND message shall include the same ngKSI to identify the new 5G NAS security context that was activated over the 3GPP access and shall include the horizontal derivation parameter indicating "KAMF derivation is not required". Otherwise, if the new 5G NAS security context is created from a new KAMF, the AMF and the UE shall set the downlink NAS COUNT and uplink NAS COUNT to zero for the non-3GPP access.
NOTE 2:	Explicit indication "KAMF derivation is not required" for the non-3GPP access is to align security contexts within the UE without a subsequent derivation of a new KAMF in the non-3GPP access.
***** Next change *****
4.4.3.1	General
Each 5G NAS security context shall be associated with two separate counters NAS COUNT per access type in the same PLMN: one related to uplink NAS messages and one related to downlink NAS messages. If the 5G NAS security context is used for access via both 3GPP and non-3GPP access in the same PLMN, there are two NAS COUNT counter pairs associated with the 5G NAS security context. The NAS COUNT counters use 24 bit internal representation and are independently maintained by UE and AMF. The NAS COUNT shall be constructed as a NAS sequence number (8 least significant bits) concatenated with a NAS overflow counter (16 most significant bits).

When NAS COUNT is input to NAS ciphering or NAS integrity algorithms it shall be considered to be a 32-bit entity which shall be constructed by padding the 24-bit internal representation with 8 zeros in the most significant bits.
The value of the uplink NAS COUNT that is stored or read out of the USIM or non-volatile memory as described in annex C, is the value that shall be used in the next NAS message.
The value of the downlink NAS COUNT that is stored or read out of the USIM or non-volatile memory as described in annex C, is the largest downlink NAS COUNT used in a successfully integrity checked NAS message.
The NAS sequence number part of the NAS COUNT shall be exchanged between the UE and the AMF as part of the NAS signalling. After each new or retransmitted outbound SECURITY PROTECTED 5GS NAS MESSAGE message, the sender shall increase the NAS COUNT number by one, except for the initial NAS messages if the lower layers indicated the failure to establish the RRC connection (see 3GPP TS 38.331 [30]). Specifically, on the sender side, the NAS sequence number shall be increased by one, and if the result is zero (due to wrap around), the NAS overflow counter shall also be incremented by one (see subclause 4.4.3.5). The receiving side shall estimate the NAS COUNT used by the sending side. Specifically, if the estimated NAS sequence number wraps around, the NAS overflow counter shall be incremented by one.
During the inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode, when a mapped 5G NAS security context is derived and taken into use, the AMF shall set both the uplink and downlink NAS COUNT counters of this 5G NAS security context to zero. The UE shall set both the uplink and downlink NAS COUNT counters of this 5G NAS security context to zero.
During the inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode, the AMF shall increment the downlink NAS COUNT by one after it has created an S1 mode to N1 mode NAS transparent container (see subclause 9.11.2.9).
During the inter-system change from N1 mode to S1 mode in 5GMM-CONNECTED mode, the AMF shall increment the downlink NAS COUNT by one after it has created an N1 mode to S1 mode NAS transparent container (see subclause 9.11.2.7).
During N1 mode to N1 mode handover:
a)	if the new 5G NAS security context is created with the same KAMF, the AMF shall signal the 8 least significant bits of the current downlink NAS COUNT value in an Intra N1 mode NAS transparent container (see subclause 9.11.2.6). The AMF shall then increment the downlink NAS COUNT by one; or
b)	if the new 5G NAS security context is created with a new KAMF, the AMF shall signal the 8 least significant bits of the current downlink NAS COUNT value in an Intra N1 mode NAS transparent container (see subclause 9.11.2.6) and shall then set both the uplink and downlink NAS COUNT counters of this 5G NAS security context to zero. The AMF shall then increment the downlink NAS COUNT by one. The UE shall also set both the uplink and downlink NAS COUNT counters to zero.
NOTE:	During the inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode, the S1 mode to N1 mode NAS transparent container (see subclause 9.11.2.9) is treated as an implicit SECURITY MODE COMMAND message for the UE and the AMF, and therefore the AMF regards the sending of the S1 mode to N1 mode NAS transparent container as the sending of an initial SECURITY MODE COMMAND message in order to derive and take into use a mapped 5G NAS security context for the purpose of the NAS COUNT handling.
***** Next change *****
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The 5GS supports protection of initial NAS messages as specified in 3GPP TS 33.501 [24]. The protection of initial NAS messages applies to the REGISTRATION REQUEST, SERVICE REQUEST and CONTROL PLANE SERVICE REQUEST message, and is achieved as follows:
a)	If the UE does not have a valid 5G NAS security context, the UE sends a REGISTRATION REQUEST message including cleartext IEs only. After activating a 5G NAS security context resulting from a security mode control procedure:
1)	if the UE needs to send non-cleartext IEs, the UE shall include the entire REGISTRATION REQUEST message (i.e. containing both cleartext IEs and non-cleartext IEs) in the NAS message container IE and shall include the NAS message container IE in the SECURITY MODE COMPLETE message; or
2)	if the UE does not need to send non-cleartext IEs, the UE shall include the entire REGISTRATION REQUEST message (i.e. containing cleartext IEs only) in the NAS message container IE and shall include the NAS message container IE in the SECURITY MODE COMPLETE message.
b)	If the UE has a valid 5G NAS security context and:
1)	the UE needs to send non-cleartext IEs in a REGISTRATION REQUEST or SERVICE REQUEST message, the UE includes the entire REGISTRATION REQUEST or SERVICE REQUEST message (i.e. containing both cleartext IEs and non-cleartext IEs) in the NAS message container IE and shall cipher the value part of the NAS message container IE. The UE shall then send a REGISTRATION REQUEST or SERVICE REQUEST message containing the cleartext IEs and the NAS message container IE;
2)	the UE needs to send non-cleartext IEs in a CONTROL PLANE SERVICE REQUEST message:
i)	if CIoT small data container IE is the only non-cleartext IE to be sent, the UE shall cipher the value part of the CIoT small data container IE. The UE shall then send a CONTROL PLANE SERVICE REQUEST message containing the cleartext IEs and the CIoT small data container IE;
ii)	otherwise, the UE includes non-cleartext IEs in the NAS message container IE and shall cipher the value part of the NAS message container IE. The UE shall then send a CONTROL PLANE SERVICE REQUEST message containing the cleartext IEs and the NAS message container IE; or
3)	the UE does not need to send non-cleartext IEs in a REGISTRATION REQUEST or SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST message, the UE sends the REGISTRATION REQUEST or SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST message without including the NAS message container IE.
When the initial NAS message is a REGISTRATION REQUEST message, the cleartext IEs are:
-	Extended protocol discriminator;
-	Security header type;
-	Spare half octet;
-	Registration request message identity;
-	5GS registration type;
-	ngKSI;
-	5GS mobile identity;
-	UE security capability;
-	Additional GUTI;
-	UE status; and
-	EPS NAS message container.
When the initial NAS message is a SERVICE REQUEST message, the cleartext IEs are:
-	Extended protocol discriminator;
-	Security header type;
-	Spare half octet;
-	ngKSI;
-	Service request message identity;
-	Service type; and
-	5G-S-TMSI.
When the initial NAS message is a CONTROL PLANE SERVICE REQUEST message, the cleartext IEs are:
-	Extended protocol discriminator;
-	Security header type;
-	Spare half octet;
-	ngKSI;
-	Control plane service request message identity; and
-	Control plane service type.
When the UE sends a REGISTRATION REQUEST or SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST message that includes a NAS message container IE, the UE shall set the security header type of the initial NAS message to "integrity protected".
If the UE does not need to send non-cleartext IEs in the initial NAS message, the UE shall send the initial NAS message i.e. REGISTRATION REQUEST or SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST message with cleartext IEs only i.e. without including the NAS message container IE in the initial NAS message.
When the AMF receives an integrity protected initial NAS message which includes a NAS message container IE, the AMF shall decipher the value part of the NAS message container IE. If the received initial NAS message is a REGISTRATION REQUEST message or a SERVICE REQUEST message, the AMF shall consider the NAS message that is obtained from the NAS message container IE as the initial NAS message that triggered the procedure.
When the AMF receives a CONTROL PLANE SERVICE REQUEST message which includes a CIoT small data container IE, the AMF shall decipher the value part of the CIoT small data container IE and handle the message as specified in subclause 5.6.1.4.2.
When the initial NAS message is a DEREGISTRATION REQUEST message, the UE always sends the NAS message unciphered.
If the UE:
a)	has 5G-EA0 as a selected 5G NAS security algorithm; and
b)	selects a PLMN other than registered PLMN and EPLMN;
the UE shall discard the 5G NAS security context and send an initial NAS message including cleartext IEs only as described in this subclause for the case when the UE does not have a valid 5G NAS security context.
***** Next change *****
4.9.1	General
The UE shall re-enable the N1 mode capability when the UE powers off and powers on again, or the USIM is removed, or an entry of the "list of subscriber data" with the SNPN identity of the SNPN is updated.
***** Next change *****
[bookmark: _Toc20232462][bookmark: _Toc27746548][bookmark: _Toc36212729][bookmark: _Toc36656906][bookmark: _Toc20232470][bookmark: _Toc27746556][bookmark: _Toc36212737][bookmark: _Toc36656914][bookmark: _Toc20232501][bookmark: _Toc27746591][bookmark: _Toc36212772][bookmark: _Toc36656949]4.9.2	Disabling and re-enabling of UE's N1 mode capability for 3GPP access
The UE shall only disable the N1 mode capability for 3GPP access when in 5GMM-IDLE mode.
When the UE is disabling the N1 mode capability for 3GPP access for a PLMN, it should proceed as follows:
a)	select an E-UTRA cell connected to EPC of the registered PLMN or a PLMN from the list of equivalent PLMNs, if the UE supports S1 mode and the UE has not disabled its E-UTRA capability as specified in 3GPP TS 24.301 [15]; 
b)	if an E-UTRA cell connected to EPC of the registered PLMN or a PLMN from the list of equivalent PLMNs cannot be found, the UE does not support S1 mode or the UE has disabled its E-UTRA capability as specified in 3GPP TS 24.301 [15], the UE may select another RAT of the registered PLMN or a PLMN from the list of equivalent PLMNs that the UE supports;
c)	if another RAT of the registered PLMN or a PLMN from the list of equivalent PLMNs cannot be found, or the UE does not have a registered PLMN, then enter the state 5GMM-DEREGISTERED.PLMN-SEARCH and perform PLMN selection as specified in 3GPP TS 23.122 [5]. If disabling of the N1 mode capability for 3GPP access was not due to a UE-initiated de-registration procedure for 5GS services over 3GPP access not due to switch-off, the UE may re-enable the N1 capability for this PLMN selection. As an implementation option, if the UE does not have a registered PLMN, instead of performing PLMN selection, the UE may select another RAT of the selected PLMN if the UE has chosen a PLMN and the RAT is supported by the UE; or
d)	if no other allowed PLMN and RAT combinations are available, then the UE may re-enable the N1 mode capability for 3GPP access and indicate to lower layers to remain camped in NG-RAN of the registered PLMN, and may periodically scan for another PLMN and RAT combination which can provide EPS services or non-EPS services (if the UE supports EPS services or non-EPS services). How this periodic scanning is done, is UE implementation dependent.
When the UE is disabling the N1 mode capability for 3GPP access for an SNPN, it should proceed as follows:
a)	enter the state 5GMM-DEREGISTERED.PLMN-SEARCH and perform SNPN selection as specified in 3GPP TS 23.122 [5]. If disabling of the N1 mode capability for 3GPP access was not due to a UE-initiated de-registration procedure for 5GS services over 3GPP access not due to switch-off, the UE may re-enable the N1 capability for this SNPN selection; or
b)	if no other SNPN is available, then the UE may re-enable the N1 mode capability for 3GPP access and indicate to lower layers to remain camped in NG-RAN of the registered SNPN.
When the UE is disabling the N1 mode capability upon receiving reject cause #31 "Redirection to EPC required" as specified in subclauses 5.5.1.2.5 and 5.5.1.3.5, it should proceed as follows:
a)	If the UE is in NB-N1 mode:
1)	if lower layers do not provide an indication that the current E-UTRA cell is connected to EPC or lower layers do not provide an indication that the current E-UTRA cell supports CIoT EPS optimizations that are supported by the UE, search for a suitable NB-IoT cell connected to EPC according to 3GPP TS 36.304 [25C];
2)	if lower layers provide an indication that the current E-UTRA cell is connected to EPC and the current E-UTRA cell supports CIoT EPS optimizations that are supported by the UE, perform a core network selection to select EPC as specified in subclause 4.8.4A.1; or
[bookmark: OLE_LINK10]3)	if lower layers cannot find a suitable NB-IoT cell connected to EPC or there is no suitable NB-IoT cell connected to EPC which supports CIoT EPS optimizations that are supported by the UE, the UE may re-enable the N1 mode capability for 3GPP access, and indicate to lower layers to remain camped in E-UTRA connected to 5GCN of the previously registered PLMN and proceed with the appropriate 5GMM procedure.
b)	If the UE is in WB-N1 mode:
1)	if lower layers do not provide an indication that the current E-UTRA cell is connected to EPC or lower layers do not provide an indication that the current E-UTRA cell supports CIoT EPS optimizations that are supported by the UE, search for a suitable E-UTRA cell connected to EPC according to 3GPP TS 36.304 [25C];
2)	if lower layers provide an indication that the current E-UTRA cell is connected to EPC and the current E-UTRA cell supports CIoT EPS optimizations that are supported by the UE, then perform a core network selection to select EPC as specified in subclause 4.8.4A.1; or
3)	if lower layers cannot find a suitable E-UTRA cell connected to EPC or there is no suitable E-UTRA cell connected to EPC which supports CIoT EPS optimizations that are supported by the UE, the UE may re-enable the N1 mode capability for 3GPP access, and indicate to lower layers to remain camped in E-UTRA connected to 5GCN of the previously registered PLMN and proceed with the appropriate 5GMM procedure.
When the UE supporting both N1 mode and S1 mode needs to stay in E-UTRA connected to EPC (e.g. due to the domain selection for UE originating sessions as specified in subclause 4.3.2), in order to prevent unintentional handover or cell reselection from E-UTRA connected to EPC to NG-RAN connected to 5GCN, the UE operating in single-registration mode shall disable the N1 mode capability for 3GPP access and:
a)	shall set the N1mode bit to "N1 mode not supported" in the UE network capability IE (see 3GPP TS 24.301 [15]) of the ATTACH REQUEST message and the TRACKING AREA UPDATE REQUEST message in EPC; and
b)	the UE NAS layer shall indicate the access stratum layer(s) of disabling of the N1 mode capability for 3GPP access.
If the UE is required to disable the N1 mode capability for 3GPP access and select E-UTRA or another RAT, and the UE is in the 5GMM-CONNECTED mode, 
-	if the UE has a persistent PDU session, then the UE waits until the radio bearer associated with the persistent PDU session has been released;
-	otherwise the UE shall locally release the established NAS signalling connection;
and enter the 5GMM-IDLE mode before selecting E-UTRA or another RAT.
If the UE is disabling its N1 mode capability for 3GPP access before selecting E-UTRA or another RAT, the UE shall not perform the UE-initiated de-registration procedure of subclause 5.5.2.2.
The UE shall re-enable the N1 mode capability for 3GPP access when the UE performs PLMN or SNPN selection over 3GPP access, unless
-	disabling of the N1 mode capability for 3GPP access was due to a UE-initiated de-registration procedure for 5GS services over 3GPP access not due to switch-off; or 
-	the UE has already re-enabled the E-UTRA capability when performing items c) or d) above.
If the disabling of N1 mode capability for 3GPP access was due to IMS voice is not available over 3GPP access and the UE's usage setting is "voice centric", the UE shall re-enable the N1 mode capability for 3GPP access when the UE's usage setting is changed from "voice centric" to "data centric", as specified in subclauses 4.3.3.
The UE should memorize the identity of the PLMN or SNPN where N1 mode capability for 3GPP access was disabled and should use that stored information in subsequent PLMN or SNPN selections as specified in 3GPP TS 23.122 [5].
If the disabling of N1 mode capability for 3GPP access was due to successful completion of an emergency services fallback, the criteria to enable the N1 mode capability again are UE implementation specific.
As an implementation option, the UE may start a timer for enabling the N1 mode capability for 3GPP access when the UE's registration attempt counter reaches 5 and the UE disables the N1 mode capability for 3GPP access for cases described in subclauses 5.5.1.2.7 and 5.5.1.3.7. The UE should memorize the identity of the PLMNs where N1 mode capability for 3GPP access was disabled. On expiry of this timer:
-	if the UE is in Iu mode or A/Gb mode and is in idle mode as specified in 3GPP TS 24.008 [13] on expiry of the timer, the UE should enable the N1 mode capability for 3GPP access;
-	if the UE is in Iu mode or A/Gb mode and an RR connection exists, the UE shall delay enabling the N1 mode capability for 3GPP access until the RR connection is released;
-	if the UE is in Iu mode and a PS signalling connection exists, but no RR connection exists, the UE may abort the PS signalling connection before enabling the N1 mode capability for 3GPP access;
-	if the UE is in S1 mode and is in EMM-IDLE mode as specified in 3GPP TS 24.301 [15], on expiry of the timer, the UE should enable the N1 mode capability for 3GPP access; and
-	if the UE is in S1 mode and is in EMM-CONNECTED mode as specified in 3GPP TS 24.301 [15], on expiry of the timer, the UE shall delay enabling the N1 mode capability for 3GPP access until the NAS signalling connection in S1 mode is released.
If the UE attempts to establish an emergency PDU session in a PLMN where N1 mode capability was disabled due to the UE's registration attempt counter have reached 5, the UE may enable N1 mode capability for that PLMN memorized by the UE.
NOTE:	If N1 mode capability is disabled due to the UE's registration attempt counter reaches 5, the value of the timer for re-enabling N1 mode capability is recommended to be the same as the value of T3502 which follows the handling specified in subclause 5.3.8.
***** Next change *****
5.1.3.2.1.3.6	5GMM-DEREGISTERED.NO-SUPI
The substate 5GMM-DEREGISTERED.NO-SUPI is chosen in the UE, if the N1 mode is enabled and the UE has no valid subscriber data available (SIM/USIM not available, the SIM/USIM is considered invalid by the UE or an entry of the "list of subscriber data" with the SNPN identity of the SNPN is considered invalid by the UE).
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5.1.3.2.1.4.7	5GMM-REGISTERED.NO-CELL-AVAILABLE
5G coverage has been lost or MICO mode is active in the UE. If MICO mode is active, the UE can deactivate MICO mode at any time by activating the AS layer when the UE needs to send mobile originated signalling or user data. Otherwise, the UE shall not initiate any 5GMM procedure except for cell and PLMN reselection.
This substate is not applicable to non-3GPP access.
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5.2.2.2.1	Selection of the substate after power on
For a UE configured for eCall only mode as specified in 3GPP TS 31.102 [22], timers T3444 and T3445 are considered to have expired at power on. When the UE is switched on, the substate shall be PLMN-SEARCH if the USIM is available and valid or there are valid entries in the "list of subscriber data". See 3GPP TS 23.122 [5] for further details.
The substate chosen after PLMN-SEARCH, following power on is:
a)	if no cell can be selected, the substate shall be NO-CELL-AVAILABLE;
b)	if no USIM is present or no valid entry in the "list of subscriber data" exists, the substate shall be NO-SUPI;
c)	if a suitable cell has been found, the PLMN or SNPN identity of the cell is not in one of the forbidden PLMN lists, "permanently forbidden SNPNs" list, or the "temporarily forbidden SNPNs" list, and the tracking area is not in one of the lists of 5GS forbidden tracking areas, then the substate shall be NORMAL-SERVICE;
d)	if the selected cell is known not to be able to provide normal service, then the UE shall enter the substate LIMITED-SERVICE;
e)	if the UE is in manual network selection mode and no cell of the selected PLMN has been found, the UE shall enter the substate NO-CELL-AVAILABLE; and
f)	if the UE is configured for eCall only mode as specified in 3GPP TS 31.102 [22], the substate shall be eCALL-INACTIVE.
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5.3.1.2	Re-establishment of the N1 NAS signalling connection
When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and the UE has no pending NAS procedure and no pending uplink user data for PDU session(s) with user-plane resources already established, the UE shall:
a)	enter 5GMM-IDLE mode; and
b)	initiate the registration procedure for mobility and periodic registration update and include the Uplink data status IE in the REGISTRATION REQUEST message indicating the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication, if any (see subclause 5.5.1.3 for further details).
When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and the UE has pending uplink user data for PDU session(s) with user-plane resources already established but no pending NAS procedure, the UE shall:
a)	enter 5GMM-IDLE mode; and
b)	initiate the service request procedure and include the Uplink data status IE in the SERVICE REQUEST message indicating the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication (see subclause 5.6.1 for further details).
When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and the UE has a pending registration procedure, a service request procedure, or a de-registration procedure, the UE shall:
a)	enter 5GMM-IDLE mode;
b)	proceed with the pending procedure; and
c)	if the pending procedure is a service request or registration procedure, the UE shall include the Uplink data status IE in the SERVICE REQUEST message, or in the REGISTRATION REQUEST message, indicating the PDU session(s) for which user-plane resources were not active prior to receiving a fallback indication from the lower layers and the UE has pending user data to be sent over 3GPP access, if any, and the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication, if any (see subclauses 5.5.1.3 and 5.6.1 for further details).
When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and the UE has a pending NAS procedure other than a registration procedure, a service request procedure, or a de-registration procedure, the UE shall:
a)	enter 5GMM-IDLE mode;
b)	initiate the service request procedure and include the Uplink data status IE in the SERVICE REQUEST message indicating the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication, if any (see subclause 5.6.1 for further details); and
c)	upon successful service request procedure completion, proceed with any pending procedure.
The cases above apply when the UE is in an allowed area or when the UE is not in a non-allowed area.
When the UE:
a)	is in a non-allowed area or is not in an allowed area; 
b)	is in 5GMM-CONNECTED mode over 3GPP access; 
c)	receives a fallback indication from lower layers; and
d)	does not have signalling pending,
the UE shall:
a)	enter 5GMM-IDLE mode; and
b)	initiate the registration procedure for mobility and periodic registration update. The UE shall not include the Uplink data status IE in the REGISTRATION REQUEST message except if the PDU session for which user-plane resources were active is an emergency PDU session, or if the UE is configured for high priority access in the selected PLMN.
In the above cases when the UE receives a fallback indication from lower layers, if the UE is in non-allowed area or not in allowed area, the UE shall behave as specified in subclause 5.3.5.
***** Next change *****
5.3.1.4	5GMM-CONNECTED mode with RRC inactive indication
This subclause is only applicable for UE's 5GMM mode over 3GPP access. The 5GMM-CONNECTED mode with RRC inactive indication is not supported when the UE is in NB-N1 mode.
The UE is in 5GMM-CONNECTED mode with RRC inactive indication when the UE is in:
a)	5GMM-CONNECTED mode over 3GPP access at the NAS layer; and
b)	RRC_INACTIVE state at the AS layer (see 3GPP TS 38.300 [27]).
Unless stated otherwise, the UE behaviour in 5GMM-CONNECTED mode with RRC inactive indication follows the UE behaviour in 5GMM-CONNECTED over 3GPP access, except that:
a)	the UE shall apply the mobility restrictions; and
b)	the UE shall perform the PLMN selection procedures
as in 5GMM-IDLE mode over 3GPP access.
The UE shall transition from 5GMM-CONNECTED mode over 3GPP access to 5GMM-CONNECTED mode with RRC inactive indication upon receiving an indication from the lower layers that the RRC connection has been suspended.
NOTE:	Any pending procedure or uplink data packet when receiving an indication from the lower layers that the RRC connection has been suspended, triggers a request to the lower layers to transition to RRC_CONNECTED state. This is also the case when the pending procedure or uplink data packet triggered a previous request to the lower layers to transition to RRC_CONNECTED state.
Upon:
a)	a trigger of a procedure which requires sending of a NAS message different from a REGISTRATION REQUEST message with the NG-RAN-RCU bit of the 5GS update type IE set to "NG-RAN radio capability update needed"; or
b)	an uplink user data packet to be sent for a PDU session with suspended user-plane resources;
the UE in 5GMM-CONNECTED mode with RRC inactive indication over 3GPP access shall request the lower layers to transition to RRC_CONNECTED state (see 3GPP TS 38.300 [27]).
Upon a trigger to send a REGISTRATION REQUEST message with the NG-RAN-RCU bit of the 5GS update type IE set to "NG-RAN radio capability update needed", the UE in 5GMM-CONNECTED mode with RRC inactive indication shall move to 5GMM-IDLE mode over 3GPP access and proceed with the registration procedure for mobility and periodic registration as specified in subclause 5.5.1.3.2.
The UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-CONNECTED mode over 3GPP access upon receiving an indication from the lower layers that the UE has transitioned to RRC_CONNECTED state (see 3GPP TS 38.300 [27]).
NOTE 1:	The AMF can be aware of the transition between 5GMM-CONNECTED mode and 5GMM-CONNECTED mode with RRC inactive indication for a UE (see 3GPP TS 23.502 [9]).
The UE shall trigger a transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode upon selection of a PLMN that is not an equivalent PLMN to the registered PLMN. The UE shall not trigger a transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode upon entering a new PLMN which is in the list of equivalent PLMNs.
The UE shall trigger a transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode upon receiving REFRESH command from the UICC as specified in subclause 5.4.5.3.3.
If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives an indication from the lower layers that the RRC connection has been suspended, the UE shall stay in 5GMM-CONNECTED mode with RRC inactive indication. The UE shall re-initiate any pending procedure that had triggered the request to the lower layers to transition to RRC_CONNECTED state, if still needed.`
When the UE in 5GMM-CONNECTED mode with RRC inactive indication receives a fallback indication from lower layers, and the UE has no pending NAS procedure and no pending uplink user data for PDU session(s) with user-plane resources already established, the UE shall:
a)	enter 5GMM-IDLE mode; and
b)	initiate the registration procedure for mobility and periodic registration update and include the Uplink data status IE in the REGISTRATION REQUEST message indicating the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication, if any (see subclause 5.5.1.3 for further details).
If the UE requests the lower layers to transition to RRC_CONNECTED state at initiation of a registration procedure, a service request procedure or a de-registration procedure, upon fallback indication from lower layers, the UE shall:
-	enter 5GMM-IDLE mode; 
-	proceed with the pending procedure; and
-	if the pending procedure is a service request or registration request procedure, the UE shall include the Uplink data status IE in the SERVICE REQUEST message, the CONTROL PLANE SERVICE REQUEST message or in the REGISTRATION REQUEST message, indicating the PDU session(s) without active user-plane resources for which the UE has pending user data to be sent, if any, and the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication, if any (see subclauses 5.5.1.3 and 5.6.1 for further details).
If the UE requests the lower layers to transition to RRC_CONNECTED state for other reason than initiation of a registration procedure, or for other reason than a service request procedure, or for other reason than a de-registration procedure, upon fallback indication from lower layers, the UE shall:
1)	enter 5GMM-IDLE mode;
2)	initiate the service request procedure and include the Uplink data status IE in the SERVICE REQUEST message or the CONTROL PLANE SERVICE REQUEST message indicating the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication, if any (see subclause 5.6.1 for further details). If the procedure that triggered the request to the lower layers to transition to RRC_CONNECTED state is the UE-initiated NAS transport procedure and the UE had SMS, location services message, or CIoT user data to send, the UE shall also include the SMS, location services message, or CIoT user data in the CONTROL PLANE SERVICE REQUEST message as described in subclause 5.6.1.4.2; and
3)	upon successful service request procedure completion, proceed with any pending procedure.
If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives a fallback indication from lower layers, and the UE has pending uplink user data for PDU session(s) with user-plane resources already established but no pending NAS procedure, the UE shall:
1)	enter 5GMM-IDLE mode; and
2)	initiate the service request procedure and include the Uplink data status IE in the SERVICE REQUEST message or the CONTROL PLANE SERVICE REQUEST message indicating the PDU session(s) for which user-plane resources were active prior to receiving the fallback indication (see subclause 5.6.1 for further details).
In the above cases when the UE receives a fallback indication from lower layers, if the UE is in non-allowed area or not in allowed area, the UE shall behave as specified in subclause 5.3.5.
If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives an indication from the lower layers that the resumption of the RRC connection has failed, and:
a)	if the lower layers indicate that access barring is applicable for all access categories except categories 0 and 2, the UE shall:
1)	stay in 5GMM-CONNECTED mode with RRC inactive indication;
b)	else, the UE shall:
1)	enter 5GMM-IDLE mode; and
2)	initiate the registration procedure for mobility and periodic registration update used for mobility (i.e. the 5GS registration type IE set to "mobility registration updating" in the REGISTRATION REQUEST message) for N1 NAS signalling connection recovery as specified in subclause 5.5.1.3.2.
NOTE 2:	An indication from the lower layer that the RRC connection has been released with cause "RRC resume failure" can be considered as an indication that the resumption of the RRC connection has failed.
The UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode over 3GPP access upon receiving from the lower layers:
a)	indication of transition from RRC_INACTIVE state to RRC_IDLE state; or
b)	indication of cell selection to E-UTRAN or another RAT that the UE supports.
Upon receiving AMF paging indication from the lower layers, the UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode over 3GPP access and handle the AMF paging same as the paging request received in the 5GMM-IDLE mode over 3GPP access as specified in subclause 5.6.1.
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5.3.4	Registration areas
Within the 5GS, the registration area is managed independently per access type, i.e., 3GPP access or non-3GPP access. The AMF assigns a registration area to the UE during the registration procedure. A registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. Within the 5GS, the concept of "registration to multiple tracking areas" applies:
a)	A tracking area is identified by a TAI which is broadcast in the cells of the tracking area. The TAI is constructed from a TAC and a PLMN identity. In case of a shared network:
1)	one or more TACs; and
2)	any of the following:
i)	multiple PLMN identities;
ii)	multiple SNPN identities; or
iii)	one or more PLMN identities and one or more SNPN identities;
	are broadcast.
b)	In order to reduce the tracking area update signalling within the 5GS, the AMF can assign several tracking areas to the UE. These tracking areas construct a list of tracking areas which is identified by a TAI list. When generating the TAI list, the AMF shall include only TAIs that are applicable on the access where the TAI list is sent. The AMF shall be able to allocate a TAI list over different NG-RAN access technologies. The AMF shall not allocate a TAI list containing both tracking areas in NB-N1 mode and tracking areas not in NB-N1 mode.
c)	The UE considers itself registered to a list of tracking areas and does not need to trigger the registration procedure for mobility and periodic registration update used for mobility (i.e. the 5GS registration type IE set to "mobility registration updating" in the REGISTRATION REQUEST message) as long as the UE stays in one of the tracking areas of the list of tracking areas received from the AMF.
d)	The UE will consider the TAI list as valid, until it receives a new TAI list in the next registration procedure for mobility and periodic registration update or generic UE configuration update procedure, or the UE is commanded by the network to delete the TAI list by a reject message or it is deregistered from the 5GS. If the registration request is accepted or the TAI list is reallocated by the AMF, the AMF shall provide at least one entry in the TAI list. If the new and the old TAI list are identical, the AMF does not need to provide the new TAI list to the UE during mobility registration update or periodic registration update.
e)	The TAI list can be reallocated by the AMF.
f)-	When the UE is deregistered from the 5GS, the TAI list in the UE is invalid.
g)	The AMF allocates one 5G-GUTI, which is common between 3GPP access and non-3GPP access, to the UE when the UE is registered to the same PLMN over both accesses.
h)	The UE includes the last visited registered TAI, if available, to the AMF. The last visited registered TAI is stored in a non-volatile memory in the USIM if the corresponding file is present in the USIM, else in the non-volatile memory in the ME, as described in annex C.
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The value of timer T3502 can be sent by the network to the UE in the REGISTRATION ACCEPT message. The UE shall apply this value in all tracking areas of the registration area assigned to the UE, until a new value is received.
The value of timer T3502 can be sent by the network to the UE in the REGISTRATION REJECT message during the initial registration. If a REGISTRATION REJECT message including timer T3502 value was received integrity protected, the UE shall apply this value until a new value is received with integrity protection or a new PLMN is selected. Otherwise, the default value of this timer is used.
The default value of this timer is also used by the UE in the following cases:
a)	REGISTRATION ACCEPT message is received without a value specified;
b)	the UE does not have a stored value for this timer;
c)	a new PLMN which is not in the list of equivalent PLMNs has been entered, the registration procedure fails, the registration attempt counter is equal to 5 and no REGISTRATION REJECT message was received from the new PLMN; or
d)	the network indicates that the timer is "deactivated".
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5.4.5.2.4	UE-initiated NAS transport of messages not accepted by the network
Upon reception of an UL NAS TRANSPORT message, if the Payload container type IE is set to "N1 SM information" and the UE is not configured for high priority access in selected PLMN, and:
a)	if the Request type IE is set to "initial request" or "existing PDU session";
1)	DNN based congestion control is activated for the DNN included in the UL NAS TRANSPORT message, or DNN based congestion control is activated for the selected DNN in case of no DNN included in the UL NAS TRANSPORT message, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #22 "congestion" as specified in subclause 5.4.5.3.1 case f);
2)	S-NSSAI and DNN based congestion control is activated for the S-NSSAI and DNN included in the UL NAS TRANSPORT message, or S-NSSAI and DNN based congestion control is activated for the S-NSSAI included in the UL NAS TRANSPORT message and the selected DNN in case of no DNN included in the UL NAS TRANSPORT message, or S-NSSAI and DNN based congestion control is activated for the selected S-NSSAI in case of no S-NSSAI included in the UL NAS TRANSPORT message and the DNN included in the UL NAS TRANSPORT message, or S-NSSAI and DNN based congestion control is activated for the selected S-NSSAI and the selected DNN in case of no S-NSSAI and no DNN included in the UL NAS TRANSPORT message, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #67 "insufficient resources for specific slice and DNN" as specified in subclause 5.4.5.3.1 case f);
3)	S-NSSAI only based congestion control is activated for the S-NSSAI included in the UL NAS TRANSPORT message, or S-NSSAI based congestion control is activated for the selected S-NSSAI in case of no S-NSSAI included in the UL NAS TRANSPORT message, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #69 "insufficient resources for specific slice" as specified in subclause 5.4.5.3.1 case f);
b)	if the Request type IE is set to "MA PDU request";
1)	DNN based congestion control is activated for the DNN included in the UL NAS TRANSPORT message, or DNN based congestion control is activated for the selected DNN in case of no DNN included in the UL NAS TRANSPORT message, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #22 "congestion" as specified in subclause 5.4.5.3.1 case f);
2)	S-NSSAI and DNN based congestion control is activated for the S-NSSAI and DNN included in the UL NAS TRANSPORT message, or S-NSSAI and DNN based congestion control is activated for the S-NSSAI included in the UL NAS TRANSPORT message and the selected DNN in case of no DNN included in the UL NAS TRANSPORT message, or S-NSSAI and DNN based congestion control is activated for the selected S-NSSAI in case of no S-NSSAI included in the UL NAS TRANSPORT message and the DNN included in the UL NAS TRANSPORT message, or S-NSSAI and DNN based congestion control is activated for the selected S-NSSAI and the selected DNN in case of no S-NSSAI and no DNN included in the UL NAS TRANSPORT message, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #67 "insufficient resources for specific slice and DNN" as specified in subclause 5.4.5.3.1 case f);
3)	S-NSSAI only based congestion control is activated for the S-NSSAI included in the UL NAS TRANSPORT message, or S-NSSAI based congestion control is activated for the selected S-NSSAI in case of no S-NSSAI included in the UL NAS TRANSPORT message, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #69 "insufficient resources for specific slice" as specified in subclause 5.4.5.3.1 case f);
c)	if the Request type IE is set to "modification request" and the PDU session is not an emergency PDU session;
1)	DNN based congestion control is activated for the stored DNN, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #22 "congestion" as specified in subclause 5.4.5.3.1 case f);
2)	S-NSSAI and DNN based congestion control is activated for the stored S-NSSAI and DNN, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #67 "insufficient resources for specific slice and DNN" as specified in subclause 5.4.5.3.1 case f);
3)	S-NSSAI only based congestion control is activated for the stored S-NSSAI, e.g. configured by operation and maintenance, the AMF shall send back to the UE the 5GSM message which was not forwarded, a back-off timer value and 5GMM cause #69 "insufficient resources for specific slice" as specified in subclause 5.4.5.3.1 case f); or
d)	the timer T3447 is running and the UE does not support service gap control:
1)	the current NAS signalling connection was not triggered by paging; and
2)	mobile terminated signalling has not been sent or no user-plane resources have been established for any PDU session after the establishment of the current NAS signalling connection,
	the AMF shall send back to the UE the message which was not forwarded, send the 5GMM cause #22 "Congestion", and may include a back-off timer set to the remaining time of the timer T3447 as specified in subclause 5.4.5.3.1 case f).
Upon reception of a UL NAS TRANSPORT message, if the Payload container type IE is set to "N1 SM information", the Request type IE is set to "initial request", "existing PDU session" or "MA PDU request", and the AMF determines that the PLMN's maximum number of PDU sessions has already been reached for the UE, the AMF shall send back to the UE the 5GSM message which was not forwarded and 5GMM cause #65 "maximum number of PDU sessions reached" as specified in subclause 5.4.5.3.1 case h).
Upon reception of a UL NAS TRANSPORT message, if the Payload container type IE is set to "N1 SM information", the Request type IE is set to "initial request", and 
a)	the UE is in NB-N1 mode;
b)	the UE has indicated preference for user plane CIoT 5GS optimization;
c)	the network accepted the use of user plane CIoT 5GS optimization; and
d)	the AMF determines that there are user-plane resources established for two other PDU sessions for this UE (see 3GPP TS 23.501 [8]);
the AMF shall either:
a)	send back to the UE the message which was not forwarded as specified in in subclause 5.4.5.3.1 case h1); or
b)	proceed with the PDU session establishment and include the Control Plane CIoT 5GS Optimisation indication or Control Plane Only indicator to the SMF.
Upon reception of an UL NAS TRANSPORT message, if the Payload container type IE is set to "CIoT user data container", the UE is not configured for high priority access in selected PLMN, and:
a)	the timer T3447 is running and the UE does not support service gap control;
b)	the current NAS signalling connection was not triggered by paging; and
c)	mobile terminated signalling has not been sent or no user-plane resources have been established for any PDU session after the establishment of the current NAS signalling connection;
the AMF shall send back to the UE the CIoT user data which was not forwarded, send the 5GMM cause #22 "Congestion", and include a back-off timer set to the remaining time of the timer T3447 as specified in subclause 5.4.5.3.1 case l2).
Upon reception of an UL NAS TRANSPORT message, if the Payload container type IE is set to "SMS" or "LTE Positioning Protocol (LPP) message container", the UE is not configured for high priority access in selected PLMN, and:
a)	the timer T3447 is running and the UE does not support service gap control;
b)	the current NAS signalling connection was not triggered by paging; and
c)	mobile terminated signalling has not been sent or no user-plane resources have been established for any PDU session after the establishment of the current NAS signalling connection;
the AMF shall abort the procedure.
NOTE:	In this state the NAS signalling connection can be released by the network.
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5.4.5.2.5	Abnormal cases on the network side
The following abnormal cases in AMF are identified:
a)	if the Payload container type IE is set to "N1 SM information" and:
1)	if the Old PDU session ID IE is not included in the UL NAS TRANSPORT message, the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request"or "MA PDU request", and the SMF selection fails, then the AMF shall send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f);
2)	if the Old PDU session ID IE is included in the UL NAS TRANSPORT message, the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request", the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated, and the SMF selection fails, then the AMF shall send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f);
3)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "existing PDU session"or "MA PDU request", and the user's subscription context obtained from the UDM does not contain an SMF ID for the PDU session ID matching the PDU session ID received from the UE or for the DNN matching the DNN received from the UE such that the SMF ID includes a PLMN identity corresponding to the UE's HPLMN or the current PLMN, then the AMF may send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
4)	if the Old PDU session ID IE is included in the UL NAS TRANSPORT message, and the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request" and the AMF has not received a reallocation requested indication, the AMF should select an SMF with following handlings:
	If the S-NSSAI IE is not included and the user's subscription context obtained from UDM:
i)	contains one default S-NSSAI, the AMF shall use the default S-NSSAI as the S-NSSAI;
ii)	contains two or more default S-NSSAIs, the AMF shall use one of the default S-NSSAIs selected by operator policy as the S-NSSAI; and
iii)	does not contain a default S-NSSAI, the AMF shall use an S-NSSAI selected based on operator policy as the S-NSSAI.
Editor's note [eNS; CR# 1996]:	It is FFS how the AMF selects an S-NSSAI for the PDU session if {none of the subscribed S-NSSAIs marked as default is included in the allowed NSSAI} or {all subscribed S-NSSAIs marked as default are subject to NSSAA and no NSSAA for these S-NSSAIs is completed as a success}.
	If the DNN IE is not included, and the user's subscription context obtained from UDM:
i)	contains the default DNN for the S-NSSAI, the AMF shall use the default DNN as the DNN; and
ii)	does not contain the default DNN for the S-NSSAI, the AMF shall use a locally configured DNN as the DNN; and
	If the DNN selected by the network is a LADN DNN, the AMF shall determine the UE presence in LADN service area.
	If the SMF selection is successful, the AMF should store a PDU session routing context for the PDU session ID and the UE, set the SMF ID in the stored PDU session routing context to the selected SMF ID, and forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN determined by the AMF, DNN selected by the network (if different from DNN determined by the AMF), the request type and UE presence in LADN service area (if DNN selected by the network corresponds to an LADN DNN) towards the SMF ID of the PDU session routing context.
	If the SMF selection fails, then the AMF shall send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
5)	if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is an emergency PDU session, the Request type IE is set to "initial emergency request", the AMF should forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data) and the request type towards the SMF ID of the PDU session routing context.
6)	if the Request type IE is set to "initial emergency request" and the S-NSSAI or the DNN is received, the AMF ignores the received S-NSSAI or the DNN and uses the emergency DNN from the AMF emergency configuration data, if any.
7)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the Request type IE of the UL NAS TRANSPORT message is either not provided or is provided but set to other value then "initial request", "existing PDU session", "initial emergency request", "existing emergency PDU session" and "MA PDU request", then the AMF may send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
8)	if the AMF unsuccessfully attempted to forward the 5GSM message, the PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN and the request type (if received) towards a SMF ID, then the AMF may send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
9)	the Old PDU session ID IE is included in the UL NAS TRANSPORT message, the AMF does not have a PDU session routing context for the old PDU session ID and the UE, the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request", the AMF should select an SMF with following handlings
	If the S-NSSAI IE is not included and the user's subscription context obtained from UDM:
i)	contains one default S-NSSAI, the AMF shall use the default S-NSSAI as the S-NSSAI;
ii)	contains two or more default S-NSSAIs, the AMF shall use one of the default S-NSSAIs selected by operator policy as the S-NSSAI; and
iii)	does not contain a default S-NSSAI, the AMF shall use an S-NSSAI selected based on operator policy as the S-NSSAI.
Editor's note [eNS; CR# 1996]:	It is FFS how the AMF selects an S-NSSAI for the PDU session if {none of the subscribed S-NSSAIs marked as default is included in the allowed NSSAI} or {all subscribed S-NSSAIs marked as default are subject to NSSAA and no NSSAA for these S-NSSAIs is completed as a success}.
	If the DNN IE is not included, and the user's subscription context obtained from UDM:
i)	contains the default DNN for the S-NSSAI, the AMF shall use the default DNN as the DNN; and
ii)	does not contain the default DNN for the S-NSSAI, the AMF shall use a locally configured DNN as the DNN; and
	If the DNN selected by the network is a LADN DNN, the AMF shall determine the UE presence in LADN service area.
	If the SMF selection is successful, the AMF should store a PDU session routing context for the PDU session ID and the UE, set the SMF ID in the stored PDU session routing context to the selected SMF ID, and forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI, the mapped S-NSSAI (if available in roaming scenarios), the DNN determined by the AMF, DNN selected by the network (if different from DNN determined by the AMF), the request type and UE presence in LADN service area (if DNN selected by the network corresponds to an LADN DNN) towards the SMF ID of the PDU session routing context.
	If the SMF selection fails, then the AMF shall send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
10)	if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the Request type IE is included and is set to "existing emergency PDU session", the AMF may send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
11)	if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is an emergency PDU session, and the Request type IE is included and is set to "existing PDU session", the AMF may forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured in the AMF emergency configuration data), the DNN (if configured in the AMF emergency configuration data), and the request type towards the SMF identified by the SMF ID of the PDU session routing context.
12)	if the AMF has a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request", then the AMF shall perform a local release of the PDU session identified by the PDU session ID and shall request the SMF to perform a local release of the PDU session, and proceed as specified in subclause 5.4.5.2.3.
13)	if the Request type IE is set to "initial request" and the S-NSSAI IE contains an S-NSSAI that is not allowed by the network, then the AMF shall send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
14)	if the Request type IE is set to "existing PDU session", the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the S-NSSAI associated with the PDU session identified by the PDU session ID is not allowed for the target access type, the AMF shall send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
15)	if the Request type IE is set to "initial request", "existing PDU session", "modification request" or "MA PDU request", the UE is not configured for high priority access in selected PLMN, and the UE is in non-allowed area or is not in allowed area, the AMF shall send back to the UE the 5GSM message which was not forwarded, and 5GMM cause #28 "Restricted service area" as specified in subclause 5.4.5.3.1 case i).
16)	if the Request type IE is set to "initial request" or "MA PDU request", the AMF is pending the receipt of a REGISTRATION REQUEST message indicating "mobility registration updating" in the 5GS registration type IE, and an emergency PDU session exists for the UE (see subclause 5.4.4.3), the AMF shall send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
17)	if the timer T3447 is running and the UE supports service gap control:
i)	the UE is not configured for high priority access in selected PLMN;
ii)	the current NAS signalling connection was not triggered by paging; and
iii)	mobile terminated signalling has not been sent or no user-plane resources have been established for any PDU session after the establishment of the current NAS signalling connection,
	then the AMF shall send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
18)	if the AMF has a PDU session routing context for the PDU session ID and the UE, the Request type IE is not included, the UE is not configured for high priority access in selected PLMN, and the PDU session is not an emergency PDU session, then the AMF shall forward the 5GSM message, and the PDU session ID IE towards the SMF identified by the SMF ID of the PDU session routing context with:
i)	an exemptionInd attribute indicating "message was exempted from the DNN based congestion activated in the AMF" as specified in 3GPP TS 29.502 [20A], if DNN based congestion control is activated for the selected DNN;
ii)	an exemptionInd attribute indicating "message was exempted from the S-NSSAI and DNN based congestion activated in the AMF" as specified in 3GPP TS 29.502 [20A], if S-NSSAI and DNN based congestion control is activated for the selected S-NSSAI and the selected DNN; or
iii)	an exemptionInd attribute indicating "message was exempted from the S-NSSAI only based congestion activated in the AMF" as specified in 3GPP TS 29.502 [20A], if S-NSSAI only based congestion control is activated for the selected S-NSSAI.
19)	if the Request type IE is set to "MA PDU request" and the S-NSSAI IE contains an S-NSSAI that is not allowed by the network on neither access, then the AMF shall send to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
20)	if the Request type IE is set to "initial request" and the UE is registered for emergency services over the current access, then the AMF may send back to the UE the 5GSM message which was not forwarded as specified in subclause 5.4.5.3.1 case e) or case f).
b)	If the Payload container type IE is set to "SMS" and the AMF does not have an SMSF address associated with the UE or the AMF cannot forward the content of the Payload container IE to the SMSF associated with the SMSF address available in the AMF, the AMF shall abort the procedure.
c)	If the Payload container type IE is set to "LTE Positioning Protocol (LPP) message container" and if the Additional information IE is not included in the UL NAS TRANSPORT message or the AMF cannot forward the content of the Payload container IE to the LMF associated with the routing information included in the Additional information IE, the AMF shall abort the procedure.
d)	If the Payload container type IE is set to "UE policy container" and the AMF does not have a PCF address associated with the UE or the AMF cannot forward the content of the Payload container IE to the PCF associated with the PCF address available in the AMF, the AMF shall abort the procedure.
e)	If the Payload container type IE is set to "Location services message container" and if the Additional information IE is included in the UL NAS TRANSPORT message and the AMF cannot forward the content of the Payload container IE to an LMF associated with the routing information included in the Additional information IE, the AMF shall abort the procedure.
f)	If the Payload container type IE is set to "SMS" or "LTE Positioning Protocol (LPP) message container":
1)	the timer T3447 is running and the UE supports service gap control;
2)	the UE is not configured for high priority access in selected PLMN;
3)	the current NAS signalling connection was not triggered by paging; and
4)	mobile terminated signalling has not been sent or no user-plane resources have been established for any PDU session after the establishment ofthe UE in 5GMM-CONNECTED mode receives mobile terminated signaling or downlink data over the user-plane the current NAS signalling connection,
	the AMF shall abort the procedure.
NOTE:	In this state the N1 NAS signalling connection can be released by the network.
[bookmark: _Toc20232659]g)	If the Payload container type IE is set to "CIoT user data container" and:
1)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE; or
2)	if the AMF unsuccessfully attempted to forward the user data conatiner and the PDU session ID,
	then the AMF may send back to the UE the CIoT user data container which was not forwarded as specified in subclause 5.4.5.3.1 case l1).
h)	If the Payload container type IE is set to "CIoT user data container":
1)	if the timer T3447 is running and the UE supports service gap control;
2)	the UE is not configured for high priority access in selected PLMN;
3)	the current N1 NAS signalling connection was not triggered by paging; and
4)	mobile terminated signalling has not been sent or no user-plane resources have been established for any PDU session after the establishment of the current NAS signalling connection,
	then the AMF shall send back to the UE the CIoT user data container which was not forwarded as specified in subclause 5.4.5.3.1 case l1).
***** Next change *****
5.4.5.2.6	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	The lower layers indicate that the access attempt is barred.
	The UE shall not start the UE-initiated NAS transport procedure. The UE stays in the current serving cell and applies the normal cell reselection process.
	If the access category for the access attempt is 6 due to a request from upper layers to send a mobile originated SMS over NAS and the UE is registered to the network via both 3GPP access and non-3GPP access, the UE may transmit the UL NAS TRANSPORT message via non-3GPP access, if available.
	Otherwise, the UE-initiated NAS transport procedure is started, if still needed, when the lower layers indicate that the barring is alleviated for the access category with which the access attempt was associated.
aa)	The lower layers indicate that access barring is applicable for all access categories except categories 0 and 2 and the access category with which the access attempt was associated is other than 0 and 2.
	The UE shall proceed as specified for case a. For additional UE requirements see subclause 4.5.5.
b)	If the Payload container type IE is set to "N1 SM information", the Request type IE is set to "initial request" or "MA PDU request" and registration procedure for mobility and periodic registration update is pending due to receipt by the UE of new network slicing information via the generic UE configuration update procedure with re-registration request; and an emergency PDU session exists then:
1)	The UE shall not send the UL NAS TRANSPORT message; and
2)	The UL NAS TRANSPORT message can be sent, if still necessary, after a successful procedure for mobility and periodic registration update.
c)	Transmission failure of the UL NAS TRANSPORT message with TAI change from lower layers.
	If the current TAI is not in the TAI list, the UE-initiated NAS transport procedure shall be aborted and a registration procedure for mobility and periodic registration update shall be initiated. The UL NAS TRANSPORT message can be sent, if still necessary, after a successful procedure for mobility and periodic registration update.
	If the current TAI is still part of the TAI list, it is up to the UE implementation how to re-run the ongoing procedure that triggered the UE-initiated NAS transport procedure.
d)	Transmission failure of the UL NAS TRANSPORT message indication without TAI change from lower layers.
	It is up to the UE implementation how to re-run the ongoing procedure that triggered the UE-initiated NAS transport procedure.
e)	Void.
f)	Timer T3447 is running.
	The UE shall not send the UL NAS TRANSPORT message unless:
1)	the Payload container type IE is set to "N1 SM information" and:
i)	the Request type IE is set to:
A)	"initial emergency request";
B)	"existing emergency PDU session"; or
C)	"modification request" and the PDU session being modified is an emergency PDU session (see error cases described in subclause 6.4.1.3 and subclause 6.3.2.3); or
ii)	the Request type IE is not included and the PDU session modification procedure is used to indicate a change of 3GPP PS data off UE status for a PDU session; 
2)-	the UE is a UE configured for high priority access in selected PLMN;
3)	a paging request triggered the establishment of the current NAS signalling connection; or
4)	the UE in 5GMM-CONNECTED mode receives mobile terminated signaling or downlink data over the user-plane.
The UL NAS TRANSPORT message can be sent, if still necessary, when timer T3447 expires.
g)	The lower layers indicate that the RRC connection has been suspended.
	The UE shall abort the UE-initiated NAS transport procedure.
h)	Timer T3346 is running.
	The UE shall not send the UL NAS TRANSPORT message unless:
1)	the Payload container type IE is set to "N1 SM information" and:
i)	the Request type IE is set to:
A)	"initial emergency request";
B)	"existing emergency PDU session"; or
C)	"modification request" and the PDU session being modified is an emergency PDU session; or
ii)	the Request type IE is not included and the PDU session modification procedure is used to indicate a change of 3GPP PS data off UE status for a PDU session; or
2)	the UE is a UE configured for high priority access in selected PLMN.
	The UL NAS TRANSPORT message can be sent, if still necessary, when timer T3346 expires.
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5.5.1.2.7	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Timer T3346 is running.
	The UE shall not start the registration procedure for initial registration unless:
1)	the UE is a UE configured for high priority access in selected PLMN; 
2)	the UE needs to perform the registration procedure for initial registration for emergency services;
3)	the UE receives a DEREGISTRATION REQUEST message with the "re-registration required" indication; or
4)	the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and:
-	the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]); and
-	timer T3346 was not started when N1 NAS signalling connection was established with RRC establishment cause set to "mo-ExceptionData".
	The UE stays in the current serving cell and applies the normal cell reselection process.
NOTE 1:	It is considered an abnormal case if the UE needs to initiate a registration procedure for initial registration while timer T3346 is running independent on whether timer T3346 was started due to an abnormal case or a non-successful case.
b)	The lower layers indicate that the access attempt is barred.
	The UE shall not start the initial registration procedure. The UE stays in the current serving cell and applies the normal cell reselection process. Receipt of the access barred indication shall not trigger the selection of a different core network type (EPC or 5GCN).
	The initial registration procedure is started, if still needed, when the lower layers indicate that the barring is alleviated for the access category with which the access attempt was associated.
ba)	The lower layers indicate that access barring is applicable for all access categories except categories 0 and 2 and the access category with which the access attempt was associated is other than 0 and 2.
	If the REGISTRATION REQUEST message has not been sent, the UE shall proceed as specified for case b. If the REGISTRATION REQUEST message has been sent, the UE shall proceed as specified for case e and, additionally, the registration procedure for initial registration is started, if still needed, when the lower layers indicate that the barring is alleviated for the access category with which the access attempt was associated.
c)	T3510 timeout.
	The UE shall abort the registration procedure for initial registration and the NAS signalling connection, if any, shall be released locally if the initial registration request is not for emergency services. The UE shall proceed as described below.
d)	REGISTRATION REJECT message, other 5GMM cause values than those treated in subclause 5.5.1.2.5, and cases of 5GMM cause values #11, #22, #31, #72, #73, #74, #75, #76 and #77, if considered as abnormal cases according to subclause 5.5.1.2.5.
	If the registration request is not an initial registration request for emergency services, upon reception of the 5GMM causes #95, #96, #97, #99 and #111 the UE should set the registration attempt counter to 5.
	The UE shall proceed as described below.
e)	Lower layer failure or release of the NAS signalling connection received from lower layers before the REGISTRATION ACCEPT or REGISTRATION REJECT message is received.
	The UE shall abort the registration procedure for initial registration and proceed as described below.
f)	UE initiated de-registration required.
	The registration procedure for initial registration shall be aborted, and the UE initiated de-registration procedure shall be performed.
g)	De-registration procedure collision.
	If the UE receives a DEREGISTRATION REQUEST message from the network in state 5GMM-REGISTERED-INITIATED the de-registration procedure shall be aborted and the initial registration procedure shall be progressed.
[bookmark: _Hlk534623939]NOTE 2:	The above collision case is valid if the DEREGISTRATION REQUEST message indicates the access type over which the initial registration procedure is attempted otherwise both the procedures are progressed.
h)	Change of cell into a new tracking area.
	If a cell change into a new tracking area occurs before the registration procedure for initial registration is completed, the registration procedure for initial registration shall be aborted and re-initiated immediately. If the REGISTRATION COMPLETE message needs to be sent and a tracking area border is crossed when the REGISTRATION ACCEPT message has been received but before a REGISTRATION COMPLETE message is sent, the registration procedure for initial registration shall be re-initiated. If a 5G-GUTI was allocated during the registration procedure, this 5G-GUTI shall be used in the registration procedure.  
i)	Transmission failure of REGISTRATION COMPLETE message indication with TAI change from lower layers.
	If the current TAI is not in the TAI list, the registration procedure for initial registration shall be aborted and re-initiated immediately.
	If the current TAI is still part of the TAI list, it is up to the UE implementation how to re-run the ongoing procedure.
j)	Transmission failure of REGISTRATION COMPLETE message indication without TAI change from lower layers.
	It is up to the UE implementation how to re-run the ongoing procedure.
k) 	Transmission failure of REGISTRATION REQUEST message indication from the lower layers.
	The registration procedure for initial registration shall be aborted and re-initiated immediately.
l)	Timer T3447 is running.
	The UE shall not start the registration procedure for initial registration with Follow-on request indicator set to "Follow-on request pending" unless:
1)	the UE is a UE configured for high priority access in selected PLMN; or
2)	the UE needs to perform the registration procedure for initial registration for emergency services.
	The UE stays in the current serving cell and applies the normal cell reselection process. The registration procedure for initial registration is started, if still necessary, when timer T3447 expires.
For the cases c, d and e, the UE shall proceed as follows:
	Timer T3510 shall be stopped if still running.
	If the registration procedure is neither an initial registration for emergency services nor for establishing an emergency PDU session with registration type not set to "emergency registration", the registration attempt counter shall be incremented, unless it was already set to 5.
	If the registration attempt counter is less than 5:
-	if the initial registration request is not for emergency services, timer T3511 is started and the state is changed to 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION. When timer T3511 expires the registration procedure for initial registration shall be restarted, if still required.
	If the registration attempt counter is equal to 5
-	the UE shall delete 5G-GUTI, TAI list, last visited registered TAI, list of equivalent PLMNs (if any), and ngKSI, start timer T3502 and shall set the 5GS update status to 5U2 NOT UPDATED. The state is changed to 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION or optionally to 5GMM-DEREGISTERED.PLMN-SEARCH in order to perform a PLMN selection or SNPN selection according to 3GPP TS 23.122 [5].
-	if the procedure is performed via 3GPP access and the UE is operating in single-registration mode:
-	the UE shall in addition handle the EMM parameters EPS update status, EMM state, 4G-GUTI, TAI list, last visited registered TAI, list of equivalent PLMNs and eKSI as specified in 3GPP TS 24.301 [15] for the abnormal cases when an EPS attach procedure fails and the attach attempt counter is equal to 5; and
-	the UE shall attempt to select E-UTRAN radio access technology and proceed with appropriate EMM specific procedures. Additionally, The UE may disable the N1 mode capability as specified in subclause 4.9.
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5.5.1.3.7	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Timer T3346 is running.
	The UE shall not start the registration procedure for mobility and periodic registration update unless:
1)	the UE is in 5GMM-CONNECTED mode;
2)	the UE received a paging;
3)	the UE receives a NOTIFICATION message over non-3GPP access when the UE is in 5GMM-CONNECTED mode over non-3GPP access and in 5GMM-IDLE mode over 3GPP access;
4)	the UE is a UE configured for high priority access in selected PLMN; 
5)	the UE has an emergency PDU session established or is establishing an emergency PDU session; 
6)	the UE receives a request from the upper layers to perform emergency service fallback;
7)	the UE receives the CONFIGURATION UPDATE COMMAND message as specified in subclause 5.4.4.3; or
8)	the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and:
-	the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]); and
-	timer T3346 was not started when N1 NAS signalling connection was established with RRC establishment cause set to "mo-ExceptionData".
	The UE stays in the current serving cell and applies the normal cell reselection process.
NOTE 1:	It is considered an abnormal case if the UE needs to initiate a registration procedure for mobility and periodic registration update while timer T3346 is running independent on whether timer T3346 was started due to an abnormal case or a non-successful case.
	If the registration procedure for mobility and periodic registration update was initiated for an MO MMTEL voice call (i.e. access category 4), for an MO IMS registration related signalling (i.e. access category 9), or for NAS signalling connection recovery during an ongoing MO MMTEL voice call (i.e. access category 4) or during an ongoing MO IMS registration related signalling (i.e. access category 9), then a notification that the procedure was not initiated due to network congestion shall be provided to upper layers.
b)	The lower layers indicate that the access attempt is barred.
	The UE shall not start the registration procedure for mobility and periodic registration update. The UE stays in the current serving cell and applies the normal cell reselection process. Receipt of the access barred indication shall not trigger the selection of a different core network type (EPC or 5GCN).
	The registration procedure for mobility and periodic registration update is started, if still needed, when the lower layers indicate that the barring is alleviated for the access category with which the access attempt was associated.
ba)	The lower layers indicate that access barring is applicable for all access categories except categories 0 and 2 and the access category with which the access attempt was associated is other than 0 and 2.
	If the REGISTRATION REQUEST message has not been sent, the UE shall proceed as specified for case b. If the REGISTRATION REQUEST message has been sent, the UE shall proceed as specified for case e and, additionally, the registration procedure for mobility and periodic registration update is started, if still needed, when the lower layers indicate that the barring is alleviated for the access category with which the access attempt was associated. For additional UE requirements for both cases see subclause 4.5.5.
c)	T3510 timeout.
	The UE shall abort the registration update procedure and the NAS signalling connection, if any, shall be released locally. The UE shall proceed as described below.
d)	REGISTRATION REJECT message, other 5GMM cause values than those treated in subclause 5.5.1.3.5, and cases of 5GMM cause values #11, #22, #31, #72, #73, #74, #75, #76 and #77, if considered as abnormal cases according to subclause 5.5.1.3.5.
	Upon reception of the 5GMM causes #95, #96, #97, #99 and #111 the UE should set the registration attempt counter to 5.
	The UE shall proceed as described below.
e)	Lower layer failure, release of the NAS signalling connection received from lower layers or the lower layers indicate that the RRC connection has been suspended without a cell change before the REGISTRATION ACCEPT or REGISTRATION REJECT message is received.
	The UE shall abort the registration procedure and proceed as described below.
f)	Change of cell into a new tracking area.
	If a cell change into a new tracking area occurs before the registration procedure for mobility and periodic registration update is completed, the registration procedure for mobility and periodic registration update shall be aborted and re-initiated immediately. The UE shall set the 5GS update status to 5U2 NOT UPDATED.
g)	Registration procedure for mobility and periodic registration update and de-registration procedure collision.
	If the UE receives a DEREGISTRATION REQUEST message without 5GMM cause value #11, #12, #13 or #15 before the registration procedure for mobility and periodic registration update has been completed, the registration procedure for mobility and periodic registration update shall be aborted and the de-registration procedure shall be progressed.
	If the UE receives a DEREGISTRATION REQUEST message with 5GMM cause value #11, #12, #13 or #15 before the registration procedure for mobility and periodic registration update has been completed, the registration procedure for mobility and periodic registration update shall be progressed and the de-registration procedure shall be aborted.
NOTE 2:	The registration procedure for mobility and periodic registration update shall be aborted only if the DEREGISTRATION REQUEST message indicates in the access type that the access in which the registration procedure for mobility and periodic registration update was attempted shall be de-registered. Otherwise both the procedures shall be progressed.
h)	Void
i)	Transmission failure of REGISTRATION REQUEST message indication from the lower layers or the lower layers indicate that the RRC connection has been suspended with a cell change.
	The registration procedure for mobility and periodic registration update shall be aborted and re-initiated immediately. The UE shall set the 5GS update status to 5U2 NOT UPDATED.
j)	Transmission failure of REGISTRATION COMPLETE message indication with TAI change from lower layers.
	If the current TAI is not in the TAI list, the registration procedure for mobility and periodic registration update shall be aborted and re-initiated immediately. The UE shall set the 5GS update status to 5U2 NOT UPDATED.
	If the current TAI is still part of the TAI list, it is up to the UE implementation how to re-run the ongoing procedure.
k)	Transmission failure of REGISTRATION COMPLETE message indication without TAI change from lower layers.
	It is up to the UE implementation how to re-run the ongoing procedure.
l)	UE-initiated de-registration required.
	De-registration due to removal of USIM or entry update in the "list of subscriber data" or due to switch off:
	The registration procedure for mobility and periodic registration update shall be aborted, and the UE initiated de-registration procedure shall be performed.
	De-registration not due to removal of USIM or entry update in the "list of subscriber data" and not due to switch off:
	the UE initiated de-registration procedure shall be initiated after successful completion of the registration procedure for mobility and periodic registration update.
m)	Timer T3447 is running
	The UE shall not start any mobility and periodic registration update procedure with Uplink data status IE or Follow-on request indicator set to "Follow-on request pending" unless:
-	the UE received a paging;
-	the UE is a UE configured for high priority access in selected PLMN; 
-	the UE has an emergency PDU session established or is establishing an emergency PDU session; or
-	the UE receives a request from the upper layers to perform emergency service fallback;
	The UE stays in the current serving cell and applies the normal cell reselection process. The mobility and periodic registration update procedure is started, if still necessary, when timer T3447 expires.
n)	Timer T3448 is running
	The UE in 5GMM-IDLE mode shall not start any mobility and periodic registration update procedure with Follow-on request indicator set to "Follow-on request pending" unless:
1)	the UE is a UE configured for high priority access in selected PLMN; 
2)	the UE which is only using 5GS services with control plane CIoT 5GS optimization received a paging request; or
3)	the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]).
	The UE stays in the current serving cell and applies the normal cell reselection process. The mobility and periodic registration update procedure is started, if still necessary, when timer T3448 expires.
For the cases c, d and e the UE shall proceed as follows:
	Timer T3510 shall be stopped if still running.
	The registration attempt counter shall be incremented, unless it was already set to 5.
	If the registration attempt counter is less than 5:
-	if the TAI of the current serving cell is not included in the TAI list or the 5GS update status is different to 5U1 UPDATED or if the registration procedure was triggered due to cases c, g, n, v in subclause 5.5.1.3.2, the UE shall start timer T3511, shall set the 5GS update status to 5U2 NOT UPDATED and change to state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE. When timer T3511 expires, the registration update procedure is triggered again.
-	if the TAI of the current serving cell is included in the TAI list, the 5GS update status is equal to 5U1 UPDATED, and the UE is not performing the registration procedure after an inter-system change from S1 mode to N1 mode, the UE shall keep the 5GS update status to 5U1 UPDATED and enter state 5GMM-REGISTERED.NORMAL-SERVICE. The UE shall start timer T3511. If in addition the REGISTRATION REQUEST message did not include the MICO indication IE or the Extended DRX IE, and:
-	the REGISTRATION REQUEST message indicated "periodic registration updating";
-	the registration procedure was initiated to recover the NAS signalling connection due to "RRC Connection failure" from the lower layers; or
-	the registration procedure was initiated by the UE in 5GMM-CONNECTED mode with RRC inactive indication entering a cell in the current registration area belonging to an equivalent PLMN of the registered PLMN and not belonging to the registered PLMN,
	and none of the other reasons for initiating the registration updating procedure listed in subclause 5.5.1.3.2 was applicable, the timer T3511 may be stopped when the UE enters 5GMM-CONNECTED mode.
-	if the TAI of the current serving cell is included in the TAI list, the 5GS update status is equal to 5U1 UPDATED and the UE is performing the registration procedure after an inter-system change from S1 mode to N1 mode, the UE shall change the 5GS update status to 5U2 NOT UPDATED and enter state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE. The UE shall start timer T3511.
-	If the procedure is performed via 3GPP access and the UE is operating in single registration mode, the UE shall in addition handle the EPS update status as specified in 3GPP TS 24.301 [15] for the abnormal cases when a normal or periodic tracking area updating procedure fails and the tracking area attempt counter is less than 5 and the EPS update status is different from EU1 UPDATED.
	If the registration attempt counter is equal to 5
-	the UE shall start timer T3502, shall set the 5GS update status to 5U2 NOT UPDATED.
-	the UE shall delete the list of equivalent PLMNs (if any) and shall change to state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE or optionally to 5GMM-REGISTERED.PLMN-SEARCH in order to perform a PLMN selection or SNPN selection according to 3GPP TS 23.122 [5].
-	if the procedure is performed via 3GPP access and the UE is operating in single-registration mode:
-	the UE shall in addition handle the EPS update status as specified in 3GPP TS 24.301 [15] for the abnormal cases when a normal or periodic tracking area updating procedure fails and the tracking area attempt counter is equal to 5; and
-	if the UE does not change to state 5GMM-REGISTERED.PLMN-SEARCH, the UE shall attempt to select E-UTRAN radio access technology. The UE may disable the N1 mode capability as specified in subclause 4.9.
[bookmark: _Toc20232719][bookmark: _Toc27746821][bookmark: _Toc36213003][bookmark: _Toc36657180]***** Next change *****
5.6.1.7	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	T3517 expired.
	The UE shall enter the state 5GMM-REGISTERED.
	If the UE triggered the service request procedure in 5GMM-IDLE mode and the service type of the SERVICE REQUEST message was not set to "emergency services fallback", then the 5GMM sublayer shall increment the service request attempt counter, abort the procedure and release locally any resources allocated for the service request procedure. The service request attempt counter shall not be incremented, if:
1)	the service request procedure is initiated to establish an emergency PDU session;
2)	the UE has an emergency PDU session established;
3)	the UE is a UE configured for high priority access in selected PLMN; 
4)	the service request is initiated in response to paging or notification from the network;or
5)	the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]).
	If the service request attempt counter is greater than or equal to 5, the UE shall start timer T3525. Additionally, if the service request was initiated for an MO MMTEL voice call or for an MO IMS registration related signalling, a notification that the service request was not accepted due to the UE having started timer T3525 shall be provided to the upper layers. 
NOTE 1:	This can result in the upper layers requesting implementation specific mechanisms, e.g. the MMTEL voice call being attempted to another IP-CAN, or establishment of a CS voice call (if supported and not already attempted in the CS domain).
	The UE shall not attempt service request until expiry of timer T3525 unless:
1)	the service request is initiated in response to paging or notification from the network;
2)	the UE is a UE configured for high priority access in selected PLMN;
3)	the service request is initiated to establish an emergency PDU session;
4)	the UE has an emergency PDU session established;
5)	the service request is initiated for emergency services fallback;
6)	the UE is registered in a new PLMN; or
7)	the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]).
NOTE 2:	The NAS signalling connection can also be released if the UE deems that the network has failed the authentication check as specified in subclause 5.4.1.3.7.
	If the UE triggered the service request procedure in 5MM-CONNECTED mode and the service type of the SERVICE REQUEST message was not set to "emergency services fallback", the 5GMM sublayer shall abort the procedure, and stay in 5GMM-CONNECTED mode.
	If the service type of the SERVICE REQUEST message was set to "emergency services fallback" and:
1)	the service request procedure was triggered in 5GMM-IDLE mode, the 5GMM sublayer shall abort the procedure, release locally any resources allocated for the service request procedure, and inform the upper layers of the failure of the service request procedure (see 3GPP TS 24.229 [14]); or
2)	the service request procedure was triggered in 5GMM-CONNECTED mode, the 5GMM sublayer shall abort the procedure, stay in 5GMM-CONNECTED mode, and inform the upper layers of the failure of the service request procedure (see 3GPP TS 24.229 [14]).
b)	The lower layers indicate that the access attempt is barred.
	The UE shall not start the service request procedure. The UE stays in the current serving cell and applies the normal cell reselection process. Receipt of the access barred indication shall not trigger the selection of a different core network type (EPC or 5GCN).
	The service request procedure is started, if still needed, when the lower layers indicate that the barring is alleviated for the access category with which the access attempt was associated.
ba)	The lower layers indicate that access barring is applicable for all access categories except categories 0 and 2 and the access category with which the access attempt was associated is other than 0 and 2.
	If the SERVICE REQUEST message has not been sent, the UE shall proceed as specified for case b.
	If the SERVICE REQUEST message has been sent:
1)	the UE shall abort the service request procedure and stop timer T3517. The UE stays in the current serving cell and applies the normal cell reselection process; and
2)	the service request procedure is started, if still needed, when the lower layers indicate that the barring is alleviated for the access category with which the access attempt was associated.
	For additional UE requirements for both cases see subclause 4.5.5.
c)	Timer T3346 is running.
	The UE shall not start the service request procedure unless:
1)	the UE receives a paging;
2)	the UE receives a NOTIFICATION message over non-3GPP access when the UE is in 5GMM-CONNECTED mode over non-3GPP access and in 5GMM-IDLE mode over 3GPP access;
3)	the UE receives a NOTIFICATION message over 3GPP access when the UE is in 5GMM-CONNECTED mode over 3GPP access and in 5GMM-IDLE mode over non-3GPP access;
4)	the UE is a UE configured for high priority access in selected PLMN;
5)	the UE has an emergency PDU session established or is establishing an emergency PDU session; 
6)	the service request is initiated for emergency services fallback;
7)	the service request procedure is initiated for elevated signalling; or
8)	the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and:
-	the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the	NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]); and
-	timer T3346 was not started when N1 NAS signalling connection was established with RRC establishment cause set to "mo-ExceptionData".
	If the UE is in 5GMM-IDLE mode, the UE stays in the current serving cell and applies normal cell reselection process. The service request procedure is started, if still necessary, when timer T3346 expires or is stopped.
	If the service request procedure was triggered for an MO MMTEL voice call (i.e. access category 4) or for an MO IMS registration related signalling (i.e. access category 9), a notification that the service request procedure was not initiated due to congestion shall be provided to the upper layers.
d)	Registration procedure for mobility and periodic registration update is triggered.
	The UE shall abort the service request procedure, stop timer T3517, if running and perform the registration procedure for mobility and periodic registration update. The Follow-on request indicator shall be set to "Follow-on request pending" in the REGISTRATION REQUEST message.
e)	Switch off.
	If the UE is in state 5GMM-SERVICE-REQUEST-INITIATED at switch off, the de-registration procedure shall be performed.
f)	De-registration procedure collision.
	If the UE receives a DEREGISTRATION REQUEST message from the network in state 5GMM-SERVICE-REQUEST-INITIATED, the UE shall progress the DEREGISTRATION REQUEST message and the service request procedure shall be aborted.
NOTE 3:	The above collision case is valid if the DEREGISTRATION REQUEST message indicates the access type over which the service request procedure is attempted otherwise both the procedures are progressed.
g)	Transmission failure of SERVICE REQUEST message indication with TAI change from lower layers.
	If the current TAI is not in the TAI list, UE shall abort the service request procedure to perform the registration procedure for mobility and periodic registration update as specified in subclause 5.5.1.3.2. If the current TAI is part of the TAI list, the UE shall restart the service request procedure.
h)	Transmission failure of SERVICE REQUEST message indication without TAI change from lower layers.
	The UE shall restart the service request procedure.
i)	SERVICE REJECT message received with other 5GMM cause values than those treated in subclause 5.6.1.5, and cases of 5GMM cause values #11, #22, #72, #73, #74, #75, #76 and #77 that are considered as abnormal cases according to subclause 5.6.1.5.
	The UE shall enter state 5GMM-REGISTERED.
	The UE shall abort the service request procedure, stop timer T3517 and locally release any resources allocated for the service request procedure.
j)	The UE in 5GMM-CONNECTED mode with RRC inactive indication over the 3GPP access, and in 5GMM-CONNECTED mode over the non-3GPP access, receives a NOTIFICATION message over the non-3GPP access with access type indicating 3GPP access.
	The UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode over 3GPP access and initiate the service request procedure over the 3GPP access.
k)	Timer T3447 is running
	The UE shall not start any service request procedure unless:
1)	the UE in 5GMM-IDLE receives a paging request;
2)	the UE is a UE configured for high priority access;
3)	the UE has a PDU session for emergency services established or is establishing a PDU session for emergency services;
4)	the service request is initiated for emergency services fallback;
5)	the UE in 5GMM-CONNECTED mode receives mobile terminated signaling or downlink data over the user-plane; or
6)	the service request procedure is initiated for elevated signalling.
	The UE stays in the current serving cell and applies the normal cell reselection process. The service request procedure is started, if still necessary, when timer T3447 expires.
l)	Lower layer failure, release of the N1 signalling connection received from lower layers or the lower layers indicate that the RRC connection has been suspended before the service request procedure is completed or SERVICE REJECT message is received.
	The UE shall abort the service request procedure, stop timer T3517, locally release any resources allocated for the service request procedure and enters state 5GMM-REGISTERED.
m)	Timer T3448 is running
	The UE in 5GMM-IDLE mode shall not initiate the service request procedure for transport of user data via the control plane unless:
1)	the UE is a UE configured for high priority access in selected PLMN;
2)	the UE which is only using 5GS services with control plane CIoT 5GS optimization received a paging request; or
3)	the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]).
	The UE stays in the current serving cell and applies the normal cell reselection process. The service request procedure is started, if still necessary, when timer T3448 expires.
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6.1.1	General
This clause describes the procedures used for 5GS session management (5GSM) performed over an N1 NAS signalling connection.
The main function of the 5GSM sublayer is to support the PDU session handling in the UE and in the SMF (transferred via the AMF).
The 5GSM comprises procedures for:
-	the authentication and authorization, establishment, modification and release of PDU sessions; and
-	request for performing handover of an existing PDU session between 3GPP access and non-3GPP access, or to transfer an existing PDN connection in the EPS to the 5GS.
Each PDU session represents a PDU session established between the UE and an SMF. PDU sessions can remain established even if the radio and network resources constituting the corresponding PDU session between the UE and the SMF are temporarily released.
5GSM procedures can be performed only if a 5GMM context has been established between the UE and the AMF, and the secure exchange of NAS messages has been initiated by the AMF by use of the 5GMM procedures described in clause 5. Once the UE is successfully registered to a PLMN, a PDU session can be established. If no 5GMM context has been established, the 5GMM sublayer has to initiate the establishment of a 5GMM context by use of the 5GMM procedures as described in clause 5.
The UE can request the network to modify or release PDU sessions. The network can fulfil such a request from the UE by modifying a PDU session or releasing a PDU session using network-requested procedures (see subclause 6.3).
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[bookmark: _Toc20232856][bookmark: _Toc27746960][bookmark: _Toc36213144][bookmark: _Toc36657321]7.1	General
The procedures specified in the present document apply to those messages which pass the checks described in this subclause.
This subclause also specifies procedures for the handling of unknown, unforeseen, and erroneous protocol data by the receiving entity. These procedures are called "error handling procedures", but in addition to providing recovery mechanisms for error situations they define a compatibility mechanism for future extensions of the protocols.
Subclauses 7.1 to 7.8 shall be applied in order of precedence.
Detailed error handling procedures in the network are implementation dependent and may vary from PLMN to PLMN. However, when extensions of this protocol are developed, networks are assumed to have the error handling which is indicated in this subclause as mandatory ("shall") and that is indicated as strongly recommended ("should").
Also, the error handling of the network is only considered as mandatory or strongly recommended when certain thresholds for errors are not reached during a dedicated connection.
For definition of semantical and syntactical errors see 3GPP TS 24.007 [11], subclause 11.4.2.
***** Next change *****
[bookmark: _Toc20232917][bookmark: _Toc27747021][bookmark: _Toc36213205][bookmark: _Toc36657382]8.2.6.18	Payload container
This IE shall be included if the UE has one or more stored UE policy sections identified by a UPSI with the PLMN ID part indicating the HPLMN or the selected PLMN for the registration procedure for mobility and periodic registration update due to inter-system change from S1 mode to N1 mode of a UE operating in the single-registration mode or for the registration procedure for initial registration.

***** Next change *****
[bookmark: _Toc20233221][bookmark: _Toc27747345][bookmark: _Toc36213536][bookmark: _Toc36657713]9.11.3.9	5GS tracking area identity list
The purpose of the 5GS tracking area identity list information element is to transfer a list of tracking areas from the network to the UE.
The coding of the information element allows combining different types of lists. The lists of type "00" and "01" allow a more compact encoding, when the different TAIs are sharing the PLMN identity.
The 5GS tracking area identity list information element is coded as shown in figure 9.11.3.8.1, figure 9.11.3.8.2, figure 9.11.3.9.3, figure 9.11.3.9.4 and table 9.11.3.9.1.
The 5GS tracking area identity list is a type 4 information element, with a minimum length of 9 octets and a maximum length of 114 octets. The list can contain a maximum of 16 different tracking area identities.
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Figure 9.11.3.9.1: 5GS tracking area identity list information element
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Figure 9.11.3.9.2: Partial tracking area identity list – type of list = "00"
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Figure 9.11.3.9.3: Partial tracking area identity list – type of list = "01"
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Figure 9.11.3.9.4: Partial tracking area identity list – type of list = "10"
Table 9.11.3.9.1: Tracking area identity list information element
	Value part of the Tracking area identity list information element (octets 3 to n)

	

	The value part of the Tracking area identity list information element consists of one or several partial tracking area identity lists. The length of each partial tracking area identity list can be determined from the 'type of list' field and the 'number of elements' field in the first octet of the partial tracking area identity list.

	The UE shall store the complete list received. If more than 16 TAIs are included in this information element, the UE shall store the first 16 TAIs and ignore the remaining octets of the information element.

	

	

	Partial tracking area identity list:

	

	Type of list (octet 1)

	Bits

	7
	6
	

	0
	0
	list of TACs belonging to one PLMN, with non-consecutive TAC values

	0
	1
	list of TACs belonging to one PLMN, with consecutive TAC values

	1
	0
	list of TAIs belonging to different PLMNs (see NOTE)

	

	All other values are reserved.

	

	Number of elements (octet 1)

	Bits

	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	1 element

	0
	0
	0
	0
	1
	2 elements

	0
	0
	0
	1
	0
	3 elements

	…
	

	0
	1
	1
	0
	1
	14 elements

	0
	1
	1
	1
	0
	15 elements

	0
	1
	1
	1
	1
	16 elements

	

	All other values are unused and shall be interpreted as 16, if received by the UE.

	

	Bit 8 of octet 1 is spare and shall be coded as zero.

	

	

	For type of list = "00" and number of elements = k:

	

	octet 2 to 4 contain the MCC+MNC, and

	for j = 1, …, k:

	octets 3j+2 to 3j+4 contain the TAC of the j-th TAI belonging to the partial list, 

	

	For type of list = "01" and number of elements = k:

	

	octet 2 to 4 contain the MCC+MNC, and

	octets 5 to 7 contain the TAC of the first TAI belonging to the partial list.

	The TAC values of the other k-1 TAIs are TAC+1, TAC+2, …, TAC+k-1.

	

	For type of list = "10" and number of elements = k:

	

	for j = 1, …, k.

	octets 6j-4 to 6j-2 contain the MCC+MNC, and

	octets 6j-1 to 6j+1 contain the TAC of the j-th TAI belonging to the partial list.

	

	

	MCC, Mobile country code

	

	The MCC field is coded as in ITU-T Recommendation E.212 [42], annex A.

	

	MNC, Mobile network code

	

	The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be coded as "1111".

	

	TAC, Tracking area code

	

	In the TAC field bit 8 of the first octet is the most significant bit and bit 1 of third octet the least significant bit.

	The coding of the tracking area code is the responsibility of each administration. Coding using full hexadecimal representation may be used. The tracking area code consists of 3 octets.

	

	NOTE:	If the "list of TAIs belonging to different PLMNs" is used, the PLMNs included in the list need to be present in the list of "equivalent PLMNs". This type of list is not applicable in an SNPN.



***** Next change *****
9.11.3.18C	Ciphering key data
The purpose of the Ciphering key data information element is to transfer a list of ciphering data sets from the network to the UE for deciphering of ciphered assistance data.
The Ciphering key data information element is coded as shown in figure 9.11.3.18C.1, figure 9.11.3.18C.2 and table 9.11.3.18C.1.
The Ciphering key data is a type 6 information element, with a minimum length of m octets and a maximum length of n octets. The list can contain a maximum of 16 ciphering data sets.
Editor's note [WI: 5G_eLCS, CR#1705]:	The positioning SIBs included in figure 9.11.3.18C.2 and table 9.11.3.18C.1 include positioning SIBs defined in TS 36.331 and TS 36.355 for E-UTRAN in Rel-15 plus new positioning SIBs for NG-RAN being discussed in RAN2 for Rel-16. The positioning SIBs in figure 9.11.3.18C.2 and table 9.11.3.18C.1 will need to be aligned later with RAN2 agreements for Rel-16. At that time, the minimum and maximum octet lengths x and n can also be calculated and included.
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Figure 9.11.3.18C.1: Ciphering key data information element
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Figure 9.11.3.18C.2: Ciphering data set
Table 9.11.3.18C.1: Ciphering key data information element
	Value part of the Ciphering key data information element (octets 4 to n)

	

	The value part of the Ciphering key data information element consists of one or several ciphering data sets.

	The UE shall store the complete list received. If more than 16 ciphering data sets are included in this information element, the UE shall store the first 16 ciphering data sets and ignore the remaining octets of the information element.

	

	

	Ciphering data set:

	

	Ciphering set ID (octets 1 to 2)

	

	This field contains the binary encoding of the ID identifying the ciphering set.

	

	Ciphering key (octets 3 to octet 18)

	

	This field contains the 128 bit ciphering key.

	

	c0 length (octet 19, bits 5 to 1)

This field contains the binary encoding of the length, in octets, of the c0 counter. The maximum value for the length of the c0 counter is 16 octets.

	

	Bits 8 to 6 of octect 19 are spare and shall be coded as zero.

	

	

	c0 (octets 20 to k)

	

	This field contains the binary encoding of the c0 counter.

	

	

	E-UTRA posSIB length (octet k+1, bits 4 to 1)

This field contains the length in octets of the E -UTRA Positioning SIB types. A length of zero means E -UTRA Positioning SIB types are not included.


E-UTRA Positioning SIB types for which the ciphering data set is applicable (octets k+2 to p). Unassigned bits shall be ignored by a UE. Non-included bits shall be assumed to be zero by a UE.

	

	Ciphering data set applicable for positioning SIB type 1-1 (octet k+2, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-1

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-1

	

	Ciphering data set applicable for positioning SIB type 1-2 (octet k+2, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-2

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-2

	

	Ciphering data set applicable for positioning SIB type 1-3 (octet k+2, bit 6)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-3

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-3

	

	Ciphering data set applicable for positioning SIB type 1-4 (octet k+2, bit 5)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-4

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-4

	

	Ciphering data set applicable for positioning SIB type 1-5 (octet k+2, bit 4)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-5

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-5

	

	Ciphering data set applicable for positioning SIB type 1-6 (octet k+2, bit 3)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-6

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-6

	

	Ciphering data set applicable for positioning SIB type 1-7 (octet k+2, bit 2)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-7

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-7

	

	Ciphering data set applicable for positioning SIB type 1-8 (octet k+2, bit 1)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-8

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-8

	

	

	Ciphering data set applicable for positioning SIB type 2-1 (octet k+3, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-1

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-1

	

	Ciphering data set applicable for positioning SIB type 2-2 (octet k+3, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-2

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-2

	

	Ciphering data set applicable for positioning SIB type 2-3 (octet k+3, bit 6)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-3

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-3

	

	Ciphering data set applicable for positioning SIB type 2-4 (octet k+3, bit 5)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-4

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-4

	

	Ciphering data set applicable for positioning SIB type 2-5 (octet k+3, bit 4)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-5

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-5

	

	Ciphering data set applicable for positioning SIB type 2-6 (octet k+3, bit 3)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-6

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-6

	

	Ciphering data set applicable for positioning SIB type 2-7 (octet k+3, bit 2)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-7

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-7

	

	Ciphering data set applicable for positioning SIB type 2-8 (octet k+3, bit 1)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-8

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-8

	

	Ciphering data set applicable for positioning SIB type 2-9 (octet k+4, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-9

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-9

	

	Ciphering data set applicable for positioning SIB type 2-10 (octet k+4, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-10

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-10

	

	Ciphering data set applicable for positioning SIB type 2-11 (octet k+4, bit 6)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-11

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-11

	

	Ciphering data set applicable for positioning SIB type 2-12 (octet k+4, bit 5)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-12

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-12

	

	Ciphering data set applicable for positioning SIB type 2-13 (octet k+4, bit 4)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-13

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-13

	

	Ciphering data set applicable for positioning SIB type 2-14 (octet k+4, bit 3)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-14

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-14

	

	Ciphering data set applicable for positioning SIB type 2-15 (octet k+4, bit 2)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-15

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-15

	

	Ciphering data set applicable for positioning SIB type 2-16 (octet k+4, bit 1)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-16

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-16

	

	Ciphering data set applicable for positioning SIB type 2-17 (octet k+5, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-17

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-17

	

	Ciphering data set applicable for positioning SIB type 2-18 (octet k+5, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-18

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-18

	

	Ciphering data set applicable for positioning SIB type 2-19 (octet k+5, bit 6)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-19

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-19

	

	Ciphering data set applicable for positioning SIB type 2-20 (octet k+5, bit 5)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-20

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-20

	

	Ciphering data set applicable for positioning SIB type 2-21 (octet k+5, bit 4)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-21

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-21

	

	Ciphering data set applicable for positioning SIB type 2-22 (octet k+5, bit 3)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-22

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-22

	

	Ciphering data set applicable for positioning SIB type 2-23 (octet k+5, bit 2)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-23

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-23

	

	Ciphering data set applicable for positioning SIB type 3-1 (octet k+5, bit 1)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 3-1

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 3-1

	

	Any unassigned bits shall be coded as zero.

	

	

	NR posSIB length (octet p+1, bits 4 to 1)

This field contains the length in octets of the NR Positioning SIB types. A length of zero means NR Positioning SIB types are not included.


NR Positioning SIB types for which the ciphering data set is applicable (octets p+2 to q). Unassigned bits shall be ignored. Non-included bits shall be assumed to be zero.

	

	Ciphering data set applicable for positioning SIB type 1-1 (octet p+2, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-1

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-1

	

	Ciphering data set applicable for positioning SIB type 1-2 (octet p+2, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-2

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-2

	

	Ciphering data set applicable for positioning SIB type 1-3 (octet p+2, bit 6)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-3

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-3

	

	Ciphering data set applicable for positioning SIB type 1-4 (octet p+2, bit 5)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-4

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-4

	

	Ciphering data set applicable for positioning SIB type 1-5 (octet p+2, bit 4)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-5

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-5

	

	Ciphering data set applicable for positioning SIB type 1-6 (octet p+2, bit 3)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-6

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-6

	

	Ciphering data set applicable for positioning SIB type 1-7 (octet p+2, bit 2)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-7

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-7

	

	Ciphering data set applicable for positioning SIB type 1-8 (octet p+2, bit 1)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 1-8

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 1-8

	

	

	Ciphering data set applicable for positioning SIB type 2-1 (octet p+3, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-1

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-1

	

	Ciphering data set applicable for positioning SIB type 2-2 (octet p+3, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-2

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-2

	

	Ciphering data set applicable for positioning SIB type 2-3 (octet p+3, bit 6)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-3

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-3

	

	Ciphering data set applicable for positioning SIB type 2-4 (octet p+3, bit 5)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-4

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-4

	

	Ciphering data set applicable for positioning SIB type 2-5 (octet p+3, bit 4)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-5

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-5

	

	Ciphering data set applicable for positioning SIB type 2-6 (octet p+3, bit 3)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-6

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-6

	

	Ciphering data set applicable for positioning SIB type 2-7 (octet p+3, bit 2)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-7

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-7

	

	Ciphering data set applicable for positioning SIB type 2-8 (octet p+3, bit 1)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-8

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-8

	

	Ciphering data set applicable for positioning SIB type 2-9 (octet p+4, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-9

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-9

	

	Ciphering data set applicable for positioning SIB type 2-10 (octet p+4, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-10

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-10

	

	Ciphering data set applicable for positioning SIB type 2-11 (octet p+4, bit 6)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-11

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-11

	

	Ciphering data set applicable for positioning SIB type 2-12 (octet p+4, bit 5)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-12

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-12

	

	Ciphering data set applicable for positioning SIB type 2-13 (octet p+4, bit 4)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-13

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-13

	

	Ciphering data set applicable for positioning SIB type 2-14 (octet p+4, bit 3)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-14

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-14

	

	Ciphering data set applicable for positioning SIB type 2-15 (octet p+4, bit 2)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-15

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-15

	

	Ciphering data set applicable for positioning SIB type 2-16 (octet p+4, bit 1)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-16

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-16

	

	Ciphering data set applicable for positioning SIB type 2-17 (octet p+5, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-17

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-17

	

	Ciphering data set applicable for positioning SIB type 2-18 (octet p+5, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-18

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-18

	

	Ciphering data set applicable for positioning SIB type 2-19 (octet p+5, bit 6)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-19

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-19

	

	Ciphering data set applicable for positioning SIB type 2-20 (octet p+5, bit 5)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-20

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-20

	

	Ciphering data set applicable for positioning SIB type 2-21 (octet p+5, bit 4)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-21

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-21

	

	Ciphering data set applicable for positioning SIB type 2-22 (octet p+5, bit 3)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-22

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-22

	

	Ciphering data set applicable for positioning SIB type 2-23 (octet p+5, bit 2)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 2-23

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 2-23

	

	Ciphering data set applicable for positioning SIB type 3-2 (octet p+5, bit 1)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 3-2

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 3-2

	

	Ciphering data set applicable for positioning SIB type 3-3 (octet p+6, bit 8)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 3-3

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 3-3

	

	Ciphering data set applicable for positioning SIB type 3-4 (octet p+6, bit 7)

	0
	
	
	
	Ciphering data set not applicable to positioning SIB type 3-4

	1
	
	
	
	Ciphering data set applicable to positioning SIB type 3-4

	

	Any unassigned bits shall be coded as zero.

	

	

	Validity start time (octets q+1 to q+5)

	

	This field contains the UTC time when the ciphering data set becomes valid, encoded as octets 2 to 6 of the Time zone and time IE specified in 3GPP TS 24.008 [12].

	

	

	Validity duration (octets q+6 to q+7)

	

	This field contains the duration for which the ciphering data set is valid after the validity start time, in units of minutes.

	

	

	TAIs list (octets q+8 to r)

	

	This field contains the list of tracking areas for which the ciphering data set is applicable, encoded as octets 2 to n of the Tracking area identity list IE as specified in subclause 9.11.3.9. If the TAIs list is empty (as indicated by a zero length), the ciphering data set is applicable to the entire serving PLMN.
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10.2	Timers of 5GS mobility management
Timers of 5GS mobility management are shown in table 10.2.1 and table 10.2.2
NOTE:	Timer T3346 is defined in 3GPP TS 24.008 [12]. Timers T3444, T3445, T3447 and T3448 are defined in 3GPP TS 24.301 [15].
Table 10.2.1: Timers of 5GS mobility management – UE side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3502
	Default 12 min.
NOTE 1
	5GMM-DEREGISTERED 5GMM-REGISTERED
	At registration failure and the attempt counter is equal to 5
	Transmission of REGISTRATION REQUEST message
	Initiation of the registration procedure, if still required

	T3510
	15s
NOTE 7
NOTE 8
In WB-N1/CE mode, 85s
	5GMM-REGISTERED-INITIATED
	Transmission of REGISTRATION REQUEST message
	REGISTRATION ACCEPT message received or REGISTRATION REJECT message received
	Start T3511 or T3502 as specified in subclause 5.5.1.2.7 if T3510 expired during registration procedure for initial registration.

Start T3511 or T3502 as specified in subclause 5.5.1.3.7 if T3510 expired during the registration procedure for mobility and periodic registration update

	T3511
	10s
	5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION

5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE

5GMM-REGISTERED.NORMAL-SERVICE
	At registration failure due to lower layer failure, T3510 timeout or registration rejected with other 5GMM cause values than those treated in subclause 5.5.1.2.5 for initial registration or subclause 5.5.1.3.5 for mobility and periodic registration
	Transmission of REGISTRATION REQUEST message

5GMM-CONNECTED mode entered (NOTE 5)
	Retransmission of the REGISTRATION REQUEST, if still required

	T3512
	Default 54 min
NOTE 1
NOTE 2
	5GMM-REGISTERED
	In 5GMM-REGISTERED, when 5GMM-CONNECTED mode is left and if the NW does not indicate support for strictly periodic registration timer as specified in subclause 5.3.7.

If the network indicates support for strictly periodic registration timer, T3512 is started after the successful completion of registration update procedure. T3512 is restarted if it expires in 5GMM-CONNECTED mode as specified in subclause 5.3.7.
	When entering state 5GMM-DEREGISTERED 

When entering 5GMM-CONNECTED mode if the NW does not indicate support for strictly periodic registration timer as specified in subclause 5.3.7.
	In 5GMM-IDLE mode, Initiation of the periodic registration procedure if the UE is not registered for emergency services.

In 5GMM-CONNECTED mode, restart the timer T3512.

Locally deregister if the UE is registered for emergency services

	T3516
	30s
NOTE 7
NOTE 8
In WB-N1/CE mode, 48s
	5GMM-REGISTERED-INITIATED
5GMM-REGISTERED
5GMM-DEREGISTERED-INITIATED
5GMM-SERVICE-REQUEST-INITIATED
	RAND and RES* stored as a result of an 5G authentication challenge
	SECURITY MODE COMMAND received
SERVICE REJECT received
REGISTRATION ACCEPT received
AUTHENTICATION REJECT received
AUTHENTICATION FAILURE sent
5GMM-DEREGISTERED, 5GMM-NULL or
5GMM-IDLE mode entered
	Delete the stored RAND and RES*

	T3517
	15s
NOTE 7
NOTE 8 
In WB-N1/CE mode, 61s
	5GMM-SERVICE-REQUEST-INITIATED
	Transmission of SERVICE REQUEST message
	(a)	Indication from the lower layers that the UE has changed to S1 mode or E-UTRA connected to 5GCN for case h) in subclause 5.6.1.1; or
(b)	SERVICE ACCEPT message received, or
SERVICE REJECT message received for cases other than h) in subclause 5.6.1.1
	Abort the procedure

	T3519
	60s
NOTE 7
NOTE 8 
In WB-N1/CE mode, 90s

	5GMM-REGISTERED-INITIATED
5GMM-REGISTERED
5GMM-DEREGISTERED-INITIATED
5GMM-SERVICE-REQUEST-INITIATED (NOTE 6)
	Transmission of IDENTITY RESPONSE message, REGISTRATION REQUEST message, or DEREGISTRATION REQUEST message with freshly generated SUCI
	REGISTRATION ACCEPT message with new 5G-GUTI received
CONFIGURATION UPDATE COMMAND message with new 5G-GUTI received DEREGISTRATION ACCEPT message
	Delete stored SUCI

	T3520
	15s
NOTE 7
NOTE 8
In WB-N1/CE mode, 33s
	5GMM-REGISTERED-INITIATED
5GMM-REGISTERED
5GMM-DEREGISTERED-INITIATED
5GMM-SERVICE-REQUEST-INITIATED
	Transmission of AUTHENTICATION FAILURE message with any of the 5GMM cause #20, #21, #26 or #71

Transmission of AUTHENTICATION RESPONSE message with an EAP-response message after detection of an error as described in subclause 5.4.1.2.2.4
	AUTHENTICATION REQUEST message received or AUTHENTICATION REJECT message received
or
SECURITY MODE COMMAND message received

when entering 5GMM-IDLE mode

indication of transmission failure of AUTHENTICATION FAILURE message from lower layers
	On first expiry during a 5G AKA based primary authentication and key agreement procedure, the UE should consider the network as false and follow item g of subclause 5.4.1.3.7, if the UE is not registered for emergency services.

On first expiry during a 5G AKA based primary authentication and key agreement procedure, the UE will follow subclause 5.4.1.3.7 under "For items c, d, e and f:", if the UE is registered for emergency services.

On first expiry during an EAP based primary authentication and key agreement procedure, the UE should consider the network as false and follow item e of subclause 5.4.1.2.4.5, if the UE is not registered for emergency services.

On first expiry during an EAP based primary authentication and key agreement procedure, the UE will follow subclause 5.4.1.2.4.5 under "For item e:", if the UE is registered for emergency services


	T3521
	15s
NOTE 7
NOTE 8
In WB-N1/CE mode, 45s
	5GMM-DEREGISTERED-INITIATED
	Transmission of DEREGISTRATION REQUEST message when de-registration procedure is not due to a "switch off"
	DEREGISTRATION ACCEPT message received
	Retransmission of DEREGISTRATION REQUEST message

	T3525
	Default 60s
NOTE 3
NOTE 7
NOTE 8
In WB-N1/CE mode, default 120s
	5GMM-REGISTERED.NORMAL-SERVICE
	T3517 expires and service request attempt counter is greater than or equal to 5
	When entering state other than 5GMM-REGISTERED.NORMAL-SERVICE state,
or
UE camped on a new PLMN other than the PLMN on which timer started,
or


User-plane resources established with the network
	The UE may initiate service request procedure

	T3540
	10s
	5GMM-DEREGISTERED

5GMM-REGISTERED
	REGISTRATION REJECT message or DEREGISTRATION REQUEST message received with any of the 5GMM cause #3, #6, #7, #11, #12, #13, #15, #27, #31, #62, #72, #73, #74, #75 or #76
SERVICE REJECT message received with any of the 5GMM cause #3, #6, #7, #11, #12, #13, #15, #27, #72, #73, #74, #75 or #76.
REGISTRATION ACCEPT message received as described in subclause 5.3.1.3 case b)
SERVICE ACCEPT message received as described in subclause 5.3.1.3 case f)
AUTHENTICATION REJECT message received
	N1 NAS signalling connection released
PDU sessions have been set up
	Release the NAS signalling connection for the cases a), b), f) and g) as described in subclause 5.3.1.3

	
	
	5GMM-REGISTERED
	CONFIGURATION UPDATE COMMAND message received as described in subclause 5.3.1.3 case e)
	N1 NAS signalling connection released
	Release the NAS signalling connection for the case e) and perform a new registration procedure as described in subclause 5.5.1.3.2

	
	
	5GMM-DEREGISTERED

5GMM-DEREGISTERED.NORMAL-SERVICE

5GMM-REGISTERED.NON-ALLOWED-SERVICE
	REGISTRATION REJECT message received with the 5GMM cause #9 or #10
SERVICE REJECT message received with the 5GMM cause #9, #10 or #28
	
	Release the NAS signalling connection for the cases c) and d) as described in subclause 5.3.1.3 and initiation of the registration procedure as specified in subclause 5.5.1.2.2 or 5.5.1.3.2

	Non-3GPP de-registration timer
	Default 54 min.
NOTE 1
NOTE 2
NOTE 4
	All 5GMM state over non-3GPP access except 5GMM-DEREGISTERED over non-3GPP access
	Entering 5GMM-IDLE mode over non-3GPP access
	N1 NAS signalling connection over non-3GPP access established or when entering state 5GMM-DEREGISTERED over non-3GPP access
	Implicitly de-register the UE for non-3GPP access on 1st expiry

	NOTE 1:	The value of this timer is provided by the network operator during the registration procedure.
NOTE 2:	The default value of this timer is used if the network does not indicate a value in the REGISTRATION ACCEPT message and the UE does not have a stored value for this timer.
NOTE 3:	The value of this timer is UE implementation specific, with a minimum value of 60 seconds if not in NB-N1 mode and if not in WB-N1/CE mode.
NOTE 4:	If the T3346 value received in the mobility management messages is greater than the value of the non-3GPP de-registration timer, the UE sets the non-3GPP de-registration timer value to be 4 minutes greater than the value of timer T3346.
NOTE 5:	The conditions for which this applies are described in subclause 5.5.1.3.7.
NOTE 6:	The conditions for which this applies to the 5GMM-SERVICE-REQUEST-INITIATED state are described in subclause 5.4.1.3.7 case c) and case d).
NOTE 7:	In NB-N1 mode, the timer value shall be calculated as described in subclause 4.17.
NOTE 8:	In WB-N1 mode, if the UE supports CE mode B and operates in either CE mode A or CE mode B, then the timer value is as described in this table for the case of WB-N1/CE mode (see subclause 4.19).


Table 10.2.2: Timers of 5GS mobility management – AMF side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3513
NOTE 7 
NOTE 9
	NOTE 4
	5GMM-REGISTERED
	Paging procedure initiated
	Paging procedure completed as specified in subclause 5.6.2.2.1
	Network dependent

	T3522
NOTE 6
NOTE 8
	6s
In WB-N1/CE mode, 24s
	5GMM-DEREGISTERED-INITIATED
	Transmission of DEREGISTRATION REQUEST message
	DEREGISTRATION ACCEPT message received
	Retransmission of DEREGISTRATION REQUEST message

	T3550
NOTE 6
NOTE 8
	6s
In WB-N1/CE mode, 18s
	5GMM-COMMON-PROCEDURE-INITIATED
	Transmission of REGISTRATION ACCEPT message with 5G-GUTI, SOR transparent container IE, the Extended emergency number list IE, UE radio capability ID IE, UE radio capability ID deletion indication IE, Operator-defined access category definitions IE, Network slicing subscription changed indication, or new configured NSSAI and optionally new mapped S-NSSAI(s)
	REGISTRATION COMPLETE message received
	Retransmission of REGISTRATION ACCEPT message

	T3555
NOTE 6
NOTE 8
	6s
In WB-N1/CE mode, 24s
	5GMM-REGISTERED
	Transmission of CONFIGURATION UPDATE COMMAND message with "acknowledgement requested" set in the Acknowldgement bit of the Configuration update indication  IE
	CONFIGURATION UPDATE COMPLETE message received
	Retransmission of CONFIGURATION UPDATE COMMAND message

	T3560
NOTE 6
NOTE 8
	6s
In WB-N1/CE mode, 24s
	5GMM-COMMON-PROCEDURE-INITIATED
	Transmission of AUTHENTICATION REQUEST message
Transmission of SECURITY MODE COMMAND message
	AUTHENTICATION RESPONSE message received
AUTHENTICATION FAILURE message received
SECURITY MODE COMPLETE message received
SECURITY MODE REJECT message received
	Retransmission of AUTHENTICATION REQUEST message or SECURITY MODE COMMAND message

	T3565
NOTE 6
NOTE 8
	6s
In WB-N1/CE mode, 24s
	5GMM-REGISTERED
	Transmission of NOTIFICATION message
	SERVICE REQUEST message received
NOTIFICATION RESPONSE message received
REGISTRATION REQUEST
Message received
DEREGISTRATION REQUEST message received
	Retransmission of NOTIFICATION message

	T3570
NOTE 6
NOTE 8
	6s
In WB-N1/CE mode, 24s
	5GMM-COMMON-PROCEDURE-INITIATED
	Transmission of IDENTITY REQUEST message
	IDENTITY RESPONSE message received
	Retransmission of IDENTITY REQUEST message

	T3575
	15s
	5GMM-REGISTERED
	Transmission of NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message
	NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message received
	Retransmission of NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message

	Active timer
	TBD
	All except 5GMM-DEREGISTERED
	Entering 5GMM-IDLE mode after indicating MICO mode activation to the UE with an active timer value.
	N1 NAS signalling
connection established
	Activate MICO mode for the UE.

	Implicit de-registration timer
	NOTE 2
	All except 5GMM-DEREGISTERED
	The mobile reachable timer expires while the network is in 5GMM-IDLE mode

Entering 5GMM-IDLE mode over 3GPP access if the MICO mode is activated and strictly periodic monitoring timer is not running

The strictly periodic monitoring timer expires while the network is in 5GMM-IDLE mode
	N1 NAS signalling connection established
	Implicitly de-register the UE on 1st expiry

	Mobile reachable timer
	NOTE 1 
	All except 5GMM-DEREGISTERED
	Entering 5GMM-IDLE mode
	N1 NAS signalling connection established
	Network dependent, but typically paging is halted on 1st expiry, and start implicit de-registration timer, if the UE is not registered for emergency services.

Implicitly de-register the UE which is registered for emergency services

	Non-3GPP implicit de-registration timer
	NOTE 3
	All except 5GMM-DEREGISTERED
	Entering 5GMM-IDLE mode over non-3GPP access
	N1 NAS signalling connection over non-3GPP access established
	Implicitly de-register the UE for non-3GPP access on 1s expiry

	Strictly periodic monitoring timer
	NOTE 5
	All except 5GMM-DEREGISTERED
	At the successful completion of registration update procedure if strictly periodic registration timer indication is supported as specified in subclause 5.3.7.
	Entering 5GMM-DEREGISTERED.
	In 5GMM-IDLE mode, start implicit de-registration timer as specified in subclause 5.3.7.

In 5GMM-CONNECTED mode, Strictly periodic monitoring timer is started again as specified in subclause 5.3.7.

	NOTE 1:	The default value of this timer is 4 minutes greater than the value of timer T3512. If the UE is registered for emergency services, the value of this timer is set equal to the value of timer T3512. If the T3346 value provided in the mobility management messages is greater than the value of the timer T3512, the AMF sets the mobile reachable timer and the implicit de-registration timer such that the sum of the timer values is greater than the value of timer T3346.
NOTE 2:	The value of this timer is network dependent. If MICO is activated, the default value of this timer is 4 minutes greater than the value of timer T3512.
NOTE 3:	The value of this timer is network dependent. The default value of this timer is 4 minutes greater than the non-3GPP de-registration timer. If the T3346 value provided in the mobility management messages is greater than the value of the non-3GPP de-registration timer, the AMF sets the non-3GPP implicit de-registration timer value to be 8 minutes greater than the value of timer T3346.
NOTE 4:	The value of this timer is network dependent.
NOTE 5:	The value of this timer is the same as the value of timer T3512.
NOTE 6:	In NB-N1 mode, the timer value shall be calculated as described in subclause 4.17.
NOTE 7:	In NB-N1 mode, the timer value shall be calculated by using an NAS timer value which is network dependent.
NOTE 8:	In WB-N1 mode, if the UE supports CE mode B and operates in either CE mode A or CE mode B, then the timer value is as described in this table for the case of WB-N1/CE mode (see subclause 4.19).
NOTE 9:	In WB-N1 mode, if the UE supports CE mode B, then the timer value shall be calculated by using an NAS timer value which value is network dependent.
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B.1	Causes related to nature of request
Cause #8 – Operator Determined Barring
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the SMF due to Operator Determined Barring.
Cause #26 – Insufficient resources
	This 5GSM cause is used by the UE or by the network to indicate that the requested service cannot be provided due to insufficient resources.
Cause #27 – Missing or unknown DNN
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved.
Cause #28 – Unknown PDU session type
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the requested PDU session type could not be recognised or is not allowed.
Cause #29 – User authentication or authorization failed
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN due to a failed user authentication, revoked by the external DN, or rejected by 5GCN due to a failed user authentication or authorization.
Cause #31 – Request rejected, unspecified
	This 5GSM cause is used by the network or by the UE to indicate that the requested service or operation or the request for a resource was rejected due to unspecified reasons.
Cause #32 – Service option not supported
	This 5GSM cause is used by the network when the UE requests a service which is not supported by the PLMN.
Cause #33 – Requested service option not subscribed
	This 5GSM cause is sent when the UE requests a service option for which it has no subscription.
Cause #35 – PTI already in use
	This 5GSM cause is used by the network to indicate that the PTI included by the UE is already in use by another active UE requested procedure for this UE.
Cause #36 – Regular deactivation
	This 5GSM cause is used to indicate a regular UE or network initiated release of PDU session resources.
Cause #38 – Network failure
	This 5GSM cause is used by the network to indicate that the requested service was rejected due to an error situation in the network.
Cause #39 – Reactivation requested
	This 5GSM cause is used by the network to request a PDU session reactivation.
Cause #41 – Semantic error in the TFT operation
	This 5GSM cause is used by the UE to indicate a semantic error in the TFT operation included in the request.
Cause #42 – Syntactical error in the TFT operation
	This 5GSM cause is used by the UE to indicate a syntactical error in the TFT operation included in the request.
Cause #43 –Invalid PDU session identity
	This 5GSM cause is used by the network or the UE to indicate that the PDU session identity value provided to it is not a valid value or the PDU session identified by the PDU session identity IE in the request or the command is not active.
Cause #44 – Semantic errors in packet filter(s)
	This 5GSM cause is used by the network or the UE to indicate that the requested service was rejected due to one or more semantic errors in packet filter(s) of the QoS rule included in the request.
Cause #45 – Syntactical error in packet filter(s)
	This 5GSM cause is used by the network or the UE to indicate that the requested service was rejected due to one or more syntactical errors in packet filter(s) of the QoS rule included in the request.
Cause #46 –Out of LADN service area
	This 5GSM cause is used by the network to indicate the UE is out of the LADN service area.
Cause #47 –PTI mismatch
	This 5GSM cause is used by the network or UE to indicate that the PTI provided to it does not match any PTI in use.
Cause #50 – PDU session type IPv4 only allowed
	This 5GSM cause is used by the network to indicate that only PDU session type IPv4 is allowed for the requested IP connectivity.
Cause #51 – PDU session type IPv6 only allowed
	This 5GSM cause is used by the network to indicate that only PDU session type IPv6 is allowed for the requested IP connectivity.
Cause #54 –PDU session does not exist
	This 5GSM cause is used by the network to indicate that the network does not have any information about the PDU session which is requested by the UE to transfer between 3GPP access and non-3GPP access or from the EPS to the 5GS.
Cause #57 – PDU session type IPv4v6 only allowed
	This 5GSM cause is used by the network to indicate that only PDU session types IPv4, IPv6 or IPv4v6 are allowed for the requested IP connectivity.
Cause #58 – PDU session type Unstructured only allowed
	This 5GSM cause is used by the network to indicate that only PDU session type Unstructured is allowed for the requested DN connectivity.
Cause #61 – PDU session type Ethernet only allowed
	This 5GSM cause is used by the network to indicate that only PDU session type Ethernet is allowed for the requested DN connectivity.
Cause #67 – Insufficient resources for specific slice and DNN
	This 5GSM cause is by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice and DNN.
Cause #68 – Not supported SSC mode
	This 5GSM cause is used by the network to indicate that the requested SSC mode is not supported.
Cause #69 –Insufficient resources for specific slice
	This 5GSM cause is used by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice.
Cause #70 – Missing or unknown DNN in a slice
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved, in the slice.
Cause #81 – Invalid PTI value
	This 5GSM cause is used by the network or UE to indicate that the PTI provided to it is invalid  for the specific 5GSM message.
Cause #82 – Maximum data rate per UE for user-plane integrity protection is too low
	This 5GSM cause is used by the network to indicate that the requested service cannot be provided because the maximum data rate per UE for user-plane integrity protection is too low.
Cause #83 – Semantic error in the QoS operation
	This 5GSM cause is used by the network or the UE to indicate that the requested service was rejected due to a semantic error in the QoS operation included in the request.
Cause #84 – Syntactical error in the QoS operation
	This 5GSM cause is used by the network or the UE to indicate that the requested service was rejected due to a syntactical error in the QoS operation included in the request.
Cause #85 – Invalid mapped EPS bearer identity
	This 5GSM cause is used by the network or the UE to indicate that the mapped EPS bearer identity value provided to it is not a valid value or the mapped EPS bearer identified by the mapped EPS bearer identity does not exist.
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The PCF may provide the UE with one or more UE policies using the network-requested UE policy management procedure. The UE provides the PCF with a list of one or more stored UE policy section identifiers (UPSIs), and the PCF provides each UE policy using one or more UE policy sections, each identified by aUPSI. The UPSI is composed of two parts:
a)	a PLMN ID part containing 
the PLMN ID for the PLMN
 
of the PCF which provides the UE policies; and
b)	a UE policy section code (UPSC) containing a value assigned by the PCF. 
The UE processes the UE policy sections, each identified by the UPSI, received from the PCF and informs the PCF of the result.
The UE provides the PCF with the UE policy related capabilities such as the UE's support for ANDSP and the UE's OS Id.
The UE can also request the PCF to provide V2XP as specified in 3GPP TS 24.587 [19B].
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D.2.1.6	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN and the instruction contains a UE policy part with a UE policy part type set to "URSP".
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
b)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN or the UE's RPLMN and the instruction contains a UE policy part with a UE policy part type set to "ANDSP".
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
c)	Transmission failure of the MANAGE UE POLICY COMPLETE message indication from lower layers.
	The UE shall not diagnose an error and consider the network-initiated UE policy delivery procedure complete.
NOTE 1:	Considering the network-initiated UE policy delivery procedure complete as a result of this abnormal case does not cause the UE to revert the execution of the instructions included in the MANAGE UE POLICY COMMAND message.
d)	Transmission failure of the MANAGE UE POLICY COMMAND REJECT message indication from lower layers.
	The UE shall not diagnose an error and consider the network-initiated UE policy delivery procedure complete.
NOTE 2:	Considering the network-initiated UE policy delivery procedure complete as a result of this abnormal case does not cause the UE to revert the execution of the instructions included in the MANAGE UE POLICY COMMAND message and successfully processed by the UE.
e)	Receipt of a MANAGE UE POLICY COMMAND message with a PTI set to the same value as the PTI of a previously received MANAGE UE POLICY COMMAND message.
The UE shall discard the message and retransmit the MANAGE UE POLICY COMMAND COMPLETE or MANAGE UE POLICY COMMAND REJECT message transmitted in response to the previously received MANAGE UE POLICY COMMAND message.
NOTE 3:	The way to achieve this is UE implementation dependent. For example, the UE can assume that on the fifth expiry of timer T3501, the PCF will abort the procedure and that the PTI value assigned to the procedure will be released.
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D.8.1	General
The procedures specified in the subclause apply to those messages which pass the checks described in this subclause.
This subclause also specifies procedures for the handling of unknown, unforeseen, and erroneous UPDS data by the receiving entity. These procedures are called "error handling procedures", but in addition to providing recovery mechanisms for error situations they define a compatibility mechanism for future extensions of the UPDS.
Subclauses D.8.1 to D.8.8 shall be applied in order of precedence.
Detailed error handling procedures in the network are implementation dependent and may vary from PLMN to PLMN. However, when extensions of UPDS are developed, networks are assumed to have the error handling which is indicated in this subclause as mandatory ("shall") and that is indicated as strongly recommended ("should").
Also, the error handling of the network is only considered as mandatory or strongly recommended when certain thresholds for errors are not reached during a dedicated connection.
For definition of semantical and syntactical errors see 3GPP TS 24.007 [11], subclause 11.4.2.

