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1. Introduction
This p-CR defines the service continuity in MBMS scenarios procedure for 3GPP TS 24.548.
2. Reason for Change
The specification needs to define the stage 3 details of the service continuity in MBMS scenarios procedure defined in 3GPP TS 23.434 clause 14.3.4.6.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.548 v1.0.0.
* * * First Change * * * *
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* * * Next Change * * * *
6.2.3.5
Service continuity in MBMS scenarios


* * * Next Change * * * *
6.2.3.5.1
Client procedure
If the VAL UE is located in MBSFN 1 and can listen to TMGI 1, where no additional MBMS bearers that the SNRM-C is interested in are active in the current cell, the SNRM-C shall send an MBMS listening status report with information related to TMGI 1 as specified in clause 6.2.3.4.1 towards the SNRM-S.
If the VAL UE moves into a new cell in which both TMGI 1 and TMGI 2 are active, the SNRM-C shall send a location information report as specified in 3GPP TS 24.545 clause 6.2.2.2.2 [t24545] towards the SNRM-S.
If the SNRM-C receives TMGI 1 and TMGI 2, the SNRM-C shall send an MBMS listening status report with information related to TMGI 1 and TMGI 2 as specified in clause 6.2.3.4.1 towards the SNRM-S.
If the VAL UE moves into a new cell in MBSFN area 2, where only TMGI 2 is active, the SNRM-C shall send an MBMS listening status report with information related to TMGI 2 as specified in clause 6.2.3.4.1 towards the SNRM-S.
* * * Next Change * * * *
6.2.2.4.2
Server procedure

Upon receiving an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info +xml"; and

b)
an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status-report> elment;

the SNRM-S:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP POST request is not authorized to report mbms listening status, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and

2)
shall support handling an HTTP POST request from a SNRM-C according to procedures specified in IETF RFC 4825 [12] "POST Handling";
b)
shall generate an HTTP POST request message according to IETF RFC 2616 [r2616]. In the HTTP POST request message, the SNRM-S:
1)
shall include a Request-URI set to the URI corresponding to the identity of the VAL server;

2)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info +xml";
3)
shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with a <user-plane-delivery-mode> element in the <mbms-info> root element which shall include:
i)
a <delivery-mode> element indicating whether to deliver the user data to the UE(s) via unicast mode or multicast mode;

ii)
an <MBMS-media-stream-id> element indicating the MBMS media stream to be used; and
iii)
a <unicast-media-stream-id> element indicating the unicast media stream to be used; and

c)
shall send the HTTP POST request towards the VAL server according to IETF RFC 2616 [r2616].
Upon receiving an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";
b)
an application/vnd.3gpp.seal-location-info+xml MIME body with a <report> element in the <location-info> root element;

the SNRM-S:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP POST request is not authorized to report location information, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and

2)
shall support handling an HTTP POST request from a SNRM-C according to procedures specified in IETF RFC 4825 [12] "POST Handling"; and
b)
shall send an MBMS bearer announcement message with information related to TMGI 2 as specified in clause 6.2.3.3 towards the SNRM-C.
* * * End of Change * * * *

