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1. Introduction
This p-CR updates the request for unicast resource at VAL service communication establishment procedure for 3GPP TS 24.548.
2. Reason for Change
a)
Based on stage 2 in 3GPP TS 23.434 clause 14.3.2.6 and clause 14.3.2.7, the <unicast-info> element should be updated, quote:
14.3.2.6
Resource request

Table 14.3.2.6-1 describes the information flow for the resource request from VAL server to NRM server for unicast resources.

Table 14.3.2.6-1: Resource request
	Information element
	Status
	Description

	Requester Identity 
	M
	The identity of the VAL server performing the request.

	VAL user ID or VAL UE ID
	M
	The identity of the VAL user or VAL UE.

	VAL service requirement information (see NOTE)
	O
	VAL service requirements for unicast resource (e.g. Bitrate)

	NOTE:
When this information element is not included, the NRM server considers default VAL service requirement for the unicast resources.


14.3.2.7
Resource response

Table 14.3.2.7-1 describes the information flow for the resource response from NRM server to VAL server for unicast resources.

Table 14.3.2.6-1: Resource response
	Information element
	Status
	Description

	Result
	M
	The result indicates success or failure of the resource request operation.


------------------------------------------------------------------------------------------
b)
Based on stage 2 in 3GPP TS 23.434 clause 9.2.5.5, clause 10.2.5.5 and clause 11.2.5.5, the LM-S, GM-S and CM-S reference points all use HTTP reference points for transport and routing related signalling, but use SIP reference point for subscription/notification related signalling, quote:
9.2.5.5
LM-S

The interactions related to location management functions between the VAL server(s) and the location management server are supported by LM-S reference point. This reference point is an instance of CAPIF-2 reference point as specified in 3GPP TS 23.222 [8].

LM-S reference point is used by the VAL server to request and receive location information from location management server. The LM-S reference point shall use SIP-1 and SIP-2 reference points for subscription/notification related signalling. And for transport and routing of location management related signalling LM-S reference point uses the HTTP-1 and HTTP-2 signalling control plane reference points.

--------------------------------------------------------
10.2.5.5
GM-S

The interactions related to group management functions between the VAL server(s) and the group management server are supported by GM-S reference point. This reference point is an instance of CAPIF-2 reference point as specified in 3GPP TS 23.222 [8].

GM-S reference point supports the VAL server to obtain group information corresponding to the VAL service. The GM-S reference point uses HTTP-1/HTTP-2 reference points for transport and routing of group management related signalling. The GM-S reference point uses SIP-2 reference point for subscription/notification related signalling.
-----------------------------------------------------------
11.2.5.5
CM-S

The interactions related to configuration management functions between the VAL server(s) and the configuration management server are supported by CM-S reference point. The CM-S reference point supports VAL server to obtain the VAL service related vertical applications provisioning information. This reference point is an instance of CAPIF‑2 reference point as specified in 3GPP TS 23.222 [8].

The CM-S reference point shall use HTTP-1/ HTTP-2 reference points for transport and routing of configuration management related signalling. The CM-S reference point shall use SIP-2 reference point for subscription/notification related signalling.
Therefore, the SNRM-S reference point should be alligned with other reference points between the VAL servers and the management servers, which means the SNRM-S reference point uses HTTP reference points for transport and routing related signalling, and use SIP reference point for subscription/notification related signalling.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.548 v1.0.0.
* * * First Change * * * *
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* * * NEXT Change * * * *

6.2.2.2
Request for unicast resource at VAL service communication establishment procedure with SIP core
6.2.2.2.1
VAL server procedure


If the VAL client requests VAL service communication with the VAL server, the VAL server shall generate an HTTP POST request message according to procedures specified in IETF RFC 2616 [r2616]. In the HTTP POST request message, the VAL server:
a)
shall include a Request-URI set to the URI corresponding to the identity of the SNRM-S;

b)
shall include an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
c)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml";
d)
shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
1)
shall include a <request> element which shall include:

i)
a <requester-identity> element set to the identity of the VAL server performing the request;

ii)
an <identity> element set to the identity of the VAL user or VAL UE which requests the VAL service communication; and
iii)
an optional <requirement-info> element set to the requested unicast resource information; and
e)
shall send the HTTP POST request message towards the SNRM-S according to IETF RFC 2616 [r2616].
NOTE:
Before terminating connection due to no response from the SNRM-S, the VAL server allows sufficient time for the SNRM-S to reserve resources and respond. It is up to implementation to decide how long the VAL server waits for receiving response.
6.2.2.2.2
Server procedure
Upon receiving an HTTP POST request message containing:

a)
an Accept header field set to "application/vnd.3gpp.seal-unicast-info+xml";
b)
a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info +xml"; and

c)
an application/vnd.3gpp.seal-unicast-info+xml MIME body with a <request> element in the <unicast-info> root element;
the NRM-S:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP POST request is not authorized to request unicast resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and

2)
shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [12] "POST Handling"; and

b)
shall evaluate the need for network resources and use of resource sharing, and then send a SIP MESSAGE request containing request for resources according to procedures specified in 3GPP TS 29.214 [6] for EPS and/or 3GPP TS 29.514 [7] for 5G.














Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, the SNRM-S:

a)

shall generate an HTTP 200 (OK) response message according to IETF RFC 2616 [r2616]. In the HTTP 200 (OK) response message, the SNRM-S:
1)
shall include a Request-URI set to the URI corresponding to the identity of the VAL server;

2)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-unicast-info+xml"; and
3)
shall include an application/vnd.3gpp.seal-unicast-info+xml MIME body and in the <unicast-info> root element:
i)
shall include a <request-result> element set to “success” indicating success of the resource request operation; and

b)
shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 2616 [r2616].



* * * End of Change * * * *

