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1. Introduction
This p-CR provides procedrues for management of configuration event subscription.
2. Reason for Change
The stage#2 has provided procedrues to subscribe configuration modification events.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.546 v1.0.0.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
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-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows;".

[3]
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* * * Next Change * * * *

6.2.2
Common procedures


* * * Next Change * * * *

6.2.2.1
Management of configuration update event subscription
6.2.2.1.1
SIP based procedures
Editor’s note: The SIP based subscription procedure is FFS.
6.2.2.1.2
HTTP based procedures

6.2.2.1.2.1
Creating subscription

6.2.2.1.2.1.1
Client procedure

Upon successful service authorization of the VAL service, the SCM-C shall create a subscription for configuration events by sending an HTTP POST request to the SCM-S. In the HTTP POST request, the SCM-C:

a)
shall set the Request URI to the value "/configurationEventsSubscription";

b)
shall include the Host header with public user identity of SCM-S;

c)
shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [r6750]; and

c)
include the parameters specified in clause X.1.2 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [r7159].

6.2.2.1.2.1.2
Server procedure

Upon reception of an HTTP POST request from SCM-C where the Request-URI of the HTTP POST request is set to "/configurationEventsSubscription", the SCM-S:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP POST request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;

b)
shall generate unique subscription identity and store the subscription details for the authorized user; and

c)
shall send an HTTP 200 (OK) response including parameters specified in clause X.1.3.
* * * Next Change * * * *

6.2.2.1.2.2
Modify a subscription

6.2.2.1.2.2.1
Client procedure

Upon receiving a request from VAL user to modify existing subscription identified with unique subscription identity, the SCM-C:

a)
shall generate an HTTP PUT request. In the HTTP PUT request:

1)
shall set the Request URI to the value "/configurationEventsSubscription" appended with subscription identity;

2)
shall include the Host header with public user identity of SCM-S;

3)
shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [r6750]; and

4)
include the parameters specified in clause X.1.2 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [r7159].

b)
shall send the HTTP PUT request to the SCM-S.
6.2.2.1.2.2.2

Server procedure

Upon reception of an HTTP PUT request from SCM-C where the Request-URI of the HTTP PUT request is set to "/configurationEventsSubscription" appended with subscription identity, the SCM-S:

a)
shall determine the identity of the sender of the received HTTP PUT request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP PUT request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP PUT request and skip rest of the steps;

b)
shall determine whether subscription for configuration events exists or not based on received subscription identity in request URI; and

1)
if subscription does not exist, shall respond with an HTTP 406 (Not Acceptable) response to the HTTP PUT request and skip rest of the steps;

c)
shall update the subscription details based on received parameters from the HTTP PUT request; and

d)
shall send an HTTP 200 (OK) response including parameters specified in clause X.1.3.
* * * Next Change * * * *

6.2.8.1.2.3
Delete a subscription

6.2.8.1.2.3.1
Client procedure

Upon receiving a request from VAL user to delete existing subscription identified with unique subscription identity, the SCM-C:

a)
shall generate an HTTP DELETE request. In the HTTP DELETE request:

1)
shall set the Request URI to the value "/configurationEventsSubscription" appended with subscription identity;

2)
shall include the Host header with public user identity of SCM-S; and

3)
shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [r6750]; and

b)
shall send the HTTP DELETE request to the SCM-S.
6.2.8.1.2.3.2
Server procedure
Upon reception of an HTTP DELETE request from SCM-C where the Request-URI of the HTTP DELETE request is set to "/configurationEventsSubscription" appended with subscription identity, the SCM-S:

a)
shall determine the identity of the sender of the received HTTP DELETE request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP DELETE request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP DELETE request and skip rest of the steps;

b)
shall determine whether subscription for configuration events exists or not based on received subscription identity in request URI; and

1)
if subscription does not exist, shall respond with an HTTP 406 (Not Acceptable) response to the HTTP DELETE request and skip rest of the steps;

c)
shall delete the subscription details based on received parameters from the HTTP DELETE request; and

d)
shall send an HTTP 200 (OK) response to the SCM-C.
* * * End of Change * * * *

