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1
Introduction
We have discussed whether originating calls for an external alternative identity need to be routed via the AS serving the external alternative identity. In order to make a decision we need to discuss how to do the routing.
2
Procedures and call flow for handling external alternative identity
2.1
General

If the external alternative identity is in the same originating network as the native identity of the originating user, the originating request can be routed to the TAS of the external alternative identity. The TAS-A needs to act as an originating UA and sends the request to an I-CSCF. The TAS includes the orig parameter in the I-CSCF URI in the Route header field. The I-CSCF will then perform originating procedures and will select an S-CSCF. The I-CSCF will include the orig parameter in the S-CSCF URI in the Route header field.
The proposed handling of the identities is that the TAS-A leaves the Additional-Identity header field in the forwarded SIP request and does not change the From and/or P-Asserted-Identity header fields. Then the TAS-ExtAltId modifies the identity header fields From and/or P-Asserted-Identity, and removes the Additional-Identity header field before forwarding the SIP request.
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2.2
Handling of "orig" parameter in existing specifications
2.2.1
AS procedures

TS 24.229 in subclause 5.7.3 specifies how the AS behaves when sending a request on behalf of a public user identity:
"-
if the AS intends to send the originating request to the home network of the public user identity or the operator policy requires it, insert a Route header field pointing to the S-CSCF where the public user identity on whose behalf the request is generated is registered or hosted (unregistered case) or to the entry point of the public user identity's network. The AS shall append the "orig" parameter to the URI in the topmost Route header field; and
<**2 NOTEs deleted**>

-
if the AS intends to send the originating request directly to the terminating network and the operator policy allows it, forward the originating request directly to the destination without involving any S‑CSCF in the originating IM CN subsystem."

In addition, TS 23.228 has a requirement that the AS can send the request to the I-CSCF in subclause 4.2.4c:

"It shall be possible for an Application Server to originate a session on behalf of users or Public Service Identities. If the AS has no knowledge of the serving S‑CSCF for that user or Public Service Identity, such requests are forwarded to an I‑CSCF, and the I CSCF shall perform regular originating procedures for these requests."

So assuming the AS does not know the S-CSCF address, or if the AS does not retrieve it over the Sh reference point the I-CSCF is used.
2.2.2
I-CSCF procedures

TS 24.229 in subclause 5.3.2.1:
"Upon receipt of a request, the I-CSCF shall perform the originating procedures as described in subclause 5.3.2.1A if the topmost Route header field of the request contains the "orig" parameter."

In subclause 5.3.2.1A the I-CSCF determines the identity as:
"When the I-CSCF receives an initial request for a dialog or standalone transaction the I-CSCF will start the user location query procedure to the HSS as specified in 3GPP TS 29.228 [14] for the calling user, indicated in either:

1)
the P-Served-User header field, if included in the request; or

2)
the P-Asserted-Identity header field, if the P-Served-User header field is not included in the request."

So the P-Served-User is used if available. When the I-CSCF sends the request to an S-CSCF it includes the "orig" parameter:
"If the user location query was successful, the I-CSCF shall:

1)
insert the URI of an AS hosting the PSI, or the URI of the S-CSCF - either received from the HSS, or selected by the I-CSCF based on capabilities - as the topmost Route header field appending the "orig" parameter to the URI of the S-CSCF;"

2.2.3
S-CSCF procedures

The S-CSCF also performs originating procedures based on the "orig" parameter. TS 24.229 in subclause 5.4.3.1 specifies:

"-
perform the procedures for the UE-originating case as described in subclause 5.4.3.2 if the topmost Route header field of the request contains the "orig" parameter. The S-CSCF shall remove the "orig" parameter from the topmost Route header field; or,"

2.2.4
IBCF procedures

TS 24.229 in subclause 5.10.3.2 specifies for the IBCF as an entry point:
"4)
if IBCF receives an initial request for a dialog or standalone transaction, that contains a single Route header field pointing to itself, and it is co-located with an I-CSCF, or it has a preconfigured I-CSCF to be contacted, then forward the request to that I-CSCF. Otherwise select an I-CSCF and forward the request to that I-CSCF. If the single Route header field of the request contains the "orig" parameter, the IBCF shall insert the "orig" parameter to the URI of the I-CSCF;"

So it appears that the IBCF can handle the receipt of an "orig" parameter, even though it was probably introduced to support business trunking applications. It may be that we need something more on routing.
3
Proposal
It is proposed to add the call flow and the related procedures to TS 24.174.
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