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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

This clause shall start on a new page.

The present document …

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.268: "Public Warning System (PWS) requirements".
[3]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[4]
3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)"
[5]
3GPP TS 48.049: "Base Station Controller - Cell Broadcast Centre (BSC-CBC) interface specification; Cell Broadcast Service Protocol (CBSP)".

[6]
3GPP TS 25.419: "UTRAN Iu-BC interface: Service Area Broadcast Protocol (SABP)".

[7]
3GPP TS 23.251: "Network sharing; Architecture and functional description".

[8]
3GPP TS 22.268: "Public Warning System (PWS) requirements".
[aa] 
3GPP TR 33.859:  "Study on the Introduction of Key Hierarchy in Universal Terrestrial Radio Access Network (UTRAN)"

[bb] 



3GPP TS 33.102 "3G security; Security architecture"

[cc] 
3GPP TS 35.206 "Specification of the MILENAGE Algorithm Set: An example algorithm set for the 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 2: Algorithm Specification"

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
Security requirements of PWS
Editor’s Note: This section aims to add the updated security requirements of PWS, including roaming case.

Security requirements for PWS identified by SA1 in section 4.8 of TS 22.268 [2] are as follows:

-
PWS shall only broadcast Warning Notifications that come from an authenticated and authorized source.

-
The integrity of the Warning Notification shall be ensured.

-
The PWS protect against false Warning Notification messages.

NOTE: These requirements are subject to regulatory policies.

-
The authentication of the Warning Notification Providers is outside the scope of 3GPP Specifications.

Additional requirements identified by SA3 are as follows:

-
For UE that are enabled to receive Warning Notifications from the VPLMN in roaming areas, it shall meet these security requirements listed above.

-
The authentication solution should be robust against errors in the key distribution and overload so that genuine (potentially lifesaving) messages do not get rejected due to some error or overload in the network or in the authentication mechanism itself.

-
A serving network should periodically send test warning messages on the broadcast channel.

-
If the UE has not been configured for PWS message security, PWS warning messages shall always be displayed to the receiving end user.

-
Whether the PWS message has been properly authenticated or not should be invisible to the receiving end user except in the case when an authentication failure in a primary notification implies that an already displayed paging notification shall be rejected.

-
It shall be possible to configure whether or not primary notifications are displayed.

Additional SA3 working assumptions are as follows:

-
The working assumption is that the signing entity is on a national level.

5
System and security architecture of PWS

Editor’s Note: This section aims to give an overall description of security aspects of PWS.
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Figure 5.1: PWS system architecture overview

Figure 5.1 gives an overview of the complete security architecture.

-
Air interface between UE and access network needs security protection as PWS Warning notification messages are broadcast to UE via SYSTEM INFORMATION.

-
CBC is part of the core network and connects to the network node. For GERAN, CBC connects with the access network entity BSC; For UTRAN, CBC connects with the access network entity RNC; For E-UTRAN, CBC connects with the core network entity MME. The protocols between the CBC and these network nodes are defined in 3GPP TS 48.049 [5], TS 25.419 [6] and TS 23.401 [3].

-
CBE is outside of the scope of the 3GPP network. It is assumed that the CBE is responsible for all aspects of formatting CBS, including the splitting of a CBS message into a number of pages.

-
SGSN or MME can be used to deliver PWS keys to UEs.

-
A UE in limited service state is not required to receive, process, and display warning messages.

NOTE: The assumption above has been verified by SA WG1 for the REL-11 timeframe and may have to be reconsidered in later releases.

Editor's Note: It needs to add security architecture of PWS.

Editor's Note: The security solution should minimize the impact to the current mechanism

Editor’s Note: SGSN may receive PWS keys from CBC, or PWS keys are configured in SGSN directly. It is for FFS how SGSN gets the PWS keys, and whether the interface between SGSN and CBC should be added.

6
Security features of PWS

Editor’s Note: This section aims to give which security features should be done for PWS.

6.1
PWS threats and analysis

6.1.1
General

It needs to protect against attacks that are in the interface between PLMN and the Warning Notification provider. However, it is outside scope of 3GPP. The attacks which are within the wired network can effectively be dealt with NDS methods. So the most crucial threat is the one over air interface.

For PWS Warning Notification messages, the security threats are similar with ETWS. There may be spoofing attacks, e.g. an attacker may forge and issue PWS Warning Notifications maliciously. The messages sent over the air may introduce spoofing attacks. Another threat may be tamper attacks, e.g. an attacker may record and tamper a PWS Warning Notification message over the air interface.

RAN2 has decided to broadcast PWS Warning Notifications to user via SYSTEM INFORMATION over air interface. However, broadcasts of SYSTEM INFORMATION are not protected. If an attacker can imitate the base station behaviour maliciously and broadcast false PWS Warning Notifications or tamper PWS Warning Notifications coming from CBE, it will cause serious panic among the population.

In order to guarantee the authenticity and integrity of the Warning Notifications, the security requirements which specified in 3GPP TS 22.268 [8] are introduced. In order to meet these security requirements, it has been decided that PWS Warning Notifications shall be protected with signature and timestamp that are included in the Warning-Security-Information IE in the WRITE-REPLACE Request message. Moreover, some PWS security features should be considered and defined in details as to solve the remained security issues listed.

6.1.2
Location of node protecting the key delivery in PWS

The placement of the node that protects the delivery of the key is an important consideration in the security for PWS. For E-UTRAN and GERAN PS, it is possible to protect the PWS key delivery from the core network node to the UE using legacy security mechanism, while in UMTS and GERAN CS the protection can only be applied from RAN nodes. These RAN nodes (e.g. collapsed Node Bs or HNB in UMTS) may be deployed in location that are at the edge of the network and hence not be in the most secure locations. As a result of this they are significantly more vulnerable to attack than core network nodes.

Suppose that the node is towards the edge of the network is used to protect the delivery of the PWS key to the mobile. Then the compromise of such a node would allow the attacker to send false keys to all the users that are attached to that node. It would be enough to break the secure tunnel between this node and the operator’s network by getting the relevant key out of the compromised node. Then a man-in-the-middle could be inserted between the compromised node and the core network that modifies the signalling to send a known PWS key to the users. It would be then easy to fake a warning message that all the users under that node would believe is genuine. A more sophisticated attack would be to use a compromised network element, for example an open HNB, to get keying material in order to establish to establish a false base station from which to launch an attack. If such attacks are deployed at places where large crowds gather, then it could be possible to make a large number of people incorrectly receive a warning message simultaneously

6.2
Security features of PWS

6.2.1
General

A UE that has the capability to receive PWS message shall support PWS interface as specified in TS 23.401 [3] and TS 23.041 [4]. CBE sends Warning Notifications to the user via core network points and the access network points. When receiving PWS Warning Notifications, the user verifies the signature with the corresponding key and the algorithm. So it is essential that the user shall be notified which key should be for signature verification and algorithm should be used. Otherwise, it will cause verification failure.

As mentioned above, it shall ensure the synchronization of signature key and the signature algorithm between UE and the network. In the current specification, it only states PWS Warning Notifications shall be protected and it has been decided that PWS Warning Notifications are broadcasted to UE via SIB10, SIB11 and SIB12 for ETWS and CMAS. How to verify PWS message has not been specified when PWS Warning Notification messages are integrity protected. Additionally, in the Warning-Security-Information field, the length of signature is only 43 bytes. If PWS uses some popular signature algorithm, e.g. RSA (the length of the message signature is at least 1024 bits) it cannot meet the maximum length. So it should be considered as the length of signature in particular. In summary, it is essential to ensure that which digital signature algorithms should be used for PWS Warning Notifications protection. So several security features should be considered for PWS security as follows.
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Figure 6.2.1.1: PWS security features

6.2.2
Profile the signature algorithm

It needs to profile the digital signature algorithms. And how to profile digital signature algorithms should be considered and specified as well, i.e., which signature algorithms could be used for PWS and whether same digital signature algorithms shall be used for all the PWS system. And it needs to be settled that how to deal with the length of the signature of PWS message defined in Warning-Security-Information IE of the WRITE-REPLACE Request and how to handle the restriction of the length of the SystemInformationBlockType IE.

Editor's Note: The profiling should take into account the limit of the size of the key (which otherwise may induce too much data sent over the air-interface). It must also take into account the limit on the number of bytes that exist in the protocol fields for the signature today. Further limits may also be identified. The intention is to later ask SAGE for the best algorithm profiling that fulfils these limitations.

6.2.3
Algorithm Agility of PWS

The network should indicate to UE which algorithm to be used. By this way, UE can obtain signature algorithm and know which signature key should be used to verify the signature of PWS Warning Notifications.

Editor’s Note: It should avoid negotiation of security information during PWS warning.

An n-bit identifier is allocated to identify the signature algorithm with the following algorithm defined in table 6.2.3.1.
Table 6.2.3.1 Signature algorithms

	Value
	Signature algorithm

	0
	128-ECDSA

	1
	128-DSA

	2-2n
	For further use


It has been agreed to limit the number of standardized algorithms to at most the two algorithms listed above. If companies or governments wants to use the “For further use”-range, the registration of new signature algorithms must be handled and approved by 3GPP.

Editor’s Note:
The number of bits in the signature algorithm identifier is FFS.

Editor’s Note:
It is FFS is the number of standardized algorithms should be narrowed down to only a single algorithm.

6.2.4
Verification of PWS warning notification message

The UE shall support the verification of the signature and a USIM data file with two settings needs to be added to disable the PWS functionality (this only applies from Rel-11 and onwards as required by TS 22.268 [8]).

-
HPLMN PWS disable field disables PWS support in HPLMN and PLMNs equivalent to it.

-
Unsecured PWS disable field mandates the UE to ignore all PWS warning messages that are received without security protection.

And how to verify PWS Warning Notifications when integrity protected shall be solved. By this way, UE can verify whether the message comes from an authenticated authorized source and whether the messages have been modified maliciously.

If the "unsecured PWS disable" field in the USIM for PWS is set, the UE shall ignore all PWS warning messages that are received without security protection.

If the "unsecured PWS disable" field in the USIM is set, the UE shall verify the "digital signature" and "timestamp" when it receives a warning message with security protection. UE shall silently discard the warning message if the verification of "digital signature" and "timestamp" fails.

Editor’s Note: The impacts of sending more than one signature to the UE and if this solves the overload problem is FFS.

6.2.5
Primary and secondary notifications

To achieve immediate distribution of the highest priority information, ETWS specifies delivery of emergency information in two different notifications:

-
The primary notification only contains the most urgent information such as warning type (e.g. Earthquake). When receiving a primary notification the UE sounds an alarm sound and displays a pre-determined warning message on screen.

-
The Secondary Notification contains more detailed textual information such as seismic intensity, epicentre, etc. When receiving a secondary notification, the UE simply displays the information on screen.

In case of an earthquake, a UE will typically receive the primary notification several seconds before receiving the secondary notification. When receiving a primary notification, the user has no way of knowing the magnitude of the earthquake, as this information is only included in the secondary notification. And as the magnitude and epicentre is typically not known when sending out the primary notification, users receive primary notifications also for relatively non-serious earthquakes.

An adversary wanting to cause panic might therefore start sending out false notifications. While a false primary notification might only signal "Tsunami", causing people to run to shelter, a false secondary notification might falsify the magnitude of a minor earthquake "Earthquake, Magnitude 9.7" or instruct people to take hazardous or even fatal actions "Drink chlorine bleach to prevent radiation damage". While the above could also be done by e-mail, the impact is likely to be much higher when received through a trusted warning system.

It is therefore important that all notifications carrying warning information are equally protected.

6.2.6
Network Sharing Impact to PWS security

In both GWCN and MOCN configuration for network sharing types, there is no impact to PWS security in GSM, UMTS and EPS when using the current solutions, i.e. NAS messages to distribute public key and CBC to distribute the signature as long as there is no material in the signature specific to any of the operators.

NOTE: It must be ensured that the security constructs in PWS do not cause problems with network sharing, for example, key derivations and signatures should preferably not be dependent on areas, network identities and the like.

6.2.6.1
GWCN configuration

GWCN applies for EPS and UMTS, not for GSM according to TS 23.251 [7] Network Sharing.  In EPS and UMTS sharing network, a supporting UE decodes the shared network information and supplies the available core network operator PLMN-ids as candidates to the PLMN selection procedure. The UE performs network selection among available PLMNs. The UE sends an ATTACH REQUEST message to the network entity indicating the chosen core network operator. Then the shared MME/SGSN determines whether the UE is allowed to attach or not and sends the appropriate ACCEPT/REJECT message back to the UE. If successful, a supporting UE has attached to the selected shared network.
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Figure 6.2.6.1.1: An example of Network selection in GWCN configuration for a supporting UE in a shared EPS network for PWS public key distribution
Figure 6.2.6.1.1 shows that network selection procedure in GWCN configuration for network sharing has no impact to public key distribution in NAS SMC for PWS. Moreover, network sharing is an agreement between operators and shall be transparent to the user. This implies that a supporting UE needs to be able to discriminate between core network operators available in a shared radio access network and that these operators can be handled in the same way as operators in non-shared networks.  This also means that there is no impact for PWS public key distribution, provided there is no operator-specific material for PWS keys that differentiate the sharing operators.

With regard to PWS signature distribution procedure for GWCN configuration, since the pre-condition defined for network sharing in CBS is using only one single common CBC, CBE always contacts this CBC to broadcast warning messages including signature etc. security information. This single common CBC will use “impacted area” information received from CBE to know which core network entity (EPS) or radio network entity (UMTS) to contact.  The following procedure is the same as the normal one in non-shared network. So there is no impact for PWS signature distribution in GWCN configuration, provided there is no operator specific material in the signature.

For GWCN configuration, UMTS have the same situation like EPS does. So there is also no impact of network sharing for UMTS PWS services.

6.2.6.2
MOCN configuration

MOCN applies for all the system, i.e. GSM, UMTS and EPS. In sharing network, a supporting UE decodes the shared network information and supplies the available core network operator PLMN-ids as candidates to the PLMN selection procedure. The UE performs network selection among available PLMNs. The UE sends an ATTACH REQUEST message to the network. It also indicates to the radio access node the chosen core network operator. The eNB/RNC/BSC uses the routing information to determine which core network operator the message should be routed to and the ATTACH REQUEST message is sent to the core network operator chosen by the UE. The core network determines whether the UE is allowed to attach to the network. The shared core network node sends the appropriate ACCEPT/REJECT message back to the UE. If successful, a supporting UE has attached to the selected shared network.
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Figure 6.2.6.2.1: An example of Network selection in MOCN configuration for a supporting UE in a shared EPS network for PWS public key distribution

Figure 6.2.6.2.1 shows that network selection procedure in MOCN configuration for network sharing has no impact to public key distribution in NAS SMC for PWS. Similar like the analysis for GWCN case, there is also no impact for PWS public key distribution in MOCN case as long as keying material is not specific to any of the sharing operators.

With regard to PWS signature distribution procedure for MOCN configuration, since the pre-condition defined for network sharing in CBS is using only one single common CBC, CBE always contacts this CBC to broadcast warning messages including its signature which is out of operator control. This single common CBC will use “impacted area” information received from CBE to know which core network entity (EPS) or radio network entity (GSM and UMTS) to contact.  The following procedure is the same as the normal one in non-shared network. So there is no impact for PWS signature distribution in MOCN configuration, provided there is no operator specific material in the signature.

For MOCN configuration, GSM and UMTS have the same situation like EPS does. So there is also no impact of network sharing for GSM and UMTS PWS services.

6.2.7
Triggering condition for public key update

There are two scenarios for public key update, i.e. when the signing entity is changed or the signing entity provides new public key to the network. The scenario of triggering public key update could be infrequent.

When the signing entity is changed, the public key is changed and it should be updated. It happens when UE roams to a new cell which belongs to another PLMN with a different CBE. The new PLMN can be associated to the same CBE that the old one is and it can also be the different CBE. If this new PLMN is associated with a different CBE, the UE should use the public key provided by the new CBE to verify PWS signature. In this public key updating scenario, both the PLMN serving the UE and the signing entity-CBE have been changed after UE HO to a new cell.

There can be several reasons for signing entity providing new public key to the network, including end of public key lifetime, compromised public key and replay protection, etc. ECDSA/DSA with 128 bit security level is considered secure enough beyond 2030 according to NIST recommendations. Furthermore, each government will be very careful to send such kind of public warning. So the public keys for PWS signature could be seen as safe for a considerable period of time. However, there remains requirement for PWS public key update for some reasons e.g. private key leakage, key management hole etc.

There may also be policy reasons for changing the key. For example, the key lifetime of the key may expire. The lifetime of the key may be in the order of months or years.

PWS keys should not be updated immediately after a warning notification has been sent. Otherwise there is a risk that secondary warning messages will be rejected either because the UE already has the new key while the warning messages are still signed with the old key, or the UE still has the old key while the warning messages are already signed with the new key.
Editor’s Note:
Terminology used to identify keys used in the scope of this specification is FFS.

6.2.8
Roaming impact to PWS security

A roaming UE can attach to VPLMN network or perform TAU/RAU/LAU/handover from HPLMN to VPLMN network. Since different PLMN may connect to different CBE/CBC, a roaming UE need to initiate PWS key updating to get latest PWS key of the VPLMN. Then UE can use the latest PWS key to verify Warning Notifications broadcasted by the VPLMN.

-
Case1: UE attaches to VPLMN network, PWS key can be distributed to UE via SMC or attach accept message by VPLMN.

-
Case 2: UE is in idle state and performs TAU/RAU/LAU to VPLMN network, PWS key can be distributed to UE via TAU/RAU/LAU accept message by VPLMN.

-
Case 3: UE is in PS-connected state and performs handover to VPLMN network:

-
 When UE handovers to LTE network, UE will initiate TAU just after handover procedure and PWS key can be distributed to UE via TAU accept message by LTE network.

-
 When UE handovers to UMTS PS domain, UE will initiate RAU just after handover procedure and PWS key can be distributed to UE via RAU accept message by UMTS network.

-
 When UE handovers to GERAN PS domain, UE will initiate RAU just after handover procedure and PWS key can be distributed to UE via RAU accept message by GERAN network.

-
 When UE SRVCC handovers to UMTS/GERAN CS domain, then UE has to wait for CS service terminated and then performs LAU at once. Thus UE cannot obtain PWS key in time via LAU accept message since the duration of CS service is uncertain.

-
Case 4: UE is in CS-connected state and performs handover to VPLMN network:

-
When UE handovers to UMTS CS domain, then UE has to wait for CS service terminated and then performs LAU at once. Thus UE cannot obtain PWS key in time via LAU accept message since the duration of CS service is uncertain.

-
When UE handovers to GERAN CS domain, then UE has to wait for CS service terminated and then performs LAU at once. Thus UE cannot obtain PWS key in time via LAU accept message since the duration of CS service is uncertain.

-
 When UE rSRVCC handovers to LTE/HSPA PS domain, UE will initiate RAU just after handover procedure and PWS key can be distributed to UE via RAU accept message by LTE/HSPA network.

As mentioned above, UE cannot obtain PWS key in time in the following scenarios:

Scenario 1: If UE is in CS-connected state and it handovers to UMTS CS domain, UE has to wait for CS service terminated and then performs LAU at once to update PWS key. 

Scenario 2: If UE is in CS-connected state and it handovers to GERAN CS domain, UE has to wait for CS service terminated and then performs LAU at once to update PWS key. 

Scenario 3: If UE is in PS-connected state and it SRVCC handovers to UMTS/GERAN CS domain, UE has to wait for CS service terminated and then performs LAU at once to update PWS key. 

In above three scenarios, UE cannot obtain PWS key via LAU accept message in time. Since the duration of CS service is uncertain, if UE receives CBS warning message from VPLMN during the duration, it cannot verify the warning message by using latest PWS key.

But in TS 23.041 [4] section 2, the following text and table is described.

‘Reception of CBS messages for an MS/UE is not a requirement if it is connected in the CS domain. It should be possible for an MS/UE to receive messages if it is connected in the PS domain and no data is currently transmitted.’

	CS-Domain
	CS-Connected
	CS-Idle
	CS-Idle

	PS-Domain
	-
	PS-Idle
	PS-Connected

	Reception of CBS Message
	Not possible
	Possible
	Depends on RRC mode


In GSM system, when UE is in CS-Connected mode and CS service is on going, UE can only receive and decode messages on TCH channel.  But CBS message is delivered on CBCH channel. It is not a requirement for UE to listen to both TCH and CBCH in CS-Connected state. So it is not a requirement for UE to receive CBS message in CS-connected mode.

In UMTS system, when UE is in CS-Connected mode and CS service is on going, UE is in CELL-DCH state. In CELL-DCH state, UE can only receive and decode messages on physical channel DPDCH/DPCCH. But CBS message is delivered on CTCH channel which is mapped to physical channel S-CCPCH. It is not a requirement for UE to listen to both DPDCH/DPCCH and S-CCPCH in CELL-DCH state. So it is not a requirement for UE to receive CBS message in CS-Connected mode.

In case the UE is in PS-Connected mode it depends on the Radio Resource Control State whether reception of CBS messages is possible. If UE is in PS-Connected mode and no data is currently transmitted, UE is in CELL_PCH or URA_PCH state. In CELL_PCH or URA_PCH state, UE can listen to physical channel S-CCPCH and receive CBS message. If UE is in PS-Connected mode and some data is currently transmitted, UE is in CELL_DCH or CELL_FACH state (depends on algorithm of network side). In CELL_DCH state, UE can not listen to physical channel S-CCPCH and can not receive CBS message as described above. In CELL_FACH state, UE can transfer data and receive CBS message.
Based on above analysis, it is not possible for a CS-Connected UE to receive CBS warning message. Even if UE has to wait for CS service terminated and then performs LAU at once to update PWS key, there is no impact on PWS key updating and warning message verification. 

In conclusion, there is no new security requirement needed for PWS key distribution and warning message verification in roaming case on both PS domain and CS domain.
Editor's Note: It needs to be verified if the terminal can receive test messages in CS connected state or not.

7
Security solutions of PWS

Editor’s Note: This section aims to meet all the requirements and solve all the open issues of PWS.

7.1
Solution 1

Editor’s Note: Solutions for GSM and UMTS are needed.

7.1.1
Public key distribution

The solution describes the distribution of the public signature verification key information based on NAS messages. NAS SMC/Attach /TAU ACCEPT message can be used.
1.
In the initial attach procedure, UE sends the initial attach request to MME.

NOTE A: If UE has attached the network before, UE sends the public key identifier to MME in Attach request or TAU request. 

NOTE B: In the roaming case or in case of network sharing, UE should send PLMN ID to the core network.

2.
EPS AKA procedure may take place.

3.
When MME receives the initial attach request, MME distributes the latest public key and the identifier of public key and the signing entity identifier in NAS SMC. In addition, MME distributes the “network signature use counter” (NSUC) which is a monotonic increasing value that can be increased every time the public key is used.
NOTE C: In order to validate the PWS warning notification come from different signing entities, UE shall be notified signing entity identifier, to know which signing entity the PWS warning message comes from.

NOTE D: If UE has attached to the network before, when MME receives Attach or TAU request, it verifies whether the public key and NSUC that UE possesses is the latest. Otherwise, MME checks whether the PSKI and NSUC that UE send is latest. Otherwise, it will distribute the latest public key and the corresponding PKSI.
NOTE E: In the roaming case or in case of network sharing, when core network receives the request message, it will check whether the PLMN ID is same as the PLMN ID that it located in. Otherwise, MME will send the new PLMN ID to UE to avoid the collision of the public key identifier, as the PKSI may not be global unique.

4.
At receiving the NAS message, UE receives and saves the public key, PKSI, and the signing entity identifier and the relationship between PWS key, PKSI and the signing entity identifier sent from MME via NAS SMC. UE verifies the signature of PWS Warning Notification message with the public key and signature algorithm.
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NOTE F: Only happening in emergency case.

NOTE G: If the UE has several active keys, the UE can send several PKSI in one NAS message and receive several public keys in one NAS message.

Editor’s Note:
The sizes of NAS messages need to be considered.

The public key distribution mechanism can also be used for public key update in LTE.

7.1.2
Public key distribution in UMTS

The solution describes the distribution of the public signature verification key information based on AS message or NAS messages. SMC /Attach /RAU/LAU ACCEPT message can be used.
1.
In the initial attach procedure, UE sends the initial attach request to SGSN.

NOTE A: If UE has attached the network before, UE sends the public key identifier to SGSN in Attach/ RAU/LAU request. 

NOTE B: In the roaming case or in case of network sharing, UE should send PLMN ID to the core network.

2.
AKA procedure may take place.

3.
When SGSN receives the initial attach request, SGSN distributes the latest public key and the identifier of public key in Security Mode Command. In addition, SGSN distributes the “network signature use counter” (NSUC) which is a monotonic increasing value that can be increased every time the public key is sent.
NOTE C: If UE has attached the network before, when SGSN receives Attach/RAU/LAU request, it verifies whether the public key that UE possesses is the latest. Otherwise, SGSN checks whether the PSKI that UE send is latest. Otherwise, it will distribute the latest public key and the corresponding PKSI.

NOTE D: In the roaming case or in case of network sharing, when core network receives the request message, it will check whether the PLMN ID is same as the PLMN ID that it located in. Otherwise, SGSN will send the new PLMN ID to UE to avoid the collision of the public key identifier, as the PKSI may not be global unique.

4.
At receiving the Security Mode Command message, RNC transmits this message to UE.

5.
When receiving the Security Mode Command message, UE receives and saves the public key sent from RNC via Security Mode Command. UE verifies the signature of PWS Warning Notification message with the public key, NSUC and signature algorithm.
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Figure 7.1.2.1 Distribution of public key information in UMTS 

Editor’s Note:
 It is FFS whether SMC messages should be used for key distribution.

The public key distribution mechanism can also be used for public key update in UMTS.

7.1.3
Signature algorithm agility

This solution describes the distribution of the signature algorithm identifier based on Warning Notification messages and broadcast message. CBE signs the PWS Warning Notification. Figure 7.1.3.1 gives an example.

NOTE:
SAI: Signature Algorithm Identifier

1.
In the Emergency Broadcast Request, CBE provides the signature algorithm identifier to CBC. 

2.
CBC transmits the signature algorithm identifier to MME with Write-Replace Warning Request.

3.
 The MME sends a Write-Replace Warning Confirm message that indicates to the CBC that MME has started to distribute the warning message to eNB.

4.
Upon reception of the Write-Replace Confirm messages from MME, the CBC may confirm to the CBE that the PLMN has started to distribute the warning message.

5.
When MME receives this request, it transmits the signature algorithm identifier with Write-Replace Warning Request to eNB.

6.
 eNB broadcasts the signature algorithm identifier for the network’s coverage area to all UEs. And UE verifies the signature of PWS Warning Notification message with the public key and signature algorithm.
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Figure 7.1.3.1: Distribution of signature algorithm identifier 

PWS signature algorithm identifier is set in the IE: Warning-Security-Information of PWS Warning Notification.

The signature algorithm identifier can be set in the Warning-Security-Information IE in WRITE-REPLACE Request/Indication. Then the corresponding message over air interface will have no impact. If this approach is introduced, it will not increase the overload for network entity,
Editor’s Note：Other mechanisms for signature algorithm identifier distribution need to be studied.

7.1.4
Distribution of signature algorithm identifier in UMTS

This solution describes the distribution of the signature algorithm identifier in the ETWS PRIMARY NOTIFICATION WITH SECURITY or in the Warning Security Information of WRITE-REPLACE Request message.
NOTE:
SAI: Signature Algorithm Identifier
1.
In the Emergency Broadcast Request, CBE provides the signature algorithm identifier to CBC. CBC transmits the signature algorithm identifier to UTRAN with Write-Replace Warning Request.

2.
UTRAN sends a Write-Replace Warning Confirm message that indicates to the CBC that it has started to distribute the warning message to service area.

3.
Upon reception of the Write-Replace Confirm messages from CBC, the CBC may confirm to the CBE that the PLMN has started to distribute the warning message.

4.
When UTRAN receives this request, it first sends a PAGING TYPE 1 message or a SYSTEM INFORMATION CHANGE INDICATION message, including the IE "ETWS information".

5.
 After the reception of the IE "ETWS information" in either the PAGING TYPE 1 or the SYSTEM INFORMATION CHANGE INDICATION message. If RRC is configured from upper layers to receive the ETWS primary notification with security, UTRAN shall send SAI included in ETWS PRIMARY NOTIFICATION WITH SECURITY to UEs. And UE verifies the signature of PWS Warning Notification message with the public key and signature algorithm.
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Figure 7.1.4.1: Distribution of signature algorithm identifier in UMTS
7.1.5
Verification of PWS warning notification message

This section describes the solution that UE verifies the signature of PWS Warning Notification message with the saved public signature key and signature algorithm Figure 7.1.5.1 gives an example to show the solution with CBE as the signature entity.
1.
CBE sends SAI, NSUC and the signature included in Emergency Broadcast Request to CBC. The signature also covers the NSUC. 

2.
CBC sends SAI, NSUC and the signature in Write-Replace Warning Request to MME. 

3.
MME sends a Write-Replace Warning Confirm message that indicates to the CBC that MME has started to distribute the warning message to eNB.

4.
Upon reception of the Write-Replace Confirm messages from MME, the CBC may confirm to the CBE that the PLMN has started to distribute the warning message.

5.
When MME receives this request, it sends SAI, NSUC and the signature in the Write-Replace Warning Request to eNB.

6.
 eNB broadcasts SAI, NSUC and the signature for the network’s coverage area to all UEs.

7.
At receiving the broadcast information message, UE verifies the signature with the latest public key. The signature covers emergency warning, SAI, and NSUC. UE verifies that NSUC received from the network in the notification is greater or equal to the the NSUC stored on the UE. After receiving a warning message, the UE ceases to update its stored NSUC that is associated with this signing key.
Note: if there are too few bits to actually send the NSUC over the air in the warning message, it could be left out. Then the UE would need to test the potential NSUCs starting from the stored NSUC to the stored NSUC plus a window size. The signature will always have to cover both the warning message and the NSUC.

[image: image11]
Figure 7.1.5.1: Verification of PWS message

7.2
Solution 2

7.2.1
General

In this solution, a secure point-to-point channel is used to distribute PWS keys to UE registered to the network. Two aspects are included: the one is the network entity (MME/SGSN) distribute PWS key to UE (the blue line as showed in Figure 7.2.1.1 below); the other is network entity (MME/SGSN) get PWS key from CBC/CBE (the red line as showed in Figure 7.2.1.1 below).
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Figure 7.2.1.1: PWS key distribution path
7.2.2
Initial PWS key distribution

Initial PWS keys should be ready just after UE has registered to the network immediately. In this way by anytime there is a PWS warning message sent by the network, UE can verify it with the PWS key it has stored. So a solution is proposed that the initial PWS keys are distributed in attach procedure.

-
LTE: Two PWS keys and the corresponding public key identifiers (PKIDs) are sent to UE in Attach Accept message by MME, which is integrity protected.

-
UMTS: Two PWS keys and the corresponding PKIDs are sent to UE in Attach Accept message by SGSN, which is integrity protected.

-
GSM: Two PWS keys and the corresponding PKIDs are sent to UE in RAU Accept message during attach procedure by SGSN.

NOTE: Whether security enhancement is needed for GSM/GPRS is FFS.

The above two PWS keys are defined to be the current PWS key and the next PWS key. The current PWS key is the currently activated key which is used to sign the PWS notification message. The next PWS key is activated and becomes the current key after the old current one is deactivated.

7.2.3
Network PWS key configuration

Since PWS keys are sent to UE in L3 signallings, the network entity (MME/SGSN) should be configured with the PWS keys when PWS service is determined to be provided to UE by the network. Thus there is a requirement that CBC and MME/SGSN shall have an interface to distribute the PWS keys.

When the network determines to provide PWS service to UEs, CBC shall send PWS keys to MME/SGSN. After PWS keys are configured in MME/SGSN, once there is a UE registered to the network, MME/SGSN should distribute the PWS keys to the UE in the attach procedure.

When CBC/CBE updates the PWS keys of a specified notification area, CBC shall send the updated PWS keys to the network entities (MME/SGSN) which have connections with the affected RAN.

Editor's Note: It is FFS if the working assumption on a national root of trust determines CBC/CBE.

7.2.4
PWS key update

Even if the frequency of PWS key update is rather low, it should also provide a mechanism to permit PWS key to be updated. This solution uses a point-to-point secure channel to update PWS keys.

The network activates and updates PWS keys as follows:

-
Two PWS keys are used: the current PWS key and the next PWS key. The current one is the activated one which is used to verify the current PWS notification; the next PWS key is used to verify the PWS notification after it has been activated when the current one is deactivated.

-
When CBC determines to change the next PWS key to current PWS keys, it shall also update the next PWS key with a new one. And CBC shall send the updated next PWS key and its identifier to the network entities (MME/SGSN), together with the current PWS key identifier.
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Figure 7.2.4.1: PWS key activates and updates by network side
UE activates and updates PWS keys as follows:

-
The serving network always broadcasts the current PWS key identifier and the next PWS key identifier. The network entities notify the corresponding RAN to broadcast the just activated current PWS key identifier and the updated next PWS key identifier.

Editor’s Note: the broadcast is not authenticated. Therefore, an attacker can do two things: 1. deny reception of legitimate PWS warning by broadcasting next key ID as current key ID; 2. induce UE key update by broadcasting different PWS key identifier. The severity of these attack is for further study, as it constitutes a reflector attack with amplification.

-
UE activates the stored next PWS key to the current key as the serving network indicates.

-
Once a UE notices that at least one of the broadcasting PWS key identifiers is different from the one it stores, UE will performs PWS key update till the next normal TA/RA/LA update procedure.

-
In response to each successful tracking area, routing area or location area update, the network entity provides the PWS key requested by UE.

-
UE stores the received new PWS key as the next one.
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Figure 7.2.4.2: PWS key activates and updates by UE side

Editor’s Note: PWS Key Update in Figure 7.2.4.2 needs more detail.

Editor’s Note: Lifetime of the key must be longer than the TAU/RAU/LU lifetime.

7.2.5
Delivery of PWS warning notification message

When network nodes distribute PWS Warning Notification message to UE, the public key identifier (PKID) should be included in the message which is identified the public key used to sign the message. This method can avoid UEs trying each public key to verify the signature effectively. Figure 7.2.5.1 gives an example to show the solution used in LTE network.

1.
CBC/CBE sends a Write-Replace Warning Request message to MME. The message shall include a"PKID" to identify the public key used to sign the message, as well as the "the signature".

2.
MME sends a Write-Replace Warning Confirm message to the CBC/CBE.

3.
When MME receives this request, it sends a Write-Replace Warning Request message ("PKID", and "the signature") to eNB.

4.
When eNB receives this request, it broadcasts PWS warning message ("PKID", and "the signature") to all UEs in the network’s coverage area.

5.
At receiving the broadcast information message, UE verifies the signature with the public key identified by PKID which is received in the broadcast message.

6.
The eNB sends a Write-Replace Warning response message to MME to confirm the request.

7.
The UE alerts the user.
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Figure 7.2.5.1: Verification of PWS message 

NOTE: Step 6 happens after step 3, otherwise there are no other sequence requirements.
7.3
Solution 3

Editor’s NOTE: This is a solution for PWS security which includes solution 1 and 2 and also includes some new points to improve the solution.

With regard to public key distribution procedure, NAS messages, e.g. TAU/RAU/LAU accept can be used to distribute public key which is also in solution 1 and 2 of living doc. From previous meeting discussion, public key update should also be considered. LTE and UMTS can use similar procedures for public key distribution and update. For GSM PWS security solution, it may be different from previous two systems. Current TR gives some solutions and it depends on the meeting discussions and operators’ choice for it. So this doc only discusses LTE and UMTS system solution for PWS security.
7.3.1
PWS public key distribution

7.3.1.1
Initial PWS public key distribution

For LTE system, NAS messages, i.e. NAS SMC/Attach accept/TAU accept are used to distribute public key. Specifically, NAS SMC message is used to distribute PWS public key when UE attaches to a PLMN for the first time. In addition, the “network signature use counter” (NSUC) which is a monotonic increasing value that can be increased every time the public key is sent.

For UMTS system, NAS and AS messages, i.e. SMC/Attach accept/RAU accept are used to distribute public key. Specifically, SMC message is used to distribute PWS public key when UE attaches to a PLMN for the first time. In addition, NSUC is sent. When UE has inter-PLMN handover, TAU accept/RAU accept are used to distribute new PLMN PWS public key and NSUC.
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Figure 7.3.1.1.1 Initial distribution of PWS public key in LTE system

Editor’s Note: figure needs to be adapted to include NSUC in 3, 4, and 5

When MME receives the initial attach request, MME distributes public key(optional next key)and the corresponding public key ID(s), CBE ID, and NSUC for the current key in NAS SMC messages. UE receives and saves the public key(s), CBE ID(s), NSUC and signing entity ID. When UE receives warning messages, UE verifies the signature of PWS Warning Notification message with public key,NSUC and the signature algorithm. The signature covers emergency warning, and NSUC. UE verifies that NSUC received from the network in the notification is greater or equal to the the NSUC stored on the UE. After receiving a warning message, the UE ceases to update its stored NSUC that is associated with this signing key.

Note: if there are too few bits to actually send the NSUC over the air in the warning message, it could be left out. Then the UE would need to test the potential NSUCs starting from the stored NSUC to the stored NSUC plus a window size. The signature will always have to cover both the warning message and the NSUC.
 If UE has attached the network before, UE sends public key ID(s), NSUC, and CBE ID in the attach request/TAU request. When MME receives attach request or TAU request, MME checks whether public key ID(s) and NSUC is the same as it saves. If not, MME sends the public key(s), public key ID(s), NSUC and CBE ID it saves.NOTE1: [next key, next key ID] means that the next public key and ID is optional to send. It depends on operators’ and public key issued entity’s policy to use. The procedure of distributing two public keys is the same as distributing one public key. When a new key is put into use, NSUC for this key starts with 0.
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Figure 7.3.1.1.2 Initial distribution of PWS public key in UMTS system

Editor’s Note: Figure needs to be adapted to include NSUC in steps 3, 4, 5

When SGSN receives the initial attach request, SGSN distributes the latest public key(optional next key)  and the corresponding public key ID(s), NSUC and CBE ID in SMC messages. UE receives and saves the public key(s), public key ID(s), NSUC and CBE ID and the relationship in all of them. When UE receives warning messages, UE verifies the signature of PWS Warning Notification message with public key and the signature algorithm. The signature covers emergency warning, SAI, and NSUC. UE verifies that NSUC received from the network in the notification is greater or equal to the the NSUC stored on the UE. After receiving a warning message, the UE ceases to update its stored NSUC that is associated with this signing key.
Note: if there are too few bits to actually send the NSUC over the air in the warning message, it could be left out. Then the UE would need to test the potential NSUCs starting from the stored NSUC to the stored NSUC plus a window size. The signature will always have to cover both the warning message and the NSUC.
 If UE has attached the network before, UE sends the saved public key ID(s), CBE ID, NSUC and the corresponding PLMN ID in the attach request/RAU request. When SGSN receives attach request or RAU request, SGSN checks whether public key ID(s) and NSUC is the same as it saves. If not, SGSN sends the public key(s), public key ID(s), NSUC and  CBE ID it saves.
7.3.1.2
Core network PWS public key configuration
Regarding how the core network elements get public key,NSUC and relative ID, for LTE MME can get public key and relative ID by pre-configuration and also can get them through SBc interface from CBC. For UMTS, SGSN can get  public key and relative ID by pre-configuration. 

For LTE if MME gets public key(s) and the corresponding public key ID(s) through SBc interface from CBC, CBC uses Write-Replace Warning Request message to send current and next (optional) public key(s), the corresponding public key ID(s) and the signing entity ID to MME. After MME saves all the received public key context, it responds Write-Replace Warning Confirm message to CBC. This procedure is triggered when public keys on CBC are initially configured or updated. 
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Figure 7.3.1.2.1 MME PWS Key Configuration in LTE system

NOTE3: [next key, next key ID] means that the next public key and ID is optional to send. It depends on operators’ and public key issued entity’s policy to use. The procedure of distributing two public keys is the same as distributing one public key. 

NOTE4: NSUC distribution is safe, i.e. if an MME lags behind in being updated, here may be a window of opportunity for replay attacks, however warning messages can still be verified.

Editor’s Note: SAI(Signature Algorithm ID) can be included in the Warning-Security-Information IE in WRITE-REPLACE Request/Indication and NAS messages when distributing public key. It needs FFS where to carry this SAI.

7.3.1.3
PWS public key update

When the network updates the public key or NSUC, it uses the very next TAU/RAU procedure to distribute the update public key for PWS security.  This TAU/RAU can be normal procedure that UE moves to trigger and also can be periodic TAU/RAU procedure. The network sends the latest public key, public key ID and CBE ID in TAU/RAU accept to UE.

There are two cases for UE to get new public key or NSUC.

1. CBE sends periodic warning message “test” which is signed by the latest public key. The warning type of this warning message is “test”.  Public key ID, NSUC and CBE-ID should also be included in the test warning message. When UE receives it, UE verifies the signature using the public key it saves. If successful, the public key UE saves is the latest. UE updates NSUC if greater than the NSUC stored on the UE. If signature verification is not successful, UE sends the public key ID and CBE ID in the next TAU/RAU request. When MME/SGSN receives them, MME/SGSN checks whether public key ID is the same as it saves. If not, MME/SGSN sends the update public key, public key ID and CBE ID it saves in TAU/RAU accept message. Especially, CBE must send warning message “test” which is signed by the latest public key to let UE knows in time once the CBE updates the public key. 

2. UE sends the public key ID and CBE ID and NSUC in the TAU/RAU request. When MME/SGSN receives them, MME/SGSN checks whether public key ID is the same as it saves. If not, MME/SGSN sends the update public key, public key ID, NSUC and signing entity ID it saves in TAU/RAU accept message. 

NOTE: There can be some policy for UE to know when to send public key ID, CBE ID, NSUC and the corresponding PLMN-ID in the TAU/RAU request. For example, there can be some pre-configured periodical time for UE to use.
NOTE: Next public key and ID is optional to send. It depends on operators’ and public key issued entity’s policy to use. The procedure of distributing two public keys is the same as distributing one public key.

7.3.2
PWS warning notification message

For LTE system, CBE can sign the PWS Warning Notification.
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Figure 7.3.2.1 PWS warning notification procedure for LTE system

1.
CBE sends public key ID, NSUC and the signature included in Emergency Broadcast Request to CBC. 

Editor’s Note: SAI(Signature Algorithm ID) can be included in the Warning-Security-Information IE in WRITE-REPLACE Request/Indication and NAS messages when distributing public key. It needs FFS where to carry this SAI.

2.
CBC sends public key ID, NSUC and the signature in Write-Replace Warning Request to MME. 

3.
MME sends a Write-Replace Warning Confirm message that indicates to the CBC that MME has started to distribute the warning message to eNB.

4.
Upon reception of the Write-Replace Confirm messages from MME, the CBC may confirm to the CBE that the PLMN has started to distribute the warning message.

5.
When MME receives this request, it sends public key ID, NSUC and the signature in the Write-Replace Warning Request to eNB.

6.
 eNB broadcasts public key ID, NSUC and the signature for the network’s coverage area to all UEs.

7.
At receiving the broadcast information message, UE verifies the signature with the latest public key and signature algorithm. The signature covers emergency warning, SAI, and NSUC. UE verifies that NSUC received from the network in the notification is greater or equal to the the NSUC stored on the UE. After receiving a warning message, the UE ceases to update its stored NSUC that is associated with this signing key.
Note: if there are too few bits to actually send the NSUC over the air in the warning message, it could be left out. Then the UE would need to test the potential NSUCs starting from the stored NSUC to the stored NSUC plus a window size. The signature will always have to cover both the warning message and the NSUC.

If UE failed to verify the signature with current public key, and UE has received the optional next public key and key ID, UE should try to verify the signature with next public key.
8. eNB sends Write-Replace Warning Response message to MME to let MME know it has broadcast the warning messages.

9. UE alerts the user what kind of warning will happen. 

For UMTS system, CBE can sign the PWS Warning Notification.
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Figure 7.3.2.2 PWS warning notification procedure for UMTS system
1.
In the Emergency Broadcast Request, CBE provides public key ID and the signature to CBC. CBC transmits them to UTRAN with Write-Replace Warning Request.

Editor’s Note: SAI(Signature Algorithm ID) can be included in the Warning-Security-Information IE in WRITE-REPLACE Request/Indication and NAS messages when distributing public key. It needs FFS where to carry this SAI.

2.
UTRAN sends a Write-Replace Warning Confirm message that indicates to the CBC that it has started to distribute the warning message to service area.

3.
Upon reception of the Write-Replace Confirm messages from CBC, the CBC may confirm to the CBE that the PLMN has started to distribute the warning message.

4.
When UTRAN receives this request, it first sends a PAGING TYPE 1 message or a SYSTEM INFORMATION CHANGE INDICATION message, including the warning type.

5.
 After the reception of the warning type in either the PAGING TYPE 1 or the SYSTEM INFORMATION CHANGE INDICATION message. If RRC is configured from upper layers to receive primary notification with security, UTRAN shall send public key IDincluded in PRIMARY NOTIFICATION WITH SECURITY and the signature to UEs. And UE verifies the signature of PWS Warning Notification message with the public key and signature algorithm. 

Test warning messages:

According to the security requirement in section 2 of this living document,

"A serving network should periodically send test warning messages on the broadcast channel."

CBE can send periodic warning message “test” which is signed by the latest public key. The warning type of this warning message is “test”.  Public key ID, NSUC and CBE ID should also be included in the test warning message. When UE receives it, UE verifies the signature using the public key indicated by the public key ID in the “test” message. If successful, the public key UE saves is the current. UE updates NSUC if greater than the NSUC stored on the UE. If signature verification is not successful,, UE sends the saved public key ID, NSUC and CBE ID in the next TAU/RAU request. When MME/SGSN receives them, MME/SGSN checks whether the received public key ID is the same as it saves. If not, MME/SGSN sends the  public key(optional next key), public key ID,  and CBE ID it saves in TAU/RAU accept message. Especially, CBE must send warning message "test" which is signed by the latest public key to let UE knows in time once the CBE updates the public key.
7.4
Solutions to security issues in GSM/GPRS

7.4.1
General

Unlike LTE and UMTS, GSM/GPRS security mechanism does not provide integrity protection on the radio interface. So the proposed PWS public key distribution solution based on integrity protection in AS and NAS messages in UMTS and LTE is infeasible. This section describes solutions on how to distribute the public key and other security information to the UE in GSM/GPRS. Three possible approaches are suggested:

NOTE: This is an exhaustive set of options.

7.4.2
Re-use current GSM/GPRS security mechanism with initiating ciphering

In GSM/GPRS, PWS public key can be ciphered with GSM/GPRS AKA key. The solution that we suggest is distributing public keys based on NAS message. Figure 7.4.2.3.1 shows an example that distributes public key in GSM/GPRS. The RAU/LAU ACCEPT message can also be used.
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Figure 7.4.2.3.1: Distribution of public key information in GSM/GPRS

In the initial LAU/RAU procedure, UE sends the LAU/RAU request. When MSC/SGSN receives the LAU/RAU request, MSC/SGSN sends LAU/RAU Accept message to UE. In the LAU/RAU Accept, the latest public key and PKSI are included. MSC/SGSN encrypts the LAU/RAU Accept message with Kc. And the PWS public key and PKSI are protected. When UE receives LAU/RAU Accept message, it decrypts the LAU/RAU Accept message to achieve the latest public key and PKSI, saves the latest public key and PKSI.

If UE has attached to the network before, UE can send the public key identifier to the network entity in LAU/RAU. MSC/SGSN checks whether the PSKI is the latest. Otherwise, it will distribute the latest public key and the corresponding PKSI. When UE receives LAU/ RAU ACCEPT, it saves the latest public key and PKSI.

Only cipher LAU/ RAU ACCEPT with UP still remaining unencrypted:

In common views, it cannot only mandate ciphering LAU/RAU one procedure and leave others and UP without ciphering since once ciphering is turned on, it is better not to be turned off for security reasons. If operator does not want to turn on ciphering according to local policy, a possible alternative can be that SGSN/MSC mandates ciphering when performing RAU/LAU procedure for distributing public key. If SGSN/MSC decided to carry PWS public in RAU/LAU accept message, we use the current GSM security to cipher LAU/RAU accept message carrying with PWS public key. Normally, after that, UE will release RRC connection and be in idle mode. In the next session, UE connects to the network and MSC/SGSN sends cipher mode command with turning off ciphering in Cipher Mode Command setting to the UE when local policy is remaining UP unencrypted. Please note that above solution needs some changes in SGSN/MSC. In addition, there may be a possibility that cipher algorithms are disabled in BSS, i.e. BSS does not support any cipher algorithms, if cipher is not allowed by local policies. If it is the case, BSS should also be modified.

Not initiating ciphering in the whole GSM/GPRS system:

In case that operator will not initiate ciphering anyhow in GSM/GPRS, it is suggested to send PWS public key and identifier directly without ciphering in LAU/ RAU ACCEPT message. To some extent, it can also ensure that UE will get public key to verify the signature than without doing any security to PWS in GSM/GPRS.
7.4.3
Enhanced integrity protection mechanism for GSM /GPRS

-
Generate the integrity key based on the current GSM security. Kc is the encrypted key which generate from GSM AKA, Kmac is the integrity key used in PWS generated from Kc. Then Kmac can be used to protect PWS public key. Note that in this solution it is not restricted integrity mechanism only for PWS, it can be used in the whole system if operator want to enhance the security in the whole system.

-
Key Derivation method directly:

-
Kmac is derived from Kc.It can be generated as follows:

-
Kmac=KDF [Kc，S], S=Fc||P||L, Fc=0x14, P=UE id, L= the length of UE id

-
The configuration of the integrity algorithm. 

-
Pre- configured the integrity algorithm in MS and network node.

-
Distribution the integrity algorithm to MS from network. When the integrity key is generated, the integrity algorithm or the algorithm identity indication can be distributed with protection.

In GSM, integrity algorithm and PWS public key can be integrity protected with Cipher mode CMD message. The integrity key Kmac is generated with the method discussed above. The procedure is shown in Figure 7.4.3.1.
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Figure 7.4.3.1: Distribution of public key information in GSM 

In GPRS, integrity algorithm and PWS public key can be integrity protected within Authentication and Ciphering Request message. The integrity key Kmac is generated with the method discussed above. The procedure is shown in Figure 7.4.3.2.
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Figure 7.4.3.2: Distribution of public key information in GPRS

7.4.4
Limiting key updates in GSM/GPRS

If the protection of the key distribution in GSM/GPRS has a lower security level (or no security) than the protection of the key distribution in the other accesses, this lower security level might spread to UMTS or LTE capable UEs if they listen for key distribution messages in GSM/GPRS.

The reason being than an UMTS or LTE capable UEs might attach to a GMS network when there is no UMTS or LTE coverage. Even if the UE is configured to discard messages without a valid signature, an adversary could potentially inject false keys and false warning messages in an attempt to cause panic.

-
For GSM only UEs, the only solution is to introduce some kind of enhanced GSM/GPRS security context. Making such a large change to existing GSM/GPRS networks seems unjustified just for PWS.

-
For UMTS or LTE capable UEs, the problem could be mitigated by only accept key distribution messages in GSM/GPRS is there is no valid key received from UMTS/LTE. If the same signature key is used in all accesses, improved robustness and coverage could still be achieved by listen for warning messages in GSM networks.

As a subscriber with an UMTS or LTE capable UEs could have GSM only coverage for weeks (e.g. when going on vacation), this puts some extra requirements on the key distribution methods. The lifetime of the signature keys would need to be at least as long as the time an subscriber might have GSM only coverage.

Editor's Note: It is FFS if there are regulatory requirements to accept key distribution messages in accesses where the user does not have a subscription.

7.4.5
Mechanisms of NAS solution for GSM/GPRS

It is considered to mitigate this security issue through the NAS solution’s mechanism.Two possible methods can be used to mitigate the seurity impacts caused by no integrity protection in GSM/GPRS.

The first one is prior receiving PWS public key from UMTS/LTE network.Nowadays most UEs will support multi-mode and UE can receive PWS public key from different RATs. When the UE and network perform the initial distribution or update of PWS public key, UE receives and stores public keys indenpendly from GERAN/UMTS/LTE. As the same signature key is used in all accesses in one PLMN for the same CBE, UE should prior use the public keys from UMTS/LTE to verify the PWS notification message received from GSM/GPRS network. This can avoid injecting a forge PWS public key to UEs by a fake base station. This method does not work for terminals that only have GSM coverage for an extended period of time or are only GSM capable.The second one is broadcasting periodic PWS testing warning messages by the network.As the PWS public key update procedure described in clause 7.3.1.2, the network periodically broadcasts PWS warning message “test” signed by the latest public key. UE verifies the signature using the public key it stores. If successful, UE determines that the public key it storing is latest, and discards the warning test silently. Otherwise, UE determines that the public key it storing is not correct, and sends the public key ID and signing entity ID in the next TAU/RAU/LAU request. When SGSN/MSC receives them, SGSN/MSC checks whether public key ID is the same as it saves. If not, SGSN/MSC sends the update public key, public key ID and signing entity ID it saves in TAU/RAU/LAU accept messages. In this way, if UE receieves and stores a forge PWS public key from GSM/GPRS network, UE can always identify whether the public key is correct or not by periodic PWS testing warning message, and then UE could fetch a correct PWS public key from the network in time. The test message can be received when the terminal is in PS connected state. It depends on the RRC state.
Editor's Note: It needs to be verified if the terminal can receive test messages in CS connected state or not. Note that this editor's note is also present in clause 6.2.8 and should be taken care of at the same time as this one.
Editor's Note: The risk of introducing DDoS attacks and simple key forgery attacks needs further study.
7.5
Solution 4: GBA based protection

7.5.1
General
Since this is so far just a sketch of how a solution based on GBA could work, it is not comparable one-to-one with the solution based on NAS security. However, it gives a hint about how such a solution could work and some pros/cons can be identified.

A main benefit of using a GBA based approach is that GSM, with it's lack of integrity protection and security termination point far out in the network and home base stations, also with the security termination point far out in the network, would not be weak points for the security. A GBA based approach brings the security termination point to a server in the core network.

A second benefit is that it is not necessary to use the NAS messages as transport channels for the delivery of the public keys used to sign the warning messages. Should other WGs inform SA3 that there is not sufficient space in the NAS messages to use them as SA3 currently proposes, the approaches outlined in these clauses can be used instead.

A GBA based approach can be split in two main parts: the protection of the public keys used for warning message signing, and the transport of these messages to the terminal.

7.5.2
GBA based protection of public key distribution

On a high level a GBA based solution would work something along these lines:

1.
After registering with the network, the terminal performs a GBA Ub bootstrap or the network establishes a Ks_NAF using GBA Push using some form of transport for the GBA related traffic. The transport could for example be over a packet switched data bearer, SMS, USSD, or even using NAS messages.

2.
A NAF pushes the public key(s) to the terminal protected by Generic Push Layer or some other protocol. Alternatively, the terminal pulls the public key(s) from the NAF, e.g., via HTTP. Also here the transport for the messages can be any of several options, SMS, USSD etc.

3.
In case a terminal is without a public key for warning message verification for some reason, it can bootstrap via Ub and pull the public key from the NAF. The network need to provide the terminal with information about which is the current key (e.g., by including the current key identity in some SIB, by the terminal receiving or requesting the identity of the current key from some server).


A NAF, as defined in the GBA architecture, assumes the task of distributing the PWS public keys (called ‘PWS key center’).

Editor’s note: it is ffs whether this NAF is part of CBC, CBE, or is a standalone entity. 
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1.
UE becomes aware that it does not have the correct key.
2.
If the UE doesn’t have the new public key, it will request the key from the NAF acting as PWS key center.

3.
The GBA procedure is performed among the UE, the BSF and the NAF with the result the UE and the PWS key center share a key Ks_NAF.

4.
The new public key protected by Ks_NAF is sent to the UE.

   Editor’s note: Overload control for the PWS key center is ffs.

7.5.3
Transport mechanisms for public key distribution

If the protection of the public keys is provided by an application layer mechanism such as GBA and, e.g., GPL, there are several options for transporting the public keys to the terminals. 

NAS messages: the integrity protected public keys can be included in NAS messages. This does of course not provide any savings in terms of NAS message space, but the integrity protection can be provided all the way from the core network. For example, a separate key distribution center (a NAF) can integrity protect the keys and deliver them to the SGSN/MSC/MME, or a separate protection function can be included in the SGSN/MSC/MME that is provided with the keys for the key distribution center.

Setting up PS bearer and use IP to connect to a NAF key distribution center: using this approach does not work for terminals that only support the CS domain and would hence have to be combined with one of the other options below to cater for all types of terminals.

SMS: Probably only practical for use in a push fashion. I theory possible to allow terminals to send an SMS requesting public keys, but such a construction may become complex and heavy. In case of a pure push based solution, the network needs to keep track of the terminal on the application layer to be able to know when the terminal is in an area where it does not have the current public key to verify warning messages. An SMS can carry 160 octets and if one or two 256-bit public elliptic curve DSA keys are sent that is plenty of space. Sending the corresponding security level of RSA or DSA keys would not be possible in a single SMS. In that case chained SMSes would have to be used. SMS is currently not present in LTE.

Unstructured Supplementary Service Data (USSD); TS 23.090: USSD is commonly implemented and provides data traffic in both uplink and downlink. It is present in UTRAN and GERAN and over IMS, so it can be used for any of the 3GPP accesses.

Circuit switched data (CSD); TS 23.202: CSD can be used over GERAN and UTRAN, if for example a regular PS bearer is used in LTE. CSD however seems to be mainly intended for UE to UE communication and may hence not be appropriate to use as a bearer between a terminal and a server in the network.

NOTE: All of the transport bearers above except NAS messages requires a separate CS or PS bearer to be set up if the terminal is to be able to pull public keys from the network (which seems likely to be necessary).

7.5.4
Pros

A GBA based solution would not suffer from the weaknesses related to false or hacked bases stations (e.g., BSS in GERAN and home (e)NBs in UTRAN/E-UTRAN) that applies to the NAS based solution. The reason is that a GBA based solution protects the distribution of the key all they way from the NAF (presumably located in the core network).

Most protocols for key establishment and protection of the public key delivery are actually in place already: GBA and/or GBA Push for key establishment, GPL and HTTPS to protect the key delivery to the terminal (push and pull respectively).

The signing/verification, display of warning to the user and possible public key infrastructure are mainly application layer functions. Therefore it would be preferable from a design cleanness perspective to also do the key distribution on the application layer (compared to mixing application layer and the radio layer as is the case for the NAS based solution). Layer violations (or cross layer optimizations as they are sometimes called) usually leads to complexity. However, it cannot be ruled out that a GBA based solution will also have dependencies on the radio layer. This may be discovered to be necessary if this path is further pursued.

7.5.5
Cons

If GBA push is used over SMS, the maximum limit for one message is 160 octets (unless SMS chaining is used). This means that, to achieve 128-bit security level, a 256-bit ECDSA key would fit easily (32 octets), but 3072-bit RSA or DSA keys would not fit (384 octets).  A way around this could be that only a trigger is pushed to the terminals, and the terminals then pull down the key from the NAF. Further, using SMS as a bearer for pushing messages may put an unreasonable load on the SMSC.

At the moment not many cons have been identified, but clearly cons to some degree would be discovered once more details would be examined.

7.5.6
Cost

The NAF needs to be dimensioned to handle a huge number of simultaneous request for the current key in the same way the MSC/SGSN/MME would have to be dimensioned to handle the distribution of public keys in NAS messages.

Depending on if SMS is used to push data to the terminals, the SMSC may need to be dimensioned to handle a bigger load than today.

The home network needs to deploy a BSF. There could be a cost to re-dimensioning the home BSF/HSS. There may be a need to look into the lifetime of the Ks_NAF.

Editor's Note: Comparison to the other solutions is needed.

7.6
Solution 5: using NAS layer security 

7.6.1
High level solution discussion 

This solution is for both UTRAN and GERAN and is motivated by the desire to protect the delivery of PWS keys from the core network to reduce the risk of compromised RAN nodes. The proposed solution is designed to work with a current USIM and only require changes in the ME and core network node of the serving network. This ensures that if serving network wants to use secured PWS messages, then any roaming users with handsets that support the functionality will be able to receive the warning messages. The solution currently focuses only on subscriptions with USIM. This is because with a SIM, it will always be possible to replay a particular challenge to the UE and hence if the Kc for one challenge can be obtained then it will be possible to send a false PWS key to a UE. Adding some of the functionality described in this solution to the SIM case will avoid some of the ways that an attacker could get a false key onto a UE. Such enhancements may be worth deploying but some more analysis needs to be done on the issue. 



Editor’s note: Extending this solution to the SIM is FFS.

The proposed solution uses part of solution 2 in the UTRAN KH  (see TR 33.859 [aa]) to generate a root key that remains in the core network (note: the rest of that solution, e.g. providing a fresh key at idle to active is not needed here). From the key and the COUNT values used to ensure a fresh key, the UE and core network node can generate a key when needed to protect the delivery of the PWS key. 

In addition the solution needs to provide a mechanism to ensure that the root key (or keys that could derive the root key) never leave the core network. This is provided by the following three bits of functionality. Firstly, the UE with a USIM will never accept a PWS key protected by a security context generated by a run of GSM AKA. In general, this could happen with a pre-Rel 99 VLR/SGSN or an ME that does not support the ME to USIM interface (see TS 33.102 [2]). Both these cases can be ruled out for PWS security and hence there is no need to fall back to GSM AKA for the protection of PWS keys. This prevents an attacker forcing a UE to fall back to GSM AKA in order to be able to deliver a false PWS key. 

Secondly, in response to a challenge requesting it to establish the enhanced security context, the UE does not respond with RES but rather with an enhanced response derived from CK and IK. When the core network receives such a response, it will not release CK and IK to the RAN nodes. Similarly, the UE will only accept PWS keys when protected using a security context where it returned the enhanced response. This means that an attacker that breaks into a RAN node would not be able to get CK and IK unless RES can be provided to the core network. An attacker deploying a false GSM base station could get 32 bit of information about RES due to the way that the GSM response is calculated from the UMTS response (X) RES (see TS 33.102 [bb]). Hence the level of security provided by this is 32 bits less the length of (X)RES. Milenage (see TS 35.206 [cc]) uses a 64 bit (X)RES and hence a USIM using standard Milenage would get 32 bit of security from this. 

Thirdly, an AMF bit is assigned and when that bit is set a UE will not use the security context derived from such an AV to protect the delivery of PWS keys. A core network node that wishes to send PWS keys to a UE shall inform the HSS that it intends to use the AV to generate a security context that will protect the delivery of PWS keys. This means that a HSS can control which core network can receives AVs that can be used to provide protection of PWS keys. If the HSS sends an AV with the AMF bit set to all other nodes, this means that it is not possible for an attacker to get CK and IK unless it breaks into a core network node. This functionality would be optional to implement in the HSS. It should be noted that by having the AMF bit set to mean that the AV can be used for PWS security would require a change in the home network before a roaming UE could receive PWS keys and would be against the design principle of the solution.

In summary the above solution provides a NAS level solution to protecting the delivery where the home operator has control over the level of security that is provided to each UE. 

Editor’s note: A comparison of this solution with the other solutions, especially the GBA approach, is needed.
7.6.2 
Solution details

7.6.2.1
General

The solution is made of three components: firstly changes to the mobility message, secondly enhancement to the authentication procedure and finally changes to the context transfer messages between core network nodes. Each of these changes will be detailed in turn. 

7.6.2.2
Changes in the mobility messages from the UE

In the Request mobility message (e.g. Attach, RAUs and LAUs), the UE needs to send the relevant information to the network that it is capability of receiving PWS keys and for the network to decide if the UE has the correct PWS key. The UE shall also include the COUNT value (as described in solution 2 of TR 33.859 [aa]) if it has an enhanced security context.

In the Response message, if the UE needs a new key, the network needs to include the PWS key identity, PWS key and a MAC calculated over the transmitted key and its identity using the KPWS-int as the key and over the transmitted key. KPWS-int is calculated as follows:

KPWS-int = KDF(KASMEU, COUNT)

7.6.2.3
Changes to the authentication procedure

The authentication procedures is enhanced to provide a key, KASMEU  that does not leave the core network as in solution 2 in the UTRAN KH specification (see clause 5.2 of TR 33.859 [aa]). In order to achieve this, the core network node signals that it want to run an enhanced authentication to the UE in the message carrying the authentication challenge. This results in both the UE and core network node calculating KASMEU and setting the COUNT value associated with it to zero. On receiving an authentication challenge for an enhanced AKA, the UE checks that the relevant AMF bit is not set. It also calculates an enhanced authentication response (EAR) as follows:

EAR = KDF (KASMEU, other parameters)

Editor’s note: The other parameters in the above calculation need to be defined.

The core network node will check that the received EAR is correct.

When requesting AVs in order to be able to send PWS keys, the core network node will inform the HSS that it wants AV for protecting PWS keys. An HSS that support this feature will send AVs with the relevant AMF bit set to all core network nodes that do not require an AV for protecting PWS keys and AVs without the relevant bit set to core network nodes that require AVs to protect PWS keys. 

7.6.2.4
Changes to context transfers between core network nodes

When transferring the UE’s context from one core network node to another, the old core network node shall include KASMEU and COUNT.

7.7


Solution 6: Implicit Certificate PKI based PWS solution

7.7.1

General

An overview of the implicit certificate based approach is shown in figure 7.7.1.1. UE firmware is provisioned with public keys of several global CAs. The message signer periodically obtains an implicit certificate from a CA which can be included as part of the security portion of a PWS transmission. The implicit certificate combined with the CA’s public key results in the message signer’s public key allowing the UE to verify the signature.

Although CAs are assumed to be global and long lived entities (~20 years), allowance must be made for changing the set of CAs and their public keys. This could be achieved though a PWS message type containing a new public key thereby updating the available CA information rather than an actual warning message. On reception the message would update the stored CA public key content. This could occur in the background and need not be displayed to the user. Additionally, as a security measure and to ensure the UE can trust the message contents, such a message could be signed by a CBE entity using an implicit certificate from an existing CA.
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Figure 7.7.1.1: Distribution of public key information in GPRS

7.7.2

Global CAs

CAs act as the trust anchors for PKIs.  It is essential for a functioning PKI to have at least one universally accepted CA.  However, in systems like PWS that span multiple government and regulatory authorities, agreement on a sole trust anchor is encumbered.  There are a few working models in similar fields that are worth consideration such as:

· Advanced Access Content System used in Blu-ray

· Zigbee Smart Energy uses a single commercial CA vendor that issues certificates to devices that are certified at an approved testing lab.

· CA Browser Forum (CAB) used in support of web browser’s.

· WiMax uses two CA’s, Verisign and Motorola that are approved to service the community.

Most of these examples are focused on issuing certificates to a large number of devices so that they can securely operate in an ecosystem.  However the PWS situation requires a large number of devices to be able to authenticate messages from a relatively few entities, in this aspect it is perhaps most similar in use as example 3 (many browsers compared to TLS servers).  

Editor’s Note: Setting up the global CAs and cross certification of these global CAs requires further investigation. Trust between the global CAs needs further investigation.

7.7.3

Implicit Certificates

7.7.3.1
PWS public key update

Implicit certificates are a well known approach used in cryptography and can be used to reduce the amount of storage and computation in public key systems. Instead of a CA generating a signed certificate in order to certify a signer’s explicitly embedded public key, the signers public key is computed by the UE using the certificate in combination with a CA’s public key.
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Figure 7.7.3.1 UE perspective of Implicit Certificate in PWS

A high level view of an implicit certificate approach from the UE perspective is shown in Figure 7.7.3.1. The UE derives the signer’s public key using the received implicit certificate and the CA’s public key. The UE then verifies the signature using the derived signer’s public key. The authenticity of the signer (and indeed the derived public key) is implied by proof of possession of the associated private key of the signed message.

7.7.3.2
Generation of Implicit Certificate

As shown in figure 7.7.3.2, the PWS message signer contacts the CA with a random number “” whenever a new implicit certificate is desired. This could be once a week, month or year; depending on how long the signer wants the public key derived from the implicit certificate to be valid for. However long the implicit certificate is valid for, it is independent of the PWS message and can be used in regenerating the same PWS message signer’s public key for multiple warning messages.
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Figure 7.7.3.2 Implicit Certificate in PWS

On receiving the integer ““, the CA then generates the Implicit Certificate and returns it to the PWS message signer. 

Formal steps in this process taken by the CA for the ECQV implicit process are as follows:

Let 
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7.7.3.3
PWS Security Contents

Implicit certificates are versatile and can be used with a variety of signature approaches including DSA and ECDSA, however the approach considered here due to efficiency in size is a Keyed-MAC signature scheme. 

When operating at 112-bit security level, using a 112-bit MAC and assuming a ECQV certificate structure, 14-bytes, 28-bytes and 29-bytes are required to encode the values MAC, s and ICA respectively. In total this comes to 71-bytes leaving 4 spare bytes for additional fields such as timestamp, CA identity, etc.
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Figure 7.7.3.3 PWS Security Content

Editor’s Note: Using ECQV, the UE must compute the Message Signers Public key using the implicit certificate. Computational impact on UE is FFS.

Steps both in encoding (at the PWS message signer) and verification (at the UE) of the Keyed-MAC can be as follows:

Keyed-MAC Signature Generation

INPUT: PWS Message Signer’s private key dA, and associated ECQV certificate structure ICA, and a message to be signed M. 

OUTPUT: A signed message M, with associated security information MAC; s; ICA.

1. Generate ephemeral key pair (d,Q).

2. Construct MAC key k = KDF(Q), where KDF is a key derivation function that takes as input a point, and possibly other information, and generates an encryption key.

3. Compute MAC = MACAlgorithm(M,k).

4. Compute h = Hash(MAC||M), where Hash is a suitable hash function, that takes as input additional information including a possible identity string.

5. Convert h to an integer e.

6. Calculate s = e _ dA+d (mod n).

Output s,MAC, along with input value ICA as the associated security data for M.

Keyed-MAC Signature Verification
INPUT: Signed message M, with security information s, MAC, ICA, and the CA’s public

key QCA.

OUTPUT: VALID, or INVALID.

1. Compute h = Hash(MAC||M), with the same hash function used in the signature generation scheme, and the additional input information.

2. Convert h to an integer e.

3. Recover the PWS message signer’s public key from the certificate, QA=ECQVPublicKeyReconstruction(CertA,QCA).

4. Compute Q’ = sG-eQA.

5. Compute k’ = KDF(Q’), using the same key derivation function used in the signature generation algorithm, including the same additional information.

6. Compute MAC’ = MACAlgorithm(M,k’).

If MAC’ = MAC then return VALID, else return INVALID.

7.8
Evaluation of different solutions

Solution 1 can support country roaming.
7.8.1
Solution 3

7.8.1.1
Public key length
In section 6.2.3 of current PWS TR33.869, it defines two algorithms, i.e. 128-DSA and 128-ECDSA. The public key size of these two allgorithms are:
Table 7.7.1.1.1
	Security level (in bits)
	Public key sizes (in bits)

	
	ECDSA
	DSA

	112 (≤ 2030)
	224
	2048

	128 (~ 2040)
	256
	3072


If we use 128 level security, DSA use the longest size of public key, i.e. 3072 bits/384 bytes. If 112 level security is used, the longest size by DSA is 2048 bits/256 bytes. We’ll analyse NAS consumption use these two longest sizes. Then the small one can surely be used.

NOTE : In section 6.2.3, it also stated If companies or governments wants to use the "For further use"-range, the registration of new signature algorithms must be handled and approved by 3GPP.  Here we do not discuss the algorithm in future use since the size of them should meet NAS consumption and the used algorithm should be approved by 3GPP. 

7.8.1.2
NAS message consumption for public key

Editor’s Note: Further checking of maximum limits on the link layer protocols transferring the NAS messages needs be done. It seems that at least TS44.064 puts a maximum limit of about 1500 octets on the IE size. Specs for the other protocols transferring the NAS messages may need to be checked as well . 

NAS message is used to carry public key.  

LTE : 

With regard to LTE system, there is no standard restriction on the length of NAS message in SA1, SA2, CT1 and RAN3’s specifications. For implementation, the cache for sending NAS message in the MME side is allocated based on the actual length of NAS message. So there is no restriction for the MME to send public key in NAS. In the UE side, there is also no restriction on the length of NAS message. The UE NAS layer can handle NAS message as long as the message can be sent in air interface. Furthermore, there is no restriction in RAN3’s specification on the length of NAS PDU IE in S1 DOWNLINK NAS TRANSPORT message transmitted from the MME to the eNB. For implementation, there may be some restriction for cache in eNB. But normally the quantity level bytes of this restriction is much bigger than the actual message content. . 

The NAS based solution in TR33.869 requires only one public key distributed and at most two public keys in NAS for each CBE. If we use the strongest 384 bytes public key (i.e. 128-DSA) and the most number of public keys, e.g. 2 public keys each CBE, 3 CBEs(one for earthquake and tsunami, one for nuclear explosion and one for some social emergency like fire or terrorist attack) in one PLMN, the total length of public keys is 2*3*384=2304 bytes. More than 3 CBEs can be used but the increasing bytes is in the handling capability scope of network element. Based on the message definition in 3GPP TS 24.301, the current NAS SMC message content takes about 18-21 bytes. The current TAU ACCEPT message content (including optional IEs) takes about 66-246 bytes. If we use the NAS SMC message or TAU ACCEPT message to carry such public keys, it still has much available length capacity to carry all these public keys. So there is no problem for LTE system to use NAS based solution. 

UMTS:

With regard to UMTS system, there is no standard restriction for NAS message in SA1, SA2, CT1 and RAN’s specifications.   For implementation, RANAP and RRC message size for network side is allocated by the cache of the  message.  The quantity level bytes of RNC is much bigger than the actual message content. This size can also carry the most size (2*3*384=2304 bytes) for public keys. The current RANAP and RRC SMC message content  takes about 64-65 bytes and more than 100 bytes to more than 200 bytes. The current RAU ACCEPT message content (including optional IEs) takes about 67-141 bytes. So there is no restriction for SGSN and RNC to send public key in SMC and RAU ACCEPT.  Because NAS PDU can be divided into several segments as long as upper layer has the capability of sending NAS so there is no problem for lower layer to transport NAS.  Similar to LTE, UE NAS layer can handle NAS message as long as the message can be sent in air interface. 

GSM/GPRS :

 With regard to GSM/GPRS system, there is no clear standard restriction for NAS message.  For implementation, NAS message size for network side is also allocated by the cache of the  message which is similar to UMTS.  The quantity level bytes of base station is much bigger than the actual message content. This size can also carry the most size (2*3*384=2304 bytes) for public keys. The current Cipher Mode Command message content  takes about 3 bytes. The current LAU ACCEPT message content (including optional IEs) takes about 25-119 bytes. So there is no restriction for MSC/SGSN to send public key in GSM/GPRS.  Similar to LTE and UMTS, UE NAS layer can handle NAS message as long as the message can be sent in air interface. 

From the above analysis,  NAS message consumption for public key is suitable for GSM/UMTS/LTE system. Moreover, the capability and cache of AN and CN network elements are much more than the increasing bytes by the public keys so the consumer of network resources can be handled well. 

7.8.1.3
Frequency of NAS message carrying public key
Public key may be updated when the UE firstly initiates Attach/TAU/RAU/LAU procedure to a new PLMN.

In addition, normally, the CBE rarely changes its public key. However, when this happens, there will be one key update per UE.
8
Conclusion

Editor’s Note: This section aims to give a conclusion of the solution of PWS.
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