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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document specifies detailed call flows of Policy and Charging Control (PCC) over the Npcf, Nsmf, Namf, Nudr, Nnef and Nnwdaf service-based interfaces and their relationship with the flow level signalling in 5G system.

NOTE:
The call flows depicted in this Technical Specification do not cover all traffic cases. 
The stage 2 definition and procedures of PCC are contained in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4]. The 5G System Architecture is defined in 3GPP TS 23.501 [2].
Detailed stage 3 procedures are provided in 3GPP TS 29.507 [7], 3GPP TS 29.508 [8], 3GPP TS 29.512 [9], 3GPP TS 29.514 [10], 3GPP TS 29.520 [11] and 3GPP TS 29.519 [12].
Editor’s note:
It is FFS whether other specifications need to be referred.
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition of the 5G System are specified in 3GPP TS 29.500 [5] and 3GPP TS 29.501 [6].
The present specification also describes the PCC reference architectures for non-roaming and roaming scenarios in 5G system.
The present specification also describes the mapping of QoS parameters at AF, PCF and SMF.

The present specification also describes the session binding at PCF, and the QoS flow binding at SMF.
The present specification also describes the PCF addressing.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[5] 
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[6]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[7]
 3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".
[8]
3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[9]
3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[10]
3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[11]
3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[12] 
3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data and Structured Data; Stage 3".
[13]
3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".
3
Definitions, symbols and abbreviations
Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network
AF
Application Function

AMF
Access and Mobility Management Function
BSF
Binding Support Function
NEF
Network Exposure Function

NWDAF
Network Data Analytics Function
OCS
Online Charging System
PCC
Policy and Charging Control

PCF
Policy Control Function
SMF
Session Management Function

UDR
Unified Data Repository

UPF
User Plane Function
4
Reference architecture
The policy framework functionality in 5G is comprised by the functions of the Policy Control Function (PCF), the policy and charging enforcement functionality supported by SMF and UPF, the access and mobility policy enforcement functionality supported by the AMF, the Network Data Analytics Function (NWDAF), the Network Exposure Function (NEF), the Online Charging System (OCS), the Unified Data Repository (UDR) and the Application Function (AF). 3GPP TS 23.503 [c] specifies the 5G policy framework stage 2 functionality.
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Figure 4.1-1a: Overall non-roaming 5G Policy framework architecture (service based representation)
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Figure 4.1-1b: Overall non-roaming 5G Policy framework architecture (reference point representation)

Editor's note:
Implications from multiple Slices and its relation to PCF are FFS in stage 2.
Editor's note:
5GC interfaces corresponding to the Gy/Gz interfaces towards charging system are FFS.

NOTE 1:
The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness. 

NOTE 2:
The interactions between the PCF and the AF need to provide the Rx functionalities as defined in 3GPP TS 23.203 [13] to allow the 5GC to interwork with the AFs related to the existing services e.g. IMS based services and Mission critical services.
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Figure 4.1-2a: Overall roaming policy framework architecture - local breakout scenario (service based representation)


[image: image10.emf]AF

V-PCF

SMF

UPF

N4

N7 N15

AMF

N5

VPLMN HPLMN

H-PCF

UDR

N25

N24 


Figure 4.1-2b: Overall roaming policy framework architecture - local breakout scenario (reference point representation)
NOTE 3:
In the local breakout scenario, the PCF in the VPLMN may interact with the AF in order to generate PCC rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN to retrieve input for PCC Rule generation. The interactions between the PCF in the VPLMN and the PCF in the HPLMN through the Npcf service based interface enables the PCF in the HPLMN to provision access and mobility policy rules and UE policies to the PCF in the VPLMN, as described in 3GPP TS 23.503 [c] subclause 5.2.5.
Editor's note:
Position of the NWDAF the OCS and the NEF in 5G roaming policy framework architecture for local breakout scenario is still FFS in Stage 2.
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Figure 4.1-3a: Overall roaming policy framework architecture - home routed scenario (service based representation)
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Figure 4.1-3b: Overall roaming policy framework architecture - home routed scenario (reference point representation)

5

Signalling Flows for the Policy Framework
This clause will describe the signalling flows for the 5G Policy Framework.
5.1
UE Context Management 
5.1.1
UE Context Establishment
5.1.2
UE Context Modification
5.1.2.1
General
5.1.2.2
UE Context Modification initiated by the PCF
5.1.3
UE Context Termination
5.1.3.1
General
5.1.3.2
UE Context Termination initiated by the AMF
5.2
PDU Session Management

5.2.1
PDU Session Establishment
This clause is applicable if a new PDU Session is being established.
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Figure 5.2.1-1: PDU Session Establishment procedure
This procedure concerns both roaming and non-roaming scenarios.
In the home routed roaming case, the PCF acts as the H-PCF.
Editor's note:
For LBO scenario, the PDU session establishment procedure could be updated based on SA2 outcome.
1.
The SMF receives a PDU session establishment request from the UE. The SMF selects the PCF as described in subclause 8.3 and invokes the Npcf_SMPolicyControl_Get service operation. The request operation provides the SUPI, the PDU session ID, PDU Session Type, DNN, and S-NSSAI, and may provide the GPSI, the Access Type, the IPv4 address or the IPv6 network prefix (if available), the PEI if received in the SMF, the User Location Information, the UE Time Zone, Serving Network, RAT type, charging information, the subscribed Session-AMBR and the subscribed default 5QI/ARP, if available. The request operation also includes a Notification URI to indicate to the PCF where to send a notification when the SM related policies are updated.
2.
If PCF does not have the subscription data for the SUPI and DNN, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR and includes the PCF Identifier and the Data Identifier which uniquely identifies the requested subscription data.
Editor's note:
The content of the Data Identifier is FFS.

The UDR responds to the PCF with the policy control subscription data (see Table 6.2-2 of TS 23.503).
3.
The PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DataRepository_Subscribe service operation. The request operation provides the PCF Identifier , and the Data Identifier(i.e. SUPI and DNN). A Notification URI is also provided to the UDR to indicate  where to send a notification.

The UDR acknowledges the subscription from the PCF.
4.
If the PCF determines that the policy decision depends on the status of the policy counters available at the OCS, the PCF interacts with the OCS as defined in subclause 5.3.
5.
The PCF makes the policy decision to determine the information provided in step 6 and to determine the event trigger to subscribe to event(s) in step 7.
6.
The PCF responds to the SMF and includes in the response of the Npcf_SMPolicyControl_Get service operation the policy determined by the PCF. The PCF may include the following informaition: the PCC rules of the PDU session, the authorized Session-AMBR and the authorized default QoS information.
7.
The PCF may subscribe to events from the SMF by invoking Nsmf_EventExposure_Subscribe service operation indicating the PDU Session ID, UE ID (SUPI or GPSI or IP address and DNN), and the subscribed event (including the Event Filters along with Event IDs and the requested notification method (periodic, one time, on event detection)) and optionally an immediate one time notification flag and reporting options (e.g. Maximum Number of Reports or Monitoring Duration). The PCF also supplies a Notification URI to indicate where to send notifications.
8.
The SMF provides a response to the Nsmf_EventExposure_Subscribe service operation. If the request is accepted the SMF returns the Event correlation ID indicating the requested subscription is created.
5.2.2
PDU Session Modification
5.2.2.1
General

5.2.2.2
PDU Session Modification initiated by the PCF

5.2.2.3
PDU Session Modification initiated by the SMF
5.2.3
PDU Session Termination
5.2.3.1
General

5.2.3.2
PDU Session Termination initiated by the SMF

5.2.3.3
PDU Session Termination initiated by the PCF
5.3
Spending Limit Procedures
Editor's note:
It is FFS whether Psy re-uses Sy and in that sense only differences/clarifications are specified.
5.4
Network Data Analytics Procedures

Editor’s note:
 The content of this clause is FFS
5.5
Service Capability Exposure Procedures
Editor’s note:
 It is FFS whether this procedure is needed.
5.5.1
General
5.5.2
Management of Packet Flow Descriptions
5.6
Processing AF policy requirements for UE(s) via NEF
If the AF is not allowed by the operator to access directly the PCF, the AF uses the NEF to interact with the PCF.

The NEF needs to register itself with the NRF as producer of the Npcf_PolicyAuthorization service, so that the AF can request the 3GPP network to apply policy requirements via the NEF. The Npcf_PolicyAuthrization service used by the AF can target an individual UE, a group of UEs, or any UE. If the request is for an individual UE, the NEF may use the BSF to find the PCF serving the UE; if the request is for a group of UE or any UE, the NEF may use the UDR to store the AF request.
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Figure 5.6-1: AF request handling via NEF procedure
1.
The AF sends Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update request to the NEF.
2.
The NEF may perform parameter mapping for the received request according to configured policy.
3a-4a.
As depicted in (A), if the AF request is for an individual UE, the NEF may use the Nbsf_Management_Discovery service operation to discover the PCF for the UE. After getting the PCF id, the NEF forwards the AF request to the PCF.

3b-4b.
As depicted in (B), if the AF request is for a group of UEs or targetting any UE, the NEF creates/updates/deletes the AF request into the selected UDR by invoking the Nudr_UDM_Create,  Nudr_UDM_Update or Nudr_UDM_Delete service operation. If there are PCF(s) which subscribed UDR service before for notification of AF data change, the UDR notifies the PCF(s) by Nudr_UDM_Notify service operation. 

5.
The NEF responds with Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update response to the AF.

Editor's note:
The procedure and further details for the procedure are FFS, the UDR service name needs to be updated later when it is stable.
6
Binding Mechanism
6.1
Overview
The binding mechanism associates the session information with the QoS flow that is intended to carry the service data flow(s).

The binding mechanism includes three steps:

1.
Session binding.

2
PCC rule authorization.

3.
QoS flow binding.

The Session binding function receives the AF session information and determines the relevant PDU session. With this information the PCC rule authorization function runs the policy rules and constructs the PCC rule(s), if the authorization is granted. Finally, the QoS flow binding function selects the QoS flow(s) to carry the service data flow (defined in a PCC rule by means of the SDF template), within the PDU session.

The PCC rule authorization function and the QoS flow binding function can take place without the Session binding function at certain PDU session events (e.g. request of SM related policies initiated by the SMF). The PCF may authorize dynamic PCC rules for service data flows without a corresponding AF session.
NOTE:
The relation between AF sessions and rules depends only on the operator configuration. An AF session can be covered by one or more PCC rules, if applicable (e.g. one rule per media component of an IMS session).
6.2
Session Binding
The Session binding is the association of the AF session information to one and only one PDU session.

When the PCF receives the service information from the AF, the PCF shall perform the session binding and shall associate the described service IP flows within the AF session information (and therefore the applicable PCC rules) to one existing PDU session. This association is done comparing the following parameters received from the AF with the corresponding PDU session parameters.

a)
The UE IPv4 address or IPv6 network prefix.

b)
The UE identity (of the same kind e.g. SUPI), if available.
NOTE:
In case the UE identity in the access network and the application level identity for the user are of different kinds, the PCF needs to maintain, or have access to, the mapping between the identities. Such mapping is outside the scope of the present document.
c)
The information about the data network (DNN) the user is accessing, if available.
The PCF shall identify the PCC rules affected by the AF session information, including new PCC rules to be installed and existing PCC rules to be modified or removed.
If the PCF is not capable of executing the Session binding, the PCF shall reject the AF request.
Editor's note:
Session Binding mechanism for Ethernet PDU session type is FFS.
6.3
PCC rule Authorization
The PCC rule authorization is the selection of the 5G QoS parameters for the PCC rules.

The PCF shall perform the PCC rule authorization after successful Session binding for PCC rules belonging to the AF sessions, as well as for the PCC rules without the corresponding AF sessions. By the authorization process the PCF determines whether the user can have access to the requested services and under what constraints. If so, the PCC rules are created or modified. If the Session information is not authorized, a negative answer shall be issued to the AF.

The PCF shall perform the PCC rule authorization function when the PCF receives the session information from the AF, when the PCF receives a notification of PDU session events (e.g. PDU session establishment, PDU session modification) from the SMF, or when the PCF receives a notification from the UDR that calls for a policy decision.

For the authorization of a PCC rule, the PCF shall consider any 5GC specific restrictions, the AF service information and other information available to the PCF (e.g. user's subscription information, operator policies). The PCF assigns appropriate a set of 5G QoS parameters (5QI, QoS characteristics, ARP, GBR, MBR, QNC, RQI), that can be supported by the access network, to each PCC rule.

The authorization of a PCC rule associated with an emergency service shall be supported without subscription information (e.g. information stored in the UDR). The PCF shall apply policies configured for the emergency service.
Editor's note:
Non-IP cases are FFS.
6.4
QoS flow binding

The QoS flow binding is the association of the PCC rule to a QoS flow, identified by the QFI, within a PDU session. The QoS flow binding function resides in the SMF.

The set of 5G QoS parameters assigned by the PCF to the service data flow is the main input for QFI allocation.

When the PCC rule provides an indication(i.e. "Bind to QoS flow of the default QoS rule" parameter) for the service data flow(s) to be bound to the QoS flow of the default QoS rule, the SMF shall use this indication instead of 5QI/ARP/QNC parameters in the PCC rule for the QoS flow binding and keep the binding as long as this parameter remains set.

When "Bind to QoS flow of the default QoS rule" parameter is not received, the allocation of QFI to the service data flow(s) is based on the 5QI/ARP/QNC parameters. When the PCF provisions a PCC rule, the SMF shall evaluate whether a QoS flow with the same 5QI/ARP/QNC combination exists. If a QoS flow with the same 5QI/ARP/QNC combination exists, the SMF allocates the same QFI to the service data flows that are assigned for the same values of the 5QI/ARP/QNC. If no QoS flow exists, the SMF assigns a QFI for a new QoS flow, derives the QoS parameters for a new QoS flow, using authorized QoS in the PCC rule, and binds the PCC rule to the QoS flow.
NOTE 1:
For non-GBR QoS flows, QNC is not relevant.

NOTE 2: 
For non-GBR QoS flows, and when standardized 5QIs or pre-configured 5QIs are used, the 5QI value can be used as the QFI of the QoS flow. However, the pre-configured 5QI values cannot be used when the UE is roaming.
NOTE 3: 
For an unstructured PDU session, there is maximum one QoS flow.
The PCF shall supply the PCC rules to be installed, modified, or removed to the SMF. The SMF shall evaluate whether it is possible to use one of the existing QoS flows or not, and if applicable.
If the PCF removes an indication for the service data flow(s) to be bound to the QoS flow of the default QoS rule the binding is created between service data flow(s) and the QoS flow which have the same 5QI, ARP and QNC.
If the PCC rule is removed, the SMF shall remove the association of the PCC rule to the QoS flow. Whenever the authorized QoS of a PCC rule changes, the existing QFI allocation shall be re-evaluated, i.e. the allocation procedure, is performed. The re-evaluation may, for a service data flow, require a new binding with another QoS flow.
NOTE 4:
A QoS change of the default 5QI/ARP/QNC values causes the QoS flow binding for PCC rules previously bound to the QoS flow of the default QoS rule set to be re-evaluated. At the end of the re-evaluation of the PCC rules there needs to be at least one PCC rule that successfully binds with the QoS flow of the default QoS rule set.

When a QoS flow is removed the SMF shall report to the PCF that the PCC rules bound to the corresponding QoS flow are removed.
7
QoS Parameters Mapping
This clause will describe the QoS parameters mapping for the 5G Policy Framework.

7.1
Overview

7.2
QoS parameter mapping Functions at AF
7.3
QoS parameter mapping Functions at PCF

7.4
QoS parameter mapping Functions at SMF
8
PCF addressing
8.1
General
The PCF discovery and selection procedures are needed when there are multiple and separately addressable PCFs in a PLMN. It is also possible that a PCF may serve only specific DN(s).

These procedures correlate the AF service session establishment over N5 or Rx with the associated PDU session (Session binding) handled over N7.
Editor's note:
The details for Rx are FFS.

These procedures enable the AMF and SMF to address the PCF.
These procedures enable the NEF to address the PCF.

Editor's note:
It is FFS how the NEF addresses the PCF.
8.2
PCF discovery and selection by the AMF
The AMF selects the PCF for a UE.

The AMF may utilize the Nnrf_NFDiscovery service of the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on AMF. Local operator policies may be considered during the PCF selection.
8.3
PCF discovery and selection by the SMF
The SMF selects the PCF for a PDU session. The selected PCF may be the same or a different one than the PCF selected by the AMF.

The SMF may utilize the Nnrf_NFDiscovery service of the Network Repository Function to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection.

-
Local operator policies.

-
Selected Data Network Name (DNN).

-
PCF selected by the AMF (the PCF address is signalled from AMF to SMF).


8.4
PCF discovery and selection by the AF
8.4.1
General
When multiple and separately addressable PCFs have been deployed, the BSF is required in order to ensure that an AF for a certain PDU session reaches over N5/Rx the PCF holding the PDU session information.
Editor's note:
Additional information needed by the BSF, e.g. for network slicing, is FFS.
8.4.2
Binding Support Function (BSF)
The BSF has the following characteristics:
a)
The PCF BSF has information about the user identity, the DNN, the UE IP address(es) and the selected PCF address for a certain PDU session. This information is stored internally in the BSF. Optionally, the BSF can store the binding information in the UDR, in the Structured Data for Exposure repository.

Editor's note:
It is FFS how the binding information is stored in the UDR.
b)
For the storage of binding information, the PCF utilizes the Nbsf_management service of the BSF to register, update or remove the binding information from the BSF when a UE IP address is allocated or released for a PDU session.
Editor's note: 
How to discover the BSF is FFS.
c)
For the retrieval of binding information, any NF, such as NEF or AF, that needs to discover the selected PCF for the tuple (UE IP address, DNN, S-NSSAI, SUPI, GPSI) uses the Nbsf_Management_Discovery service operation.


d)
The BSF is able to proxy or redirect N5/Rx requests based on the IP address of a UE. For any AF using Rx, such as P-CSCF, the BSF determines the selected PCF address according to the information carried by the incoming Rx requests.
Editor's note:
Whether BSF is able to proxy or redirect N5/Rx requests depends on SA2 decision.
e)
The BSF may be deployed standalone or may be collocated with other network functions such as the PCF, UDR, NRF, SMF.
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