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Abstract of the contribution: This paper proposes an update to Solution #5 for the case where a large groups of devices are triggered to perform an inventory operation and the AF only needs a few devices to respond.
1.
 Discussion

This paper proposes an update to Solution #5 for the case where a large groups of devices are triggered to perform an inventory operation and the AF only needs a few devices to respond. 
Solution #5 includes a “random access like” procedure (Step 6) when the AIoT device is triggered to send data.  

6.
For each Ambient IoT Device, if Ambient IoT Device receives AS message and is matched with the Device ID, the Ambient IoT Device initiates Random Access like procedure.
Observation #1: In some scenarios it may be desirable to only inventory a few Ambient IoT Devices of a group of Ambient IoT Devices. For example, an AF may need to check the location of a pallet of Ambient IoT Devices. In such a scenario, it is only necessary for a few devices to respond to the trigger before the AF has sufficient information to infer the location of the pallet.  
Observation #2: Triggering a group of Ambient IoT Devices to perform a random-access-like procedure is likely to cause lots of random access failures and may result in responses from more devices than what is needed by the AF.

This p-CR proposes that, when the 5GC triggers reader(s) to inventory a group of Ambient IoT Devices, a random access attempt limit number can also be broadcasted. The Ambient IoT Devices can use the random access attempt limit number to decide how many unsuccessful random access attempts should cause it to stop trying to respond to the trigger and begin to wait for a new trigger. The random access attempt limit number can be configured based on the number of responses that are desired by the AF.
2. Proposals

It is proposed to adopt the following text in TR.23.700-13 v0.3.0.   
*** Next Change ***

6.5
Solution #5: NAS-based information transfer for Ambient IoT Services

6.5.1
Description

The solution applies to both the Key Issue #2 "Identification, Subscription, Registration and Connection management" and the Key Issue #3 "Support of Ambient IoT Services". This solution applies to Topology 1.
Considering the nature of the AIoT Devices (e.g. ultra-low complexity power, cost and resource-constrained), the PDU Session/QoS Flow based data transfer is not suitable for such AIoT Devices. This solution proposes to use NAS-based message for information transfer for Ambient IoT Services. The AF requests service operation for an AIoT Device or a group of AIoT Devices via the NEF, and the service operation is forwarded to the AMF/AIoTF (new function introduced to support AIoT services) which then triggers the N2 like procedure and AS procedure to the AIoT Devices. After receiving AS message, the AIoT Devices includes Device ID and AIoT data requested by service operation in the NAS message and send it to the AMF/AIoTF, and then the AMF/AIoTF sends the Device ID and AIoT data to the AF via the NEF.
6.5.2
Procedures

Depicted in Figure 6.5.2-1 is the procedure for NAS-based information transfer for Ambient IoT Services.
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Figure 6.5.2-1: Procedure for NAS-based information transfer for Ambient IoT Services

1.
AF sends a AIoT Service Request (AF Identifier, Device ID, service operation) message to the NEF. The service operation indicates the service (e.g. Inventory, Command) the AF requested for the Ambient IoT Device(s). Device ID is used to identify an Ambient IoT Device or a group of Ambient IoT Devices. If the service is Inventory, the AF optionally includes a desired response number to indicate the number of responses that it desires.
Editor's note:
Whether service operation is an end-to-end parameter between AF and Ambient IoT Device is FFS.

2.
The NEF checks if the AF is authorized to request the AIoT service. If the service is Inventory and the AF included a desired response number, the NEF uses the group size, the desired response number, and local policies to select a random access attempt limit number.
3.
The NEF selects the AMF/AIoTF supporting AIoT service and forwards the service operation to the AMF/AIoTF using AIoT Service Request (Device ID, service operation) message. The message optionally include the random access attempt limit number.
Editor's note:
The details on AMF/AIoTF selection and Reader (BS) selection are FFS.

4.
The AMF/AIoTF sends a N2 like message (NAS message (Device ID, service operation)) to Reader (BS). The message optionally include the random access attempt limit number.
Editor's note:
Whether existing NAS message is reused or new NAS like message is defined is FFS.

5.
The Reader (BS) performs AS procedure with Ambient IoT Devices. The NAS message (Device ID, service operation) is included in the AS message to Ambient IoT Devices. The random access attempt limit number is included in the AS message.
6.
For each Ambient IoT Device, if Ambient IoT Device receives AS message and is matched with the Device ID, the Ambient IoT Device initiates Random Access like procedure. When the AS message includes a random access attempt limit number, the Ambient IoT Device can use the random access attempt limit number to decide how many unsuccessful random access attempts should cause it to stop trying to respond to the trigger and begin to wait for a new trigger. 
NOTE:
The steps 5 and 6 are to be defined by RAN WGs.
7.
The Ambient IoT Device sends NAS message (Device ID, AIoT data) over AS message. AIoT data is included in the NAS message if requested by the service operation.
8.
The NAS message is forwarded by Reader (BS) to the AMF/AIoTF.
Editor's note:
The security protection of NAS message is FFS.

9.
The AMF/AIoTF checks if the Ambient IoT Device is authorized to transfer the AIoT data.
Editor's note:
It is FFS whether it can be assumed for all scenarios that the device and the CN can be pre-provisioned with CN level per device information (e.g. network layer AIoT device ID, security material).

10.
The AMF/AIoTF responds to the NEF using AIoT Service Response (Device ID, AIoT data) message.
11.
The NEF responds to the AF using AIoT Service Response (Device ID, AIoT data) message.
6.5.3
Impacts on services, entities and interfaces

Editor's note:
This clause captures impacts on existing services, entities and interfaces.
*** End of Changes ***
3GPP


_1773564003.vsd
�

AIoT Device


Reader (BS)


AMF
/AIoTF


NEF


AF


UDM


1. AIoT Service Request


3. AIoT Service Request


4. N2' msg


5. AS msg


10. AIoT Service Response


11. AIoT Service Response


2. Authorization


6. Random Access


7. AS msg (NAS msg)


8. N2' msg (NAS msg)


9. Authorization



