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Abstract: This contribution proposes to capture the Evaluation and Conclusion for KI#4
1. Introduction

TR 23.700-070, contains 8 solutions covering KI#4, which can be summarized as follows:

· Sol#8, Consistent PDU Set Handling between AF and 5GS. This solution allows the UPF (downlink) or UE (uplink) to assign PDU Set importance according to request from the AF. AF Provides SDP, PDU Set Types and PDU Set Importance to NEF/PCF.

· Sol#9, proposes that the PSA UPF act as MoQ Relay to identify PDU Set Information and demultiplex sub-flows based on metadata provided as part of Object of MoQ. There will be a MoQ Transport connection between UE and MoQ Relay, also a MoQ Transport connection between the MoQ Relay and Application server.
· Sol#12, proposes per-packet obfuscated metadata (OFC) between media server and UPF to balance the requirements of privacy of sensitive metadata in transit and simple lookup at UPF. The solution uses a configuration phase to setup OFCs to be later used for all media flow packets in the data transmission phase. UPF receives downlink packets and derives PDU set information from OFC/application metadata.

· Sol#14, proposes to extend current Packet Filter Set, by adding stream info to identify the media streams within a single transport connection. The stream info, for example, could be Connection ID or Stream ID as defined in IETF QUIC. The extended Packet Filter includes current Packet Filter and the Stream info.

· Sol#15, it proposes to enable the support of traffic detection and QoS mapping for XR and media traffic with multiple media streams which have different QoS requirements. The PCF generates PCC rules according to the provided QoS requirements per media stream and the encapsulation protocol parameters by the AF, e.g. WebRTC, WebTransport, RTP over QUIC etc. The UPF performs traffic detection and QoS mapping according to SMF configuration.
· Sol#27, it proposes the differentiated handling for transporting encrypted XRM traffics Using Metadata over N6. The AF provides Traffic Description indicates IP flow information for the DL XRM traffic, e.g. QUIC, QUIC+RTP (RTP over QUIC), RTP over UDP with UDP-Option, etc. and the DL QUIC session correlation ID (QSC-ID) which is generated based on one or more components of the traffic descriptions: IP flows, QUIC connections, and QUIC streams. 
The PSA UPF can detect an IP flow with encrypted XRM traffic, and identify a DL PDU Set PDU based on unencrypted metadata in UDP-Option for a corresponding QUIC packet (in user plane) and N4 session configuration including PDR, FAR, and QER. Based on a matched QSC-ID included in the extended packet filter set in PDR, the PSA UPF can identify a QUIC session by dissecting the UDP datagram to get the (unencrypted) metadata from UDP-Option. The UPF performs PDU Set based handling by identifying a PDU Set based PDU based on RTP extension header or unencrypted metadata included in UDP-Option and marking in GTP-U header.

· Sol#28, it is proposed that the PSI values (which are set based on codecs, media types and the dedicated order) can be used for the current Packet Filter Set enhancement for the QoS flow mapping from the multiplexed RTP streams. The PCF generates the PCC Rules with SDF filters considering the PSI values and the mapping assistance information (e.g. the mapping relationship) if applied, sends the PCC rule to the SMF. The UPF identifies the multiplexed traffic and mapping into the one or several QoS Flows considering the Indication of multiplexed traffic mapping and the PDRs provided by the SMF.

· Sol#29, in this solution, the AF can request specific ordinary QoS or PDU Set QoS treatment for traffic flow components (sub-streams) in multiplexed stream it deems require a specified QoS treatment. The sub-streams that require dedicated QoS treatment are mapped into separate QoS Flows. All other PDUs are mapped to a QoS flow providing ordinary QoS. SMF receives the extended SDF Filter information in PCC rules from PCF and includes the corresponding extended Packet Detection Information to UPF in PDRs for packet detection. 

This solution only applies to applications that use the specific protocols and multiplexing rules standardized in the IETF. This solution does not address how specific information carried within E2E encrypted transport protocols such as DTLS or QUIC can be identified. If DTLS or QUIC are multiplexed within the same UDP/IP traffic flow as (S)RTP, distinct QoS handling can however be applied to them on the protocol level.
Based on the summary of proposals as above and the NWM discussion, it is proposed that, for Key issue#4, the following aspects are concluded as principles for the normative work:

· Identifying and providing specific QoS or PDU Set based QoS handling for individual media flows when multiple media flows multiplexed into a single transport layer traffic. The supported protocols including two concrete types, the (S)RTP, (S)RTCP and associated protocols multiplexed into a single UDP/IP traffic flow, and the encrypted protocols within a single transport layer traffic flow for which sub-flow identification metadata provided or identified.
· The Packet Filter and/or sub-flow information can be used for the multiple QoS mapping of the multiplexed media stream with an IP 5 tuple. The media flows (e.g. sub-flows) or media components that share the same QoS requirements can be mapped into the same QoS Flow.
· The AF may provide the assistant Packet Filter parameter and/or sub-flow IDs to the NEF/PCF. The PCF determinates the PCC rules including the assistant Packet Filter and/or sub-flow IDs for the media flows with different QoS requirements. The SMF provides the assistant Packet Filter and/or sub-flow IDs to the UPF in the PDR for the multiple QoS mapping.

· If the lone PDUs and PDUs that belong to PDU Sets in a media flow mapped into different QoS flows, the Group QFI can be assigned to avoid the delay difference introduced inadvertently after multiple QoS flow mapping. In addition to the QFI, the UPF includes the Group QFI in the GTP-U header for the resource management by the RAN. 
2. Proposal

It is proposed to capture the Evaluation and Conclusion for KI#4.
* * * * The First Change * * * * all new text
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Evaluation for Key Issue #4
TR 23.700-070, contains 8 solutions covering KI#4, which can be summarized as follows:

· Sol#8, Consistent PDU Set Handling between AF and 5GS. This solution allows the UPF (downlink) or UE (uplink) to assign PDU Set importance according to request from the AF. AF Provides SDP, PDU Set Types and PDU Set Importance to NEF/PCF.

· Sol#9, proposes that the PSA UPF act as MoQ Relay to identify PDU Set Information and demultiplex sub-flows based on metadata provided as part of Object of MoQ. There will be a MoQ Transport connection between UE and MoQ Relay, also a MoQ Transport connection between the MoQ Relay and Application server.
· Sol#12, proposes per-packet obfuscated metadata (OFC) between media server and UPF to balance the requirements of privacy of sensitive metadata in transit and simple lookup at UPF. The solution uses a configuration phase to setup OFCs to be later used for all media flow packets in the data transmission phase. UPF receives downlink packets and derives PDU set information from OFC/application metadata.

· Sol#14, proposes to extend current Packet Filter Set, by adding stream info to identify the media streams within a single transport connection. The stream info, for example, could be Connection ID or Stream ID as defined in IETF QUIC. The extended Packet Filter includes current Packet Filter and the Stream info.

· Sol#15, it proposes to enable the support of traffic detection and QoS mapping for XR and media traffic with multiple media streams which have different QoS requirements. The PCF generates PCC rules according to the provided QoS requirements per media stream and the encapsulation protocol parameters by the AF, e.g. WebRTC, WebTransport, RTP over QUIC etc. The UPF performs traffic detection and QoS mapping according to SMF configuration.
· Sol#27, it proposes the differentiated handling for transporting encrypted XRM traffics Using Metadata over N6. The AF provides Traffic Description indicates IP flow information for the DL XRM traffic, e.g. QUIC, QUIC+RTP (RTP over QUIC), RTP over UDP with UDP-Option, etc. and the DL QUIC session correlation ID (QSC-ID) which is generated based on one or more components of the traffic descriptions: IP flows, QUIC connections, and QUIC streams. 
The PSA UPF can detect an IP flow with encrypted XRM traffic, and identify a DL PDU Set PDU based on unencrypted metadata in UDP-Option for a corresponding QUIC packet (in user plane) and N4 session configuration including PDR, FAR, and QER. Based on a matched QSC-ID included in the extended packet filter set in PDR, the PSA UPF can identify a QUIC session by dissecting the UDP datagram to get the (unencrypted) metadata from UDP-Option. The UPF performs PDU Set based handling by identifying a PDU Set based PDU based on RTP extension header or unencrypted metadata included in UDP-Option and marking in GTP-U header.

· Sol#28, it is proposed that the PSI values (which are set based on codecs, media types and the dedicated order) can be used for the current Packet Filter Set enhancement for the QoS flow mapping from the multiplexed RTP streams. The PCF generates the PCC Rules with SDF filters considering the PSI values and the mapping assistance information (e.g. the mapping relationship) if applied, sends the PCC rule to the SMF. The UPF identifies the multiplexed traffic and mapping into the one or several QoS Flows considering the Indication of multiplexed traffic mapping and the PDRs provided by the SMF.

· Sol#29, in this solution, the AF can request specific ordinary QoS or PDU Set QoS treatment for traffic flow components (sub-streams) in multiplexed stream it deems require a specified QoS treatment. The sub-streams that require dedicated QoS treatment are mapped into separate QoS Flows. All other PDUs are mapped to a QoS flow providing ordinary QoS. SMF receives the extended SDF Filter information in PCC rules from PCF and includes the corresponding extended Packet Detection Information to UPF in PDRs for packet detection. 

This solution only applies to applications that use the specific protocols and multiplexing rules standardized in the IETF. This solution does not address how specific information carried within E2E encrypted transport protocols such as DTLS or QUIC can be identified. If DTLS or QUIC are multiplexed within the same UDP/IP traffic flow as (S)RTP, distinct QoS handling can however be applied to them on the protocol level.
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Conclusions for Key Issue #4
The following aspects are concluded as principles for the normative work:

· Identifying and providing specific QoS or PDU Set based QoS handling for individual media flows when multiple media flows multiplexed into a single transport layer traffic. The supported protocols including two concrete types, the (S)RTP, (S)RTCP and associated protocols multiplexed into a single UDP/IP traffic flow, and the encrypted protocols within a single transport layer traffic flow for which sub-flow identification metadata provided or identified.

· The Packet Filter and/or sub-flow information can be used for the multiple QoS mapping of the multiplexed media stream with an IP 5 tuple. The media flows (e.g. sub-flows) or media components that share the same QoS requirements can be mapped into the same QoS Flow.

· The AF may provide the assistant Packet Filter parameter and/or sub-flow IDs to the NEF/PCF. The PCF determinates the PCC rules including the assistant Packet Filter and/or sub-flow IDs for the media flows with different QoS requirements. The SMF provides the assistant Packet Filter and/or sub-flow IDs to the UPF in the PDR for the multiple QoS mapping.

· If the lone PDUs and PDUs that belong to PDU Sets in a media flow mapped into different QoS flows, the Group QFI can be assigned to avoid the delay difference introduced inadvertently after multiple QoS flow mapping. In addition to the QFI, the UPF includes the Group QFI in the GTP-U header for the resource management by the RAN. 
* * * * End of changes * * * *[image: image1.png]



3GPP

SA WG2 TD


