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Abstract of the contribution: This paper proposes a conclusion for Key Issue #8.
1.
 Discussion

Per Solution #31 update, DSCP value between tethered device and tethering UE can be used to identify the tethered traffic. 

 AF may provide the DSCP info and traffic characteristic(e.g. delay values over the corresponding tethered link) to 5GC so that the packet filter can be extended to include DSCP value. Additionally in case of DSCP value change, AF  may include together information that the DSCP value detected over N6 is mapped to the DSCP value being used between tethered device and tethering UE.
2. Proposals
It is proposed to adopt the following text in TR.23.700-70 v0.5.0.   
*** First Change(all new texts)  ***
8.x conclusions for Key Issue #8
The following aspects are concluded as principles for the normative work(refer to solution #31):
· Based on the tethered traffic identifier(i.e. the DSCP value being used between tethered device and tethering UE), the UL tethered traffic can be identified using packet filter extended.
· AF may provide the DSCP value info and traffic characteristics(e.g. delay values) to 5GS and moreover for extended packet filter, include together information that the DSCP value detected over N6 is mapped to the DSCP value being used between tethered device and tethering UE. 
*** End of Changes ***
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