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Abstract of the contribution: This paper proposes a update for Sol #31.
1.
 Discussion

Solution #31 has the following EN’s. 

Editor's note:
Whether DSCP value that is used between the UE and tethered device can be used for tethered device identifier is FFS.

Editor's note:
Whether the traffic from the tethered devices is transmitted on different 5-tuples, so that the existing packet filter needs to be extended with the device identifier to identify those traffic flows is FFS.

Editor's note:
Whether the device identifier is needed or not is FFS.

In order to support XR service using Tethering, UL tethered traffic should be identified and mapped to corresponding QoS flows.
So the tethered traffic identification is required. In the solution #31, tethered device identifier is introduced, but it is not clearer how to use this identifier in the traffic filter and how to handle more than one traffic flows in a tethered device.  

Hence, in this paper we propose to use the DSCP value between tethered UE and tethered devices as the tethered device identifier. 

2. Proposals
It is proposed to adopt the following text in TR.23.700-70 v0.5.0.   
*** First Change ***
6.31
Solution #31: Identifying Traffic Flows from the Tethered Devices using DSCP
6.31.1
Key Issue mapping

This solution addresses Key Issue #8, "Enhancement for UE with the tethered devices".

6.31.2
Description
In some XR services, the end device(s) used for consuming XRM services may not be the UE but the device(s) that are tethered to the UE. For example, AR glasses may be tethered to the UE for sending orientation related traffic.

Differentiated QoS handling is required for traffic from these tethered devices, not only accounting for traffic with different QoS requirements, but also accounting for the delay introduced by the tethered link. For example, when receiving traffic from tethered devices, the delay value associated with each flow is the sum of the delay associated with the tethered link and the delay associated with the connection between the UE and the AS. Therefore, flows that belong to tethered devices must be identified so that the additional delay value can be accounted for. 

The main principle of the solution is that the UE Application uses e.g. SDP signalling to inform the AS which flows are associated with tethering delays. The UE Application also provides the device identifier(i.e. DSCP value that is associated with the flow b/w the tethered device and the tethering UE) to the AS. Then, when the AS configures QoS for the flows, the AS considers the additional traffic characteristics e.g. tethering delay values when selecting a QoS Reference or QoS Parameters and provides tethered traffic identifiers(i.e. DSCP values) to the 5GC. The Packet filter information provided by AF to CN is extended with DSCP value(s).
NOTE 1:
The SDP signalling aspects of this solution require coordination with SA WG4.
NOTE 2:
The DSCP value that is provide by the UE to the AS and by the AS to the 5GC only needs to be unique within the PDU Session. 



6.31.3
Procedures
6.31.3.1
AF/AS Based Procedure
Figure 6.31.3-1 is a procedure that is initiated based on an API invocation from the AF/AS.
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Figure 6.31.3.1-1: Setting up QoS for Tethered Devices Based on AS/AF API Invocation

1.
The Application in the UE (e.g. the RTC endpoint) sends to the AS with information related to traffic characteristics associated with traffic that comes from the tethered devices. This message can include the traffic characteristics e.g. associated delay value and the packet filter information that identify the RTP Session or stream that carries traffic from the tethered device. The packet filter information includes DSCP value(s) for the tethered traffic(s).

2.
The AF invokes Nnef_AFsessionWithQoS_Create to configure QoS for the flow and provides the packet filter information indicating the detected DSCP value is mapped to originally using DSCP value between tethered device and tethering UE, when selecting a QoS Reference or QoS Parameters.

3.
The NEF authorizes the request from the AF.

4.
The NEF sends the packet filter to the PCF.

5.
The PCF responds to the NEF.

6.
The NEF responds to the AF.

7.
The SMF Receives PCC Rules from the PCF. The PCC Rules include the QoS Parameters that are authorized for the service data flows.

8.
The SMF responds to the PCF.

9.
The SMF sends QoS Rules to the UE. The QoS Rules include the packet filter which is extended with DSCP value(s) of the tethered devices. The UE can use the DSCP values to map uplink traffic from the tethered devices onto the correct QoS Flow.

After the procedure of Figure 6.31.3.2-1, for UL traffic, UE performs traffic filtering with the received QoS rule(s). UE evaluates UL packets considering the IP/UDP traffic header and also considering the tethered device who provides the traffic to UE(i.e. DSCP value).

NOTE 1:
How UE gets the tethered device identifier(i.e. DSCP vaule) of the tethered devices behind the UE is not in the scope of 3GPP.

NOTE 2:
How UE measures the delay values associated with traffic that comes from the tethered devices is not in the scope of 3GPP.

6.31.4
Impacts on services, entities and interfaces
- 
UE Application:

-
Provides device identifiers(DSCP values) that are associated with flows that belong to tethered devices to the AS.

-
AS/AF:

-
Receives the device identifiers(DSCP values)  that are associated with flows that belong to tethered devices to the AS.
-     Provides packet filter information including that the detected DSCP value is mapped to originally using DSCP value between tethered device and tethering UE.
-
PCF:

-
Receives the packet filter information from the AF (possibly via the NEF).

-
Generates PCC Rules with Packet Filters that include device identifiers(DSCP values).

-
SMF:

-
Receives PCC Rules with Packet Filters that include device identifiers(DSCP values).
-
Generates QoS Rules with Packet Filters that include device identifiers(DSCP values).
-
UE:

-
Receives QoS Rules with Packet Filters that include device identifiers(DSCP values).
-
Filters uplink traffic based on the with Packet Filters including device identifiers(DSCP values)  in the QoS Rules.
*** End of Changes ***
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