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Abstract of the contribution: Proposes conclusions for SMS and IMS services based on the NWM.
1	Discussion
In the second round of NWM, the rapporteur proposes the following for how to handle SMS and IMS services:
Proposal: Proceed under assumption that information about IMS settings cannot be stored in the User Identity Profile.
Proposal: Proceed under assumption that information about SMS settings cannot be stored in the User Identity Profile.
Proposal: Proceed under assumption that information about service chain settings cannot be stored in the User Identity Profile.
Proposal: Proceed under assumption that information about other services (e.g. MBS, V2X) cannot be stored in the User Identity Profile.
Proposal: Proceed under assumption that, when a user is active with a subscription, delivery of the SMS service continues based only on information from the subscription.
Proposal: Proceed under assumption that, when a user is active with a subscription, the SMS service is not impacted.
Proposal: Proceed under assumption that, when a user is active with a subscription, delivery of the IMS service continues based only information from the subscription.
Proposal: Proceed under assumption that, when a user is active with a subscription, activation of the user does not impact the IMS service.
While the SA1 service requirements are not yet clear it is rather obvious that SA2 will not be able to progress much on changes impacting SMS and IMS services without further study.
However, both SMS and IMS supplementary services can be managed by the user/subscriber including e.g. if a user log-out of from a UE the user can invoke Communications Diversion (CDIV) e.g. by enabling the Communication Forwarding on Not Logged-in (CFNL) service:
-	CFNL enables a served user to redirect incoming communications which are addressed to the served user's address, to another user (forwarded-to address) in case the served user is not registered (logged-in). The CFNL service may operate on all communications, or just those associated with specified basic services. 
 For SMS over NAS, the UE can trigger a registration update setting the SMS indication such that SMS over NAS is not available (see TS 24.501). How the UE triggers the registration updated based on user logging-out is UE implementation specific.
2	Proposal

***************** Start changes *****************
[bookmark: _Toc165096164]8.1	Key Issue #1: Identifying the Human User of a Subscription
The following bullets are the interim conclusion principles for KI#1:
Editor’s note: 	The above conclusion principles are only tentatively agreed.
-	The User Identifier format is NAI.
-	The User Identity Profile may contain:
-	one or more User Identifiers;
-	a list of linked subscriptions.
Editor's note:	Where the User Identity Profile is stored is FFS.
Editor's note:	Whether there can be more than one User identifier in the User identity Profile is FFS. The IE in the User Identity Profile is FFS.
-	The User Identifier is unique within PLMN and can be linked/unlinked with a 5GS subscription identified by a SUPI.
-	The following is concluded in relation to support of IMS and SMS:
-    IMS services (including SMS over IP) are not impacted, i.e. it is assumed that to enable IMS services for a new user logging-in, existing SIP registration is used with IMPI and a user specific IMPU. 
-	If a user wants to omit an IMS service to be received after the user log-out from a UE and a new user log-in, then the user/UE is assumed to update the IMS registration to avoid MT services addressed to the UE for the logged-out user as well as disable MO IMS services for the logged-out user. To disable IMS services for a user logging-out, it is assumed that the user specific IMPU shall be de-registered from the IMS. Furthermore, IMPUs specific to the IMS subscriber (e.g. tel-URIs derived from MSISDN associated to the IMPI/IMSI in the USIM) may also have to be de-registered before a user specific IMPU is registered.
-    SMS over NAS service needs to be disabled when a User Identifier is activated associated to a given 5GC subscription (SUPI). To disable SMS over NAS, the UE triggers a Registration update setting the SMS indication such that the SMS over NAS is not available for the UE/SUPI.
NOTE:	How to enable security for a new user registering to IMS is assumed to be handled by SA3.

***************** End changes *****************
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