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Abstract of the contribution: This paper proposes a Key Issue #4 conclusion that is aligned with the pre-SA2 #163 NWM responses.
1.
 Discussion

This p-CR proposes a Key Issue #2 conclusion based on the pre-SA2 #163 NWM responses which are submitted in S2-2406249.
2. Proposals

It is proposed to adopt the following text in TR.23.700-32 v0.3.0.   

*** Start of Changes (All New Text) ***

8.x
Key Issue #4: Identifying non-3GPP Devices Connecting behind a UE or 5G-RG
The following bullets are the conclusion principles for KI#4:
· The 5GC needs to be able to identify traffic from each individual non-3GPP device.

· The user identifier will be bound to a non-3GPP device. 
Editor’s note: More details of how the binding is done can be discussed at SA2 #163
· When their traffic is going to the same DNN/S-NSSAI combination, traffic from the non-3GPP devices share the same PDU Session

· The 5GC knows the User Identifier that is associated with the IP Address/MAC address of the devices and the User Identifier can be used to index the User Identity Profile

· It is possible for the UE or 5G-RG to send traffic from non-3GPP devices that are not associated with a user identifier (i.e. legacy cases).

NOTE 1:
Whether and how to authenticate/authorize a non-3GPP device is a SA WG3 decision.

NOTE 2:
How the operator is able to optionally restrict the number of simultaneously active User Identifiers per UE or 5G-RG can be discussed during the normative phase.

Editor’s note: 
If time permits, more details on how this restriction is applies may be discussed at SA2 #163. Otherwise, to be handled at the normative stage.
*** End of Changes ***
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