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Abstract of the contribution: This contribution proposes a conclusion for Key Issue #4.

1. Discussion
It is concluded that NWDAF may support a service consumer to prevent network abnormal behaviour i.e., signalling storm by providing a new analytics report while detection is assumed to be done at NF level. The analytics report for signalling storm shall be generated using NWDAF’s existing functionalities i.e., MTLF for training and AnLF for inference, and no new logical function should be needed. Enforcement on service consumer’s side is up to the internal logic of each NF, since NWDAF doesn’t have knowledge about actions nor maintains such informaion but rather provides predictions and statistics to other NFs. Therefore, no recommendation from NWDAF will be needed. Input data to NWDAF may include data from OAM domain e.g., MDAF/MDAS because orchestration and management domain is relevant to provide NF data and UE data which shall be collected using existing UE related analytics reports according to TS 23.288 clause 6.7.
2. Text Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-13 v0.3.0:


* * * Start of Change * * * *
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8.x	Key Issue #4: NWDAF enhancements to support network abnormal behaviours (i.e. signalling storm) mitigation and prevention
It is agreed to consider following principles for KI #4, which are based on Solutions #35-#39 for the normative work:
General aspects:
-	NWDAF supports assistance to network abnormal behaviour prevention by providing prediction on signalling storm.
-	A new analytics ID is defined within NWDAF for signalling storm prediction. This Analytics ID covers both signalling storm caused by misbehaving NF and massive amount of UEs signaling.
-	No new logical function shall be added to NWDAF since NWDAF’s existing mechanism supposed to be enough to support a service consumer to mitigate/prevent signalling storm.
-	NWDAF shall not send any recommendation about possible actions to mitigate/prevent signalling storm to a service consumer.

Input/Output data:
-	The input data may include data from OAM domain, such as aggregated data, reports from MDAF/MDAS and NF related data.
	- Aggregated data and NF related data is not to be exposed via Event Exposure from NFs.
-	The input data may also include per UE data:
	- If UE related data is used it shall be according to TS 23.288 clause 6.7.
	- No new Event Exposure is to be added.
	- How to retrieve state transitions per UE is left for normative.
-	The output analytics may include target NF impacted by signalling storm, potential high level cause of the signalling storm (massive UE/frequent access and NF abnormal signalling), source entity of the signalling storm, and confidence level of the prediction.
Enforcement on NF side:
-	The actions that might be triggered to mitigate/prevent signalling storm are only known and done inside NFs, and this is left to implementation.
* * * End of Change * * * *
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