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1.
Text proposal

It is proposed to agree the following changes to TR 23.700-75:

FIRST CHANGE – ALL TEXT IS NEW
8
Conclusions
will proceed based on:

It is recommended to use as the basis of normative work the solutions in clause 6.1, 6.2, 6.3, and 6.4 considering furthermore following assumptions and/or clarifications:

1.
MPS priority treatment for SMS over NAS, SMS over IP and IMS messaging requires an MPS subscription and MPS for messaging enabled.

2.
MPS priority for messaging can only apply for an UE that has MPS priority.
3.
Normative specifications will support the capability for an AF to set (Enable) or to clear (Disable) MPS for messaging for an MPS user. 
4.
The wording “ to set (Enable) or to clear (Disable) MPS for messaging “ replaces the wording “activation/deactivation of MPS for messaging” that is currently used in the TR.
5.
Requests to set (Enable) or to clear (Disable) MPS for messaging will be made via an Application Function under the control of the operator. Third-party Application Functions for this purpose are not in scope.

6.
The end-user interface to request setting or to clearing MPS for messaging is out of 3GPP scope.

7.
The authentication of the end-user trying to set or to clear MPS for messaging via the Application Function is out of 3GPP scope.
8.
Application Function/5GC (e.g., SCEF/NEF) will support logic to control (limit) the frequency to request setting or clearing MPS for messaging.
9.
The SCEF/NEF authentication/authorization framework  is reused to authenticate/authorize Application Function requests to set (Enable) or to clear (Disable) MPS for messaging.
10.
The API to be used by the Application Function will be the same regardless of whether the AF contacts a SCEF or a NEF. 
11.
With regard to the multiple possible solutions about setting or clearing MPS for messaging that are listed in clause 6.4:
a) existing IMS-based subscription update procedures via HSS, S-CSCF, and P-CSCF will be reused and adapted (to indicate setting or to clearing MPS for messaging) to notify S-CSCF and P-CSCF; this means that alternative 1 in § 6.4.3.2 is endorsed for normative work while alternative 2 in § 6.4.3.3 is not.
b) P-CSCF may send information to PCF/PCRF via N5/Rx about MPS for messaging being activated/deactivated, which may be used in PCF/PCRF policy to control the MPS priority of the IMS signaling bearer/QoS flow.
12.
Existing MPS subscription in the SPR/UDR (for 5GS existing MPS subscription data in TS 23.503 Table 6.2-2: PDU Session policy control subscription information) is reused to enable the PCRF/PCF to authorize Rx/N5 requests for MPS for messaging.

Editor’s Note: whether the bullet 12 above (to enable the PCRF/PCF to authorize Rx/N5 requests) is needed is FFS as TS 23.503 already has MPS subscription data in Table 6.2-2: PDU Session policy control subscription information that should apply as soon as an user has a MPS subscription and thus regardless of whether MPS for messaging  has been set (Enabled) or cleared (Disabled) 
13.
The IP-SM-GW in Figure 6.1.3.3-1 step 3c, clause 6.2.3.3b (MT SMS over NAS with IP-SM-GW) step 4, and clause 6.2.3.3c (MT SMS over NAS with SMS Router) step 4, does not need to store the MPS for messaging subscription 
END OF CHANGES
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