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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This contribution provides conclusion for KI#4 of the FS_UIA_ARC.
1 Discussion
Based on solution evaluation in clause 7.X and NWM discussions, the following conclusions for KI#4 of FS_UIA_ARC are proposed to proceed for normative work. It is also proposed to determine the term for the identifier of the non-3GPP devices connecting behind UE/5G-RG used in normative work, temporarily referred to as “the identifier” in this document.
Storage and Usage of the Identifier:
· The identifier is stored in UDM/UDR and is used by the network to control the traffic to/from UE/5G-RG when the traffic is associated with the non-3GPP devices.

· Each instance of the identifier has an association with certain QoS settings, such as 5QI.

· The UE/5G-RG obtains a list of the identifiers in NAS-MM signalling and the UE/5G-RG is responsible for binding them with trusted non-3GPP devices. The NAS signaling messages (e.g., Registration Request) are modified to include the identifier. The AMF processes these messages and stores the identifier in the UE context.

· The UE/5G-RG includes the identifier in NAS-SM signalling messages to the 5GC. The 5GC then uses these identifiers to apply device-specific policies and manage traffic. During PDU session establishment or modification, the UE/5G-RG includes the identifier in the NAS message, ensuring that the 5GC is aware of the specific device generating the traffic.

Policy Retrieval and Enforcement:
· The PCF retrieves the identifier-specific policies from the UDR based on the identifier. Policies may include QoS parameters, data caps, and service levels, etc.

· Policy control for the traffic of individual non-3GPP devices can be triggered by existing procedures (PCRT, URSP, NAS-SM) enhanced with the identifier support.

Maximum number of simultaneously active identifiers:
· The UE/5G-RG, with the knowledge of the identifier as well as the allowed maximum number of simultaneously active identifiers, enforces the restriction on Device User ID.




2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.3.0.
[bookmark: _Toc93073650]		* * * * Start of Changes * * * *
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The following conclusions for KI#4 of FS_UIA_ARC is proposed to proceed for normative work. It is also proposed to determine the term for the identifier of the non-3GPP devices connecting behind UE/5G-RG used in normative work, temporarily referred to as “the identifier” in this document.
Storage and Usage of the Identifier:
· The identifier is stored in UDM/UDR and is used by the network to control the traffic to/from UE/5G-RG when the traffic is associated with the non-3GPP devices.

· Each instance of the identifier has an association with certain QoS settings, such as 5QI.

· The UE/5G-RG obtains a list of the identifiers in NAS-MM signalling and the UE/5G-RG is responsible for binding them with trusted non-3GPP devices. The NAS signalling messages (e.g., Registration Request) are modified to include the identifier. The AMF processes these messages and stores the identifier in the UE context.

· The UE/5G-RG includes the identifier in NAS-SM signalling messages to the 5GC. The 5GC then uses these identifiers to apply device-specific policies and manage traffic. During PDU session establishment or modification, the UE/5G-RG includes the identifier in the NAS message, ensuring that the 5GC is aware of the specific device generating the traffic.

Policy Retrieval and Enforcement:
· The PCF retrieves the identifier-specific policies from the UDR based on the identifier. Policies may include QoS parameters, data caps, and service levels, etc.

· Policy control for the traffic of individual non-3GPP devices can be triggered by existing procedures (PCRT, URSP, NAS-SM) enhanced with the identifier support.

Maximum number of simultaneously active identifiers:
· The UE/5G-RG, with the knowledge of the identifier as well as the allowed maximum number of simultaneously active identifiers, enforces the restriction on Device User ID.

* * * * End of Changes * * * *
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