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Abstract: This pCR proposes solution update to resolve ENs and clarify standard impacts for solution #32.
1. Introduction/Discussion
In TR 23.700-70, sol#32 in captured in clause 6.32.  There is some EN left on standard impacts which need clarifications.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-70.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc165020752]6.32	Solution #32: Tethered traffic handling by reusing N5CW and trusted WLAN access
[bookmark: _Toc165020753]6.32.1	Key Issue mapping
This solution addresses KI#8.
[bookmark: _Toc165020754]6.32.2	Description
For cloud gaming and XR services, tethering is very important to support the WiFi-capable devices into 5G network as shown in Figure 6.32.2-1.


Figure 6.32.2-1 Scenario of Tethering for XR and Media Services
In this scenario, the tethering UE establish PDU session toward UPF using the NG-RAN and 5GC resources for both uplink and downlink directions.
In order to support the tethering scenario for non-5G capable XRM devices, this solution proposes to reuse the N5CW access mechanism which has been specified in clause 4.2.8.5 of TS 23.501 [2]. In clause 4.2.8.5 of TS 23.501 [2], access to 5GC from devices that do not support 5GC NAS over WLAN access has been specified as shown in Figure below.


Figure 6.32.2-2: Non-roaming and LBO Roaming Architecture for supporting 5GC access from N5CW devices (cited from TS 23.501 [2])
[bookmark: _Toc165020755]6.32.3	Proposed architecture reusing N5CW access
This solution intends to reuse and extend the existing architecture specified in TS 23.501 [2] as shown with the following functional assumptions as shown in Figure 6.32.3-1. The major impacts is that the tethering UE needs to implement the TWAP and TWIF function which has already been specified.


Figure 6.32.3-1: Proposed architecture reusing N5CW access
Referring to Figure 6.32.3-1, some assumptions related to XRM traffic handling of the proposed solution are listed as follows:
-	Tether UE support authentication and make its WLAN access trusted by 5GC
-	Reuse TWAP solution to support tethering e.g. on IP address allocation
-	Yw interface becomes proprietary within Tether UE and N1 interface is terminated by TWIF within the tethering UE
-  N2 and N3 interfaces are not terminated by TWIF and by gNB instead, this means enhanced TWIF for tethering case which is different from conventional TWIF.  Referring to 4.2.8.5.3 of TS 23.501, in tethering case, the TWIF need not to support AMF selection procedure and also need to relay PDUs between Yw interface and Uu interface.
A comparison table for functions between existing TWIF and TWIF for tethering is provided as follows:
	
	Terminating interfaces
	AMF selection
	PDU relaying
	Local mobility anchor
	NAS on behalf of N5CW device

	Existing TWIF
	N1, N2, N3
	Yes
	Between Yw and N3
	Yes
	Yes

	TWIF for tethering
	N1 & Uu (via tethering UE)
	Use the same AMF as tethering UE
	Between Yw and Uu
	Same as existing
	Same as existing


-	XRM traffic of XRM N5CW device from Yt' interface is mapped to QoS flow of PDU session, Mapping of QoS parameters in Yt' interface to Uu interface are carried out by the tethering UE e.g. by reusing the TWAP and TWIF functional modules.
-	Uplink XRM traffic from N5CW device are identified by the TWAP/TWIF function within the UE, the tethered XRM traffic can be differentiated from the other non-tethered traffic between the UE and AF/AS. The tether XRM traffic can share the PDU session with non-tethered XRM traffic and use different QoS flows or it may use another PDU session when needed.
[bookmark: _Toc165020756]6.32.4	Procedures


Figure 6.32.4-1: Procedure of Tethering for XR and Media Services reusing trusted WLAN access
0.	Tethering UE is pre-configured to be able to provide trusted WLAN access to XRM device.
1.	Tethering UE switches on its hotspot.
2.	Tethering UE carries out authentication and authorization with 5GC NF, and the hotspot WLAN access becomes trusted.
3.	Tether UE initialize the TWAP and TWIF functions.
4.	XRM device get IP address from Tether UE.
5.	Tether UE establish PDU session to serve the XRM traffic in both uplink and downlink.
6.	E2E XRM service provisioning with PDU set QoS handling supported, tethering UE need to support NAT function and IP address allocation for the N5CW devices which support XRM services, QoS mapping between N5CW access and 5GS QoS flow is supported by the tethering UE.
[bookmark: _Toc165020757]6.32.5	Impacts on services, entities and interfaces
Tethering UE (includes SIM):
-	Need to implement the TWAP and TWIF functions specified in 3GPP and identify the uplink XRM traffic and also performs QoS mapping between N5CW access and 5GS QoS flow.
TWIF:
· To select the same AMF as Tethering UE
· To relay PDU between Yw and Uu (via Tethering UE)
· To terminate only N1 interface (which is already specified for pre-Rel-19 TWIF)
Editor's note: The impacts of UE terminating N2/N3 interfaces to AMF and UPF need to be evaluated by SA WG3.
5GC:
-	Need to support authentication and authorization to allow a tethering UE to provide trusted WLAN access, for this purpose, a subscription need to be configured in UDM per SIM of the tethering UE.
* * * * End of changes * * * *
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