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1. Overall Description:
SA2 is studying on User Identities and Authentication Architecture, which aims to support user specific traffic control based on a new defined User Identity Profile, which contains information of a user associated with the UE subscription. The reason for utilizing user specific identities in the 3GPP network is to allow the operator to charge and provide service differentiation based on the user identifier. Please refer to the architectural assumptions, architectural requirements and conclusions of TR 23.700-32 for more details.

On how to manage (i.e. creating, modifying, and deleting) the User Identifier Profile by the operator, SA2 has reached the following agreements/assumptions:
-	OAM procedures can be used to manage the User Identity Profile in the UDR.
-	OAM procedures can be used to link/unlink a user identifier with a subscription. Here the “link/unlink” means establishing/releasing the association between a User Identifier (or User Identity Profile) and a UE subscription.

SA2 kindly asks SA5 to check the above assumptions and provide feedback, i.e. whether and how the above functionalities can be provided by the OAM.

2. Actions:
To SA5:
ACTION: 	SA2 kindly requests SA5 to check the above assumptions and provide feedback.

3. Date of Next TSG-SA WG2 Meetings:
SA2#164		19 - 23 August 2024		Maastricht, The Netherlands
SA2#165		14 - 18 October 2024		Hyderabad, India
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