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Abstract of the contribution: This contribution proposes updates to KI4 solution principles to resolve remaining editor notes.
1 Introduction
KI#4 is mainly about support of third party IDs in IMS which was intensively discussed in TR 23.700-87 (Rel-18).
2	Discussion
The following editor’s note are present in Solution 4.Editor's note:	refer to either IMS AS or S-CSCF in bullet 1), 6) and 7).




1.	Support authorization check in IMS AS / S-CSCF whether the calling party (PBX / user) is authorized to use Third Party specific identity information based the user profile retrieved from the HSS.
In the above 1st bullet point, S-CSCF receives the INVITE from UE via P-CSCF and retrieves user profile from HSS .If S-CSCF does authorization check that user is not allowed to use third party specific identity, then additional signalling of invoking IMS AS to does the same operation can be saved. Therefore, S-CSCF is best suited to does this authorization check.
Proposal: The 1st bullet point is updated with only S-CSCF option.
6	The RCD address or optional RCD Information is fetched by the IMS AS / S-CSCF from the HSS during IMS session setup.
7.	The IBCF or IMS AS /S-CSCF invoke signing and verification of Rich Call Data information based on local policies and trust relationship with the Third Party network.
As per TS 24.229 Clause 5.7.1.25.2 (orig procedure) and 5.7.1.25.3 (term procedure) for inter domain call, IMS AS can invoke both the signing and verification server, but still IBCF was added as another option which means both IMS AS and IBCF option is included. Clause 5.7.2.25.4 is having details for this Ms Interface. 
Similarly, for intra domain calls along with IMS AS, S-CSCF also has to be kept as another option for invoking signing and verification server.
Proposal: The 6th and 7th bullet point are updated with both IMS AS and S-CSCF option. Also, one NOTE is added similar to TS 24.229 text, which suggests that, based on operator policy, S-CSCF or IMS AS invoke signing and verification for intra-domain calls.
Editor's note:	the wording "the operator/third party can store" in bullets 4*.




4b.	For some users (i.e. that have individual subscriptions in HSS), the operator/third party can store per IMPU trusted RCD information from the Third Party network like caller name, job title, organization, and location information in the HSS.
4c	For some users behind a PBX (i.e. managed via a wildcarded IMPU in HSS), the operator/third party can store per wildcarded IMPU RCD information in the HSS.
4d	For some users, the operator/third party can store in HSS per IMPU an RCD address where Third Party specific user identity information can be fetched from.
The calling party verification feature is already supported by 3GPP and is mentioned in TS 24.229. The requirement here is about the third party identities, which is assigned by third party and getting stored to HSS. So there should be provision for the third party to control what kind of third party identity information it wants to update.
Proposal: 4th Bullet point is updated to give provision functionality for Third party.Editor's note:	The nature of RCD information storage is FFS.




This editor note was added to address where exactly it is stored in HSS. It is proposed that the user profile stores the RCD information.
Proposal: It is proposed to store in the user profile of the HSS.Editor's note:	it is FFS whether Informative text may be added during the normative phase to depict example(s) on how this can be made to work.



There is no clear use case for one IMPU to have multiple RCD information and in which scenario what RCD information to be used. 
Proposal: It is proposed remove the EN and 9th bullet point added for multiple RCD and any further discussion can be done during normative phase based on the contribution.

3	Proposal
[bookmark: _Hlk513714389]It is proposed to add following text to TR 23.700-77.

* * * * Begin changes* * * *
8.2	Principles for normative work of KI#4
Editor's note:	Following points are FFS:
	A)	refer to either IMS AS or S-CSCF in bullet 1), 6) and 7).
	B)	the wording "the operator/third party can store" in bullets 4*.
For KI#4 on "Extensible IMS framework to support authorization and authentication of third-party identities in IMS sessions" the following solution principles are agreed:
1.	Support authorization check in IMS AS or/ S-CSCF whether the calling party (PBX / user) is authorized to use Third Party specific identity information based on the user profile retrieved from the HSS.
2.	The definition of Third Party specific user identity information used in IMS follows the definitions in draft-ietf-sipcore-callinfo-rcd-109 [19].
3.	Signing and verification of Third Party specific user identity information follows draft-ietf-stir-passport-rcd-26 [18].
4.	Support the configuration of either an RCD address or optionally RCD information in the HSS repository data per IMPU including or wildcarded IMPU.
4a.	Optionally, Ffor some users (i.e. that have individual subscriptions in HSS), the operator or third party can may provision store per IMPU  trusted RCD information from the Third Party network like caller name, job title, organization, and location information in the HSS repository data via the NEF.
4b.	Optionally, Ffor some users behind a PBX (i.e. managed via a wildcarded IMPU in HSS), the operator or third party canmay provision store per wildcarded IMPU  RCD information per wildcarded IMPU in the HSS repository data via the NEF.
NOTE 1:	The exact RCD information content and how it is stored in HSS is defined during normative phase.
NOTE 2:	Support for multi RCD records per IMPU or wildcarded IMPU is out of scope of this release.
[bookmark: _Hlk167805922]4c.	Optionally, Ffor some users, the operator or third party canmay provision store in HSS per IMPU  an RCD address per IMPU in the HSS repository data.
NOTE 3:	The exact NEF services and service operations to allow provisioning third party identity specific information in the HSS are defined during normative phase.
5.	The RCD address can be used by the IMS AS to fetch Third Party specific user identity information from a Third Party server. The RCD address is either the Third-Party server address, in which case the IMPU is provided to the Third Party server in a request to fetch user specific RCD information to be signed and included in the outgoing SIP INVITE message. Alternatively, the RCD address is an URL pointing to the user specific RCD information stored on the Third Party server, in which case the fetched RCD information or optionally the RCD address itself is signed and included in the outgoing SIP INVITE message.Editor's note:	: The nature of RCD information storage is FFS.
5.	Based on operator policy, either the fetched RCD address or the fetched RCD information is signed and provided in SIP messages (SIP INVITE) towards the terminating party network.
6.	The RCD address or optional RCD Iinformation is fetched downloaded by the IMS AS  / S-CSCF from the HSS during IMS session setup and, based on local policy, forwarded by the IMS AS to the S-CSCF.
7.	For inter domain calls, Tthe IBCF or IMS AS /S-CSCF invoke signing and verification of Rich Call Data information based on local policies and trust relationship with the Third Party network.
8.	The fetched RCD address or RCD information is used by the Signing AS for signing the RCD PASSporT and by the Verification AS in the terminating network to verify the signed RCD PASSporT.
9.	If signing and verification for intra domain calls is required, based on operator policy, S-CSCF or IMS AS invoke signing and verification.
9).	An user may be associated multiple RCD records. This does not require any normative work in this Release.
Editor's note:	it is FFS whether Informative text may be added during the normative phase to depict example(s) on how this can be made to work.

* * * * End of changes * * * *

