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### 4.6.2 IP address allocation

#### 4.6.2.1 General

IP address allocation is performed as described in TS 23.501 [2] clause 5.8.2.2, with the differences and additions described in this clause.

Stateless IPv6 Address Autoconfiguration applies with the differences described in clause 4.6.2.4.

In addition to the IP address management features described in TS 23.501 [2] clause 5.8.2.2 the 5GC network functions and RG support the following mechanisms:

a. IPv6 address allocation using DHCPv6 may be supported for allocating individual /128 IPv6 address(es) for a PDU Session. The details of IPv6 address allocation using DHCPv6 are described in clause 4.6.2.2.

b. IPv6 Prefix Delegation using DHCPv6 may be supported for allocating additional IPv6 prefixes for a PDU Session. The details of Prefix Delegation are described in clause 4.6.2.3.

The mechanisms in a. and b. above are only applicable for IPv6 and IPv4v6 PDU Session types.

The requested IPv6 address or set of IPv6 Prefixes may be (as defined in TS 23.501 [2] clause 5.8.2.2.1):

- allocated from a local pool in the SMF or

- obtained from the UPF. In that case the SMF shall interact with the UPF via N4 procedures to obtain a suitable IP address/Prefix, or

- obtained from an external server.

When obtaining the IP address from the UPF, the SMF provides the UPF with the necessary information allowing the UPF to derive the proper IP address (e.g. the network instance, IP version, size of the IP address or Prefix the UPF is to allocate).

The SMF may also provide IP configuration parameters (e.g. MTU value) to the 5G-RG, as described in clause 5.6.10 of TS 23.501 [2].

NOTE: In order to provide an IP MTU value that is specifically suitable for W-5GAN without considering N3 in case of combined W-AGF/UPF, the SMF can e.g. be configured with such MTU for a given DNN and/or for a given slice whether the DNN and/or the slice only serves wireline access and a UPF combined with the W-AGF has been selected for the PDU Session.

In this clause, unless specified otherwise, the RG may correspond either to a 5G RG or to a FN RG.

#### 4.6.2.2 IPv6 Address Allocation using DHCPv6

Optionally, and instead of using Stateless IPv6 Address Autoconfiguration, individual 128-bit IPv6 address(es) may be assigned to a PDU Session.

In this case, after PDU Session Establishment, the SMF sends a Router Advertisement message (solicited or unsolicited) towards the RG. The SMF shall set the Managed Address Configuration Flag (M-flag) in the Router Advertisement messages to indicate towards the RG that IPv6 Address allocation using DHCPv6 is available, as described in RFC 4861 [34]. In that case the IPv6 address of the RG is allocated using DHCPv6 Identity Association for Non-temporary Addresses (IA\_NA) and mechanisms defined in RFC 8415 [47].

The SMF may receive a Router Solicitation message, soliciting a Router Advertisement message.

When using DHCPv6 address allocation, a prefix (e.g. /64) may be allocated for the PDU Session at PDU Session Establishment from which the /128 addresses are selected. The SMF determines the size of the prefix for a PDU Session to a specific DNN and S-NSSAI based on subscription data and local configuration. The individual /128 address(es) allocated to the RG as part of DHCP IA\_NA procedure are then selected from the prefix allocated to the PDU Session. For statically assigned prefix, the subscription data in UDM for a DNN and S-NSSAI includes the prefix. Alternatively, individual 128-bit address(es) are allocated for the PDU Session without allocating a prefix to the PDU Session and provided to the RG as part of DHCP IA\_NA procedure.

When a prefix is allocated to the PDU Session, the SMF provides the prefix to the PCF instead of each /128 address. When individual /128 address(es) are allocated without allocating a prefix to the PDU Session, the SMF provides the /128 bits address(es) to PCF. Whether the SMF allocates a prefix for the PDU Session or individual 128-bit addresses is transparent to the RG and W-5GAN.

If Prefix Delegation (as described in clause 4.6.2.3) is also supported, a SMF may receive both DHCP options for IA\_NA and IA\_PD together in a single DHCPv6 message. An SMF may provide a reply to both IA\_NA and IA\_PD in the same message or alternatively process the DHCPv6 IA\_NA before the DHCPv6 IA\_PD.

The SMF may receive multiple different IA\_NA related DHCP requests within the same PDU Session.

NOTE: This is applicable if the RG acts as a DHCP relay for devices behind the RG. The 5G-RG can include the Device ID in the DHCPv6 relayed message via the INTERFACE-ID option as described in RFC 8415 [47] or REMOTE\_ID option as described in RFC 4649 [XX]. This information can be used by the SMF/PCF to identify the device behind the 5G-RG as described in clause 4.10x.

When IPv6 Address Allocation using DHCPv6 is used, 5GC does not support IPv6 multi-homing for enabling SSC mode 3 and PDU Sessions with multiple PDU Session Anchors.

#### 4.6.2.3 IPv6 Prefix Delegation via DHCPv6

In addition to what is the specified in clause 5.8.2.2.4 of TS 23.501 [2], there is following difference:

- UE is replaced by 5G-RG and FN-RG.

- For IPv6 stateless IPv6 address autoconfiguration or IPv6 address allocation using DHCPv6, the SMF determines the maximum size of the prefix that may be allocated for the PDU Session based on subscription data and local configuration.

- If IPv6 address allocation using DHCPv6 is used, the DHCPv6 message may include a request for a delegated prefix (IA\_PD) together with a request for an IPv6 address (IA\_NA). Alternatively, a delegated prefix may be requested after an IPv6 address has been assigned using IA\_NA.

- If the DHCPv6 request indicates support for prefix exclusion via the OPTION\_PD\_EXCLUDE option code in an OPTION\_ORO option and if the SMF accepts this option, the SMF delegates a prefix excluding the default prefix with help of OPTION\_PD\_EXCLUDE. Prefix exclusion procedures shall follow IETF RFC 6603 [16].

- The 5G-RG can act as DHCPv6 relay agent for non-3GPP devices connected to it and it can include the Device ID in the DHCPv6 relayed message via the INTERFACE-ID option as described in RFC 8415 [47] or REMOTE\_ID option as described in RFC 4649 [XX]. This information can be used by the SMF/PCF to identify the device behind the 5G-RG as described in clause 4.10x.

#### 4.6.2.4 The procedure of Stateless IPv6 Address Autoconfiguration

Stateless IPv6 Address Autoconfiguration applies as described in clause 5.8.2.2.3 of TS 23.501 [2] with the differences described below.

When the W-AGF is serving an FN-RG, the W-AGF may include in the PDU Session Establishment Request an interface identifier of the FN-RG IPv6 link-local address associated with the PDU Session. If the SMF receives an interface identifier in the PDU Session Establishment Request message, the SMF provides this interface identifier value as the UE interface identifier in the PDU Session Establishment Accept message. To ensure that the link-local address used by the FN-RG does not collide with the link-local address of the SMF in this case, the SMF selectes a different link-local address for use as the SMF link local address for the PDU Session. If the PDU Session Establishment Request message does not contain an interface identifier, the SMF selects interface identifier for the UE, and SMF link-local address, as described in clause 5.8.2.2.3 of TS 23.501 [2].

NOTE 1: An FN-RGs is configuring its IPv6 link local address based on its MAC address and is not able to use an interface identifier selected by SMF as described in clause 5.8.2.2.3 of TS 23.501 [2].

In case of wireline access, independent of whether SMF received an interface identifier in the PDU Session Establishment Request message or not, the SMF includes the SMF link local address in the PDU Session Establishment Accept message.

NOTE 2: The SMF link local address is needed by the W-AGF to support procedures towards the FN-RG defined in BBF TR-456 [9].

\* \* \* \* Third change \* \* \* \*

## 4.10x Identification of Non-3GPP Devices Behind 5G-RG using DHCPv6

To identify non-3GPP devices behind the 5G-RG in the 5GC, the 5G-RG can (create and) relay a DHCPv6 request and include the Non-3GPP Device Identifier (see clause 5.9.x of TS 23.501 [2]) in a DHCPv6 message via the INTERFACE-ID option as described in RFC 8415 [47] or REMOTE\_ID option as described in RFC 4649 [XX].

The SMF allocates the device IPv6 address/prefix based on the DHCPv6 request as described in clause 4.6.2 and creates Non-3GPP Device information (see clause 5.x of TS 23.501 [2]), which contains the Non -3GPP Device address and the Non-3GPP Device Identifier. The SMF forwards the Non-3GPP Device information to PCF, which may use this information for policy and charging decisions as described in clause 6.1.3.x of TS 23.503 [4]. The procedure for identifying non-3GPP devices behind the 5G-RG is described in clause 7.3.8.x.

NOTE 1: In addition to what is presented in this clause, the mechanisms described in clause 5.x of TS 23.501 [1] can be used to identify a non-3GPP devices behind the 5G-RG in the 5GC.

\* \* \* \* Fourth change \* \* \* \*

### 7.3.8.x IPv6 Session Management Procedures for Identifying Non-3GPP Devices Behind 5G-RG using DHCPv6

This clause describes the procedure to enable 5GC to identify the non-3GPP devices behind an 5G-RG using DHCPv6.



Figure 7.3.8-1: Identifying device behind RG.

0. The non-3GPP device QoS information is provided in the UDR by an AF.

1. The device is connected to the 5G-RG.

2. To provide connectivity for the device, the 5G-RG either establishes a new IPv6 PDU session or use an existing one. The RG decides on this either based on configuration or the URSP rules with Device Descriptor.

3. The connected Non-3GPP device may create a DHCPv6 Request to obtain IPv6 Address/Prefix or uses other access dependent methods. The 5G-RG determines whether the Non-3GPP device requires QoS differentiation and if required the 5G-RG creates a DHCPv6 Request and if no QoS differentiation is required and an existing address can be used for the Non-3GPP device then the 5G-RG may re-use the existing address for the Non-3GPP device and the rest of the steps are skipped.

4. If step 3 created a DHCPv6 request, the 5G-RG acts as a DHCPv6 relay agent and creates a DHCP relayed message and if QoS differentiation is to be requested includes the Non-3GPP Device Identifier via INTERFACE-ID option as described in RFC 8415 [47] or REMOTE\_ID option as described in RFC 4649 [XX].

5. The 5G-RG sends the DHCPv6 request to SMF via the user plane.

6. The SMF obtains the Non-3GPP Device Identifier from the DHCPv6 request and allocates the IPv6 Address/Prefix.

7. The SMF sends the DHCPv6 response with the allocated IPv6 Address/Prefix

8. The SMF initiates SM policy association modification request and includes Non-3GPP Device Information containing the Non-3GPP Device Identifier and the IPv6 Address/Prefix allocated to the Non-3GPP Device. The PCF uses Non-3GPP Device Identifier to obtain device QoS parameters and updates the PCC rules to provide the QoS/charging differentiation for the Non-3GPP Device.

9. PCF initiates the PDU session modification procedure.

10. Differentiated QoS is provisioned for the Non-3GPP Device in the user plane.

\* \* \* \* End of changes \* \* \* \*