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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes the conclusion for KI#2.
1	Discussion
In SA2#162, S2-2404402 proposed the following consideration for conclusion:
1. For encrypted communications and metadata, protocols, and mechanisms that different stakeholders (user, network operator, application provider) can accept explicitly should be considered.

2. Applications may serve different networks including mobile, Wi-Fi or fixed networks. Metadata to assist with QoS (in N6/IP network) should be possible to use across different access networks.

3. Protection of sensitive information and detection of modification (integrity protection) of any information on path is necessary. Traffic analysis of the metadata should reveal no additional information.

4. Metadata should be minimized to avoid leakage on path and reduce the amount of information revealed to trusted parties on path.

5. Encrypted side channel with metadata in a small packet can introduce significant overhead and delays. Mitigation of these costs should be considered.

6. Considering several points above and the ongoing process to resolve challenges and standardize the metadata transport in the IETF (which is responsible for N6 protocols), the timeline to standardize the related aspects in Release 19 should be a key factor.
When considering solution choices, it is crucial to allow application developers the freedom to choose, as this fosters innovation and leads to wider and successful adoption. Therefore, this PCR propose to conclude KI#2 as follows:
· [bookmark: OLE_LINK8]Solutions using UDP-Option (#11, #12, #27), Media over QUIC (#9, #10) and UDP-CONNECT (#24, #26) that provides metadata of PDU Set Information over N6 with assistance information provided by AF are supported with features to comply with formal relevant IETF RFC reference.
· Further work in collaboration with SA3, SA4 and the IETF is needed for protecting security and preserving privacy.
[bookmark: _Toc510607461]		* * * * 1st Change (all new text) * * * *
[bookmark: _Toc164714191]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
[bookmark: _Toc164714192]8.2 Conclusions for Key Issue #2
[bookmark: OLE_LINK2]The following conclusions are agreed for baseline functionality in normative works:
- 	The following solutions in KI#2 that provides metadata of PDU Set Information over N6 are supported with features to comply with formal IETF RFC reference.
· UDP-Option: #11, #12, #27
· Media over QUIC Transport: #9, #10
· UDP-Connect: #24, #26
- 	Further work in collaboration with SA3, SA4 and the IETF is needed for protecting security and preserving privacy.
* * * * End of Changes * * * *
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