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Abstract of the contribution: This paper provides evaluation and conclusions for KI#4.
1	Introduction
This contribution presents evaluation and proposes conclusions for Key Issue #4: Identifying non-3GPP Devices Connecting behind a UE or 5G-RG.
This KI aimed to study how 5GC identifies individual non-3GPP devices connecting behind a UE or 5G-RG and how to provide policy control for the traffic associated with individual non-3GPP devices.
2 	Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-32 as below.
Start of changes, all new text
[bookmark: _Toc165096165]7.	Evaluation
For Key Issue #4, the following criteria are essential for evaluating solutions and thereby conclusions –
1. Authentication of non-3GPP devices by the 5GC is not a pre-requisite for concluding any solutions aspects. In certain scenarios, such as in residential environments, it is left up to the household owner to ensure the correct association of a non-3GPP device User Identifier with its QoS policy.
2. Solutions should consider the RG/UE scalability issue, whereby requiring a dedicated PDU Session for each non-3GPP device is not feasible.
3. Solutions should reuse existing Rel-18 mechanisms for default QoS behavior in order to reduce CP signaling. So, solutions that require CP signaling for each non-3GPP device connecting, whether it requires differentiated QoS or not, are not preferred.
4. Frequent updates of RG/UE policy, such as URSP, to support dynamic service differentiation requests are not preferred.
5. Solutions that do not consider how the UE/RG/5GC would handle the MAC randomization scenarios with User Identifiers should not be considered.

Next change, all new text
8.3	Key Issue #4: Identifying non-3GPP Devices Connecting behind a UE or 5G-RG
The following conclusion principles are agreed for Key Issue #4:
1. Non-3GPP devices can be locally authenticated or via an external AAA server, depending on the device capability.
2. It is assumed that the User Identifier bound to each non-3GPP device is known by the UE/5G-RG and the AF. UE/5G-RG keeps the AF up to date (using signalling not standardized in 3GPP) with the connected non-3GPP devices and associated device information.
3. The AF, based on the user’s input, provisions a policy for the non-3GPP device in the 5GC. Such policy update will initiate AF-triggered policy update procedure. 
4. 5GC (UDR) stores the QoS policy associated with a non-3GPP device’s User Identifier.
5. In the case of non-3GPP devices sharing a PDU Session, the policy is provisioned in the UE/5G-RG using PDU Session Modification procedures.
6. Devices that do not require differentiated QoS shall use the default QoS Flow established using Rel-18 Connectivity Group ID mechanisms.
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