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Abstract: This p-CR proposes a new solution for Key Issue #3 where the AIoT Device is configured with information to decide if it is allowed to respond with only it’s AIoT Device ID or with both it’s AIoT Device ID and an Application Payload.
1. Introduction/Discussion
2. Text Proposal
It is proposed to capture the following changes in TR 23.700-13 v0.3.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * Next change (all new texts)* * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684]6.X	Solution #X: Reader dependent Inventory Response   
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]6.X.1	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687]This solution address aspects of Key Issue #3 and specifically relates to inventory and "how to support information transfer for Ambient IoT services and related system functionality, including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices". 
In some scenarios, it may not be permitted for certain readers to recevie application payloads from the AIoT Device. The owner of the AIoT Device may not trust certain readers to inappropriately read or save the application payloads that are transmitted by the AIoT Devices. However, the owner of the AIoT Devices may allow the devices to transmit just the AIoT Device ID via some of these "less-trusted" readers. These "less-trusted" readers might be useful in scenarios where the location of the AIoT device needs to be determined even if application payloads cannot be obtained.
The principle of this solution is that the AIoT Device can be configured with information that it can use to determine whether to respond to an inventory request with both an AIoT Device ID and an Application Payload, or only an AIoT Device ID, or with neither of them.  





6.X.2	Procedures
 

[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]                                                                
Figure 6.x3.2.1: Inventory Procedure where the AIoT Device Checks Reader Permissions before Responding
1. 	The AIoT Device is configured with reader(s) identities and permissions.
[bookmark: _Hlk162276785]The reader(s) identities and permissions can be either pre-configured in the AIoT Device or sent to the AIoT Device by the network. The configuration information can include the following information for each reader:
-	Reader’s identity, 
-	Whether the AIoT Device is allowed to respond to the reader, and if the AIoT device is allowed to respond to the reader: -	Whether the AIoT Device is allowed to respond to the reader with only it’s AIoT Device ID or 
-	Whether AIoT device is allowed to respond to the reader with both its AIoT Device ID and an Application Payload. If the AIoT Device is allowed to respond to the reader with an Application Payload, then the configuration information can include the service/application identifier(s) associated with the application payloads that are allowed. 
2. 	The AF initiates an inventory request toward the AIoT Device. The request includes the AIoT Device ID and can include the service/application identifier of the application on the AIoT Device that the AF wants to obtain data from.                              	Comment by Mike Starsinic: If these extra things, like type indicator, are included, then we need clear justification of the benefit.	Comment by Mohamad Kenan Al-Hares: Agree, changes are accepted.
3. 	The AIoT function sends an information request to a AIoT reader. The request has the AIoT Device ID and can include the service/application identifier.
4. 	The reader sends the information request to the AIoT Device. This request has the reader identity, AIoT Device ID, and can include the service/application identifier.
5. 	The AIoT Device checks the configuration information that was received in step 1 to determine how to respond to the reader. 
6. 	The AIoT Device uses the configuration information from step 1 to determine how to respond to the request. For example, the AIoT Device responds by sending the AIoT Device identifier and application data or only the AIoT Device Identifier.
7. The Reader sends the AIoT Device response to the AIoT function.
8. The AIoT Function sends the AIoT Device response to the AF.

6.X.3	Impacts on services, entities and interfaces
Reader:
· Supports sending the request to AIoT devices with Reader Identity, AIoT Device ID and Service/Application ID
AIoT Device:
-	Supports per-reader configuration information.
-	Uses the per-reader configuration to determine how to respond to an inventory request (e.g. whether to include application data or to only send the AIoT Device Identifier).
* * * * End of changes * * * *
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