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Abstract of the contribution: The contribution proposes to update the conclusion principles for the KI#1
1. Proposal

It is proposed to accept the change to 23.700-32.

>>>> Start of Change <<<<
8.1
Key Issue #1: Identifying the Human User of a Subscription

8.1.1
Content and structure of User Identifier and User Identity Profile
The following bullets are the conclusion principles for Content and structure of User Identifier and User Identity Profile:

-
The User Identifier format is NAI.
-
The User Identity Profile may contain:

-
one or more User Identifiers;

-
a list of linked subscriptions.
-
DNN/S-NSSAI information (i.e. allowed DNN/S-NSSAI for the user. It should be the subset of linked subscription).
-
Qos setting (e.g. session-AMBE, 5QI, ARP, etc).
NOTE 1:
The Qos setting may be per DNN-S-NSSAI or DNN/S-NSSAI combination.
NOTE 2:
Whether credential is in the User Identity Profile depends on the SA3 conclusion.


-
The User Identifier is unique within PLMN and can be linked/unlinked with a 5GS subscription identified by a SUPI.
8.1.2
User Identifier and User Identity Profile management
The following bullets are the conclusion principles for User Identifier and User Identity Profile management:
-
The User Identifier can be assigned by operator or third party.
NOTE 1:
In both case, the User Identifier is unique within PLMN.
-
The User Identity Profile can be managed by an operator or by an authorized third party.
-
The User Identity Profile is stored in the UDM/UDR.

-
NEF APIs can be used by an authorized AF (owned by operator or 3rd party) to manage the User Identity Profile. Management of User Identity Profile includes:
-
creating, modifying, and deleting a User Identity Profile;
-
linking/unlinking a user identifier with a subscription;
-
OAM can be used by to manage the User Identity Profile.
NOTE 2:
For each user identifier and User Identity Profile, there is only one AF that is authorized to request link/unlink operation.
8.1.3
User Identifier Activation
The following bullets are the conclusion principles for User Identifier Activation:
-
The UE shall explicitly request the User Identifier activation/de-activation towards 5GC.
-
The active User Identifier is de-activated when a new User Identifier is activated.
-
NAS message/procedure is used by UE to activate the User identifier with a subscription.
Editor's note:
Whether NAS-MM message (e.g. Registration) or NAS-SM message (PDU session modification) is used can be determined during meeting.

Editor's note:
Further details will be determined after the method determination (i.e. MM or SM NAS).
8.1.4
Qos impact
The following bullets are the conclusion principles for influence on the Qos:
-
The PCF create/update PCC rules when a User Identifier becomes active with a subscription.
-
The PCF make the PCC rules determination according to the Qos information of the User Identity Profile.
NOTE:
There is no enhancement to PCC rules, i.e. all the parameters in the PCC rules are existing parameters.
8.1.5
other services impact
The following bullets are the conclusion principles for other services impact:
-
For the SMS, TBD.
-
For the IMS, TBD.
-
Other services, e.g. V2X, MBS, Prose, Ranging, etc.: No impact.
>>>> End of Change <<<<
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