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Abstract of the contribution: The contribution proposes a solution for KI#3, new exposure services for management of Ambient IoTs.
1. Introduction
Key Issue #3 is Support of Ambient IoT Services. This Key Issue pertains to the AIoT services. Considering that AIoT Devices are a new type of reduced capabilities devices, the services/use cases to be supported include:

-
Inventory 

-
Command

Editor’s note: the name to call “Inventory” and “Command” is FFS, e.g. Ambient IoT service, use case, etc.

The key issue will study the following aspects:

-
Study how to support information transfer for Ambient IoT services and related system functionality, including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices.
NOTE:
including whether there is a need to support session based transfer between Ambient IoT Device and the network considering the device types and capabilities.
-
Study which of the enabled Ambient IoT services are exposed to AF and how, e.g. for the case AF requests Ambient IoT service for an Ambient IoT Device and for a group of Ambient IoT Devices.
Regarding how to support management of Ambient IoT Devices, the following need to be considered.
-
AIoT Devices have No USIM (UICC)
-
AIoT Devices have ultra-low complexity/power/cost and are resource-constrained
-
The network needs to support a huge number of AIoT Devices
It is difficult for AF to maintain Ambient IoT Devices due to huge number of devices. Hence, we proposed to ptovide ing Network APIs for management of Ambient IoTs to AF.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-13.

* * * * First change * * * *
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	
	Key Issues

	Solutions
	Key Issue #1
	Key Issue #2
	Key Issue #3

	#1
	
	X
	

	#2
	
	X
	

	#3
	X
	X
	X

	#4
	X
	X
	X

	#5
	
	X
	X

	#6
	X
	X
	X

	#7
	X
	X
	

	#8
	X
	X
	

	#9
	X
	X
	X

	#10
	X
	X
	

	#11
	
	
	X

	#12
	X
	X
	X

	#13
	
	X
	

	#14
	
	X
	

	#15
	
	X
	X

	#16
	
	X
	

	#17
	X
	X
	X

	#18
	
	
	X

	#19
	X
	
	X

	#20
	X
	X
	X

	#21
	X
	X
	X

	#22
	X
	X
	X

	#23
	
	
	X

	#24
	
	X
	

	#X
	
	
	X


* * Second change * * * *(all new texts)
6.X
Solution #X: New Exposure Services for Management of Ambient IoTs
6.X.1
Description
This solution is targeting KI#3, and proposes New Exposure Services for Management of Ambient IoTs.

 Regarding how to support management of Ambient IoT Devices, the following need to be considered.
-
AIoT Devices have No USIM (UICC)
-
AIoT Devices have ultra-low complexity/power/cost and are resource-constrained
-
The network needs to support a huge number of AIoT Devices
An example of the management of the Ambient IoT Devices by AF is depicted in Figure 6.X.1-1.
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Figure 6.X.1-1: An Example of the management of Ambient IoT Deices by AF
It is difficult for AF to maintain Ambient IoT Devices due to huge number of devices. Hence, we proposed to ptovide ing Network APIs for management of Ambient IoTs to AF.

For Ambient IoT Device Management, the Network may need to provide information regarding the number of Devices working properly per area, or the ratio of the devices working properly comparing with all the devices per area. An example for this is depicted in Figure 6.X.1-2. 

[image: image2.emf]7/71%

6/33%

6/50% 6/50%


Figure 6.X.1-2: An Example of Ambient IoT Device Management: Monitoring Coverage of Interesting Area
The paprameters for subscription for this service will be like the following.

-
Event ID: It is identifier for an event for Monitoring Coverage of Interesting Area. Notification will be done at this Event. The Event includes the following.

-
When lower than the requirement of monitoring coverage for TASK, 

-
When not enough Ambient IoTs are deployed in certain area or 

-
when the number of Ambient IoTs which are out of work due to out of battery or failure exceeds some threshold.
-
Event Filter Information: It will select events to be reported. It includes the following.
-
Reporting frequency: periodic or event time

-
Event Parameter Type and Event Parameter Value
-
Area: Whole Interesting Area / Specific Area (Area Code)
-
Sensing Coverage in Cell: The Number of Operable Ambient IoT Devices in a Cell or Ratio of Operable Ambient IoT compared to Total Ambient IoT in a Cell

-
Time: Rendezvous Time

-
Event Reporting Information: It will describe how to report to AF. It includes the following.
-
Event reporting mode: Periodic or Event Time

-
Immediate reporting flag when Event Time mode
-
Maximum Number of Reports / Maximum Duration of Reporting
-
Target of Event Reporting: It will describe what format / contents will be reported to AF. It includes the following.
-
Number of alive Ambient IoTs and number of Ambient IoTs
-
Geographical positioning of Ambient IoT Device
-
Coverage of specific area and percentage of coverage with area code
-
Notification Target Address (ID): It will describe the Address (ID) of NF which will receive the notification.

-
Expiry Time: It will describe the time during which the event subscription is lasting.
6.X.2
Procedures
Monitoring Coverage of Interesting Area procedure with Intermediate UE is depicted in Figure 6.X.2-1.
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Figure 6.X.2-1: Monitoring Coverage of Interesting Area procedure with Intermediate UE

Step 1. AF sends subscription to Exposure Service to 5GC. This includes the parameters described in clause 6.X.1 

Step 2. 5GC configures Exposure Service with the AF ID and TASK ID based on Subscription at Step 1. Based on the Area of the Event Filter Information, target BS(s) or target Intermediate UE(s) are configured.
Step 3. 5GC sends Report Request to BS based on the configurations at Step 2.

Step 4. BS sends Report Request to Intermediate UE based on the configurations at Step 2.

Step 5. Intermediate UE sends COMMAND-Report via local broadcast based on the Report Request received at Step 4.
Step 6. When the COMMAND-Report includes Rendezvous Time, at Rendezvous Time or after Rendezvous Time, Ambient IoT Devices send Local Report to the Intermediate UE. 
Step 7.
 Intermediate UE aggregates the local Reports at Step 6, based on the Report Request which includes Event Reporting Information and Target of Event Reporting.

Step 8. Intermediate UE sends the Aggregated Report to BS, the BS sends it to 5GC, and 5GC sends it to AF based on Event Reporting Information and Target of Event Reporting.

Steps 8a~8c. And/Or Intermediate UE sends 5GC the Aggregated Report or individual reports. 5GC aggregates the individual reports based on the Report Request which includes Event Reporting Information and Target of Event Reporting. 5GC sends the Aggregated Report to AF.

Step 9. When the COMMAND-Report at Step 5 includes Event Filter Information with Reporting frequency of event time, Ambient IoT Devices send Local Report to the Intermediate UE. 
Step 10. Intermediate UE sends the Aggregated Report to BS, the BS sends it to 5GC, and 5GC sends it to AF based on Event Reporting Information and Target of Event Reporting.

Monitoring Coverage of Interesting Area procedure without Intermediate UE is depicted in Figure 6.X.2-2.
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Figure 6.X.2-1: Monitoring Coverage of Interesting Area procedure without Intermediate UE

Step 1. AF sends subscription to Exposure Service to 5GC. This includes the parameters described in clause 6.X.1 

Step 2. 5GC configures Exposure Service with the AF ID and TASK ID based on Subscription at Step 1. Based on the Area of the Event Filter Information, target BS(s) are configured.
Step 3. 5GC sends Report Request to BS based on the configurations at Step 2.

Step 4. BS sends COMMAND-Report via local broadcast based on the Report Request received at Step 3.
Step 5. When the COMMAND-Report includes Rendezvous Time, at Rendezvous Time or after Rendezvous Time, Ambient IoT Devices send Local Report to the BS. And/Or Ambient IoT Devices send Local Report to the 5GC
Step 6.
 BS aggregates the local Reports at Step 5, based on the Report Request which includes Event Reporting Information and Target of Event Reporting. 

Step 7. BS sends the Aggregated Report to 5GC, and 5GC sends the Aggregated Report to AF based on Event Reporting Information and Target of Event Reporting.

Steps 7a~7c. And/Or BS sends 5GC the Aggregated Report or individual reports. 5GC aggregates the individual reports based on the Report Request which includes Event Reporting Information and Target of Event Reporting. 5GC sends the Aggregated Report to AF.

Step 8. When the COMMAND-Report at Step 4 includes Event Filter Information with Reporting frequency of event time, Ambient IoT Devices send Local Report to the BS. 
Step 9. BS sends the Aggregated Report to 5GC, and 5GC sends it to AF based on Event Reporting Information and Target of Event Reporting.

6.X.3
Impacts on services, entities and interfaces
AF:
- 
Supports Monitoring Coverage of Interesting Area API. 
5GC:

- 
Configures based on Monitoring Coverage of Interesting Area API input.

-
Sends Reports to AF based on the configurations.
BS/Intermediate UE:

- 
Aggregates Local Reports based on Event Reporting Information Target of Event Reporting
Ambient IoT Devices: 

- 
Local Reports based on Event ID and Event Filter Information.
* * * * End of change * * * *
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