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Abstract: Conclusion on KI#2 of Femto is proposed. 
1. Introduction/Discussion
[bookmark: _Hlk166072002]The Key Issue #2 mainly study the following aspects:
-	How to enable the CAG owner or an authorized administrator to provision/update CAG information to the network for 5G Femto access control. The provisioning/updating of CAG info to the network that 5G Femto serves and the network that the UE has subscription will be considered.
Currently, solution #1, #2, #3 and #4 are proposed to address Key Issue #2. The brief summary of these solutions is listed below:
Solution#1:
-	A 5G CAS is involved to store the CAG information.
-	External parameter provisioning procedure is enhanced to provide CAG information to the 5G CAS.
-	5G CAS triggers the UCU procedure to update the CAG information to the UE.
-	During the registration procedure, AMF retrieve the 5G CAS to get the CAG information.
Evaluation: A new function is involved to store the CAG information. The CAG information stored in the 5G CAS needs further clarification.
Solution#2:
-	V-UDR is used to store the CAG information of visitor UE.
-	AF triggers the external parameter provisioning procedure to provide GPSI and corresponding CAG ID to the V-UDR.
-	During the registration procedure, AMF get the GPSI from H-UDM, then get the corresponding CAG ID list from V-UDR. Another option is AMF get the CAG ID list from PCF via the AM policy association.
Evaluation: The CAG information is stored in the V-UDR. In the roaming scenario, the V-UDR does not have the subscription of visitor UE, whether and how can the V-UDR stored the information of visitor UE needs to be clarified.
Solution#3:
-	A new function CMF is involved to store the CAG information, CAG information contains GPSI and allowed CAG ID.
-	External parameter provisioning procedure is enhanced to provide CAG information to the CMF.
-	If more than one CMF is deployed, different CMF shall manage different CAG ID range. NEF and AMF select the CMF based on the CAG ID.
-	UE provides indication in the registration request. AMF retrieve the CAG ID in the CMF based on the indication.
Evaluation: A new function is involved to store the CAG information. In order to simplify the solution, only 1 CMF in PLMN can be considered.
Solution#4:
-	External parameter provisioning procedure is enhanced to provide CAG information to the UDM.
-	NEF is enhanced to provides the redirection (i.e. redirect the AF request to the home network of UE).
Evaluation: AF is required to have SLA with the home network of UE. Otherwise the request would be rejected and the provisioning would fail.
Both solutions enhanced External Parameter Provisioning procedure to provide the CAG information. The difference is which function is used to store the CAG information.
In order to simplify the solution, both in roaming scenario and non-roaming scenario shall perform the same procedure. Therefore, there are two options can be selected. Option 1, a new function is involved to store the CAG information, as described in solution#1 and solution#3. Option 2, UDM/UDR is used to store the CAG information, as described in solution#2 and solution#4. It required the AF in the serving network to provides information to the home network of visitor UE. Which means AF needs to have SLA with all the network to ensure the NEF in the home network can authorized the AF request.
For option 2, whether the solution is worked in roaming scenario needs to be further clarified. Therefore, the option A can be selected as baseline.
In the NWM discussion, we have 4 option:
Option A: UDM/UDR for non-roaming, V-UDR for roaming.
In non-roaming scenario, option A has small impact to the network, some existing mechanism (e.g. UDM can trigger the UCU procedure to update the CAG information to the UE) can be re-used. However, For roaming scenario the V-UDR/UDM does not have subscription data associated to inbound roamers in V-UDR where to store the list of allowed V-PLMN's CAG.
Option B: UDM/UDR for non-roaming, new NF (e.g., CAS/CMF) for roaming.
This option can work for both roaming scenario and non-roaming scenario. However, it requires different procedure for roaming scenario and non-roaming scenario. It requires some enhancement for AF to determine the home network of UE based on the GPSI of UE.
Option C: New NF for both non-roaming and roaming.
This option performs the same procedure in roaming and non-roaming scenario. This option only requires the AF to have the SLA with the NEF in the serving network. The new function can store the CAG information of visitor UE without any associated subscription. The disadvantage is that this option requires a new network function to be deployed in the network.
Option D: (H-)UDM/UDR for both non-roaming and roaming.
This option also performs the same procedure in roaming and non-roaming scenario. However, AF needs to provide the CAG information to the H-UDM in the roaming scenario. The AF needs to have an SLA with the home network of roaming UE in order to be authorized by the NEF. If AF does not have the SLA with some network, the NEF will reject the provisioning request and this option cannot work.
Option A and Option D have technical issues that may prevent them from working. Option B is complicated for AF to perform different procedure in roaming scenario and non-roaming scenario. Therefore, the Option C shall be used as baseline.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-45.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: startOfAnnexes][bookmark: _Toc165028135][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157760687]8.X	Key Issue #2: Enabling provisioning of subscribers allowed to access CAG cell and managing access control by the CAG owner or an authorized administrator
For interim conclusions, the following aspects are taken as way forward:
-	A new Network Function is specified to store the CAG information. This new Network Function is deployed at the network where the Femto cell deployed.
-	The list of CAG ID supported by a Femto can be both provisioned in the new Network Function via OAM or provided from AF via NEF.
-	New Exposure service for provisioning of CAG information is specified for both roaming UE and non-roaming UE.
-	The CAG information is composed by allowed CAG ID and GPSI of UE.
-	During the registration procedure, AMF retrieves the CAG information of registered UE from the new Network Function after AMF get the GPSI from UDM.
-	If there are more than one new Network Function deployed, the AMF and NEF shall select the new Network Function based on the CAG ID.
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