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1.	Discussion
1.1	Finalization of Solution 2.7 description
In the last meeting SA2#161 in Changsha, S2-2403984 described how to conclude the description of Solution 2.7. Due to time constraints, the paper was not handled, so it is described here how to address the open issues of that solution:
Extension of the PCC rules and ATSSS/N4 rules to support 3GPPA + NIN3A
To allow the CN to indicate to the UE and to the UPF how to handle the traffic over 3GPPA and NIN3A, the URSP rules sent by the PCF to the UE would not need to be extended, while the PCC rules as well as the ATSSS and MAR/N4 rules would need to be extended to explicitly include the 3GPPA+NIN3A access combinations for the relevant steering modes. An example of how the ATSSS rules can be extended for the active-standby steering mode is shown in Figure 1.1-1 below (the new combinations for 3GPPA + NIN3A are marked in bold, italic text). Similar changes can be applied to the Priority based, the redundant (only in case of usage of thresholds) and the Load balancing steering modes. The Steering mode information for the smallest delay steering mode does not need to be extended. The same type of extensions can be applied to the N4 rules for the UPF. With Option A there is no need to extend the URSP rules.
	Steering mode (octet f+3)

	The steering mode descriptor field shall be encoded by one octet (octet f+3) as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Active-standby

	0
	0
	0
	0
	0
	0
	1
	0
	
	Smallest delay

	0
	0
	0
	0
	0
	0
	1
	1
	
	Load balancing

	0
	0
	0
	0
	0
	1
	0
	0
	
	Priority based

	0
	0
	0
	0
	0
	1
	0
	1
	
	Redundant

	All other values are spare.

	

	Steering mode information (octet f+4)

	If the steering mode is defined as active-standby, octet f+4 shall be defined as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Active 3GPP and no standby

	0
	0
	0
	0
	0
	0
	1
	0
	
	Active 3GPP and non-3GPP standby

	0
	0
	0
	0
	0
	0
	1
	1
	
	Active non-3GPP and no standby

	0
0
0
0
	0
0
0
0
	0
0
0
0
	0
0
0
0
	0
0
0
0
	1
1
1
1
	0
0
1
1
	0
1
0
1
	



	Active non-3GPP and 3GPP standby
Active 3GPP and NIN3A standby (new)
Active NIN3A and no standby (new)
Active NIN3A and 3GPP standby (new)


	All other values are spare.


Figure 1.1-1: Example of extension of Active-Standby steering mode to support 3GPPA+NIN3A MA PDU Sessions (based on modification of Encoding of ATSSS rules in TS 24.193).
Handling of MA PDU Session when UE is no longer reachable via 3GPP Access.
ATSSS-Lite is defined with the assumption that 3GPP NAS signalling can be exchanged only via 3GPP access. This means that no 3GPP NAS signalling is transported over NIN3A and this clause describes how to handle the scenario in which at some point during the lifetime of the MA PDU Session the UE unreachable via 3GPP access (e.g., due to the UE being out of 3GPP access coverage). Figure 1.1-2 below describes the main steps of such procedure (for the sake of simplicity, the AMF has been omitted from the message flow).
The assumption is that the 3GPP access is at least available when the MA PDU Session with NIN3A is to be established. 


Figure 1.1-2: Simplified ATSSS-Lite MA PDU Session Establishment with provision of indication of how to handle NIN3A in case 3GPPA becomes unavailable
1.	The UE initiates the establishment of MA PDU Session with NIN3A as per TR 23.700-54 clauses 6.2.7.2.1 or 6.2.7.2.2.
2.	The SMF may retrieve the PCC rules from the PCF and such rules include indications on how to handle the NIN3A connection of the MA PDU Session in case the 3GPP access becomes unavailable or the UE becomes unreachable over 3GPP access.
3.	As Step 4 of Figure 6.2.7.2.1-1 and of Figure 6.2.7.2.2-1 of TR 23.700-54.
4.	The SMF provides the UPF with the instructions on how to handle the NIN3A connection when the 3GPP access becomes unavailable.
5.	Similarly to Step 4 for the UPF, in this Step the SMF instructs the UE on how to handle the NIN3A connection when the 3GPP access becomes unavailable.
The instructions provide to the UPF and UE in Step 4 and Step 5, respectively, may include the following options:
-	release the NIN3A connection as soon as it is known that the UE is unreachable via 3GPPA;
-	release the NIN3A connection after a certain period since it is known that the UE is unreachable via 3GPPA.
Later, when the SMF becomes aware that the UE is not reachable over 3GPP access (e.g., based on notification from the AMF), it notifies the UPF of this event. The UE may become aware of the unavailability of the 3GPP access based on implementation specific mechanisms. At this point, UPF and UE apply the instructions provided by the SMF in Step 4 and Step 5, respectively, and maintain or release the NIN3A connection (and the related MA PDU Session).
1.2	Categorization of solutions
The solutions for KI#2.2 of TR 23.700-54 can be categorized as follows:
	Solutions
	Principle
	Requires NAS over N3GPPA
	Support for communication over N3GPPA w/o available 3GPPA
	UE impact
	AMF impact
	SMF impact
	UPF impact
	Other impacts
	CONSIDERATIONS

	2.2
	Co-locate ePDG in UPF, use null encryption in UE-ePDG interface
	No
	Yes
	Yes
	No
	Yes
	Yes
	
	The solution does not simplify the protocol stack nor the architecture for non-3GPPA because it simply co-located the ePDG in the UPF (this option is already possible). It improve the situation for the crypto overhead by removing the need for IPSec encryption.

	2.6
	UPF supports IPSec tunnel with the UE
	No
	No
	Yes
	No
	Yes
	Yes
	AUSF, others?
	IPSec is not removed. Unclear how the UPF performs traffic aggregation/splitting: if based on MPQUIC/TCP the benefit is unclear. 

	2.7
	Use Non-Integrated N3GPPA (NIN3A) without TNGF/N3IWF to enable UE-UPF communication
	No
	Yes (temporary, during loss of 3GPP connectivity)
	Yes
	Yes (Option 1)
No (Option 2)
	Yes
	Yes
	
	The solution simplifies the protocol stack for the Non-3GPPA because it removes the IPsec layer. They also simplify the architecture because the N3IWF/NTGF is not deployed. The level of security is maintained because the communication is protected with TLS (without the double encryption due to IPSEC).

	2.8
	Use Non-Integrated N3GPPA without TNGF/N3IWF to enable UE-UPF communication
	No
	No (TBC)
	Yes
	No
	Yes
	Yes
	
	The solution simplifies the protocol stack for the Non-3GPPA because it removes the IPsec layer. They also simplify the architecture because the N3IWF/NTGF is not deployed. The level of security is maintained because the communication is protected with TLS (without the double encryption due to IPSEC).

	2.12
	NULL encryption IPSec UP tunneling
	Yes
	Yes
	Yes
	No
	No
	No
	N3IWF/TNGF
	NULL encryption in N3IWF does not solve one of the problems which is to pass NAS messages over N3IWF/non-3GPP access. There is also the problem of exposing the PLMN inner deployment (UPF IP address) if IPSec encryption is disabled.

	2.13
	Removal of IPsec tunnel between UE and N3IWF/TNGF
	Yes
	Yes
	Yes
	No
	No
	No
	N3IWF/TNGF
	In addition to the considerations for sol. 2.12, this solution does not address how to handle the mapping of traffic from the UE to the correct N3 tunnel. No simplification to UE stack.



Based on the above comparison table, a few interim conclusions can be drawn as described below. 
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.700-54:
[bookmark: _Hlk67396857]>>>>BEGINNING OF CHANGES<<<<
[bookmark: _Toc160552505][bookmark: _Toc161061180]8.2	Conclusions for ATSSS_Ph4
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities for ATSSS_Ph4.
8.2.x	KI#2.2: Simplified ATSSS architecture over non-3GPP access
To support a simplified ATSSS architecture for communication over Non-3GPP access, it is proposed to move to normative phase the following principles from Solutions 2.7 and 2.8:
-	The MPQUIC steering functionalities defined in TS 23.501 [3] clause 5.32.6.2.2 are re-used.
Editor's Note: Whether MPTCP steering functionality can also be supported for Simplified ATSSS is FFS and depends, e.g., on the KI#2.1 conclusion.
-	No N3IWF/TNGF is needed between UE and UPF.
-	The Non-3GPP Access is directly connected with the UPF (i.e., Non-Integrated Non-3GPP Access (NIN3A)) without requiring an N3IWF/TNGF.
-	No NAS signaling is exchanged over NIN3A. Session establishment and maintenance are done over the 3GPP access.
-	No IPSec security is required over NIN3A; the confidentiality and the integrity of the UP data exchanged between UE and UPF over NIN3A is protected at Transport Layer Security (TLS) of MPQUIC.
-	Traffic sent over 3GPP Access and NIN3A can be split, steered or switched using an MPQUIC client functionality and an MPQUIC proxy functionality in the UE and in the UPF, respectively.
-	Communication via NIN3A can be established if both NIN3A and NAS signaling over 3GPP access are available. If 3GPPA NAS signaling becomes unavailable (e.g., due to the UE going out of 3GPPA coverage) and the NIN3A communication was previously established, then the NIN3A communication shall be implicitly terminated (after a certain timer value expires).
-	PCC rules and ATSSS/N4 rules extended to cover also 3GPPA plus NIN3A combinations. Details are to be defined during the normative phase.
Editor's Note: The details of ATSSS-Lite capable SMF selection are FFS. 
>>>>END OF CHANGES<<<<
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