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1	Proposal
It is proposed to agree the text below for inclusion into TR 23.700-63.
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[bookmark: _Toc160444890][bookmark: _Toc160444958][bookmark: _Toc160711448][bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc92987386][bookmark: _Toc97269609]7	Overall Evaluation
Editor's note:	This clause will provide a general evaluation and comparison of the solutions per Key Issue #<X>
[bookmark: _Toc157752219][bookmark: _Toc160444881][bookmark: _Toc160444949][bookmark: _Toc160711439]7.x	Evaluation of solutions for Key Issue #3
There is one solution proposed to address the Key Issue #3 i.e. regarding enhancements for UPF handling of headers.
Sol#1, proposes making use of rules by an AF to insert, modify, remove, replace or detect a Header/Tag.
The following list shows main principles of solution #1:
-	Nnef_TrafficInfluence service shall be leveraged for UPF handling of Headers/Tags.
- 	Actions to be performed on Headers/Tags may be combined depending on the use case. I.e. detection can be invoked as the only action, or it may be combined with insertion/removal/replacement. 
- 	The protocol layer, the type of encryption used or to be used, and potential additional information related to the handling of the Headers/Tags in accordance to SLA, is part of a preconfigured rule in the UPF and referred to by an AF. The preconfigured rule may map to the actions to be performed by the UPF (i.e. insert, detect, replace, etc), or these may be included by the AF in its request. This option obeys to the different cases derived from the agreement between MNO and Application provider. 
- 	The use of Nnef_Traffic Influence_Notify or Nupf_EventExposure service for reporting shall be decided, on a per use case basis, by the AF indicating indirect or direct reporting respectively.
- 	Two options are studied for the direct reporting using Nupf_EventExposure service. Both present commonalities but also differences at the time of instructing the UPF to provide the direct reports:
· Option 1 proposes subscription to UPF events through the operations Subscribe/Unsubscribe of the Nupf_EventExposure. It proposes creation of new event (=Traffic Influence Reporting) that is mapped from the information included by the AF and that SMF uses for subscription to UPF on behalf of the AF. The event is linked to a URR rule configured into UPF using the N4 session anagement procedures. The notification to AF is done by using Nupf_EventExposure_Notify operation.
· Option 2 proposes reusing N4 managament procedures to subscribe to UPF events. N4 management rules are proposed to instruct UPF the direct reporting to AF and/or indirect reporting via SMF. The direct reporting is also done by using Nupf_EventExposure_Notify operation.
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[bookmark: _Toc92875666][bookmark: _Toc93070690][bookmark: _Toc160444891][bookmark: _Toc160444959][bookmark: _Toc160711449]8	Conclusions
Editor's note:	This clause will capture conclusions for the study.
8.x	Conclusion for Key Issue #3
Solution #1 makes the basis of normative text for KI#3. The following principles are extracted from solution #1:
-	Nnef_TrafficInfluence service shall be enhanced to accommodate requests from AFs for handling of Headers/Tags. Nnef_TrafficInfluence_Create and Nnef_TrafficInfluence_Update operations shall be enhanced by using the information described in Table 6.1.2.1-1 as basis. The following clarifications are provided:
· The component “Header/Tag Handling instructions” shall always include the subcomponent “Reference” as the identity of a pre-installed rule. The subcomponent “Additional Data” is optional.
· The component “Reporting Instructions” shall include the subcomponents “Reporting-to address” and “Reporting correlation ID” when either direct or indirect report is requested by the AF. It is left for normative phase whether the subcomponent “Reporting-to address” is to be coded as the current data type “Notification Target Address” of Nnef_TrafficInfluence service. 
· Whether no report is explicitly coded in the subcomponent “Reporting type”, or it is determined by the absence of the subcomponent, is left for stage 3 decision.  
- 	Nnef_TrafficInfluence_Notify shall be enhanced with a CorrelationID, to match the request in the Create/Update operations for indirect reporting
-	Procedure in clause 4.3.6.2 of TS 23.502 is reused to provision the Headers/Tags handling rules to the SMF/UPF
-	A new data subset in the Application data set in the UDR.
-	PCC rule is enhanced to add the Header/Tags handling information.
-	SMF/UPF are enhanced to support the handling of Headers/Tags
-	UPF profile is enhanced with the new UPF capability to support the UPF selection and discovery
-	Option 2 is used for Headers/Tags direct reporting to NEF/AF. It is left for normative phase the decision to install SRR rules as opposed to PDR with URR rule in the N4 management, for direct reporting instructions to the UPF.  
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