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1. Overall Description:

SA3-LI has studied the current version of TR 33.757 and has the following observations:

General requirements:

SA3-LI would like to restate the existing requirement that any NPN, shall be able to support the same LI requirements as a PLMN.


TR 33.757 Key Issue Related:

Key Issue #1

SA3-LI observes that Key Issue #1 "Security for dedicated UPF interacting with PLMN through N4 interface", the PLMN hosting the NPN may have obligations to trigger interception across the domain boundary in certain architecture options.

If an SMF within the hosting PLMN’s domain is controlling a UPF in the NPN domain via N4, the LI functions within the SMF (IRI/CC-TF) must be able establish communications with the LI functions in the UPF via LI triggering interfaces (LI_T2/LI_T3). SA3-LI kindly asks SA3 to take this requirement into account when evaluating solutions, particularly those which involve proxies or topology-hiding which may impact the LI_T2/LI_T3 interfaces.

Similarly, SA3-LI also clarifies that when N4 crosses a boundary between PLMN and NPN, SA3 should avoid adopting solutions which prevent the LI functions in the NPN domain from delivering LI product to the hosting PLMN when so provisioned.

 
Key Issue #3

SA3-LI observes that Key Issue #3, which concerns SUPI privacy in a PLMN-hosted NPN, has solution proposals which may conflict with requirements in TS 33.126.

TS 33.126 R6.2-10 requires that networks shall be able to support identification and interception of traffic by long-term identifiers including SUPI, regardless of whether the network is private or public. 

SA3-LI’s understanding of the Key Issue #3 is that solutions are likely to prevent the SUPI being revealed to the NPN. Doing so will prevent compliance with the requirement in TS 33.126. As such, SA3-LI kindly asks SA3 to ensure that if a solution to Key Issue #3 is chosen which withholds the SUPI from the NPN, it is made optional to deploy so that LI obligations, where they exist, can be met. 



2. Actions:
To SA2 and SA3 group
ACTION:	SA3-LI kindly asks SA3 to take the above into account when evaluating solutions for Key Issue #1 and #3, and for SA2 and SA3 to coordinate with SA3-LI on any subsequent normative work



3. Date of Next SA WG3-LI Meetings:
SA WG3-LI Meeting #94		  9th – 12th Jul. 2024	Amsterdam, NL 

