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1. Introduction
In RAN3#123b meeting, we start the discussion on SI of 5G Femto support. A few consensuses have been reached, and some topics still need to be further discussed. In this paper, we discuss the access control for NR Femto issue and provide our views.
· The study should consider applicability of use cases equivalent to those in 4G, i.e. open mode, closed mode, hybrid mode. Definitions of open mode, closed mode, hybrid mode for the NG-RAN are FFS
2. Discussion on Access modes of NR Femto 
In 4G, there are three access mode, i.e. open mode, closed mode, hybrid mode, by using CSG mechanism. In 5G, we have CAG mechanism in PNI-NPN which can be reused to archive the similar access control function.
We could implement three access control modes by using CAG ID as follows:
· Open access mode: If a cell belonged to a NR Femto node sends the SIB1 message which contains the PLMN-IdentityInfoList but not the NPN-IdentityInfoList-r16 IE in cellAccessRelatedInfo IE, it can indicate that the cell is open for all UE access.
· Closed access mode: If a cell sends the SIB1 message which contains the PLMN-IdentityInfoList, NPN-IdentityInfoList-r16, cellReservedForOtherUse=true IEs in cellAccessRelatedInfo IE, it can indicate that the cell is a closed cell and not allow the public UE access, only for the UEs which are members of the CAG network to access.
· Hybrid access mode: If a cell sends the SIB1 message which contains the PLMN-IdentityInfoList, NPN-IdentityInfoList-r16 in cellAccessRelatedInfo IE, it can indicate that the cell is a hybrid cell and allow both the UEs which are members of the CAG network and other public UEs to access.
According to above analysis, reusing the CAG mechanism could implement applicability of use cases equivalent to using CSG in 4G.

Observation:  Reusing the CAG mechanism could implement applicability of use cases equivalent to using CSG in 4G.

3. Discussion on Access Control for NR Femto 
When the UE establishes the connection via the 5G Femto, a control of this access must take place. In 4G, the MME takes the responsibility of access control for CSG UEs which is specified in TS 36.300, as follows: 
	TS 36.300
In addition to functions specified in clause 4.1, the MME hosts the following functions:
-	Access control for UEs that are members of Closed Subscriber Groups (CSG):
-	In case of handovers to CSG cells, access control is based on the target CSG ID of the selected target PLMN provided to the MME by the serving E-UTRAN (see TS 23.401 [17]).
-	Membership Verification for UEs handing over to hybrid cells:
-	In case of handovers to hybrid cells the MME performs Membership Verification based on UE's selected target PLMN, cell access mode related information and the CSG ID of the target cell provided by the source E-UTRAN in S1 handover, or provided by the target E-UTRAN in X2 handover (see TS 23.401 [17]).
……
……
-	verifying as defined in TS 33.320 [53], for a closed HeNB, that the indicated cell access mode and CSG ID are valid when receiving the S1 INITIAL UE MESSAGE message, the S1 PATH SWITCH REQUEST and the S1 HANDOVER REQUEST ACKNOWLEDGE message;


Following the similar principle, the AMF should host the function of access control for NR Femto node. And AMF has done the same job in PNI-NPN network, so the AMF is the ‘chosen one’ for the access control of NR Femto.
Proposal 1: AMF hosts the access control function for 5G Femto.
For PNI-NPN, the list of CAG IDs of the cell from which the UE accesses in was placed in the NPN Access Information IE in the Initial UE Message, if the same IE is reused to indicate the UEs which are members of CAG Femto cell, a new IE should be introduced to contain the list of CAG IDs to indicate the CAG list is used for 5G Femto, not for the PNI-NPN.
Proposal 2: A new IE should be introduced to contain the list of CAG IDs in the Initial UE Message in order to indicate that the CAG list is used for 5G Femto.


4. Conclusion
Based on the above discussion on access control, we have the following observation and proposals:
Observation:  Reusing the CAG mechanism could implement applicability of use cases equivalent to using CSG in 4G.
Proposal 1: AMF hosts the access control function for 5G Femto.
Proposal 2: A new IE should be introduced to contain the list of CAG IDs in the Initial UE Message in order to indicate that the CAG list is used for 5G Femto.
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