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1	Introduction
The study item of 5G femto was agreed in [1] at RANP#102 and started at RAN3#123bis. In parallel, SA2 works on its own study item in [3] including different topics. One of the objectives of [3] is the mobility between CAG cell and CSG cell. In this context RAN3 has received the following LS:  
As part of the FS_5G_Femto study (SP-231797), the following aspects are being studied:
· WT#1: Based on RAN3 outcome, enhance the overall architecture and enable the required functional and procedural changes for supporting 5G NR Femto deployment.
· WT#2: How to enable interworking between CAG and CSG cells.

In TR 23.700-45, the WT#2 (mapped to KI#1 in the TR) investigates the support of the UE moving between CAG cell of 5G Femto and CSG cell, with no impact on the RAN. Therefore, some companies proposed below solutions for this KI:

· The UE partitions CSG-CAG ID and constructs mapped CSG/CAG ID, and reports to the NG-RAN or E-UTRAN (depending on the considered mobility direction) as described in pCR (S2-2405814).

· RAN recognizes the target CSG cell (or the target CAG cell) as an open cell during the handover (e.g., via local configuration) and the core network performs access control as described in pCR (S2-2405789).

[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Question 1: SA2 would like to know whether the two solutions mentioned above have any impact on the RAN (e.g., for RAN procedures)? 

Question 2:  SA2 has reserved the time units for the normative work of WT#1 based on the result of RAN3 work (RP-234041), which is expected to start in SA2 from SA2#164. Therefore, SA2 requests to confirm the conclusion of RAN3 on overall architecture, etc., which will be used as the basis for SA2's normative work.

2. Actions: SA2 asks RAN2 and RAN3 to answer the above questions.
This paper addresses this mobility question and proposes answers to SA2 LS in [4]. 
[bookmark: _Hlk165034423]2	Discussion
SA2 ask feedback on two particular solutions for their WT#2. It is also necessary to feedback on both direction: 5g to CSG and 4g to CAG. 

2.1	5g to 4g CSG Mobility
Solution 1: 
The first SA2 solution is described in pCR S2-2405814:
There is a partition of CSG-CAG ID in the network i.e. some CAG ID are reserved to be mapped onto CSG IDs. 
The UE reads the target CSG ID. It adds five leftmost bits set to “zero” to derive the corresponding mapped CAG ID. The UE sends measurement report including this CAG ID to source gNB. Currently only target 4g CGI can be reported, this requires the CAG ID to be added by RAN2 in the 4g measurement report to source gNB. 
Then the source gNB has received the Allowed CAG List of the UE from AMF (ongoing in RAN3 for intra-5G mobility to NR Femto). The source gNB can do the access control check with the received CAG ID, similar to mobility to target NR Femto or PNI NPN (working assumption in RAN3). Handover will only be triggered if the received CAG ID matches the list.  
Observation 1-1: in solution 1, the source gNB behaves as for intra-5G mobility to target NR Femto. The impact on source gNB is therefore minimum: only add the CAG ID in the measurement report of target CSG cell from the UE.
NOTE: alternatively, the UE could report the target CSG ID and the source gNB could map into the CAG ID.
On the target side, the CSG ID must be delivered to the target MME and target HeNB. The AMF can include the target CSG ID based on mapping from target HeNB ID (same in the solutions 1 and 2). No impact foreseen on target side, only on source AMF.
Observation 1-2: in solution 1, can AMF map the target HeNB ID into target CSG ID. No impact on target 4g RAN. Only impact on source AMF.

Solution 2: 
The second SA2 solution is described in pCR S2-2405789:
The UE reports the target CSG cell ID as an open cell as of today. The source gNB triggers the N2 Handover Required message including the target HeNB ID. The AMF is configured with the mapping of (target HeNB ID, target CSG ID, mapped CAG ID list). 
NOTE 1: it is unclear here whether the mapped CAG ID List is dynamically configured (O&M burden) or result from a partition like in solution 1.
AMF performs the access control presumably comparing the UE Allowed CAG list with the mapped CAG ID List of AMF. 
NOTE 2: This function is unusual for the AMF since the access control for PNI NPN is done in source RAN node (and same is assumed for target NR Femto). The AMF is impacted not only for heavy configuration, but also with this new additional function. 
If the access control is positive, the AMF includes target CSG ID towards target MME. No impact to target side but impact on AMF to send this CSG ID to target MME. If the access control is unsuccessful, the AMF needs to reply with HANDOVER PREPARATION FAILURE message. 
Assuming solution 2 pretends no impact on UE and source RAN node, the Handover preparation is therefore triggered whenever UE measures a closed CSG cell which it reports as open cells. Assuming many CSG cells can overlap the source RAN (macro or femto) cell, for which only one may be allowed for the UE, the solution 2 will translate into many repeated handover preparation failures.  
Observation 2: The solution 2 leads to frequent repeated handover preparation failures impacting the source gNB in terms of signaling processing and degraded handover KPI. The solution additionally impacts the source AMF more than solution 1 because in addition to sending the target CSG ID to target MME, the source AMF needs an additional new function of access control against CAG ID List which actually duplicates the function foreseen by RAN3 to take place in the source RAN for handover to target NR Femto (as per PNI NPN agreement).

2.2	4g to 5g CAG Mobility
Solution 1: 
The first SA2 solution is described in pCR S2-2405814:
There is a partition of CSG-CAG ID in the network i.e. some CAG ID are reserved to be mapped onto CSG IDs. 
The UE measures the target CAG ID. It removes five leftmost bits set to “zero” to derive the corresponding mapped CSG ID. It is assumed that the UE also received the allowed CSG ID List from MME, as per legacy CSG mobility. Based on this the UE can evaluate the membership, as per legacy CSG mobility.
The UE reports the CSG ID and the membership to source eNB, same as legacy CSG mobility as shown below from TS 36.331:
AdditionalSI-Info-r9 ::= SEQUENCE { 
csg-MemberStatus-r9 ENUMERATED {member} OPTIONAL, 
csg-Identity-r9 CSG-Identity OPTIONAL 
}
If the UE reports to be a member, the source eNB includes the CSG ID to source MME as per legacy CSG mobility. The source MME performs access control as per legacy CSG mobility. If the access control is positive, the source MME forwards the CSG ID to target AMF as per legacy CSG mobility.  
The impact to source eNB is only to add the CSG ID and Membership Status in the NR part of the 4g measurement report. After this the access control logic and algorithm is same as the one used towards a 4g target CSG cell.
At target side, PNI NPN Model is followed to avoid any impact i.e. the AMF sends the UE Allowed CAG List to target NR Femto and the target NR Femto checks access comparing with CAG ID of target cell. No impact to target RAN.
Observation 3: In solution 1 the source eNB has minimal impact compared to legacy CSG mobility because it just need to add the CSG ID and membership status to the NR part of 4g measurement report while eNB logic remains the same as mobility towards 4g CSG cell, source MME has no impact at all, and the target RAN has no impact compared to intra-5G CAG mobility (PNI NPN and RAN3 foreseen solution for target NR Femto).

Solution 2: 
The second SA2 solution is described in pCR S2-2405789:
In solution 2, the UE should report the target CAG cell as an open cell. 
It is unclear of UE reports the PCI or the target CGI. If target CGI is to be reported then UE is impacted because the 5g CGI is included in the NPN-List. If the solution is based on PCI reporting, then there is PCI confusion.
NOTE: in PNI NPN the cell has a PLMN List (may not be valid PLMN ID) and an NPN List (containing the CGI).
The source eNB performs a 4g to 5g handover followed by MRU on target side. However, on target side the target AMF will include the UE Allowed CAG List to target NR Femto and target NR Femto will do access control.
If access control is positive, handover is accepted followed by MRU. If access control is rejected, target NR Femto replies with HANDOVER FAILURE. 
Similar as for 5g to 4g direction, assuming solution 2 pretends no impact on UE and source RAN node, the Handover preparation is therefore triggered whenever UE measures a closed CAG cell which it reports as open cells. Assuming many CAG cells can overlap the source RAN (macro or femto) cell, for which only one may be allowed for the UE, the solution 2 will translate into many repeated handover preparation failures.  In the 4g to 5g direction, solution 2 is even more impacting because the complete handover signaling takes place down to target RAN node before being failed. 
Observation 4: The solution 2 has no access control at all on source side: this leads to frequent repeated handover preparation failures impacting both the source eNB and target NR Femto node in terms of signaling processing and degraded handover KPI.

2.3	Evaluation Summary table

5g to 4g direction
	
	Source gNB
	Source AMF
	Target MME
	Target HeNB

	Solution 1
	CAG ID added into 4g part of 5g measurement report
	Sends CSG ID to target MME
	no
	no

	Solution 2
	Frequent Repeated handover failures
	1/ sends CSG ID to target MME
2/New access control in AMF duplicating access control in source gNB
3/ Frequent repeated handover failures
4/ mapping from target HeNB into list of CAG IDs
	no
	no




4g to 5g direction
	
	Source eNB
	Source MME
	Target AMF
	Target NR Femto

	Solution 1
	CSG ID and membership status  added into 5g part of 4g measurement report
	no
	no
	no

	Solution 2
	Frequent Repeated handover failures
	Frequent Repeated handover failures
	Frequent Repeated handover failures
	Frequent Repeated handover failures




3	Conclusion and Proposals
This paper has evaluated the two solutions of the SA2 LS for inter-RAT mobility towards CAG/CSG cell.
As seen from the summary table, the first conclusion is that any workable solution has source RAN impact. 
NOTE: This is already what RAN3 replied to SA2 last year in their LS R3-226035.
The second conclusion is that solution 2 has no access control in source RAN node leading to repeated useless triggered and failed handovers every time the UE comes under a not allowed closed cell. Solution 2 is therefore not technically feasible.   
Proposal 1: It is proposed to reply to SA2 by including the summary table and the following conclusion:
All solutions have source RAN node impact. In 5g to 4g direction, solution 2 has more AMF impact than solution 1 and leads to repeated handover failures. In 4g to 5g direction solution 2 has repeated handover failures impacting all source and target RAN and CN nodes and degrade handover KPI. Therefore, RAN3 think solution 2 is not technically feasible.  Solution 1 is technically feasible but has both UE and source RAN impacts.
The corresponding Reply LS is available in [5]. 
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