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RAN3 has achieved some basic agreements at RAN3#123bis about 5GS architecture for support of Ambient AIoT devices:
[Topo1] AIoT RAN node: 
Corresponds to the basestation in Figure 4.2.1.1-1 in TR 38.848; 
A RAN node providing AIoT radio, and connecting with an AIoT-aware CN node via the XX interface. Details of the AIoT-aware CN node is subject to SA2.
[Topo2] UE Reader: 
A UE (corresponds to the intermediate node in Figure 4.2.1.2-1 in TR 38.848);
Providing AIoT radio, and connecting with a gNB (may be an AIoT enhanced gNB, corresponds to the basestation in Figure 4.2.1.2-1 in TR 38.848) via NR Uu interface. 
XX interface: 
FFS whether it is the NG interface or a new interface, details to be discussed by RAN3 with SA2 progress of AIoT-aware CN node.
XXAP (XX Application Protocol): 
The radio network layer signalling protocol for the XX interface. It is FFS whether it is NGAP or a new XXAP.
It is FFS whether control plane transport or user plane transport is used for XXAP.
Common Reader Function: 
A function providing AIoT radio. It may reside within the AIoT RAN node in Topology 1 and reside within the UE Reader in Topology 2.  It is FFS whether there is a need to define the Common Reader Function. 
It is FFS whether and in which way the Common Reader Function, if defined, communicates with the AIoT-aware CN node.
This document continues overall system considerations.
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2.1	First common views on 5GS for AIoT
Looking at the first agreements for Topology 1 and 2, it appears as if the basic structure of the 5G system architecture – still – consists of a “CN” and a “RAN”, both “AIoT enabled” (or “aware”, as we called at RAN3#123bis).
Observation 1:	First discussions in RAN3 reveal the fact that a 5GS supporting Ambient IoT devices consists – for topology 1&2 – of an Ambient IoT device, an Ambient IoT enabled RAN and an Ambient IoT enabled CN.
2.2	Visualisation of RAN3#123bis agreements
The agreements at RAN3#123bis aimed at clarifying how Figures 4.2.1.1-1 and 4.2.1.2-1 in TR 38.848 [1], depicting topologies 1 and 2, would translate into a basic 5GS architecture.
2.2.1	Attempt to translate Topology 1 in TR 38.848 into a system architecture figure, following RAN3#123bis agreements:
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Figure 4.2.1.1-1 for topology 1 from TR 38.848 [1]
[Topo1] AIoT RAN node: 
Corresponds to the basestation in Figure 4.2.1.1-1 in TR 38.848; 
A RAN node providing AIoT radio, and connecting with an AIoT-aware CN node via the XX interface. Details of the AIoT-aware CN node is subject to SA2.
The architecture derived from Figure 4.2.1.1-1 for topology 1 in TR 38.848 [1] consists of the following elements:
-	AIoT device: equipment communication with 5GS with characteristics outlined e.g. in TS 22.369 [x]. (FFS: whether and in which way necessary network functions determine AIoT device properties or resultin further requirements for the AIoT device.)
-	AIoT RAN: executing 5GS functions as of the functional split between RAN and CN (FFS on details regarding functional split, to be decided by RAN2, RAN3 and SA2)
-	AIoT radio: radio interface between AIoT RAN node and AIoT device. (FFS on details to be discussed by RAN1&2)
-	AIoT-enabled CN: executing 5GS functions as of the functional split between RAN and CN (FFS on details regarding functional split, to be decided by RAN2, RAN3 and SA2)
-	XX interface: interface between AIoT aware CN and AIoT RAN node (FFS on whether this interface represents a new logical interface or equals to NG.)


Figure 2.2.1-1: Simplified System Architecture for topology 1
Observation 2:	Given the agreements at RAN3#123bis, Topology 1 is directly translate-able into a simplified system architecture consisting of RAN, CN and AIoT device. Next step would be to determine the functions assumed by RAN to reside in the depicted entities.
2.2.2	Attempt to translate Topology 2 in TR 38.848 into a system architecture figure as of RAN3#123bis agreements:
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Figure 4.2.1.2-1 for topology 2 from TR 38.848 [1]
[Topo2] UE Reader: 
A UE (corresponds to the intermediate node in Figure 4.2.1.2-1 in TR 38.848);
Providing AIoT radio, and connecting with a gNB (may be an AIoT enhanced gNB, corresponds to the basestation in Figure 4.2.1.2-1 in TR 38.848) via NR Uu interface. 
The architecture derived from Figure 4.2.1.2-1 for topology 2 in TR 38.848 [1] consists of the elements shown in the “Simplified System Architecture for topology 1”, with the following addition:
-	UE Reader: a UE able to communicate with the AIoT Device, AIoT radio resource usage is controlled by the AIoT-enabled gNB (FFS: details and further functions)
-	AIoT-enabled gNB: a gNB able to communicate with the UE Reader in order to control the UE Reader’s AIOT radio resource usage. (FFS: details and further functions)
-	XX/NG: interface between AIoT-enabled gNB and the AIoT-enabled CN. (FFS on whether this interface is represented by NG alone or represented by 2 logical interfaces, a new one and NG.)



Figure 2.2.2-1: Simplified System Architecture for topology 2

Observation 3:	Given the agreements at RAN3#123bis, Topology 2 is directly translate-able into a simplified system architecture consisting of RAN, CN and AIoT device. Next step would be to determine the functions assumed by RAN to reside in the depicted entities.
2.3	On open issues carried over from RAN3#123bis
One open issue is the applicability of a “Common Reader function”, which was discussed with the aim to “harmonise” topology 1 and topology 2.
The tentative definition for discussion as of last meeting is as follows:
Common Reader Function: 
A function providing AIoT radio. It may reside within the AIoT RAN node in Topology 1 and reside within the UE Reader in Topology 2.  It is FFS whether there is a need to define the Common Reader Function. 
If we assume that the Common Reader Function provides the AIoT radio towards the AIoT device, we still have to clarify the question on how the communication towards the AIoT enabled CN would work.
We are looking at the following 2 functions, which in our view cannot be part of the Common Reader Function in case of Topology 2, i.e. these functions cannot be deployed in the UE Reader:
-	controls which AIoT radio resources are allowed to be used towards the AIoT devices, including the co-ordination of AIoT radio resources in case multiple Common Reader Functions/UE Readers are deployed in close proximity, requiring a more central point of co-ordination, and a proper entity entitled to perform this role.
-	coordinating the Upper Layer Function (e.g. Inventory, Command) in case the area within which this Upper Layer Function is to be performed comprises a multitude of Common Reader Functions/UE Readers. 
These two functions are, on our opinion, not to be located within a UE, but only within a proper RAN node.
In order to gain from this consideration, we propose to introduce a new function, alongside the Common Reader Function, an AIoT RAN node function, which – at least – provide the two above described functions. We propose the following definitions.
-	Common reader function: a function residing in AIoT RAN. It communicates with the AIoT device by means of AIoT radio. AIoT RAN supports multiple Common reader functions. One instance of the Common reader function is assumed to serves the AIoT-equivalent of a “cell”. (FFS on details to be discussed by RAN1&2, as for AIoT radio)
-	AIoT RAN node function: a function residing in AIoT RAN. It controls the AIoT radio resources used towards the AIoT device and coordinates the Upper Layer functions (e.g. Inventory, Command) e.g. in case these functions have to be performed over a multitude of instances of the Common Reader Function. (FFS: further details)
Now, with the two functions at hand. a Common Reader Function and an AIoT RAN node function, we should be able to “harmonise” the simplified system architecture in the next step:


Figure 2.3-1: Simplified System Architecture for topology 1 containing the Common Reader Function and the AIoT RAN node function:


Figure 2.3-2: Simplified System Architecture for topology 2, appearing as a deployment option of the basic 5G system architecture

Observation 4:	Acknowledging a “Common Reader Function” and introducing an “AIoT RAN node function” allows to represent topology 2 as a mere deployment variant of an overall 5G system architecture for AIoT, with the Common Reader function residing in the UE Reader and the AIoT RAN node function residing in an AIoT-enabled gNB (set aside details on the RAN-CN interface, for which details on the nature of the interface need to be further looked at.)
Proposal 5:	We propose to capture the essence of chapter 2.2 and 2.3 in TR 38.769, as proposed in Annex A.
2.4	More on CN-RAN functional split
2.4.1	On Security and Privacy Requirements
One of the fundamental requirements for 3GPP systems is the support of security and privacy. This is stated in stage 1 very clearly by requiring:
The 5G system shall enable security protection suitable for Ambient IoT, without compromising overall 5G security protection. 
The 5G system shall be able to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication between an Ambient IoT device and the 5G network or an Ambient IoT capable UE.
Given the overall assumptions in RAN3 and RAN2, that access stratum (AS) security is not assumed for AIoT devices, it would be about time to confirm this underlying assumption and inform respective groups accordingly.
[bookmark: _Hlk166168423]Proposal 6:	Inform SA2, SA3 and RAN2 that RAN3 also assumes that communication between AIoT devices and the 5GS complies with basic service requirements stated in TS 22.367 concerning security and privacy. Given current status of studies it is assumed that these functions are executed between the AIoT device and the 5GC (“NAS security”). RAN3 assumes basic device identities and other content of communication to be ciphered and integrity protected.
2.4.2	On authentication of the intermediate node aka UE Reader
SA1 in TS 22.369 is also very explicit on the authorisation of UE Reader (TS 22.369 refers to it as an “Ambient IoT capable UE”:
The 5G network shall support a mechanism to authorize an Ambient IoT capable UE to communicate with an Ambient IoT device.
...
Based on subscription and operator policies, the 5G system shall authorize an Ambient IoT capable UE to communicate with a specific Ambient IoT device or with a group of Ambient IoT devices.
This constitutes another basic assumption which should be communicated to SA2, SA3 and RAN2:
Proposal 7:	Inform SA2, SA3 and RAN2 that for Topology 2, i.e. the topology consisting of an intermediate node, RAN3 assumes that the intermediate node is authorized by the 5GC to use Ambient IoT specific radio resources for communication with Ambient IoT devices, while the Ambient IoT enabled RAN configures the intermediate node with information which Ambient IoT specific radio resources it is allowed to use.
2.4.3	On establishing mutual trust between the Ambient IoT device and the 5GS
Control of the usage of system resources and providing measures to avoid rouge usage of them is another fundamental property of 3GPP technology.
From RAN point of view, if usage of radio resources for communication with Ambient IoT devices is to be controlled by the AIoT RAN, AIoT RAN should count on authorisation of the Ambient IoT device by the AIOT enabled CN, as well as the AIoT device should be able to count on communicating with a trusted entity.
We would propose to establish this as yet another basic assumption on which work in RAN WGs can rely on.
Proposal 8:	Inform SA2, SA3 and RAN2 that RAN3 assumes that 5GC provides means to establish a mutual trust between an Ambient IoT device and the 5G system through proper authorisation.
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We have discussed and further developed results from RAN3#123bis in terms of basic system architecture and RAN-CN split.
Observations and Proposals made were as follows:
Observation 1:	First discussions in RAN3 reveal the fact that a 5GS supporting Ambient IoT devices consists – for topology 1&2 – of an Ambient IoT device, an Ambient IoT enabled RAN and an Ambient IoT enabled CN.
Observation 2:	Given the agreements at RAN3#123bis, Topology 1 is directly translate-able into a simplified system architecture consisting of RAN, CN and AIoT device. Next step would be to determine the functions assumed by RAN to reside in the depicted entities.
Observation 3:	Given the agreements at RAN3#123bis, Topology 2 is directly translate-able into a simplified system architecture consisting of RAN, CN and AIoT device. Next step would be to determine the functions assumed by RAN to reside in the depicted entities.
Observation 4:	Acknowledging a “Common Reader Function” and introducing an “AIoT RAN node function” allows to represent topology 2 as a mere deployment variant of an overall 5G system architecture for AIoT, with the Common Reader function residing in the UE Reader and the AIoT RAN node function residing in an AIoT-enabled gNB (set aside details on the RAN-CN interface, for which details on the nature of the interface need to be further looked at.)
Proposal 5:	We propose to capture the essence of chapter 2.2 and 2.3 in TR 38.769, as proposed in Annex A.
Proposal 6:	Inform SA2, SA3 and RAN2 that RAN3 also assumes that communication between AIoT devices and the 5GS complies with basic service requirements stated in TS 22.367 concerning security and privacy. Given current status of studies it is assumed that these functions are executed between the AIoT device and the 5GC (“NAS security”). RAN3 assumes basic device identities and other content of communication to be ciphered and integrity protected.
Proposal 7:	Inform SA2, SA3 and RAN2 that for Topology 2, i.e. the topology consisting of an intermediate node, RAN3 assumes that the intermediate node is authorized by the 5GC to use Ambient IoT specific radio resources for communication with Ambient IoT devices, while the Ambient IoT enabled RAN configures the intermediate node with information which Ambient IoT specific radio resources it is allowed to use.
Proposal 8:	Inform SA2, SA3 and RAN2 that RAN3 assumes that 5GC provides means to establish a mutual trust between an Ambient IoT device and the 5G system through proper authorisation.
final proposals:
Proposal 9	We further propose to liaise to SA2, SA3 and RAN2 along the discussed and proposed assumptions about RAN and CN functional split, as proposed in R3-243551.
Proposal 10	We propose to agree on capturing the findings concerning the overall (simplified) system architecture and the definition of the entities and open items, as proposed in Annex A.
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Annex A: Text Proposal to TR 38.769 [based on agreed changes in R3-242148]
[bookmark: _Toc367182965][bookmark: _Toc160111601]<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>
6.4	RAN architecture aspects
Editor’s note: Corresponds to the second RAN3 objective in the SID, to identify RAN architecture aspects, including whether support for split architecture is necessary.
This chapter attempts to identify and describe architectural elements necessary to define a RAN architecture for support of Ambient IoT embedded in the overall 5G system architecture in support of topology 1 and topology 2 (as defined in TR 38.848 [2]).
This chapter also attempts to identify a functional split between RAN and CN.
Figure 6.4-1 depicts a simplified System architecture, able to support topology 1 and topology 2.
It consists of the following architectural elements:
AIoT device: equipment communication with 5GS with characteristics outlined e.g. in TS 22.369 [x]. 
Editor’s Note: It is FFS whether and in which way necessary network functions determine AIoT device properties or resulting further requirements for the AIoT device.)
AIoT RAN: executing 5GS functions as of the functional split between RAN and CN 
Editor’s Note: Further details regarding functional split to be decided by RAN2, RAN3 and SA2
AIoT radio: radio interface between AIoT RAN node and AIoT device. 
Editor’s Note: Further on details to be discussed by RAN1&2
AIoT CN: executing 5GS functions as of the functional split between RAN and CN 
Editor’s Note: Further details regarding functional split to be decided by RAN2, RAN3 and SA2
XX interface: hypothetical interface between the AIoT RAN and the AIoT CN for certain AIoT specific functions are performed
Editor’s Note: The functions represented by the XX intefaces are FFS. It is also FFS whether this interface represents a new logical interface or is equal to NG.
XX/NG: interface between AIoT RAN and the AIoT CN.
Editor’s Note: “XX/NG” is used as an intermediate term for representing the simplified system architecture supporting topologies 1&2. For topology 1 it may only represent “XX”, for topology 2 it might represent either 2 interface instances, one for “XX” one for NG, or NG alone.
Common reader function: a function residing in AIoT RAN. It communicates with the AIoT device by means of AIoT radio. AIoT RAN supports multiple Common reader functions. One instance of the Common reader function is assumed to serves the AIoT-equivalent of a “cell”.
Editor’s Note: Further on details to be discussed by RAN1&2, as for AIoT radio)
AIoT RAN node function: a function residing in AIoT RAN. It controls the AIoT radio resources used towards the AIoT device and coordinates the Upper Layer functions (e.g. Inventory, Command) e.g. in case these functions have to be performed over a multitude of instances of the Common Reader Function.
Editor’s Note: further details are FFS.



Figure 6.4-1: Simplified System Architecture supporting topology 1 and topology 2.
Figure 6.4-2 depicts a deployment scenario for topology 2, based on Fiture 6.4-1, where AIoT RAN is deployed as a UE Reader and an AIoT-enabled gNB, distributing the Common reader function and the AIoT RAN node function accordingly. The definitions of the 2 additional entities are given below:
UE Reader: a UE able to communicate with the AIoT Device, AIoT radio resource usage is controlled by the AIoT-enabled gNB 
Editor’s Note: further details are FFS.
AIoT-enabled gNB: a gNB able to communicate with the UE Reader in order to control the UE Reader’s AIOT radio resource usage. 
Editor’s Note: further details are FFS.


Figure 6.4-2: Deployment scenario for topology 2 based on the Simplified System Architecture.
<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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