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Background
In this paper, we provide our views on locating an AIoT device based on the discussion and open issues identified in RAN3#123bis meeting.
Discussion
[bookmark: _Hlk163044739]Entities involved in locating an AIoT device

The following is the RAN3-led objective for AIoT positioning from the Rel-19 SID:

Identify potential solutions for locating an Ambient IoT device with no specification impact, e.g. reusing existing user location report, or minimal specification impact to convey location information to core network.

The wording of the above objective is not clear and makes a lot of assumptions regarding the architecture and the involvement of existing 5GS entities. 

For example, it is not clear what “reusing existing user location report” would even mean if there is no involvement of AMF/NG-RAN for AIoT positioning. Existing location reporting procedure involves AMF sending a location reporting control to NG-RAN node and the NG-RAN node providing a location report to AMF for UEs in RRC_CONNECTED. For AIoT, there are supposed to be no RRC states and therefore reusing location reporting procedure which works for RRC_CONNECTED also is not applicable directly.

Also, the words “convey location information to core network” assume that the location information would need to be conveyed to the core network. But as mentioned before, it is not yet clear whether any existing core network entity (e.g., AMF or LMF) will be involved in AIoT positioning. 
[bookmark: _Toc165900483]The objective in the SID regarding locating an AIoT device is not clear and makes a lot of assumptions regarding the AIoT architecture and the involvement of existing 5GS entities e.g., reusing existing location report or conveying location information to core network.

We therefore make the following proposal:

[bookmark: _Toc165888778][bookmark: _Toc165900491][bookmark: _Toc165900597][bookmark: _Toc165900614][bookmark: _Toc165911382]RAN3 should not assume involvement of existing 5GS entities (AMF, LMF, NG-RAN node) or the reuse of existing procedures (e.g., location reporting procedures) while designing solutions for locating an AIoT device and should work on solutions agnostic of the architecture.

Instead in our view, RAN3 should discuss whether the new network entity being discussed in SA2 (and referred in RAN3 as AIoT CN node) that is responsible for forwarding AIoT specific messages (e.g., inventory/commands) can also be involved in locating the AIoT device (e.g., collect location reports). The following is therefore proposed:

[bookmark: _Toc165888779][bookmark: _Toc165900492][bookmark: _Toc165900598][bookmark: _Toc165900615][bookmark: _Toc165911383]RAN3 should study whether and how the AIoT CN node can be involved in locating an AIoT device, for both Topology 1 and 2.


Locating the device at reader granularity

In R3#123bis, there was a discussion on the use cases and the following was agreed:
Use cases for locating an AIoT device: 
· Find an appropriate “reader” close to the A-IoT device
· Find where the A-IoT device is.

Support locating the A-IoT device at “reader” granularity. FFS for other granularities.

Finding an appropriate reader close to the AIoT device can be useful because such knowledge can enable the Application Function/AIoT CN node to send the AIoT signaling messages (e.g., Command messages) in a targeted area (e.g., to the last Reader associated to the AIoT device) and energy/time/overhead is not wasted in sending these signaling messages “blindly” over a random area.

[bookmark: _Toc165900493][bookmark: _Toc165900599][bookmark: _Toc165900616][bookmark: _Toc165911384]Capture in TR the benefits of finding an appropriate reader close to the AIoT device e.g., Finding an appropriate reader close to the AIoT device can be useful because such knowledge can enable the AIoT CN node/Application Function to send the AIoT signaling messages (e.g., Command messages) in a targeted area (e.g., to the last Reader associated to the AIoT device) and energy/time/overhead is not wasted in sending these signaling messages “blindly” over a random area.


In NR, the gNB has knowledge of the “serving” cell (called PCell) for UEs in RRC_CONNECTED and can therefore track an RRC_CONNECTED UE at a cell level. The UE identifies the serving cell via a Cell Identity (or PCI) by decoding the PSS/SSS broadcast in SSB. 

However, for AIoT, there is no periodic SSB-like broadcast information and there is no concept of “serving cell”. At best, we think we can have a concept like “last known reader” or “last associated reader” which identifies the Reader that last underwent AIoT procedures (e.g., inventory/command) with a certain AIoT device. To identify this “last known reader” or “last associated reader”, we can define something called a “Reader ID” (similar to how a gNB was identified by a gNB ID in NR)

[bookmark: _Toc165900484]In NR, the gNB has knowledge of the “serving” cell (called PCell) for UEs in RRC_CONNECTED and can therefore track an RRC_CONNECTED UE at a cell level.

[bookmark: _Toc165900485]For AIoT, there is no periodic SSB-like broadcast information and no concept of “serving cell”. But there could be a concept of “last known reader” or “last associated reader” which identifies the Reader that last underwent AIoT procedures (e.g., inventory/command) with a certain AIoT device.
[bookmark: _Toc165900495][bookmark: _Toc165900600][bookmark: _Toc165900617][bookmark: _Toc165911385]Define a “Reader ID” to uniquely identify a certain Reader within the AIoT system.

In NR, to track UEs in RRC_CONNECTED, AMF can send a location report configuration to the gNB and thegNB sends the UE Location Information (ULI) by including the NR CGI (MCC + MNC + gNB ID + Cell Identity) and/or the Tracking Area Identity (TAI) to AMF.

If we want to track the AIoT devices at a reader granularity, we think we can define a procedure similar to locating reporting procedure, but a procedure between the AIoT CN node and Reader is defined (instead of AMF and gNB as in NR). 

The AIoT CN node can send a AIoT location report config (e.g., indicating the AIoT device(s) for which location is requested, location reporting conditions) to a Reader and the Reader can send the AIoT device’s “location” (e.g., the “Reader ID” to which the AIoT device was last associated with). An example procedure is shown below:

                      [image: ]

Step 1: Reader receives a message from the AIoT CN node requesting the location information of one or more AIoT device(s) via an AIoT location report config. 
· The AIoT devices for which the location information is requested can be identified by a AIoT device ID. FFS on the AIoT device ID (pending SA2 progress).
· The AIoT location report config can include when/how to report location information e.g., location to be reported just “one-time” or periodically or upon some other event being met. FFS on the type of events.
· FFS whether the AIoT location report config is sent as part of Inventory Request/Command Request or can be sent separately.
Step 2: Reader stores the AIoT location report config and determines whether the condition to report the location information is satisfied.
Step 3: Upon determining that the condition to report location is satisfied, Reader sends an AIoT Location Report to the AIoT CN node with the Reader ID(s) associated to the requested AIoT device(s). 

[bookmark: _Toc165900486]                           In NR, AMF can send a location report configuration to the gNB to track UEs in RRC_CONNECTED and gNB sends the UE Location Information (ULI) by including the NR CGI (MCC + MNC + gNB ID + Cell Identity) and/or the Tracking Area Identity (TAI) to AMF.
[bookmark: _Toc165900496][bookmark: _Toc165900601][bookmark: _Toc165900618][bookmark: _Toc165911386]The AIoT CN node can send a AIoT location report config (e.g., indicating the AIoT device(s) for which location is requested, location reporting conditions) to a Reader. FFS whether this can be sent independently or is always sent along with Inventory/Command Request

[bookmark: _Toc165900497][bookmark: _Toc165900602][bookmark: _Toc165900619][bookmark: _Toc165911387]Upon determining that the condition to report location is satisfied, the Reader can send the AIoT device’s “location” (e.g., the “Reader ID” to which the AIoT device was last associated with) to the AIoT CN node.

Other granularities for locating an AIoT device

In R3#123bis, there was a discussion on whether to support more finer granularity (beyond reader level granularity) but was left as FFS.
Support locating the A-IoT device at “reader” granularity. FFS for other granularities.

SA1 discussed several representative use cases for AIoT (Indoor/Outdoor, Inventory/Sensor/Positioning/Command) and this was summarized in Table 4.1.1-1 in TR 38.848. However, RAN plenary eventually agreed to focus on rUC1 (indoor inventory) and rUC4 (indoor command) use cases in Rel-19.
[bookmark: _Toc165900487]As per the SID, the focus of Rel-19 is on rUC1 (indoor inventory) and rUC4 (indoor command) use cases and not positioning use cases (i.e., rUC3: Indoor positioning and rUC7: Outdoor positioning)
Further, there were also discussions on design targets for positioning accuracy and captured in TR 38.848 as follows, but it is not clear from the conclusion whether these design targets apply for the indoor inventory/command use cases.
The design target of absolute positioning accuracy when performed by the cellular network (including assisting nodes when present) is:
[bookmark: _Hlk131521101] - 1~3 meters @ 90% indoor location.
-  Several tens of meters @ 90% outdoor location.
The design target of relative ranging accuracy for topology 4 is:
 -   1~3 meters @ 90% indoor and outdoor location
[bookmark: _Toc165900488]It is not clear from TR 38.848 whether the design targets of 1-3 meters @ 90% indoor and several tens of meters @90% outdoor applies to the Rel-19 use cases of rUC1 (indoor inventory) and rUC4 (indoor command).

We therefore revisited the following rUC1 and rUC4 use cases in 22.840 and looked at the positioning requirements listed therein and is summarised in the below Observation. More details are available in Annex in Section 4.

	rUC1: Indoor inventory
	5.1 Automated warehousing
5.2 Medical instruments inventory management and positioning
5.4 Non-Public Network for logistics
5.5 Automobile manufacturing
5.7 Airport terminal / shipping port
5.15 Smart laundry
5.16 Automated supply chain distribution
5.18 Fresh food supply chain
5.27 End-to-end logistics
6.1 Flower auction
6.3 Electronic shelf label

	rUC4: Indoor command
	5.11 Online modification of medical instruments status
5.17 Device activation and deactivation
5.26 Elderly Health Care
5.29 Device Permanent Deactivation
6.3 Electronic shelf label




[bookmark: _Toc165900489]In TR 22.840, the following positioning related requirements are listed for the following rUC1 (Indoor inventory) and rUC4 (Indoor command) use cases:
· 5.1 Automated warehousing: 2-3 m
· 5.2 Medical instruments inventory management and positioning: 3-5 m indoor
· 5.5 Automobile manufacturing: 3 m
· 5.7 Airport terminal / shipping port: Cell level (with 90% positioning service availability)
· 5.11 Online modification of medical instruments status: 3-5 m 
· 5.16 Automated supply chain distribution: 3 m (Indoor, 90% confidence level and in horizontal), cell-level outdoor

[bookmark: _Toc165900498][bookmark: _Toc165900603][bookmark: _Toc165900620][bookmark: _Toc165911388]For the inventory/command use cases, RAN3 should discuss the design targets for locating an AIoT device e.g., whether there is a need to locate the AIoT device with a finer granularity than reader level. 

Avoiding complexities at AIoT device

In NR, there have been several positioning methods such a UE-based, UE-assisted LMF-based, NG-RAN node assisted as captured in TS 38.305. Some positioning methods defined in NR require a dedicated RS for positioning (e.g., SRS/PRS) whereas some time-based positioning methods (such as multi-RTT, TDOA) and some angle-based measurements (such as DL-AoD, UL-AoA) require measurements to be performed at the UE. Some other positioning methods require GNSS/sensor/Bluetooth/WLAN support at the UE.

Requiring AIoT device to support a dedicated RS for positioning purposes or to support measurements (time-based, angle-based or RRM measurements such as RSRP/RSRQ-based) is not feasible for these low-cost low-complexity devices. 

Further RAN1 also agreed to study proximity determination without considering device side measurements as shown by the agreement below:

Proximity determination based on device side measurements is not considered.

RAN3 should look to study positioning methods which don’t require additional complexities at the AIoT device. We therefore propose the following:

[bookmark: _Toc165888611][bookmark: _Toc165900490]Requiring AIoT device to support measurements or dedicated reference signals for positioning purposes would add significant complexity to these devices.
[bookmark: _Toc165888615][bookmark: _Toc165888772][bookmark: _Toc165900499][bookmark: _Toc165900604][bookmark: _Toc165900621][bookmark: _Toc165911389][bookmark: _Toc165888616][bookmark: _Toc165888773][bookmark: _Toc165900500]RAN3 should study solutions for locating an AIoT device which doesn’t require the AIoT device to support:
· [bookmark: _Toc165900605][bookmark: _Toc165900622][bookmark: _Toc165911390][bookmark: _Toc165888617][bookmark: _Toc165888774][bookmark: _Toc165900501]A dedicated RS for positioning (e.g., PRS or SRS) 
· [bookmark: _Toc165900606][bookmark: _Toc165900623][bookmark: _Toc165911391][bookmark: _Toc165888618][bookmark: _Toc165888775][bookmark: _Toc165900502]RSRP/RSRQ-based measurements
· [bookmark: _Toc165900607][bookmark: _Toc165900624][bookmark: _Toc165911392][bookmark: _Toc165888619][bookmark: _Toc165888776][bookmark: _Toc165900503]Time-based measurements (e.g., as in multi-RTT, TDOA)
· [bookmark: _Toc165900608][bookmark: _Toc165900625][bookmark: _Toc165911393][bookmark: _Toc165888620][bookmark: _Toc165888777][bookmark: _Toc165900504]Angle-based measurements (e.g., as in DL-AOD, UL-AoA)
· [bookmark: _Toc165900609][bookmark: _Toc165900626][bookmark: _Toc165911394]GNSS/sensor/WLAN/Bluetooth 

Summary 
Entities involved in locating an AIoT device
Observation 1: The objective in the SID regarding locating an AIoT device is not clear and makes a lot of assumptions regarding the AIoT architecture and the involvement of existing 5GS entities e.g., reusing existing location report or conveying location information to core network.
Proposal 1:  RAN3 should not assume involvement of existing 5GS entities (AMF, LMF, NG-RAN node) or the reuse of existing procedures (e.g., location reporting procedures) while designing solutions for locating an AIoT device and should work on solutions agnostic of the architecture.
Proposal 2:  RAN3 should study whether and how the AIoT CN node can be involved in locating an AIoT device, for both Topology 1 and 2.

Locating the device at Reader granularity
Proposal 3:  Capture in TR the benefits of finding an appropriate reader close to the AIoT device e.g., 
Finding an appropriate reader close to the AIoT device can be useful because such knowledge can enable the AIoT CN node/Application Function to send the AIoT signaling messages (e.g., Command messages) in a targeted area (e.g., to the last Reader associated to the AIoT device) and energy/time/overhead is not wasted in sending these signaling messages “blindly” over a random area.
Observation 2: In NR, the gNB has knowledge of the “serving” cell (called PCell) for UEs in RRC_CONNECTED and can therefore track an RRC_CONNECTED UE at a cell level.
Observation 3: For AIoT, there is no periodic SSB-like broadcast information and no concept of “serving cell”. But there could be a concept of “last known reader” or “last associated reader” which identifies the Reader that last underwent AIoT procedures (e.g., inventory/command) with a certain AIoT device.
Proposal 4:  Define a “Reader ID” to uniquely identify a certain Reader within the AIoT system.
Observation 4: In NR, AMF can send a location report configuration to the gNB to track UEs in RRC_CONNECTED and gNB sends the UE Location Information (ULI) by including the NR CGI (MCC + MNC + gNB ID + Cell Identity) and/or the Tracking Area Identity (TAI) to AMF.
Proposal 5:  The AIoT CN node can send a AIoT location report config (e.g., indicating the AIoT device(s) for which location is requested, location reporting conditions) to a Reader. FFS whether this can be sent independently or is always sent along with Inventory/Command Request
Proposal 6:  Upon determining that the condition to report location is satisfied, the Reader can send the AIoT device’s “location” (e.g., the “Reader ID” to which the AIoT device was last associated with) to the AIoT CN node.
Other granularities for locating an AIoT device
Observation 7: In 22.840, the following positioning related requirements are listed for the following rUC1 (Indoor inventory) and rUC4 (Indoor command) use cases:
· 5.1 Automated warehousing: 2-3 m
· 5.2 Medical instruments inventory management and positioning: 3-5 m indoor
· 5.5 Automobile manufacturing: 3 m
· 5.7 Airport terminal / shipping port: Cell level (with 90% positioning service availability)
· 5.11 Online modification of medical instruments status: 3-5 m 
· 5.16 Automated supply chain distribution: 3 m (Indoor, 90% confidence level and in horizontal), cell-level outdoor
Proposal 7:  For the inventory/command use cases, RAN3 should discuss the design targets for locating an AIoT device e.g., whether there is a need to locate the AIoT device with a finer granularity than reader level.
Avoid complexities at AIoT device
Observation 8: Requiring AIoT device to support measurements or dedicated reference signals for positioning purposes would add significant complexity to these devices.
Proposal 8:  RAN3 should study solutions for locating an AIoT device which doesn’t require the AIoT device to support:
· A dedicated RS for positioning (e.g., PRS or SRS) 
· RSRP/RSRQ-based measurements
· Time-based measurements (e.g., as in multi-RTT, TDOA)
· Angle-based measurements (e.g., as in DL-AOD, UL-AoA)
· GNSS/sensor/WLAN/Bluetooth
Proposal 9: Agree the TP to 38.769 in Annex.
[bookmark: _Toc160111605]4 Annex (TP to 38.769)
6.8	Locating Ambient IoT devices
Editor’s note: Proximity determination may be in a 6.8.x sub-clause, or another arrangement, depending on how the study proceeds.
6.8.1 Assumptions
The study assumes no involvement of existing 5GS entities (AMF, LMF, NG-RAN node) or the reuse of existing procedures (e.g., location reporting procedures)
The study assumes that the AIoT CN node can be involved in locating an AIoT device, for both Topology 1 and 2.
The study will look into solutions which doesn’t require the AIoT device to support a dedicated RS for positioning (e.g., PRS or SRS), RSRP/RSRQ-based measurements, Time-based measurements (e.g., as in multi-RTT, TDOA), Angle-based measurements (e.g., as in DL-AOD, UL-AoA), GNSS/sensor/WLAN/Bluetooth
6.8.2 Use cases 
The study assumes that the AIoT device should be at least located at a reader granularity i.e., an appropriate reader close to the AIoT device should be located. FFS whether there is a need to locate the AIoT device with a finer granularity than reader level.
Finding an appropriate reader close to the AIoT device can be useful because such knowledge can enable the AIoT CN node/Application Function to send the AIoT signaling messages (e.g., Command messages) in a targeted area (e.g., to the last Reader associated to the AIoT device) and energy/time/overhead is not wasted in sending these signaling messages “blindly” over a random area.
6.8.2 Signalling 
The signalling details are shown in the Figure below.
                      [image: A black screen with blue text
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Step 1: Reader receives a message from the AIoT CN node requesting the location information of one or more AIoT device(s) via an AIoT location report config. The AIoT devices for which the location information is requested can be identified by a AIoT device ID. FFS on the AIoT device ID (pending SA2 progress). The AIoT location report config can include when/how to report location information e.g., location to be reported just “one-time” or periodically or upon some other event being met. FFS on the type of events. FFS whether the AIoT location report config is sent as part of Inventory Request/Command Request or can be sent separately.
Step 2: Reader stores the AIoT location report config and determines whether the condition to report the location information is satisfied.
Step 3: Upon determining that the condition to report location is satisfied, Reader sends an AIoT Location Report to the AIoT CN node with the Reader ID(s) associated to the requested AIoT device(s). 
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