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Background
In this paper, we provide our views on the architecture aspects and protocol stack for Ambient IoT (AIoT) based on the SI scope, agreements and open issues identified in RAN3#123bis meeting.
Discussion
General
In the last meeting (R3#123bis), the following terminologies were agreed to be used for future RAN3 discussions.
· [Topo1] AIoT RAN node: 
· Corresponds to the base station in Figure 4.2.1.1-1 in TR 38.848 
· A RAN node providing AIoT radio and connecting with an AIoT-aware CN node via the XX interface. 
· Details of the AIoT-aware CN node is subject to SA2.
· [Topo2] UE Reader: 
· A UE (corresponds to the intermediate node in Figure 4.2.1.2-1 in TR 38.848)
· Providing AIoT radio and connecting with a gNB (may be an AIoT enhanced gNB, corresponds to the basestation in Figure 4.2.1.2-1 in TR 38.848) via NR Uu interface. 
· XX interface: 
· FFS whether it is the NG interface or a new interface, details to be discussed by RAN3 with SA2 progress of AIoT-aware CN node.
· XXAP (XX Application Protocol): 
· The radio network layer signaling protocol for the XX interface. It is FFS whether it is NGAP or a new XXAP. 
· It is FFS whether control plane transport or user plane transport is used for XXAP

Further, there was a proposal to define a Common Reader Function (CRF) to have a topology agnostic solution with the intention to simplify the specification effort and provide a harmonized design for T1 and T2, but it was left as FFS.
Common Reader Function: A function providing AIoT radio. It may reside within the AIoT RAN node in Topology 1 and reside within the UE Reader in Topology 2
FS whether to define a Common Reader Function. 
FFS whether and in which way the Common Reader Function, if defined, communicates with the AIoT-aware CN node.
The agreements achieved in R3#123bis can be pictorially depicted as follows:



NOTE: For brevity, we use “AIoT CN node” instead of “AIoT aware CN node” in this document.
The agreements achieved in R3#123bis are a starting point but there is no clarity on several things. 
For example in Topology 1, it is not yet clear that what is BS/AIoT RAN node in T1 (e.g., whether it is legacy NG-RAN node or a separate logical entity), interface between AIoT RAN node and AIoT aware CN node (e.g., whether there are any intermediate nodes (e.g., AMF) or is it a direct interface), protocol stack of AIoT RAN node (e.g., SCTP-based or HTTP-based).
Similarly in Topology 2, it is not yet clear whether/how the UE Reader interacts with AIoT CN node in Topology 2, protocol stack of UE Reader.
Also, it is not clear whether there are commonalities in the architecture and protocol stack of AIoT RAN node and UE Reader in T1 and T2.
[bookmark: _Toc165389147][bookmark: _Toc165466156][bookmark: _Toc165471405][bookmark: _Toc165903337][bookmark: _Toc165906607][bookmark: _Toc165908625]Observation 1: R3#123bis defined several new terminologies and definitions for AIoT e.g., “AIoT RAN node”, “UE Reader”, “AIoT aware CN node”, XX interface” for Topologies 1 and 2 along with several FFS. These definitions are not complete and need more discussion.

[bookmark: _Toc165471406][bookmark: _Toc165903338][bookmark: _Toc165906608][bookmark: _Toc165908626]Observation 2: For Topology 1, the following aspects are not yet clear from the discussion in R3#123bis:
· [bookmark: _Toc165471407][bookmark: _Toc165903339][bookmark: _Toc165906609][bookmark: _Toc165908627]What is AIoT RAN node in T1 (e.g., whether it is legacy NG-RAN node or a separate logical entity)?
· [bookmark: _Toc165471408][bookmark: _Toc165903340][bookmark: _Toc165906610][bookmark: _Toc165908628]Interface between AIoT RAN node and AIoT CN node (e.g., whether there are any intermediate nodes (e.g., AMF) or is it a direct interface)
· [bookmark: _Toc165471409][bookmark: _Toc165903341][bookmark: _Toc165906611][bookmark: _Toc165908629]Protocol stack of AIoT RAN node (e.g., SCTP-based or HTTP-based)

[bookmark: _Toc165471410][bookmark: _Toc165903342][bookmark: _Toc165906612][bookmark: _Toc165908630]Observation 3: For Topology 2, the following aspects are not yet clear from the discussion in R3#123bis:
· [bookmark: _Toc165471411][bookmark: _Toc165903343][bookmark: _Toc165906613][bookmark: _Toc165908631]Whether/how the UE Reader interacts with AIoT CN node in Topology 2
· [bookmark: _Toc165471412][bookmark: _Toc165903344][bookmark: _Toc165906614][bookmark: _Toc165908632]Protocol stack of UE Reader

[bookmark: _Toc165471413][bookmark: _Toc165903345][bookmark: _Toc165906615][bookmark: _Toc165908633]Observation 4: It is also not clear whether there are any commonalities in the architecture and protocol stack of AIoT RAN node in Topology 1 and UE Reader in Topology 2.
In this paper, we try to address the above open issues, look at different options and provide our views.
Topology 1
What is BS/AIoT RAN node in Topology 1?
In the last meeting, there were discussions on what is the “Base Station (BS)” entity in Topology 1 i.e., whether it is an NG-RAN node or a different entity altogether. In the end, it was captured as an “AIoT RAN node” and the following was agreed:
· [Topo1] AIoT RAN node: 
· Corresponds to the base station in Figure 4.2.1.1-1 in TR 38.848 
· A RAN node providing AIoT radio and connecting with an AIoT-aware CN node via the XX interface. 
Further, the words “RAN node” in the definition of AIoT RAN node is also not clear i.e., whether it refers to legacy NG-RAN or a new logical entity.
The following is captured in TS 38.300 regarding an “NG-RAN node”:
An NG-RAN node is either:
- a gNB, providing NR user plane and control plane protocol terminations towards the UE; or
- an ng-eNB, providing E-UTRA user plane and control plane protocol terminations towards the UE.

The gNBs and ng-eNBs are interconnected with each other by means of the Xn interface. 
The gNBs and ng-eNBs are also connected by means of the NG interfaces to the 5GC, more specifically to the AMF (Access and Mobility Management Function) by means of the NG-C interface and to the UPF (User Plane Function) by means of the NG-U interface (see TS 23.501 [3]).

The gNB and ng-eNB host the following functions: 
-    Functions for Radio Resource Management: Radio Bearer Control, Radio Admission Control, Connection Mobility Control, Dynamic allocation of resources to UEs in uplink, downlink and sidelink (scheduling);
-     IP and Ethernet header compression, uplink data decompression, encryption and integrity protection of data;
-     Selection of an AMF at UE attachment when no routing to an AMF can be determined from the information provided by the UE;
-     Routing of User Plane data towards UPF(s);
-     Routing of Control Plane information towards AMF;
-     Connection setup and release;
-     Scheduling and transmission of paging messages;
-     Scheduling and transmission of system broadcast information (originated from the AMF or OAM);
-     Measurement and measurement reporting configuration for mobility and scheduling;
-     Transport level packet marking in the uplink;
-     Session Management;
-     Support of Network Slicing;
-     QoS Flow management and mapping to data radio bearers;
-     Support of UEs in RRC_INACTIVE state;
-     Distribution function for NAS messages;
-     Radio access network sharing;
-     Dual Connectivity;
-     Tight interworking between NR and E-UTRA;
-     Maintain security and radio configuration for User Plane CIoT 5GS Optimisation, as defined in TS 23.501 [3] (ng-eNB only).
From the above text, it can be seen that the legacy NG-RAN node as defined in 38.300 has a specific definition i.e., it interacts with a UE via NR interface and has several functionalities as listed above. 
However, the AIoT RAN node (or BS mentioned in the TR 38.848) is an entity which interacts with a “AIoT device” (not a UE) via a new A-IoTair interface (referred to as Ua in this paper) and several of the above functionalities e.g., header compression, ciphering, integrity protection, connection setup, “legacy” paging doesn’t apply to AIoT RAN node (as already agreed in RAN2).
[bookmark: _Toc165389148][bookmark: _Toc165466157][bookmark: _Toc165471414][bookmark: _Toc165903346][bookmark: _Toc165906616][bookmark: _Toc165908634]Observation 5: From TS 38.300, an NG-RAN node is either a gNB (or ng-eNB), providing NR (or E-UTRA) user plane and control plane protocol terminations towards the UE, hosts host several functions (e.g., connection setup, paging, system information broadcast, header compression, ciphering, integrity protection), interconnected with each other via Xn interface, connects to AMF/UPF via NG-C/NG-U interface.


[bookmark: _Toc165389149][bookmark: _Toc165466158][bookmark: _Toc165471415][bookmark: _Toc165903347][bookmark: _Toc165906617][bookmark: _Toc165908635]Observation 6: AIoT RAN node in Topology 1 interacts with a AIoT device (not a UE) via a new A-IoT air interface (not Uu) and doesn’t host several of the legacy NG-RAN node functionalities. It is also not clear whether there is a need for AIoT RAN nodes to be interconnected via an Xn-like interface, whether AIoT RAN node can connect to AMF etc.
We therefore think that there should be no assumption made that AIoT RAN node is a legacy NG-RAN node or a “NR base station” and the AIoT RAN node should be considered as a different entity altogether. This is shown pictorially below. In other words, Alt 2 should be the way forward.


[bookmark: _Toc165471432][bookmark: _Toc165908658]RAN3 should study Topology 1 considering AIoT RAN node as a new logical node (and not as a legacy NG-RAN node).

Interface between AIoT RAN node and AIoT CN node

RAN3 had the following agreements/open issues in last meeting:
· [Topo1] AIoT RAN node: 
· A RAN node providing AIoT radio and connecting with an AIoT-aware CN node via the XX interface. 
· XX interface: 
· FFS whether it is the NG interface or a new interface, details to be discussed by RAN3 with SA2 progress of AIoT-aware CN node.

As seen above, the interface between the AIoT RAN node and AIoT CN node (“XX interface”) is still not clear (e.g., whether it is a direct interface or are there any intermediate nodes (e.g., AMF) in between). SA2 is still discussing whether existing 5GC entities (e.g., AMF) is involved in procedures related to AIoT and which of the legacy 5GC functionalities (e.g., registration, connection management) apply to AIoT. 
Why reusing NGAP is not appropriate for AIoT?

There were proposals last meeting to reuse NGAP for the interface between AIoT RAN node and AMF/AIoT CN node. 
The following is from TS 38.410:
4.3        NG interface specification objectives
The NG interface specification facilitates the following:
-     inter-connection of NG-RAN nodes with AMFs supplied by different manufacturers;
-     separation of NG interface Radio Network functionality and Transport Network functionality to facilitate introduction of future technology.
[bookmark: _Toc534727682][bookmark: _Toc29391554][bookmark: _Toc29391614][bookmark: _Toc29391674][bookmark: _Toc36552244][bookmark: _Toc45882472][bookmark: _Toc51762797][bookmark: _Toc98401395][bookmark: _Toc105668807][bookmark: _Toc162865558][bookmark: _CR4_4]4.4        NG interface capabilities
The NG interface supports:
-     procedures to establish, maintain and release NG-RAN part of PDU sessions;
-     procedures to perform intra-RAT handover and inter-RAT handover;
-     the separation of each UE on the protocol level for user specific signalling management;
-     the transfer of NAS signalling messages between UE and AMF;
-     mechanisms for resource reservation for packet data streams;
-     procedures to establish, maintain and release NG-RAN part of MBS sessions.
[bookmark: _Toc165466159][bookmark: _Toc165471416][bookmark: _Toc165903349][bookmark: _Toc165906619][bookmark: _Toc165908637]NG interface facilitates interconnection of NG-RAN nodes with AMF and support several procedures e.g., handling PDU sessions, mobility, NAS transfer for UE-specific signaling.
In our view, reusing NGAP is not appropriate for AIoT because of the following reasons:
1) Presence of several mandatory IEs in NGAP procedures
There are several mandatory IEs in the existing NGAP procedures that makes its reuse almost next to impossible and very inefficient.

For example, if we want to reuse NGAP and say reuse the NG Setup Request procedure for the Reader to setup a TNL association with the AMF/AIoT CN node, then there are several mandatory IEs e.g., the Global RAN Node ID, TAC, PLMN Identity which might not be relevant for the Reader. 

So, we have to add clarifications in Semantics that these IEs don’t apply for Readers, or we have to define a completely new procedure/messages for Reader to setup a TNL association with the AIoT controller/Core network.

2) Avoid creating a specification like TS 29.413 (Application of NGAP to non-3GPP access) where we had to add several sections mentioning “NGAP messages used for non-3GPP access”, “Exceptions for NGAP messages not specified to be applicable b/w the Non-3GPP access and AMF”.

3) Unclear on the involvement of AMF for AIoT because most of the existing AMF functionalities (e.g., Registration/Connection/Mobility management) might not apply for AIoT and also SA2 has not yet concluded about the need of AMF for AIoT.

4) Unclear whether there needs to be AIoT device-awareness at AIoT CN node. In NR, there is a NAS protocol between UE and AMF and UL/DL NAS messages are carried over UE-specific signaling in NGAP. However, in AIoT, it is not yet clear and perhaps no need to have awareness of each AIoT device in the AIoT CN node and thereby perhaps no need to carry AIoT-device specific signaling.

5) AIoT RAN node is not related to NG-RAN (as discussed in section 2.2.1) and therefore reuse of NGAP is not appropriate.

[bookmark: _Toc165466160][bookmark: _Toc165471417][bookmark: _Toc165903350][bookmark: _Toc165906620][bookmark: _Toc165908638]Observation 7: In Topology 1, reuse of NGAP for AIoT related signalling between AIoT RAN node and AIoT CN node is not appropriate because of several reasons:
i) Presence of several mandatory IEs in NGAP procedures
ii) Avoid creating a specification like TS 29.413 (use of NGAP for non-3GPP access) with several exceptions.
iii) Unclear on the involvement of AMF for AIoT
iv) Unclear whether there needs to be AIoT device-awareness at AIoT CN node
v) AIoT RAN node is not related to NG-RAN

We therefore think its cleaner to define a new application layer protocol (called Reader Application Protocol or R-AP in short) for the interaction between the Reader and the AIoT controller. This is shown pictorially in the below figure. In other words, Alt 2 below should be the way forward in our view.


[bookmark: _Toc165471433][bookmark: _Toc165908659][bookmark: _Toc165466167][bookmark: _Toc165470217][bookmark: _Toc165470293]NGAP is not reused for AIoT RAN node to communicate with the AIoT CN node in Topology 1

[bookmark: _Toc165471434][bookmark: _Toc165908660]Define a new radio network layer protocol “R-AP (Reader-Application Protocol)” for AIoT RAN node to communicate with the AIoT CN node in Topology 1


New “R-AP” protocol between A-IoT RAN node and AIoT CN node

[bookmark: _Toc165389152][bookmark: _Toc165389267]In this section, we discuss further on the R-AP protocol proposed in the previous section. We think there could be 2 options for the transport.
· T1-Option 1 (Indirect transport solution): AIoT RAN node indirectly (via the AMF) communicates with the AIoT CN node.
· T1-Option 2 (Direct transport solution): AIoT RAN node directly communicates with the AIoT CN node.
[bookmark: _Toc165466168][bookmark: _Toc165470218][bookmark: _Toc165470294][bookmark: _Toc165471435][bookmark: _Toc165908661]The table below further compares the two options by showing its protocol stack, discussing the interfaces involved and discussing its pros/cons.
	[bookmark: _Toc165466170][bookmark: _Toc165470219][bookmark: _Toc165470295][bookmark: _Toc165471436][bookmark: _Toc165908662]                         T1-Option 1 (Indirect transport solution)
	[bookmark: _Toc165466169][bookmark: _Toc165470220][bookmark: _Toc165470296][bookmark: _Toc165471437][bookmark: _Toc165908663]                T1-Option 2 (Direct transport solution)

	


	[bookmark: _Toc165466171][bookmark: _Toc165470222][bookmark: _Toc165470298][bookmark: _Toc165471439]




	[bookmark: _Toc165466177][bookmark: _Toc165470223][bookmark: _Toc165470299][bookmark: _Toc165471440][bookmark: _Toc165908666]NRPPa-like solution
[bookmark: _Toc165466178][bookmark: _Toc165470224][bookmark: _Toc165470300][bookmark: _Toc165471441][bookmark: _Toc165908667]SCTP-based stack between AIoT RAN node and AMF.
[bookmark: _Toc165466179][bookmark: _Toc165470225][bookmark: _Toc165470301][bookmark: _Toc165471442][bookmark: _Toc165908668]HTTP-based stack between AMF and AIoT CN node.

[bookmark: _Toc165466180][bookmark: _Toc165470226][bookmark: _Toc165470302][bookmark: _Toc165471443][bookmark: _Toc165908669]Different protocol stack at AIoT RAN node and AIoT CN node


[bookmark: _Toc165466181][bookmark: _Toc165470227][bookmark: _Toc165470303][bookmark: _Toc165471444]
	[bookmark: _Toc165466173][bookmark: _Toc165470228][bookmark: _Toc165470304][bookmark: _Toc165471445][bookmark: _Toc165908671]5GC SBA like solution
[bookmark: _Toc165466174][bookmark: _Toc165470229][bookmark: _Toc165470305][bookmark: _Toc165471446][bookmark: _Toc165908672]HTTP-based stack at AIoT RAN node and AIoT CN node.

[bookmark: _Toc165466175][bookmark: _Toc165470230][bookmark: _Toc165470306][bookmark: _Toc165471447]
[bookmark: _Toc165908673]Common protocol stack at AIoT RAN node and AIoT CN node



[bookmark: _Toc165466176][bookmark: _Toc165470231][bookmark: _Toc165470307][bookmark: _Toc165471448][bookmark: _Toc165908674]             



	[bookmark: _Toc165466184][bookmark: _Toc165470232][bookmark: _Toc165470308][bookmark: _Toc165471449][bookmark: _Toc165908675]Two new protocols need to be defined.
· [bookmark: _Toc165466185][bookmark: _Toc165470233][bookmark: _Toc165470309][bookmark: _Toc165471450][bookmark: _Toc165908676]Protocol b/w AIoT RAN node and AIoT CN node 
[bookmark: _Toc165466186][bookmark: _Toc165470234][bookmark: _Toc165470310][bookmark: _Toc165471451][bookmark: _Toc165908677](i.e., R-AP) 
· [bookmark: _Toc165466187][bookmark: _Toc165470235][bookmark: _Toc165470311][bookmark: _Toc165471452][bookmark: _Toc165908678]Protocol b/w AIoT RAN node and AMF 
[bookmark: _Toc165466188][bookmark: _Toc165470236][bookmark: _Toc165470312][bookmark: _Toc165471453][bookmark: _Toc165908679](i.e., XXAP) 

	[bookmark: _Toc165466182][bookmark: _Toc165470237][bookmark: _Toc165470313][bookmark: _Toc165471454][bookmark: _Toc165908680]Only 1 new protocol needs to be defined.
· [bookmark: _Toc165466183][bookmark: _Toc165470238][bookmark: _Toc165470314][bookmark: _Toc165471455][bookmark: _Toc165908681]Protocol between AIoT RAN node and AIoT CN node (i.e., R-AP).


	[bookmark: _Toc165466191][bookmark: _Toc165470239][bookmark: _Toc165470315][bookmark: _Toc165471456][bookmark: _Toc165908682]Two new interfaces need to be defined.
· [bookmark: _Toc165466192][bookmark: _Toc165470240][bookmark: _Toc165470316][bookmark: _Toc165471457][bookmark: _Toc165908683]Interface between AIoT RAN node and AMF (Nra)
· [bookmark: _Toc165466193][bookmark: _Toc165470241][bookmark: _Toc165470317][bookmark: _Toc165471458][bookmark: _Toc165908684]Interface between AMF and AIoT CN node (Nac)


	[bookmark: _Toc165466189][bookmark: _Toc165470242][bookmark: _Toc165470318][bookmark: _Toc165471459][bookmark: _Toc165908685]Only 1 interface needs to be defined.
· [bookmark: _Toc165466190][bookmark: _Toc165470243][bookmark: _Toc165470319][bookmark: _Toc165471460][bookmark: _Toc165908686]Interface between the AIoT RAN node and AIoT CN node (i.e., Nrc) 


	[bookmark: _Toc165908687]Need upgrades to legacy AMF.

	[bookmark: _Toc165908688]No impact to legacy AMF.

	[bookmark: _Toc165466196][bookmark: _Toc165470244][bookmark: _Toc165470320][bookmark: _Toc165471461][bookmark: _Toc165908689]Less developer/cloud friendly
[bookmark: _Toc165466197][bookmark: _Toc165470245][bookmark: _Toc165470321][bookmark: _Toc165471462][bookmark: _Toc165908690]Uses point-to-point interface between AIoT RAN node and AMF (Nra interface) and service-based interface between AMF and AIoT CN node. 

	[bookmark: _Toc165466194][bookmark: _Toc165470246][bookmark: _Toc165470322][bookmark: _Toc165471463][bookmark: _Toc165908691]More developer/cloud friendly
[bookmark: _Toc165466195][bookmark: _Toc165470247][bookmark: _Toc165470323][bookmark: _Toc165471464][bookmark: _Toc165908692]Uses Service Based Interface (SBI) between AIoT RAN node and AIoT CN node which is more developer/cloud friendly, RAT agnostic compared to a point-to-point interface.


	[bookmark: _Toc165466199][bookmark: _Toc165470248][bookmark: _Toc165470324][bookmark: _Toc165471465][bookmark: _Toc165908693]More backhaul latency due to involvement of AMF

[bookmark: _Toc165466200][bookmark: _Toc165470249][bookmark: _Toc165470325][bookmark: _Toc165471466][bookmark: _Toc165908694]AMF is primarily used as a forwarding entity (“router”) for forwarding packets between AIoT RAN node and AIoT CN node. Potentially unnecessary involvement of AMF.

	[bookmark: _Toc165466198][bookmark: _Toc165470250][bookmark: _Toc165470326][bookmark: _Toc165471467][bookmark: _Toc165908695]Less backhaul latency (no involvement of AMF)




[bookmark: _Toc165466161][bookmark: _Toc165471418][bookmark: _Toc165903351][bookmark: _Toc165906621][bookmark: _Toc165908639]Observation 8: In Topology 1, following 2 options are possible for the AIoT RAN node to communicate with AIoT CN node:
· [bookmark: _Toc165466163][bookmark: _Toc165471419][bookmark: _Toc165903352][bookmark: _Toc165906622][bookmark: _Toc165908640][bookmark: _Toc165466162]T1-Option 1 (Indirect transport solution): AIoT RAN node indirectly (via the AMF) communicates with the AIoT CN node.
· [bookmark: _Toc165471420][bookmark: _Toc165903353][bookmark: _Toc165906623][bookmark: _Toc165908641]T1-Option 2 (Direct transport solution): AIoT RAN node directly communicates with the AIoT CN node. 
 
[bookmark: _Toc165466164][bookmark: _Toc165471421][bookmark: _Toc165903354][bookmark: _Toc165906624][bookmark: _Toc165908642]Observation 9: T1-Option 1 (Indirect transport solution) has the following drawbacks compared to T1-Option 2 (direct transport solution):
· Need upgrades at legacy AMF to support two new interfaces (AIoT RAN node-AMF, AMF-AIoT CN node)
· More backhaul latency (due to involvement of AMF)
· Potentially unnecessary involvement of AMF (just as a “router”) for AIoT
· Potentially different protocol stack at AIoT RAN node (SCTP based stack) and AIoT CN node (HTTP based stack)
· Less developer/cloud friendly due to point-to-point interface between AIoT RAN node and AMF.
· Additional protocol b/w AIoT RAN node and AMF (XXAP) needs to be defined to carry end-to-end packets between AIoT RAN node and AIoT CN node (R-AP)
[bookmark: _Toc165466201][bookmark: _Toc165470251][bookmark: _Toc165470327][bookmark: _Toc165471468][bookmark: _Toc165908696]RAN3 assumes that the AIoT RAN node directly communicates with the AIoT CN node (without going via AMF) in the study of Topology 1 (referred to as T1-Option 2: Direct Transport Solution in this paper).

[bookmark: _Toc165466202][bookmark: _Toc165470252][bookmark: _Toc165470328][bookmark: _Toc165471469][bookmark: _Toc165908697]RAN3 agrees that a SBI protocol stack (HTTP/TLS/TCP/IP/L2/L1) is used to carry the R-AP protocol between AIoT RAN node and AIoT CN node.

Topology 2

The following was agreed in the last meeting:
· [Topo2] UE Reader: 
· A UE (corresponds to the intermediate node in Figure 4.2.1.2-1 in TR 38.848)
· Providing AIoT radio and connecting with a gNB (may be an AIoT enhanced gNB, corresponds to the basestation in Figure 4.2.1.2-1 in TR 38.848) via NR Uu interface. 
But it was not discussed whether the AIoT CN node is involved in Topology 2, whether/how the UE Reader interacts with AIoT CN node, the protocol stack of UE Reader etc. We discuss these open issues in the subsequent sub sections.
Involvement of AIoT CN node in Topology 2

The new AIoT CN node (also being discussed in SA2) is the node which is responsible for forwarding AIoT related signaling e.g, Inventory/Command between Reader and AF. It is still FFS whether we will use a control-plane based solution (e.g., via NAS) or user-plane based solution (e.g., via PDU session between UE Reader and UPF). 
Irrespective of transport, similar to Topology 1, a new radio network layer protocol “R-AP (Reader-Application Protocol)” needs to be defined for UE Reader to communicate with the AIoT CN node for the AIoT related signaling/data (e.g,. Inventory/Command).
We therefore propose the following:
[bookmark: _Toc165471422][bookmark: _Toc165903355][bookmark: _Toc165906625][bookmark: _Toc165908643]Observation 10: AIoT CN node is responsible for forwarding AIoT related signaling e.g, Inventory/Command between Reader and AF for both Topology 1 and Topology 2. 
[bookmark: _Toc165470253][bookmark: _Toc165470329][bookmark: _Toc165471470][bookmark: _Toc165908698]In Topology 2, UE Reader receives AIoT related signaling/data (e.g, Inventory/Command) from AIoT CN node via a new R-AP protocol. 

FFS whether user-plane or control-plane is used and the intermediate nodes involved. And this is discussed in the next subsection.

Signaling between UE Reader and AIoT CN node 

As mentioned above, we think there are 2 options by which the UE Reader can receive AIoT related signaling/data from AIoT aware CN node in Topology 2:
· T2-Option 1 (Control plane solution): UE Reader uses control plane signaling (via RRC to gNB and via NGAP to AMF) to communicate with AIoT CN node.
· T2-Option 2 (User plane solution): UE Reader uses user plane signaling (establishes a PDU session till UPF) to communicate with AIoT CN node.
In the below table, we compare the two options by discussing its protocol stack, interface impacts and its pros vs. cons.
	[bookmark: _Toc165466203][bookmark: _Toc165470254][bookmark: _Toc165470330][bookmark: _Toc165471471][bookmark: _Toc165908699]            T2-Option 1: Control Plane solution

	[bookmark: _Toc165466204][bookmark: _Toc165470255][bookmark: _Toc165470331][bookmark: _Toc165471472][bookmark: _Toc165908700]            T2-Option 2: User plane solution

	[bookmark: _Toc165466205][bookmark: _Toc165470256][bookmark: _Toc165470332][bookmark: _Toc165471473][bookmark: _Toc165908701]UE Reader interacts with AIoT CN node
[bookmark: _Toc165466206][bookmark: _Toc165470257][bookmark: _Toc165470333][bookmark: _Toc165471474][bookmark: _Toc165908702]via gNB and AMF
[bookmark: _Toc165908703].






	[bookmark: _Toc165466207][bookmark: _Toc165470259][bookmark: _Toc165470335][bookmark: _Toc165471476][bookmark: _Toc165908705]UE Reader interacts with AIoT CN node
[bookmark: _Toc165466208][bookmark: _Toc165470260][bookmark: _Toc165470336][bookmark: _Toc165471477][bookmark: _Toc165908706]via gNB and UPF.





	[bookmark: _Toc165466213][bookmark: _Toc165470262][bookmark: _Toc165470338][bookmark: _Toc165471479][bookmark: _Toc165908708]LPP like solution (R-AP over NAS)








	[bookmark: _Toc165470264][bookmark: _Toc165470340][bookmark: _Toc165471481][bookmark: _Toc165908710][bookmark: _Toc165466214]UPL like solution  (R-AP over IP)
[bookmark: _Toc165470265][bookmark: _Toc165470341][bookmark: _Toc165471482][bookmark: _Toc165908711](UPL: User Plane Location Protocol as mentioned in 37.355)





	[bookmark: _Toc165470267][bookmark: _Toc165470343][bookmark: _Toc165471484][bookmark: _Toc165908713][bookmark: _Toc165466216]Only 1 new interface needs to be defined.
· [bookmark: _Toc165470268][bookmark: _Toc165470344][bookmark: _Toc165471485][bookmark: _Toc165908714]Interface between AMF and AIoT CN node 
[bookmark: _Toc165470269][bookmark: _Toc165470345][bookmark: _Toc165471486][bookmark: _Toc165908715](Nac interface)

	[bookmark: _Toc165470270][bookmark: _Toc165470346][bookmark: _Toc165471487][bookmark: _Toc165908716]Only 1 new interface needs to be defined.
· [bookmark: _Toc165470271][bookmark: _Toc165470347][bookmark: _Toc165471488][bookmark: _Toc165908717]Interface between UPF and AIoT CN node 
[bookmark: _Toc165470272][bookmark: _Toc165470348][bookmark: _Toc165471489][bookmark: _Toc165908718](Nuc interface)


	[bookmark: _Toc165466218][bookmark: _Toc165470273][bookmark: _Toc165470349][bookmark: _Toc165471490][bookmark: _Toc165908719]Needs support of NAS at UE Reader 
[bookmark: _Toc165470274][bookmark: _Toc165470350][bookmark: _Toc165471491][bookmark: _Toc165908720](already supported by UEs today)

	[bookmark: _Toc165466219][bookmark: _Toc165470275][bookmark: _Toc165470351][bookmark: _Toc165471492][bookmark: _Toc165908721]Needs support of HTTP client at UE Reader
[bookmark: _Toc165470276][bookmark: _Toc165470352][bookmark: _Toc165471493][bookmark: _Toc165908722](already supported by UEs today)


	[bookmark: _Toc165470277][bookmark: _Toc165470353][bookmark: _Toc165471494][bookmark: _Toc165908723][bookmark: _Toc165466224]Fragmented protocol stacks for Reader in T1 and T2
· [bookmark: _Toc165470278][bookmark: _Toc165470354][bookmark: _Toc165471495][bookmark: _Toc165908724]AIoT RAN node in T1 will have R-AP over IP
· [bookmark: _Toc165470279][bookmark: _Toc165470355][bookmark: _Toc165471496][bookmark: _Toc165908725]UE Reader in T2 will have R-AP over NAS

	[bookmark: _Toc165470280][bookmark: _Toc165470356][bookmark: _Toc165471497][bookmark: _Toc165908726]Common protocol stack for Reader in T1 and T2
· [bookmark: _Toc165470281][bookmark: _Toc165470357][bookmark: _Toc165471498][bookmark: _Toc165908727]AIoT RAN node in T1 will have R-AP over IP
· [bookmark: _Toc165470282][bookmark: _Toc165470358][bookmark: _Toc165471499][bookmark: _Toc165908728]UE Reader in T2 will have R-AP over IP


	[bookmark: _Toc165470283][bookmark: _Toc165470359][bookmark: _Toc165471500][bookmark: _Toc165908729][bookmark: _Toc165466220]Non-homogeneous control plane transport
· [bookmark: _Toc165470284][bookmark: _Toc165470360][bookmark: _Toc165471501][bookmark: _Toc165908730]NAS between UE Reader and AMF
· [bookmark: _Toc165466221][bookmark: _Toc165470285][bookmark: _Toc165470361][bookmark: _Toc165471502][bookmark: _Toc165908731]API between AMF and AIoT CN node

	[bookmark: _Toc165470286][bookmark: _Toc165470362][bookmark: _Toc165471503][bookmark: _Toc165908732][bookmark: _Toc165466222]Homogenous transport: End to-end IP
· [bookmark: _Toc165470287][bookmark: _Toc165470363][bookmark: _Toc165471504][bookmark: _Toc165908733]IP connectivity (PDU session) between UE Reader and UPF
· [bookmark: _Toc165466223][bookmark: _Toc165470288][bookmark: _Toc165470364][bookmark: _Toc165471505][bookmark: _Toc165908734]IP connectivity between UPF and AIoT CN node


	[bookmark: _Toc165908735]Overload on AMF if there are lot of AIoT devices.

	[bookmark: _Toc165908736]UPF can handle IP traffic better.




[bookmark: _Toc165471423][bookmark: _Toc165903356][bookmark: _Toc165906626][bookmark: _Toc165908644]Observation 11: In Topology 2, following 2 options are possible for UE Reader to communicate with AIoT CN node:
· [bookmark: _Toc165471424][bookmark: _Toc165903357][bookmark: _Toc165906627][bookmark: _Toc165908645]T2-Option 1 (Control plane solution): UE Reader uses control plane signalling (via RRC to gNB and via NGAP to AMF i.e., NAS) to communicate with AIoT CN node.
· [bookmark: _Toc165471425][bookmark: _Toc165903358][bookmark: _Toc165906628][bookmark: _Toc165908646]T2-Option 2 (User plane solution): UE Reader uses user plane signalling (establishes a PDU session till UPF) to communicate with AIoT CN node.

[bookmark: _Toc165471426][bookmark: _Toc165903359][bookmark: _Toc165906629][bookmark: _Toc165908647][bookmark: _Toc165471427][bookmark: _Toc165903360]Observation 12: T2-Option 1 (Control plane solution) has the following drawbacks compared to T2-Option 2 (user plane solution)
· [bookmark: _Toc165906630][bookmark: _Toc165908648][bookmark: _Toc165471428][bookmark: _Toc165903361]Result in different protocol stacks for Reader in T1 and T2 (i.e., AIoT RAN node in T1 uses R-AP over IP whereas CP solution would use R-AP over NAS)
· [bookmark: _Toc165906631][bookmark: _Toc165908649]Non-homogeneous control plane transport (NAS between UE Reader and AMF and API between AMF and AIoT CN node)
· [bookmark: _Toc165906632][bookmark: _Toc165908650]Overload on AMF (e.g., if there are a lot of AIoT devices)
[bookmark: _Toc165470289][bookmark: _Toc165470365][bookmark: _Toc165471506][bookmark: _Toc165908737]RAN3 adopts a user-plane solution (i.e., sends R-AP over IP) to communicate with the AIoT CN node in Topology 2 i.e., the UE Reader establishes a PDU session to send AIoT data to UPF which forwards it to the AIoT aware CN node.

Commonalities in Topology 1 and Topology 2

RAN3 made the following agreement last meeting:
RAN3 considers both Topologies at the same time looking whether commonalities are applicable.
Further, there was a proposal to define a Common Reader Function (CRF) to have a topology agnostic solution that would simplify the specification effort and provide a harmonized design for T1 and T2, but it was left as FFS.
Common Reader Function: A function providing AIoT radio. It may reside within the AIoT RAN node in Topology 1 and reside within the UE Reader in Topology 2
FS whether to define a Common Reader Function. 
FFS whether and in which way the Common Reader Function, if defined, communicates with the AIoT-aware CN node.
RAN2’s agreements below also show that they intend to use a common design for T1 and T2 and use the terminology “Reader” in several agreements. In other words, they don’t distinguish between T1 and T2 by using different terminologies e.g., AIoT RAN node and UE Reader
Unless explicitly stated all agreements apply to all device types and for both topologies.  
From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.  
Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
RAN2 assumes that RRC layer is not necessary between the reader and the device.   
FFS about the level of visibility required by the reader and what information is necessary for AS layer operations.  
Random Access is triggered by the reader 
Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   
[bookmark: _Toc165471429][bookmark: _Toc165903362][bookmark: _Toc165906633][bookmark: _Toc165908651]Observation 13: RAN2 agreed that its aim is to design a common air interface between reader and AIoT device for T1 and T2 whereas RAN3 also agreed to look at both topologies while looking at the commonalities.

[bookmark: _Toc165471430][bookmark: _Toc165903363][bookmark: _Toc165906634][bookmark: _Toc165908652]Observation 14: RAN2 uses the terminology “Reader” in many of their agreements and doesn’t distinguish between the topologies (like RAN3 decided to use AIoT RAN node for T1 and UE Reader for T2).
We think there are a lot of commonalities in the architecture and protocol stack as well and RAN3 should look at those commonalities as well.
Let’s recap our proposal to use direct-transport solution for T1 and user plane solution for T2. Putting the two protocol stacks together in the Figure below, it can be seen that for both topologies, the Reader (AIoT RAN node in T1 and UE Reader in T2) supports an R-AP protocol over an SBI protocol stack (HTTP/TLS/TCP/IP/L2/L1) and uses an IP-based transport to carry R-AP packets (i.e., AIoT signaling/data between Reader and AIoT CN node). Only the lower layer (L1/L2) and the intermediate nodes might be different between the 2 topologies (e.g., Uu/N3 via gNB/UPF is used for T2 whereas L2/L1 of AIoT RAN node is used in T1)


[bookmark: _Toc165908653]Observation 15: Using a direct-transport solution for T1 and user plane solution for T2 results in a common protocol stack and interface design for the Reader in T1 and T2 i.e., the Reader uses an IP-based transport to carry R-AP packets (i.e., AIoT signaling/data between Reader and AIoT CN node)

[bookmark: _Toc165908738]Alternatively, if we had used Indirect transport solution for T1 and Control plane solution for T2, we would not be having commonalities in the protocol stack and interface design for T1 and T2 e.g., T1 would use R-AP over XXAP whereas T2 would use R-AP over NAS. Reader in T1 (AIoT RAN node) would support a SCTP based stack whereas Reader in T2 just uses NAS/AS stack. This is shown via the figure below.




[bookmark: _Toc165908654]Observation 16: Using Indirect transport solution for T1 and Control plane solution for T2 would result in having a different protocol stack and interface design for Reader in T1 and T2 e.g., 
· [bookmark: _Toc165908655]T1 would use R-AP over XXAP whereas T2 would use R-AP over NAS. 
· [bookmark: _Toc165908656]Reader in T1 (AIoT RAN node) would support a SCTP based stack whereas Reader in T2 just uses NAS/AS stack.
Considering the commonalities in functionalities and architecture with our solution (direct-transport solution for T1 and user plane solution for T2), we propose to merge the two entities “AIoT RAN node” and “UE Reader” into a unified terminology “Reader” and use that for subsequent discussion henceforth. 
Defining separate logical entities based on topology (AIoT RAN node for T1 and UE Reader for T2) is inefficient because it would result in duplicate and complex specification efforts in defining procedures and protocol stack for T1 and T2 separately and possibly fragmented solutions. 
This common “Reader” node can interact with the AIoT CN node via the R-AP protocol carried over SBI protocol stack (HTTP/TLS/TCP/IP/L2/L1) as shown below.



[bookmark: _Toc165471431][bookmark: _Toc165903364][bookmark: _Toc165906635][bookmark: _Toc165908657]Observation 17: Defining separate logical entities based on topology (AIoT RAN node for T1 and UE Reader for T2) is inefficient because it would result in duplicate and complex specification efforts in defining procedures and protocol stack for T1 and T2 separately and possibly fragmented solutions.

[bookmark: _Toc165470290][bookmark: _Toc165470366][bookmark: _Toc165471507][bookmark: _Toc165908740]Define a single logical node “Reader” that can depict the Reader functionality for both T1 and T2 (instead of AIoT RAN node for T1 and UE Reader for T2). The Reader can interact with the AIoT CN node via the R-AP protocol carried over SBI protocol stack (HTTP/TLS/TCP/IP/L2/L1)


[bookmark: _Toc165283122]Summary
General
Observation 1:	R3#123bis defined several new terminologies and definitions for AIoT e.g., “AIoT RAN node”, “UE Reader”, “AIoT aware CN node”, XX interface” for Topologies 1 and 2 along with several FFS. These definitions are not complete and need more discussion.
Observation 2:	For Topology 1, the following aspects are not yet clear from the discussion in R3#123bis:
· What is AIoT RAN node in T1 (e.g., whether it is legacy NG-RAN node or a separate logical entity)?
· Interface between AIoT RAN node and AIoT CN node (e.g., whether there are any intermediate nodes (e.g., AMF) or is it a direct interface)
· Protocol stack of AIoT RAN node (e.g., SCTP-based or HTTP-based)
Observation 3:	For Topology 2, the following aspects are not yet clear from the discussion in R3#123bis:
· Whether/how the UE Reader interacts with AIoT CN node in Topology 2
· Protocol stack of UE Reader
Observation 4:	It is also not clear whether there are any commonalities in the architecture and protocol stack of AIoT RAN node in Topology 1 and UE Reader in Topology 2.

What is BS/AIoT RAN node in Topology 1?
Observation 5:  From TS 38.300, an NG-RAN node is either a gNB (or ng-eNB), providing NR (or E-UTRA) user plane and control plane protocol terminations towards the UE, hosts host several functions (e.g., connection setup, paging, system information broadcast, header compression, ciphering, integrity protection), interconnected with each other via Xn interface, connects to AMF/UPF via NG-C/NG-U interface.
Observation 6.	AIoT RAN node in Topology 1 interacts with a AIoT device (not a UE) via a new air interface (not Uu) and doesn’t host several of the legacy NG-RAN node functionalities. It is also not clear whether there is a need for AIoT RAN nodes to be interconnected via an Xn-like interface, whether AIoT RAN node can connect to AMF etc.
Proposal 1:  RAN3 should study Topology 1 considering AIoT RAN node as a new logical node (and not as a legacy NG-RAN node or a “NR base station”).

Why reusing NGAP is not appropriate for AIoT?
Observation 7:	In Topology 1, reuse of NGAP for AIoT related signalling between AIoT RAN node and AIoT CN node is not appropriate because of several reasons:
i. Presence of several mandatory IEs in NGAP procedures
ii. Avoid creating a specification like TS 29.413 (use of NGAP for non-3GPP access) with several exceptions.
iii. Unclear on the involvement of AMF for AIoT
iv. Unclear whether there needs to be AIoT device-awareness at AIoT CN node
v. AIoT RAN node is not related to NG-RAN
vi. NGAP is not reused for AIoT RAN node to communicate with the AIoT CN node in Topology 1

Proposal 2:  NGAP is not reused for AIoT RAN node to communicate with the AIoT CN node in Topology 1
Proposal 3:  Define a new radio network layer protocol “R-AP (Reader-Application Protocol)” for AIoT RAN node to communicate with the AIoT CN node in Topology 1

New “R-AP” protocol between A-IoT RAN node and AIoT CN node
Observation 8: In Topology 1, following 2 options are possible for the AIoT RAN node to communicate with AIoT CN node:
· T1-Option 1 (Indirect transport solution): AIoT RAN node indirectly (via the AMF) communicates with the AIoT CN node.
· T1-Option 2 (Direct transport solution): AIoT RAN node directly communicates with the AIoT CN node. 
 Observation 9: T1-Option 1 (Indirect transport solution) has the following drawbacks compared to T1-Option 2 (direct transport solution):
· Need upgrades at legacy AMF to support two new interfaces (AIoT RAN node-AMF, AMF-AIoT CN node)
· More backhaul latency (due to involvement of AMF)
· Potentially unnecessary involvement of AMF (just as a “router”) for AIoT
· Potentially different protocol stack at AIoT RAN node (SCTP based stack) and AIoT CN node (HTTP based stack)
· Less developer/cloud friendly due to point-to-point interface between AIoT RAN node and AMF.
· Additional protocol b/w AIoT RAN node and AMF (XXAP) needs to be defined to carry end-to-end packets between AIoT RAN node and AIoT CN node (R-AP)

Proposal 4:  	RAN3 assumes that the AIoT RAN node directly communicates with the AIoT CN node (without going via AMF) in the study of Topology 1 (referred to as T1-Option 2: Direct Transport Solution in this paper).
Proposal 5:  	RAN3 agrees that a SBI protocol stack (HTTP/TLS/TCP/IP/L2/L1) is used to carry the R-AP protocol between AIoT RAN node and AIoT CN node.

Involvement of AIoT CN node in Topology 2
Observation 10.	AIoT CN node is responsible for forwarding AIoT related signaling e.g, Inventory/Command between Reader and AF for both Topology 1 and Topology 2. 
Proposal 6:  	In Topology 2, UE Reader receives AIoT related signaling/data (e.g, Inventory/Command) from AIoT CN node via a new R-AP protocol.

Signaling between UE Reader and AIoT CN node
Observation 11: In Topology 2, following 2 options are possible for UE Reader to communicate with AIoT CN node:
· T2-Option 1 (Control plane solution): UE Reader uses control plane signalling (via RRC to gNB and via NGAP to AMF i.e., NAS) to communicate with AIoT CN node.
· T2-Option 2 (User plane solution): UE Reader uses user plane signalling (establishes a PDU session till UPF) to communicate with AIoT CN node.

Observation 12: T2-Option 1 (Control plane solution) has the following drawbacks compared to T2-Option 2 (user plane solution)
· Result in different protocol stacks for Reader in T1 and T2 (i.e., AIoT RAN node in T1 uses R-AP over IP whereas CP solution would use R-AP over NAS)
· Non-homogeneous control plane transport (NAS between UE Reader and AMF and API between AMF and AIoT CN node)
· Overload on AMF (e.g., if there are a lot of AIoT devices)
Proposal 7: RAN3 adopts a user-plane solution (i.e., sends R-AP over IP) to communicate with the AIoT CN node in Topology 2 i.e., the UE Reader establishes a PDU session to send AIoT data to UPF which forwards it to the AIoT aware CN node.

Commonalities in Topology 1 and 2
Observation 13: RAN2 agreed that its aim is to design a common air interface between reader and AIoT device for T1 and T2 whereas RAN3 also agreed to look at both topologies while looking at the commonalities.
Observation 14: RAN2 uses the terminology “Reader” in many of their agreements and doesn’t distinguish between the topologies (like RAN3 decided to use AIoT RAN node for T1 and UE Reader for T2).
Observation 15: Using a direct-transport solution for T1 and user plane solution for T2 results in a common protocol stack and interface design for the Reader in T1 and T2 i.e., the Reader uses an IP-based transport to carry R-AP packets (i.e., AIoT signaling/data between Reader and AIoT CN node)
Observation 16:  Using Indirect transport solution for T1 and Control plane solution for T2 would result in having a different protocol stack and interface design for Reader in T1 and T2 e.g., 
· T1 would use R-AP over XXAP whereas T2 would use R-AP over NAS. 
· Reader in T1 (AIoT RAN node) would support a SCTP based stack whereas Reader in T2 just uses NAS/AS stack.
Observation 17: Defining separate logical entities based on topology (AIoT RAN node for T1 and UE Reader for T2) is inefficient because it would result in duplicate specification efforts in defining procedures and protocol stack for T1 and T2 separately and possibly fragmented solutions.
Proposal 8: Define a single logical node “Reader” that can depict the Reader functionality for both T1 and T2 (instead of AIoT RAN node for T1 and UE Reader for T2). The Reader can interact with the AIoT CN node via the R-AP protocol carried over SBI protocol stack (HTTP/TLS/TCP/IP/L2/L1)
Proposal 9: Agree the TP to 38.769 in Annex.

Annex: TP to 38.769

[bookmark: _Toc160111601]6.4 RAN architecture aspects
Editor’s note: Corresponds to the second RAN3 objective in the SID, to identify RAN architecture aspects, including whether support for split architecture is necessary.
6.4.1	Reader’s architecture and protocol stack

Reader is a logical node that supports an AIoT radio protocol stack (referred to as AIoT AS layer in Figure 1) to communicate with an AIoT device over a Ua interface and communicates with an AIoT CN node to receive AIoT related signaling (e.g., Inventory/Command).
Reader supports a radio network layer protocol “R-AP (Reader-Application Protocol)” to communicate with the AIoT CN node.
Reader communicates with the AIoT CN node via the R-AP protocol carried over SBI protocol stack (HTTP/2/TLS/TCP/IP/L2/L1). 
Reader may be collocated with a Base station in Topology 1 and with a UE in Topology 2. In Topology 2, L2/L1 of the Reader uses the collocated UE’s Uu connectivity with the gNB.
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