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Introduction

Ambient IoT use cases and requirements were studied by SA1 in TR 22.840. The high level use cases are as follows:

· inventory

· command (read, write enable, disable,..) 
· positioning

A RAN Study (RP-223396) was carried out to study a new 3GPP IoT technology, suitable for deployment in a 3GPP system, relying on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. It was concluded in TR 38.848 (RP-232230) at RAN#101. 
At the last RANP#102 meeting, the study item of Ambient IoT was agreed in [1] and further revised at RANP#103 in [2] with the following scope for 3GPP RAN3: 
· RAN3-led:

· Identify necessary impacts on signaling and procedures for CN-RAN interface, to enable:

· Paging  

· Device context management

· Data transport

· Identify RAN architecture aspects, including whether support for split architecture is necessary.

· Identify potential solutions for locating an Ambient IoT device with no specification impact, e.g. reusing existing user location report, or minimal specification impact to convey location information to core network.

This paper discusses the data transport aspects.
Discussion
1. Background - Architectural assumptions 
-  The study is to support the following traffic types for Ambient IoT device:

-  DT: Device-terminated; and 

-  DO-DTT: Device-originated – device-terminated triggered.

-  This release study is to support two connectivity topologies which include:

-  Topology 1: BS ↔ Ambient IoT device;

-  Topology 2: BS ↔ intermediate node ↔ Ambient IoT device: UE as intermediate node under NW control.

2. Data Transport aspects
At the last RAN3 meeting, several approaches were discussed concerning the aspect of data transport.

The various approaches presented at last RAN3#123bis can be grouped in two types:

· One step approach;
· Two steps approach.
Assuming that the AIoTF needs to send a command to a particular device ID:

· In the one-step approach the command request incudes both the device ID and the command information which are directly delivered to the AIoT device. 

· In the two-steps approach a network node stores the command request in an “AIoT context”, first pages the AIoT device, then the AIoT device replies which gives information on its reader (i.e. an associated reader). The network node can store the associated reader, then sends the actual command in a second step only to the identified reader in a point-to-point manner.
The identity of the “network node” depends on the architecture chosen by SA2, which is unknown at this stage.

However, an example is given below taking topology 1 and handling the one-step/two-steps in the BS.

The two approaches are illustrated in the following diagram:
[image: image1.png]AloT Bs1

Bs2 AloTe-

s

step 1: AloT Service Request (command, device 1)

aware node

——

step 2: BS2 Activate (dévice 1, command)

AloT
device 2 device 1
<
"
-

Step 3 BS1 Activate (device 1, fommand)

Step 4: Rackscatter (device ID, cqmmand ack)

e

step 5: AloT Service Response (device ID, command ark)

e





Figure 1: one-step approach topology 1
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Figure 2: two-steps approach topology 1
It is obvious from the figures above that the one-step approach is much better:
· Only 5 steps instead of 9 (1)

· Avoids creation of device ID context in the BS (2)
Concerning (1) it is not only a number of steps. We can see in figure 2 that step 7 will reach again all devices because it is anyway a broadcast message. It means that having first identified the BS1 at step 5 of figure 2 as the relevant reader and trigger the sending of “command” at step 7 in a point-to-point manner to this particular identified reader doesn’t help because in the end the Activation signal is a broadcast signal that will “disturb” all AIoT devices and create interference.

At the end of the day, the critical aspect of AIoT devices is the radio load and interference. Two-steps approach is bad because it leads to double the broadcast signals in BS1 (steps 4 and 7) compared to one-step approach (step 3 only).

We can therefore add a third drawback for two-steps approach:

· Doubles the level of interference in the reader’s area (3). 
Concerning (2), another specific aspect of AIoT devices is the scalability. Billions of AIoT devices are to be handled. Creating context for devices, even if temporary means lots of processing.

Observation 1:  The 2-steps approach has many drawbacks compared to 1-step approach for data transport:

· Only 5 steps instead of 9 (1)

· Avoids creation of device ID context in the BS (2)
· Doubles the level of interference in the reader’s area (3). 
The idea behind the 2-steps approach was avoiding the command to be sent to all devices in the first place.

However, in 2-steps approach, as shown above, the command is anyway also sent by broadcast to all devices of the BS1 area.

Therefore, if the issue is to avoid non-involved AIoT devices to receive the command destined to involved AioT device 1, then the solution should be different than using 2-steps approach uselessly. This could for instance mean that the command needs to be encrypted. The encryption stage is to be determined by SA2. It could be in the AIoTF or also in the AF.

Observation 2: If the concern is privacy issue, this is to be handled by SA2/SA3 with encryption located in AIoF or AF.

From the considerations above, we would like to draw the following conclusion:

Proposal: agree the one-step approach should be supported for the data transfer.

Conclusion and proposals
This paper has investigated several approaches for data transfer and made the following observations:

Observation 1:  The 2-steps approaches has many drawbacks compared to 1 step:

· Only 5 steps instead of 9 (1)

· Avoids creation of device ID context in the BS (2)
· Doubles the level of interference in the reader’s area (3). 
Observation 2: If the concern is privacy issue, this is to be handled by SA2/SA3 with encryption located in AIoF or AF.

From the considerations above, we would like to draw the following conclusion:

Proposal 1: Agree the one-step approach should be supported for the data transfer.

Proposal 2: Agree the TP for TR 38.769 presented in annex A below to capture the above conclusion.
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Annex A: Text Proposal for TR 38.769
X
Support of Ambient IoT Devices 
X.1
AIoT Data Transport
The RAN architecture to support ambient IoT devices supports the following requirements:
Assuming that the AIoTF needs to send a command to a particular device ID:

· In the one-step approach the command request incudes both the device ID and the command information which are directly delivered to the AIoT device. 

· In the two steps approach a network node stores the command request in an “AIoT context”, first pages the AIoT device, then AIoT device replies which gives information on its reader (i.e. an associated reader). The network node can store the identity of the reader associated with the device, then sends the actual command in a second step only to the identified reader in a point-to-point manner.

Examples of one-step and two-steps approaches are given below for topology 1.
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Figure 1: one-step approach with topology 1
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Figure 2: two-steps approach with topology 1
Observation 1:  The 2-steps approach has many drawbacks compared to the 1-step approach:

· Only 5 steps instead of 9 (1)

· Avoids creation of device ID context in the BS (2). This may be a problem as billions of AIoT devices are expected to be managed in the network.
· Doubles the level of interference in the reader’s area (3). This is because even if the AIoT service request is sent in a point to point manner to the reader, the reader will broadcast the command to all devices of its area.
Observation 2: If the concern is privacy issue, this can be handled by SA2/SA3 with encryption located in AIoF or AF.

From the considerations above, the one-step approach should be supported for the data transfer. 
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