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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
[1] 3GPP TR 28.879, " Study on OAM for service management and exposure to external consumers".
3	Rationale
After the external MnS consumer has discovered the available management services (now service APIs) at the CCF, the external MnS consumer should be able to proceed to request authorization information to consume/invoke the management service at the MnS producer. Accordingly, this pCR proposes to add a new use case, i.e., the authorization of the external MnS consumer to access the management service API to clause 5.1 of TR 28.879 [1]. 

4	Detailed proposal
It is proposed that the following changes be made to clause 5.1 of TR 28.879 [1].
	First Change



5.1 Exposure of management services

5.1.Q Use case #<W>: Authorization of the external MnS consumer to access the management service API

[bookmark: _Toc157755316]5.1.Q.1	Description
Before the external MnS consumer (referred to as the API invoker in CAPIF terms) can discover the available management services, the discovery policy for such an external MnS consumer shall have been previously configured into the CCF. Furthermore, the external MnS consumer has to be successfully onboarded to the CCF (see clause 8.1 TS 23.222[5]). To enable the successful onboarding of the external MnS consumer, the management system needs to provide the onboarding information to the external MnS consumer. This onboarding information includes the end-point URL of the CCF, as well as the required authorization and authentication information to enable the onboarding of the external MnS consumer to the CCF. If the onboarding is successful, then the external MnS consumer can discover the available service APIs (see clause 8.7 TS 23.222[5]).
In order to consume the discovered service APIs, the external MnS consumer needs to request the CCF for the authorization information to access the service API (see clause 8.11 of TS 23.222[5] and clause 6.5.2.3 of TS 33.122[14]) via the CAPIF-1e interface. This authorization information contains the actions (e.g., ALLOW, DENY) the external MnS consumer can perform on the discovered MnS producer. These actions might differ from what the external MnS consumer is authorized to discover from the CCF(depending on the configured discovery policy). However, currently, the CCF does not have this authorization information in order to generate the access token to grant external MnS consumers accessto the discovered service APIs (i.e., the management services). 
Furthermore, after receiving the authorization information from the CCF, the external MnS consumer will proceed to access the management service at the MnS producer (the MnS producer is the CAPIF API exposing function (AEF)) via the CAPIF-2e interface. This implies that the MnS producer should be able to support the CAPIF-2e interface; however, it is safe to assume that this is already supported.

[bookmark: _Toc157755317]  5.1.Q.2	Potential requirements
PREQ-FS_MExpo-01 The 3GPP management system shall provide the CCF with the authorization information for an external MnS consumer.

	End of Changes








