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1
Decision/action requested

The group is asked to discuss and approval.
2
References

[1]
3GPP TR 28.876 v0.1.0 Study on management aspects of RedCap feature 
3
Rationale

This contribution adds use case and potential requirements on RedCap information exposure to TR 28.876 [1].
4
Detailed proposal

	1st Change


5.X Use case #A: RedCap Information Exposure
5.X.1 Description

RedCap is a lightweight network access solution aiming at scenarios with low-cost, low-power, low-energy-consumption and low-speed requirements, mainly applying to industrial sensors, video surveillance, wearable scenarios. To enhance the transparency of RedCap services and promote customized services, the CSP needs to expose certain RedCap network information to the CSC. However, the specific information needs of CSC vary under different RedCap use cases and deployment scenarios.
For instance, in industrial sensor scenarios, the CSC (industrial enterprise) needs the CSP to monitor and expose RedCap network performance indicators (e.g., throughput, latency, packet loss rate) in real-time, and dynamically adjust RedCap network configuration (e.g., bandwidth, resource allocation) based on production demands.

In video surveillance scenarios, the CSC (security company) also needs the CSP to monitor and expose RedCap network performance indicators in real-time and dynamically adjust network configuration based on surveillance demands.

5.X.2 Potential requirements

REQ-RedCap-Info-Exposure-1: The 3GPP management system shall be capable of providing customized RedCap information exposure services to the CSC based on different RedCap use cases and deployment scenarios.

	End of change


